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list) OFLFEHTHEZERSLET,

clear access-filter

TR AZNV—T3~<> K (mac access-group, ip access-group, ipv6 traffic-filter)
THELZT Z7EAYU A K (mac access-list, access-list, ip access-list, ipv6 access-
list) oftFHEREZ 7 V7 LES,

122 70—KRHE—FD

=1 —]

ax A&

T4 NEDT7a—RHE— FEEET A6 E2 RIS LET,
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1 4174

[(BREDRA > K]
Zu—RHE— N, N— Y =7 OERNBREMERIEZRET D720, BANTRELET,
[37 2 FIZLBERE]
1. (config)# flow detection mode layer2-2
7 a—RHE— N layer2-2 ZHZ LET,

1.23MAC Ny S THiflk - BEZE T HERE
MAC ~y ZZ7u—fHEFe LT, 7L —axhilk - BEREEET 2B Z2RITRLET,
[BREDRA > k]
T L= LZERIZMAC Ny L > TT7m—HH &7, 74 Z = MIC—H L7 b—L%
BEZE - ik L £,
[a<7 Y FICLBERFE]
1. (config)# mac access—1list extended IPX DENY
mac access-list (IPX_DENY) Z{ELET, KU X FE{ERT D2 LI2L > T, MAC 7 4 /L& OBIE
EF—FIBATLET,
2. (config-ext-macl)# deny any any ipx
A—=HRy NEATRIPX D7 L— L% FEFT D MAC 7 4 VEEBRELET,

3. (config—ext-macl)# permit any any

TRTOT L—LEHf|T 5 MAC 7 4 VEERELET,
4. (config-ext—macl)# exit

MAC 7 4 VA OEMEET— Kbl a—\)var 7 47—y a »rE— RIOEY £,
5. (config)# interface gigabitethernet 1/0/1

K= b 10/l DA Z T =2—RAE— RIZBITLET,

6. (config-if)# mac access—group IPX_DENY in
ZAEMNC MAC 7 4 M E BB LET,

I
X JE

1.24IPAYHS - TCPIUDP ANy A THhilk - BEXT 5

(1) IPv4A7 FLREZT7O—RRHEEH LT HERE
IPvd 7 FLRZ 7 — il e L, 7L — 2% Pl - BEIEET 2052 KR LET,
[BREDRA > k]
T L— AEERICEEITLIPVE T LA Lo T r—iili 21T, 7442z hUic—H L7
—LEPHLET, TA4NFT R UIC—ELARWIP N7y MITRTHEELET,
[A7 > FIZ&kBE&RE]
1. (config)# ip access—list standard FLOOR_A PERMIT

ip access-list (FLOOR_A_PERMIT) ZAERLLET, KU A FEERTHZLICE-T, IPVAT FLA
T ANEDOMEE— FIZBITLET,

2. (config-std-nacl)# permit 192.168.0.0 0.0.0. 255
EETIP T RL-2192.168.0.024 Fv hT—=IMbEDT L —LEHHTDHIPVAT RLAT 4 V2%
HELET,

on

3. (config-ext-nacl)# exit
IPvd 7 RLATZ 4 VEZDEWEE— R a—_" a7 4 71— 3 F— RIRED £97,

4. (config)# interface vlan 10
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1

(2)

3)

PRI

VLANIO DA X T = —AF— RIZBITLET,

5. (config-if)# ip access—group FLOOR_A_PERMIT in
ZAZMNC IPv4 7 4 VX B L E T,

IPv4 /85y FEDJO—RRHEEHETIHRTE
IPv4 telnet /37 v M7 a—fHE&MEE L, 7 L—2a% ik - BERET 262 KITRLET,
[BREDRA > K]
T L= LZFHEC IP ~ v & « TCP/UDP ~v Ik > CT7u—BH &7\, 74 Z x> hUic—%
L7 b—hZBERELET,
[ FIZ&kBEE]
1. (config)# ip access—1list extended TELNET DENY

ip access-list (TELNET_DENY) Z1ERLET, AU A FEERT 22 &Ik T, IPANTry b7 o
N DEEE— RICBITLET,

2. (config-ext-nacl)# deny tcp any any eq telnet
telnet DX > N EFEFET D IPvA X7 v N7 4 VX R ELE T,

3. (config—ext-nacl)# permit ip any any

TRTOT L —LZTH,T B IPvE Ny h T 4V EZBBRELET,

4. (config-ext—nacl)# exit
IPvA 7 L A7 A VZOBEE— Fmbran—NLar 74/ b—are—RIREY £7,

5. (config)# interface vlan 10
VLANIO DA ' B# 7 = —AE— RIZBITLET,

6. (config-if)# ip access—group TELNET_DENY in
SN IPvA 7 A VX EENZ LET,

TCP/UDP R— BB Z 70— RHEH LT HHRTE
UDP A— hEHE 7 u—RHEEAEE L, 7L — L% dik - BEIRET 2012 KITORLE TS,
[BREDRA > k]
7 L= LZERHZ UDP ~ v X O3RN — FEFIC L > T7 m =B &7, T4 v 7= h I3
L7 b— 2 EBEELET,
[37 Y FIZKBERTE]
1. (config)# ip access—list extended PORT_RANGE_DENY

ip access-list (PORT_RANGE_DENY) #1ERLET, KU A REETHZ LICE - T, IPv4 Xy
N7 4V Z DOEEE— RIZBITLET,

2. (config-ext—nacl)# deny udp any any eq 10
UDP ™~ Z DFESE AR — b&E G310 D/ MEFERET L IPva "7 b7 g W Z 2 ELET,

3. (config-ext-nacl)# permit ip any any

TRTOT L—LEPHT L IPVE Ty h T 4 VB ERELET,

4. (config-ext—nacl)# exit
IPvd 7 RL AT 4 LEZOEWEE— Kb a— o\ var7 4 7 L—3 g v E— RICEY 9,

5. (config)# interface vlan 10
VLANIO DA > Z 7 = —AF— RIZBITLET,

6. (config-if)# ip access—group PORT_RANGE_DENY in
ZARMNZ IPv4 7 4 VB2 BT LET,
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1 4174

(4) IPv6 /N7y FETDO—REEH LT HERE

IPv6 X7y R 7a—RHSGEE L, 71— A%k - BEEEET A2 RISELET,

[BREDKRA > F]
T —AZEREFIZIPV6 7 RL AKX o TT7 a—RHEIT, 74 N0F T NII—H L7 L—A2%
FRELET, 740X b UIZ—ELARWIPYG X7y MITRTEELET,

[A< Y FIZ&PHE]

1. (config)# ipv6 access—1ist FLOOR_B_PERMIT
ipv6 access-list (FLOOR_B_PERMIT) Z{ELE9, KU X NE{ERTHZ LI2E - T, IPv6 X7y
r7 4V Z OEMEE— FITBITLET,

2. (config-ipv6-acl)# permit ipv6 2001:100::1/64 any
EEITTIP T RLZ2001:100:1/64 725D 7 L— L& Ffkd 5 IPv6 Sy 7 ANV EERELET,

3. (config-ipv6-acl)# exit
IPv6 X7y R 7 4 AV EZOEWEE— R bl a— S Lar 74 Lb—3 g 08— RIZREY 5,

4., (config)# interface gigabitethernet 1/0/1
A= b 10/l DA Z T =2—RAF— RIZBITLET,

5. (config-if)# ipv6 traffic—filter FLOOR_B_PERMIT in
ZASNZ IPV6 7 4 VX ZBHIC L ET,

125 8BBA VAT —R T4 IILADERTE
RO =YXy M X T 2— AT A N EETHH 2RISR LET,
[BREDARA 2 H]
config-if-range E— R CHEDA —H Ry "V H T2 — AT 4 NVHEZRETEET,
[a7 Y FIZkBE]
1. (config)# access-list 10 permit host 192.168.0.1
BA N 192.168.0.1 BT 7 L—AhEFHT L IPVET RLATZ 4 VEEHRELET,

2. (config)#t interface range gigabitethernet 1/0/1-4
R—F 10/1-4 DAL E T 2—R2AF— RIIBITLET,

3. (config-if-range)# ip access—group 10 in
ZAEMNC IPvA 7 A VX BN LET,
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2 QoS HIHDBE

E28R QoS

QoS Fl{HDHEE

QoS I, HIREEMH - ~— I — « BIEERGE - HIHIEIZ X o TRESEEHIE L,
FROEHRSLF 2 —D NNy 7y KR PORLNEX Yy T —7 EIRE2AHNHAT S
72D DOMEETT, ZTOETIE, AEED QoS HFICOWTHII LET,
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2 QoS HIHDBE

2.1 QoS #ilfEtE &

Xy hU—27 ZFH LY —E 2O I, BEMEERIELRWVWRA N7 3 —  MIO T 7 ¢
v 7NN %, FEEERA - BHERER O N T 7 4 o 7 BEEINL TV RS, AREED QoS #lEZHE AT S Z &
W&o T, NI T4 v NS UlERE ARt TEE T,

AREEE O QoS HlfE Y, FMOFIRSLF 2 — DNy 7y FEREDRE LNy b U — 7 BIRE=HHEH
TEET, 77V r—var T EICEREIND SEIEREENEZMZ 372012, QoS il &2 H L x
v MU — 7 EREEUNC R LT,
AHEE D QoS HIMHOKERE T 1 v 7 ZIROBKUTR LET,

B 2-1 AEED QoS #lHOHET O Y Y

FEE
___________________ oL I ... S
| BEIAE 1 AEME 70— V| RERE L afEwE
oo | H ik N
Y 2= e | E L Y|
) R mmm e S | EEEL L Ll
| Ly N g A B Pl RE |, | i L 4 !
1 = V! Jt/7 ! *ﬁ I ] > o I st h
| 5 Y N 1 1 o[ AN I = '
R b SR B

<nw>[];:@ﬁfam¢éjuyg

BUIZR L7z QoS il DA ERET 7 v 7 OB AR DORITTR L ET,

= 2-1 QoS flfHOEHET O v Y DHME
HEREER L BERERT
ZAE AL AN =2 = TL—brEZELET,
SE3E AL P R g7 L— A0 VLAN Tag O —PEEEEICHE, BIEEIE
YA/ LET,
7 1 — R 7 a—k MAC ~y Z7a b /Lffifl], IP7 KL A, R"— &S, ICMP
N Z R EOFMI T I 7 e—EmHE L E T,
R Tua—ZL IR AER L, BHAB AT a—os LTS
NT 45 2FET,
~—7— IP ~ v #' N DSCP X VLAN Tag D1 —PIEICEE A E X2 5k
T,
BV E T —ZHHTHELES, BEEINSTIZ TR T X2 —A VB
FEERELET,
A I BEFHEH ) Ry NOBERE L X2 —DREBIJSLT, #4711 —20%Fa
—A T T DT DHNERIELE T,
vx—X BX2—b0T7 L—2OHDNERFR L O ) H#E 2 Hl# U %
j_ﬁo
EAF JLER R 7 L— AEE V=Rl oTHIBEENZT7 L—2 B R ELET,

ALEED QoS HliHE, ZEV Vv —b0BEEL—VEEE~ Y VLS, FHIE7 2 —HIN X > THRE
LEd, 2—PEEE~ YL 21T, ZET L —A0 VLAN Tag NIZdH 5 = — PSR I RSV TR E
ERELET, 2—PELRETITRLS, MACT RLARIP 7 RL AR EDRFEDOFRMIZ—EKTH7 L—
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2 QoS HIHDBE

DT LT EZRE LI2WEEE, 7o —Hilflafl L x9,

7 v —HN K 2 EEEORER, a—FEEE vy LY bEESRET, £, 7o,
BREREDIZNIHBEER S~ — I — b E M T ET, 7 —RH TR L7 v —I2x LT, s
B, ~——, EREREDOEBEIIFFHIEETE 7,

EEHENY, 2= PEEE~ y © U 77 v — I K o THRIE LB EICEESW T, BEERIEP Y =

— N EFE L ET,
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2 QoS HIHDBE

2.2 HBNIBFER

221 A—YEEEIVELVY
a—PEEE~ v 71T, Z{E T L —L0 VLAN Tag NIZH 5 o — PRI S W CEEE AR ET
HHERETY, AMETIE, BIla—VERE~ Y LV INEEL, $TO7 L— AT L TELEEZ R
ELET,

BREDOMEICIE, EENOELELZET CoSELHAVET, ZETL—202—VELEDMEI S CoS H
I~y BT L, CoSTHIZE > TEEFa2—Z R ELET, CoSHEEEF2—DxSITONTIE, [3.73
CoS vy B U IR 2L TEE W,

o —PESEEIL, Tag Control 7 4 —/L K (VLAN Tag ~ v #f5#) O3 vy hARLET, B
VLAN Tag 23727 L— A%, HIZ CoSE3 #HLET,

7 v — N K 2 EEERE RIS 25, 2 YEEE vy B 7 L) bEE L TEELE T,

® 222 1—HEEEL CoSTENTYELY

7 L—LDES YyEYTEN% CoSiE
VLAN Tag DHE £ 1—YEEEE
VLAN Tag 72 L 3
VLAN Tag & 0 * 0 0
1 1
2 2
3 3
4 4
5 5
6 6
7 7

(LB — - 3Z472 L

X
WO, ZERFO 2 —PEEEEICERR <, FIZCoSHE3 Twy 7 anET,
® VLAN h> RV VI HRELIEZAR—FTZIFELEZT L—24
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2 QoS HIHDBE

2.3 QoS #HlfHFtBEBND AT KAA K

231avvR—%E

QoS il @D a7 4 S L—v g vavy R—EE2ROFITRLET,

£ 23 avIqL—YarvavrrF—g

avy kg

B

ip qos-flow-group

A—TFFy b ¥ T72—AFZIEXVLANIZH LT, IPv4QoS 7
—U X F&EMAL, IPv4 QoS HliElZ A4 LE T,

ip qos-flow-list

IPv4 QoS 7 —fitH & L TENET % QoS 7 — U A h&@E L &
j_O

ip gos-flow-list resequence

IPv4 QoS 7 u— Y A b OEE#ERIEFO > —7 v AR ZHRE L E
j_o

ipv6 gos-flow-group

A—FFy b F 72 —AFZIXVLAN IZX LT, IPv6 QoS 7
—U X h&EML, IPv6 QoS HlfEZ A4 LE T,

ipv6 gos-flow-list

IPv6 QoS 7 e —fitH & LCTEMET 2 QoS 7u— U R hZHELE
7,

ipv6 gos-flow-list resequence

IPv6 QoS 7 vt — U A M DRMEMNAF O > — 7 o Ao 2 B E L%
B

mac qos-flow-group

A—H Xy MU Z 72 —AFTILVLAN IZK LT, MAC QoS 7 =
— U 2 &ML, MAC QoS #lffl 2 A%z LE7,

mac gos-flow-list

MAC QoS 7 e —fit & L CEIWET 2 QoS 7 v — VU X F &gk iE L E
E

mac gos-flow-list resequence

MAC QoS 7u—U A NOSEM@EREF DY —7 v AEZEEEBREL
7,

qos

QoS 7u—Y A M TO7 v —tGMRE L UEEEEZBRE L £,

qos-queue-group

A=Yy A ET72—RATH LT, QS F=—VU R MERAIEM
L, L=y =2 LET,

gos-queue-list

QoS F=2—V A MEBMIZIAT P a—) v IS E— FERELET,

remark

QoS DHEFHM A TR L E T,

traffic-shape rate

e T e e o

flow detection mode™

7 4% QoS I 7 r— g E— REBRELET,

lavr74 1L —vagravw s RLT77 LR

<TEEW,

27 7o—ktE— 77— 2ZRL T

QoS #HlfHtAEDEM =~ F—E2ROFIRLET,

= 24 ERaTVFKR—E

avy kg

Bl

show qos-flow

QoS 7u— 7 )—7=a<= 2 K (mac qos-flow-group, ip qos-flow-group, ipv6 qos-
flow-group) Ti%E L7 QoS 7z —U A I (mac qos-flow-list, ip qos-flow-list,
ipv6 qos-flow-list) DFEEFHEHRE R R L E T,

clear qos-flow

QoS 7u—Z )—7za~< > K (mac qos-flow-group, ip qos-flow-group, ipv6 qos-
flow-group) Ta%E L7 QoS 7= — VU & ~ (mac qos-flow-list, ip qos-flow-list,
ipv6 gos-flow-list) DHEFHEHRE 7 U7 LET,

show qos queueing

A=Y Ry " U F T 2= ADEEFEF = —OFFHEREZERLET,
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2 QoS HIHDBE

avY RE Bl

clear gos queuging A=Y Ry MM U F T 2= ADEEF 2 —OHGFHEFHREZ 7 V7 LET,
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3 Jo—##

7 0 — il &

ZOETEAEEO 7 o —flH (7o —fml, WG, ~—b—, BEERE) 125
WCEB L ET,
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3 Jo—##

3.1 Jo—mHmEs

Tu—BgHElE, 7L —a20—EHDHENTHDH 7 e —% MAC ~> &, IP~v &, TCP ~v %, ICMP ~v
IR EDOFRMFIZE SN T T L— 25T 2B TT, QS 7r—U XA FMTHRELET, QoS 7r—V X
NOFEMIE, 1313 QoS 7mr—U AN ZHHLTIIZIN,

AIEETE, /=T Xy bA U F T2 —ABINVLAN A ¥ 72— R ZH LT QoS 7r—U A hFEE
TEET, QS 7u—URFEFRELIA =V Xy MU FT7x—A, VLANA VX7 x2—ALHIT, b
A ¥ 2 FHEDOA —HV 3y b V2 XIS L OV IEEES02.3 D SNAP/RFC1042 FEAX 7 L — b & 7o —HiHi T& £
R

ZENA o E T 2= ATT n— R ERELIESGS, A —h Ry MM FT7x2—A, VLANA V&7 =—
ALBIZ, AP Fy b A H T 2—ATZELEEE T —REBLET, B, AEENE COZEY
L—2h 7 e — SR T,

3.1.1 70—@HE—FK

AEE T, Ry FT— I HERCEAEEAEEL C 7 e —HE— FEZHAELTWEYT, 7o —RE
— RlX, 74 0% QoS =2 FJDEy /R = ERDDHE—RTT, =2 hJOESFIZONTIE T
T4 =3 HA R Vol 3 UNAESM] 22U T, HWHICEDETE—REBRLTLLE
0,

7 v —HE — Rid flow detection mode =~ > FTHEL 9, 7k, @RL7 v —HHE— FI7 ¢
NH - QoS, ORI EREMTRBETT, 7 —RHE—-RFELERT L2568, (27 =2—RIRE
SNk D A~y RETXTHIBRT D2 HLERH Y £7,

® mac access-group

® ip access-group

® ipvo6 traffic-filter

® mac qos-flow-group

® ip qos-flow-group

® ipv6 qos-flow-group

BB, 7u—HHE— FE2RELRWVES, layer2-1 37 74/ FOEF—RE LTHRESNET,
To—HE— FE 7 e —@{EOBRERORITIRLET,

£ 31 JO—REE—FETO—BEORER

70—t ERB 7 O—&hfk
E— F&M
layer2-1 MAC ~> % (VLAN Tag &te) T7 FTRTOT L —L%EHEIZ, MACT KL
= — A i L7z A, A —HFy NIAT7RED MAC ~v &
T7 UL —2%RHLET,
layer2-2 IPvd ~v &, LA~y ZT7ua—%# | IPv4 37y MZOWT, IP~v &, TCP/UDP
WLz Ny, ICMP ~y X T7 L— A& L E
j—()
layer2-3 IPvd ~v 5, IPV6 ~v &, L4~y | IPv4 37y R ETZILIPV6 237 v Mo
TT7r—ZH#E L2y T, IP~v %, TCP/UDP ~v %, ICMP ~v
ATT7L—LEBHLET,

312 JO0—RBHEH
Ton—BHT 72010, ar T4 L= ar T u—ET 00058 EEE LET, ZEMA
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3 Jo—##

VHE T 2 —ATOT7 a—RHEFEERIORLET,

(1) ZEEAUE2T7I—AOT7O0—BHEH
ZIEMA L F T = — A CHETE 57 0 — RIS EROEICRE L ET,
=

32 BEAA VI T —ATEETEL JO—EHEN

= dl|

MAC 41

=N A I

VLAN ID*!

MAC ~v %

EEITTMAC T R

%54 MAC 7 R L2

{—H %y koA

PR

IPv4 Sttt

arvI4 T —vayv

VLAN ID*1

MAC ~v &

2

IPV4 ~ o 5753

XTI V%

BEITLIPT RLA

S5 1P 7 KL A

ToS

DSCP

Precedence

IPV4-TCP ~» &'

e )

sideAR— b &S

TCP it~ = 774

IPv4-UDP ~ v 4

R{F A N

sideAR— M S

IPVA-ICMP ~ v &'

ICMP % A 71

ICMP == — N

IPv6 $ftt:

arvI4 L —vayv

VLAN ID*1

MAC ~v &

S S

IPV6 ~ v 575

A AZA =0 =%

EETIPT RL R

55 IP T KL A

N7 4w 77T

DSCP

IPV6-TCP ~ &'

WA EA— B

sideAR— hEE

TCP it~ Z 774

IPv6-UDP ~ v &

HIETEH— N EE

s — M

IPV6-ICMP ~» &'

ICMP % A 7fi

ICMP =2 — R

X1
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3 Jo—##

ALE@BO 7 0 — R TR TE % VLANID [E, VLAN 227 ¢ 7' L—v 3 > CAJJ LTz VLAN (Zxf
LTHET 2T, ZIE7L—20ET % VLANID ZHH L E1,

2
WIRT 7 L=l OoNTUTa—VPELEELZRETEEHA, #iZ, 2—FELE3 L L TRELE
—a’_‘o
e VLANTag 2L D7 L —A

VLAN Tag 238 #d % 7 L — Ak L T —WEEEZ R T 2546, MACT RLAMMNEG 1 EEED
VLAN Tag (28 % = —PEEENKIR L 720 £7°, IROKNIZ VLAN Tag B H 5 7 L — L OB %~
LET,

(i) VLAN Tag 1EED 7 +—< v b

. . 1E&EH® | Ether
MAC-DA MAC-SA VLAN Tag | Type Data FCS

(ii) VLAN Tag 2BBDZ7+—< v b

_ . 1BBH® | 2E6B® | Ether
NAC-DA MAG-SA VLAN Tag | VLAN Tag | Type

Data FCS

TEX%3
ToS 7  —/b ROFFEIZ DN TOHE
ToS :ToS 74—/ FD3 By h~6 L'y FOETT,
Precedence : ToS 7 4 —/V RD A3 By FDOE T,

Bit0 Bit1 Bit2 Bit3 Bit4 Bitb Bit6 Bit7

Precedence ToS | - |

DSCP :ToS 74—V RO EL 6 By FDIETT,

Bit0 Bit! Bit2 Bit3 Bit4 Bits Bit6 Bit?
DSCP | - |

X4
ack/fin/psh/rst/syn/urg 7 7 775 1 O3 R EBRHE L ET,
XS
NFT 4w 77T AT 44— ROIREIZOWTOHiE
NIT 49T 7 TA NTT AT T TAT 4 —/L FOETT,
Bit0 Bitl Bit2 Bit3 Bit4d Bitd Bité6 Bit7
R SR A

DSCP NI T4 I I TAT 4=V RO L6 By ROETT,

Bit0 Bitl Bit2 Bit3 Bit4 Bit5 Bit6 Bit7
| DSCP —

3.1.3QoS 7A—1J X I

QoS D7 u—HEERT H7-0OIITar 7 4 7L —arTQS 7u—U A MERELET, 7o—k
HEMIZIS U TERET D QoS 77—V 2 "R3By $9, 72, 7u—RKRHEHZ LIchREER 7 L—
LFEPINEZR D £9, 7o —RHEE L kST D QoS 7 —U A b, BI UM ARER 7 L— AFER OB
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3 Oo—§H

RERDERITRLET,
® 33 JA—RBHEHERETSH QoS 7A—) X b, HmHATEEL T L—LERIOBERZR

70— EH X I59 % QoS P T IS TR AT RE%E
JAa—1) Rk JA—&RHE—F 7 L—LFER
FEIP IPv4 IPv6
MAC 41 mac qos-flow-list layer2-1 O O O
IPv4 &1 ip qos-flow-list layer2-2, O —
layer2-3
IPv6 41 ipv6 qos-flow-list layer2-3 — — O
(L) O : iictE s — R TERY

QoS 77—V A +DA L E T 2—A~DHMAIL, QoS 7u—rN—F o< RTEMLES, @AIERF
X, QoS 71—V A FDNRTA—H THDHV—T UV AEFEFILL > TRELET,

(1) BEHOIO—BRHEHZRFFISRE L-Ea0BE

BHOT7 a0 —RHHEUERE L CHELA L X T 2 —ADZET L— A2k LT QoS 71—t % Fhi L7
A, WORIRTIEF T L—AERHLET, BEEHDO QoS = M IZIF—HLEHEA,

= 34 7JO—REIERF

JO0—&IERF A8 T—R
1 A —=HFk
2 VLAN

314 JO0—RHEFEARFDIEEIE
(1) VLANTag &7 L—AIZx9 % QoS 70—

2BD VLANTag 7365 7 L— AIZK LT, MAC =D A —H Ry M Z A7, 1Pv4 &, £7213 IPv6 5
a7 o —iHgrE L Uiz QoS 7 v —Mith 2 E A CHEMT 2 72DI121E, ROKUD EH HnEimizd %
ERH ET,

o AHLE T VLAN bV v ZHEBEMNEIE L T
o ALEETVLAN ho U U ZHEREDEEL TW T, 7L —L&ZELER—- B T 7F - Th
%
(2) IPv4 255 A2 by MZRE 5 QoS 70—

IPv4d 75 7 A2 % MZkE LT TCP/UDP ~» & « ICMP ~v ¥ % 7 r— 5 & L7z QoS 77—
BB ZITo7254, 2BBUMO T Z 7 A2 /37y NI TCP/UDP ~ v & - ICMP ~v X 37 L— ARNIZ
RWEDMHTEETA, 777 A b7y bEEDTZ QoS 7 v —i &£ 2561, 7a—KH
FIFICMAC ~v &, TP~y X EREL TSN,

(3) HERAYVEDEH S IPV6 /Ny MY S QoS 70—t

IPv6 JEFE~ > & 7% 1 EX D Hop-by-Hop Options LAS+ @ IPv6 23/ MZ%f L C, TCP/UDP ~v % « ICMP ~
FraT7a—tgMt s Lz QoS 7u—itiz TE £8 A,

YTy MIR LT QoS 7 — it &2 FEMET 23561, 7o —MMHMEMHEIZ MAC ~> ¥, IPv6 ~v X %
BELTLLES WY,
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(4)

(5)

(6)

QoS T v + Y ERRDEIE

ABEBTIE, A X7 2—AHLTQoS = M AT 2%E, RELEZ QS MUBNEAEIND
ECTOM, 11D QoS =2 M THRIHNSNBBENRH Y £T., FOHE, HIELE QoS =2 M) OfEHE
WrRSNET,

¥
o | = NI EEREL/ZQS 7a—U A& QS 7u—/—Favwy RCA U ¥ T7x—R T
AT 554
¢ QS7HE—UANE QS 7u—sN—TFavr FCHAL, = N Z2BNT254
o MEEEENEC, QS = N EHEAHIT LA

QoS TV M) EERDEIME

AEETIE, A 72— A@AFEHD QoS T M) ZEFET A L, BENKBEND ETOR, HiH

DB LERD 7 L—2BNHENRL R0 ET, 20D, —BIICIEND QoS = M) THIHEN 58

EMHY FT,

(IO DHERE & D EIBFENE

DTFOBET7 L—2IFEELETH, ZEMDOA T = — R TR L THRERZ R HD QoS = k)

EREL—BLEES, —H L7 QoS = M OMEHERNPEE SN ET,

® VLAN OF— ~OF —HEEREEN Blocking (77— ZH5ik5 (EH) OWRRET, BEKR— b2 H 7L —A
BZAE LTIENE

o R— FMETHEEWHE CIEE LER— NS 7 L —AE2ZE LT85S

& XA 7T 47 VLAN % b T 7 R— b TEZIET S VLAN IR E LRWT, VLANTag 72 L7 L— A%
ZELTENA

o LT UUR—PFTEZETSD VLANIZHEE L TR VLAN Tag & 7 L— L 2 %{5 L2354

o T UEAR—F, FubhalR—hrBLOMAC HA— FTVLANTag & 7 L — L% %(F LA

o FEENMEAIRELI- 74 NHZ U N (BROEFOZ L N 2E5T) I—HTDH7 L —LE%fFLE
i

o MAC 7 RL RFEAEIZ Lo T 7 L—ANFERINT-HE

® IGMP snooping 33 & Y MLD snooping (Z &> T7 L— AREEINTHE

¢ Ah—lrarhua—llLoT T L—LREEIN-HS

o IP LA YHHIZL» Ty BERINTEEES
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3.2 70—RKRHEDATVKHAR

321 70—REE— FORE
QoS D 7 v —kHET— F&iEET 2Fl 2R LET,
[(BXREDRA > k]
Zu—REE— N, N RU =T OEANBREERFEZRET D7D, BPICERELET,
[a<7 Y FICLBERE]
1. (config)# flow detection mode layer2-2
7 a—HE— R layer2-2 G2 LET,

322#HA 27 —RDM QoS #HIEHDIETE
BWEDOA —H %y b ¥ 72— QoS HliHl & ET D6l A2R LET,
[BEDRA > +]
config-if-range & — K C QoS Hili#l 2 AN RET D Z & T, BEDOA—V 3y A X7 x2—AZ QoS
HlEZRETEET,
[a7 Y FIZkBE]
1. (config)# ip qos—flow-list QOS-LIST1

IPv4 QoS 71— U & | (QOS-LIST1) Z{EK L E4., AU A ME{EKTHZ &1L >T, IPv4 QoS 7
n—U X hE—RIBITLET,
2. (config-ip—qos)# qos ip any host 192.168.100. 10 action cos 6
192.168.100.10 D IP 7 KL A& %54 L, CoSHE=6 D QoS 7r—U A M EREL£7,
3. (config-ip—qos)#t exit
IPv4 QoS 7u—Y A hE— KB u— a7 4 7 Lb—va e —RIED £7,
4. (config)# interface range gigabitethernet 1/0/1-4
R— b 1014 DA H T 2—ZF— RIIBITLET,

5. (config-if-range)# ip qos—flow-group QOS-LIST1 in
ZAEMIZ IPv4 QoS 7 —U 2 M &AM LET,

3.2.3 TCP/UDP ;R— + &% T QoS il § 55X E
UDP R— NEZZ 7o — g E L, QoS HlHlz%ET LM EZRLET,
[BREDRA > M
7 L —AZAFRHZ UDP ~ v ' D5 R— hEBIZ L > T7 e —HH 217\, QoS filfHl % F2hii L £,
(a7 Y RIZKBEE]
1. (config)# ip qos—flow-list QOS-LIST1

IPv4 QoS 7 m—U A [ (QOS-LIST1) ZARKLET, AV X P&k T 52 L2k > T, IPv4QoS 7
a2—UJ A NE— NZBITLET,
2. (config-ip—qos)# qos udp any any eq 10 action cos 6

UDP ~ v ¥ D% — M 10 27 2 — S & L, CoSfli=6 D QoS 7r—U A NEEELFE
—a—O

3. (config-ip—qos)# exit
IPv4QoS 71 —UJ A hE—RFhbrun—rrar 747 b—yarE— RIIEY £9,

4. (config)# interface gigabitethernet 1/0/1
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A=K 101 DA HF T 2—RAF— RIZBITLET,

5. (config-if)# ip qos—flow-group QOS-LIST1 in
ZAZNT IPv4 QoS 71— U X M EFIC LET,
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3.3 #HEE RS

HIEEGIY, 7 —B TR Lc 7 v —o#il 2 B4 2 HRE T

3.3.1 FiEEIR

TJo—BHTHRIELIZZ7L—207 L —AFE (MAC 7 RL A5 FCS £T) A ILICHR A2 B4 26
T, B LEEREHNE LCFi#fd s 7 L—2a% WP 7 L—4 ), BERESU EE LTFLT 2 %
BIF7r—2% DEXZ7L—LA] EFFERET,

TZo—RHE TR L7 L— AR BTN E5F L WD D E T ITER LTV A 0OHEICIE, Token
Bucket 7 /L3 Y X L% HANTHNET,

WA YA RE, "=AFNT T4 v T HHETFTIL—LE LTEETEDLRRTL—LERTT, N—
A NP A XOFFEERDOERIZR LET,

£ 35 N—R YA XOHH

N—Z kAR HE 1

IhELT B N=2 N RT T 4y 7 PHERHIFEIES TV, BfE% LTV ARVIREET b
T 7 4y 7 EEE LR, RO D & 2N S U,

Kx<T5 N=2 N RT T 4y 7 PHEHIFEIES MU < Uy, BfE% LTV RVIREET b

774 w7 2EE LK, BEHIMORED D LBRIRE W,

AHEREIE, BAREIREEAL & e KRl DAY, IR & e K T EH T & 2 X7 o
ORFEERDOEIIRLET,

x® 3-6 HEFTHEREKAFTHHHTERATEZEIRTILT « DEHE

BRI L—LIZHTERFILT 4 g B R AE

RIEFEER R KT i )
PEZE - O
Fa—A VT EREER O -
DSCP E: Xz O -
LB O : EAATREZR T VT o —  fERARFRER AT LT 4

3.3.2 i B AR AR [ FREXFT BB AT 1B 3]
HFIREGAL & (PRI AT AR M S0 0 S0, HPIRBEHRGE RV BRI T /R 2 R D AR L

£
® 3-7 HEHEEMRMEARICRINEAT R A HETER

i B R R A PRI AT RE S HRETIEHR

YN =R RAHEEST RIEHEER RIEHIEE ST

o dliviigu i) - - O O
e R Sl ) O O - -
FRARHF B A & A O O — -
RS O FEL 2
Hbe
L) O : fRERFIRE — @ BRIURATRE
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333 FHIEREAROIEESRR
(1) VLAN A >4 7 1 —RTHEBEREHEA

—EDETINRAY v 7 HERRTIE, VLAN A VX 7 = — A CHEIREH T A1E41C, fHATXAR— N0

HEDERH Y ET, HHTRERAR— FOMAEDLEERORITT LET, HRIOMAE DE TITHEK
Btz i LanT<iZan,

*® 3-8 EATREAR— FOHEAEHLE

ETIL 540
ARV RF7ARY RAE9Y
AX2630S-48T4XW R— bk 1~24, 49~50, — DDA UNRAAL v FHNT,
AX2630S-48P4XW EJ/eE AR— bk 1~24, 49~50,
R— k 25~48, 51~54 Eilne
RIS Y PR N— b 25~48, 51~54
DO AA
kL4t lFR7Ze L —DDAUNAA v TFN

(2) HEHEREEEA—HRY M2 T—R - FIEFXF21—DER
WD LD 2GEIL,
NHY F£9,

o HHRELAE TR 2 B R 2
BRI L 0 R EUVMEE LSS

EEA TRy M U H 72— AFERITEEF 2 —CBET 7 L— 25 FEETIBEN

UM TO—DEEA TRy P X T 2 —AFEITEEF 2 —D

o HIEMHZMHA LW Tu—LHiHA+s7u—%, RUEEASA—V %y b ¥ 72— AFEITEES
2 —IZEE LIE

FrlZ, B o7 o —CEROTENRZENT 25681, SHEEOERTEBHEOAFHICER L TR
X,

() TCP 7 L—AIIxY HmKmigHlEn A

BRI ZEE L72BE8120%, TCPOAR—RZ — MR IR ST — Z BRI E BRI E < 72 5
ZENRHYET,

FREEMEZ B 720, RAREHRERZEA LT, 7L —ABBEEIANT< R LI CFa—( VTE
FEEZTTD) BELFERT LI LTSN, AREICE->T, Mz TH ICHEES
NRNT, HAEBNRATEL L ERTFIIREEIND LR £T,

(4) [EhrDiee L DRIFBE

B— M HEERRERE CIEE LR — P D 7 L — AR ZE LA, 7L —A3FEE LT, #ukE
BXZIT2 0 £,
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3.4 HEERDITU FHA R

3.4.1 RRXFHEFEDERE
[(BREDRA > ]
T U —LZAERHISESE IP 7 RLAIZ K o T u— R ZITV, R RRHHIE 217 5 kR 2 2E L
S
[a<7 Y FICLBERE]
1. (config)# ip qos—flow-list QOS-LIST1

IPv4 QoS 77— Y A kb (QOS-LIST1) #{Ek L E¥, RV R ME{ERT 52 LIk ->T, IPv4 QoS 7
n—Y R hE—RIIBITLET,

2. (config-ip—qos)# qos ip any host 192.168. 100. 10 action max-rate 5M max—rate—burst 512
ZESEIP 7 R L AN 192.168.100.10 D 7 1 —|Txt L, F skl oo BAR Hr 8= Mbit/s, x F i8] )
D/N—A kYA ZX=512kbyte D IPv4 QoS 71—V A hZRELET,

3. (config-ip—qos)# exit
IPv4QoS 7u— Y A hE— Kb u—ar7 4 7 L—vart—RIRERD £7,

4., (config)# interface gigabitethernet 1/0/1
K= b 10/l DA Z T =2—RAF— RIZBITLET,

5. (config-if)# ip qos—flow-group QOS-LIST1 in
ZAFMNZ IPv4 QoS 7 r—1U A  (QOS-LIST1) 2B LET,

342 RIEFEHERERED X1 —a1 VI BEEDRE

BED7m—6 L TRIEHFER B 7 L—A3F a—A V7 BREOLEE) 2ERT 580K E

LET,

[(SREDRA > k]
T U= NZERHISEEIP 7 L AL L > T7 v —RHE1TV, RARHRERA1TS 2L aRELE
T IR RZER L2 7 L—AICK LT, Fa—A VT EREOEEEZTOREL LET,

[O7 Y FIZKBEE]

1. (config)#t ip qos—flow-list QOS-LIST2
IPv4 QoS 77— YU A b (QOS-LIST2) #{ERk L EF, AU R MEERTHZ LIk - T, IPv4 QoS 7
2—Y R RNE—RICBITLET,

2. (config-ip—qos)# qos ip any host 192.168.110.10 action min-rate IM min-rate-burst 64
penalty-discard—class 1
FESEIP 7 R L A73192.168.110.10 D7 v —iZxt L, SARE A B=1Mbit/s, HAREARMIHRDS—Z b
A R=64kbyte, FACHEIER TOBK 7 L—LDF 22— A  THBHE=1 D IPv4 QoS 71—V X h &
HELET,

3. (config-ip—qos)# exit
IPv4QoS 71—V A hE— KM bl n— " rar 747 b—ia e — RIEY £9,

4. (config)# interface gigabitethernet 1/0/3
K=K 103 DA H T x2—AF— FIIBITLET,

5. (config-if)# ip qos—flow—group QOS-LIST2 in
ZIEMZ IPv4 QoS 71— U A I (QOS-LIST2) ZAHWNZLET,
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343 HIEFIEE R ERFFD DSCP EE#H X DT

BeED 7 o —|Zx U TR GER 7 L —AIX DSCP DEXMWL ) 2 FET HHBEICRELET,

[BREDRA > k]

TVU—AZERFIZGEGEIP 7 FL AL > T a—RHEITV, BREIRER (min-rate) 21T 9 #3K
BEIH AR E L E T, SN EIR A EK L27 L— Akt LClE, DSCPIEOETAITHRTEE LE
—aﬂo

EENINEI S
1.

(config)# ip qos—flow-list QOS-LIST3
IPv4 QoS 7 m— U X I (QOS-LIST3) ZAEpk L £, AU A F&fEplkd 25 Z &i2d&» T, IPv4QoS 7
g—U X hE— NIBEITLET,
(config-ip—qos)# qos ip any host 192.168.120.10 action min—rate IM min-rate—burst 64
penalty—-dscp 8
SE%EIP 7 R L A8 192.168.120.10 D7 = —|Zkf L, FlREEHHI=1Mbivs, FAREERHADON—2 K
P A R=64kbyte, FALHHER TOMER 7 L— 24D DSCP =8 ® IPv4 QoS 71—V X hZHE L £
75
(config-ip—qos)# exit
IPv4QoS 7u— Y A hE— Kb u—ar7 4 7 Lb—vart—RIRERD £7,
(config)# interface gigabitethernet 1/0/5

— R 10/5 DAV H T 2—AE— RIZBITLET,
(config-if)# ip qos—flow-group QOS-LIST3 in
ZASMNC IPv4 QoS 7 m— VU X | (QOS-LIST3) ZHZC LFET,

3.4.4 R KT & RIETFHEROHEAEHEDERTE

FEED 7 v —I\Zx U Cle Rl i & R ks B 7 L — A DSCP EX#Z) 2Lz
BIERELET,

[BREDRA > K]

T L= LZERFICSEIP T KL A K> T r—RHEITV, BRHIREIE & RS IR B 247 5
WEERZRELET, ISR ER L7 L— A2k LT, DSCP{E‘@WE%TTQEEE%
3

[av Y FIZkBEE]
1.

(config)#t ip qos—flow-list QOS-LIST4

IPv4 QoS 71— VU A kb (QOS-LIST4) %#AERLET, KU R MEIERTHZ &I2L-T, IPv4QoS 7
2—U X ME—RIZBITLET,

(config-ip—qos)# qos ip any host 192.168.130.10 action max—rate 5M max-rate-burst 512 min—
rate IM min-rate—burst 64 penalty—dscp 8

FAYEIP 7 R L A773 192.168.130.10 D 7 v — Tk L, He KA O B l=5Mbit/s, 5 A il
DI3—A h YA X=512kbyte, FAXERATIR=1Mbit/s, FHRALELRAIK D I— A h 1 X=64kbyte, i
I COEN 7 L— 250 DSCP =8 ® IPv4 QoS 71—V A hEHEL £,

(config-ip—qos)# exit
IPv4QoS 71— A hE— KM b ln—rrar 747 b—a e — RIEY £9,

(config)# interface gigabitethernet 1/0/7
R—=F10/7 DA H T 2—AF— RIZBITLET,

(config-if)# ip qos—flow-group QOS-LIST4 in
ZIEMIZ IPv4 QoS 71— U A I (QOS-LIST4) ZHWNZLET,
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3.5 v—Hh—fEsH

< —H—%, 7o—BRHETHREL7Z7 L —20 VLAN Tag WO —WESEERS L VP ~ v ZN D DSCP %
Mz DHERETT,

AIEBRY T F I 27 THT L7 L — AT, ~—H—I1Ck B2 — B ERL DSCP DEX ML N TX F
Yh, Y7 MU 2THRCRLE T L—2IZOWTL, a7 47— 354 K Voll] [ 24-8
LAY2 7L —LHfkNY 7 = 7R AEEE 7 L— AR BB LTI &N,

351 1—HEBEEESHA

7a—BRH TR L7 7 L— 20 VLAN Tag NIZH 5 = —FHESEE  (User Priority) % E X #ix 288 T
9, —VPEEX, ROKIZ/RT Tag Control 7 4 —/L ROMHA3 By &R LET,

B 31 VLANTag DAy EI+—T v b

Ether

MAC-DA MAC-SA VLAN Tag T Data FCS
ype
Tag Protocol ID Tag Control
= o Gl |
User Priority Format VLAN 1D
I 126w b "

VLAN Tag B H 5 7 L — AT L T —PRIEEEZIRZ 217556, MACT RLAS 1EEEO
VLAN Tag (28 5 2 —WEEEZEXBRX 7, ROKIZ VLAN Tag BPEEH L7 L —L 74—~y b &
RLET,

K 3-2 VLANTag BE#HEIL—LT+—< v FOHRIRER

(i) VLAN Tag 1EQT7+—< v b

g . 1B ® | Ether
MAC-DA MAC-SA VLAN Tag | Type Data FCS
(i) VLAN Tag 2BBD T+ —< v b
_ _ 1ERB® | 2B ® | Ether
MAC-DA MAC-SA VLAN Tag | VLAN Tag | Type Data FCS

VLAN Tag 72 L C%Zf5 L C, VLANTag Y TEETLHPH T L— Al —FRIEEE S WM 2 HE LS
&, EIEWED VLAN Tag O — WS, HEEMXBOEBEEICRY £7,

a—PEEEE SR 2 FE N LR WEalE, RORIRT—FEEE L2 7,
® 39 JL—LEEROI—YEBEE

T L—LEER WRELDITL—LA
NDA—HEBEE
7 c AREEENAEMICEETDE 7 L—4

+ DHCP snooping A %hFE?D DHCP /37 v b
- DHCP snooping M % A 52 v 7 ARP BA&EA B D ARP /347 & |
+ GSRP Flush request 7 L — A

3 *VLANTag 72 L C%/E L, VLANTag H Y THETH 7 L—A
- VLAN k> R U U ZHERET, T 7 & AR DN v 7 R — R Pikd 5 7
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AN WNEELBIL—L
DI1—HEBEE
L—2A
ZETL—AD2— *VLAN k>R U > ZHSEET, T 7 2 ARG T 7 2 ARIFBUZHHET 2 VLAN

PSS Tag H Y 7 L—2
s Tag ZHABE L TRV, 2O VLAN bR U728 E L T RWAR— F T
VLANTag &V 7 L— A% %5 L, VLANTag Y THETH 7 L—A

* IGMP snooping HZIIFD IGMP /7 > |, PIM 7’12 h 2/L® Hello X v t&—,
224.0.0.0/24 %5850 &35 IPv4 X b

* MLD snooping fiZh#F > MLD /377 |, £f02::/16 %5555 & 9% IPV6 /37 > |k
« LAY 23BIED ARP X7 b D U L—HEREAZIRED ARP /3 b

cCFM A2 D Y > 7 b L—A A vyt —Y

352DSCPEZ#xz
IPvd ~v ZDTOS 7 4 —/V REZIZIPV6e ~v XD T T 4 v 7 IV FAT 4—/LROEI6E Y hTHD
DSCPEZEXWZ DHEEETT, TOS 74—V RBIOR NI T4 v I I TAT 4=V KD T —~ v %

DN R L ET,
B 33 TOST4—ILEDT+—<v b+

IPMUANY B TH—T k>

Ver | HLEN l Type Of Service Total Length
Ident’i,fication ‘E\Iags Fragment Offset
Time To Liv'e'l ‘ Protocol ‘\\ Header Checksum
J Source IP Addr‘és\s
s Destination IP Addr‘éqs
7 \
I” \\\\
DSCP A
6E v k 2Ew b+

B 34 FST49I99SRTLA—ILEDTA—T Y

<IPVEAYHE T+ —T v k>

Ver Traffic Class | Flow Label

+ Payload Length ‘\\ | Next Header Hop Limit
; Source MR _Address

- Destination IP Address

1

I

L

I

H ~
I

1

DSCP ESediE

6w + 2Ew b+

MHELZ70—DTOS 74—V RERIEI N T T4 v I I TARAT 4=V ROEAL6 By hEaEEHZFT,
F7, THRERNDDERICL - T, REERESEZBA7-70—0ODSCP 2 £ D LNTEFE

> Lt

T BlZIE, RIREHRIEEZEZ 727 e —Zx LT, DSCPIE% 0 IZRRETE ET,
FARHFIREL A & FIRFICEOE L 72l B OER 7 b — AOBEIC SV TR, ERFEOT LT ¢ S5 EE{E)E

fsnEJ,
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3.6 x—h—Da<T U FAAEK

36.11—HEBEEEZTHBIDERTE

FED7m—IZx L Ca—PREEZEIMMZ 5581
[BREDRA > M

ELET,

e

T — NS EFRICFHEEIP T FLRAICE > T7a—KREE2T7, 2 —FEEEOEXMWMZ AR ELE
—aﬁo

[A< Y FIZ&PEE]
1.

(config)#t ip qos—flow-list QOS-LIST1

IPv4 QoS 71— U & | (QOS-LIST1) Z{EK L E4., AU A ME{EKTHZ L2k ->T, IPv4 QoS 7
n—U A ME— RIZBITLET,

(config-ip—qos)# qos ip any host 192.168.100. 10 action replace—user—priority 6
192.168.100.10 ® IP 7 KL A %505t &L L, = —VEBIEEZE 6 1IcEEXH X 5 IPv4 QoS 71— U A M &%
ELET,

(config-ip—qos)# exit

IPv4 QoS 7 —VU A hE— Kb a—rLary 7 4 Flb— g ve— RIZREY) £4.
(config)# interface gigabitethernet 1/0/1

R—=F 101 DA H T 2 —AZAF— RIIBITLET,

(config-if)# ip qos—flow-group QOS-LIST1 in
ZIEM D IPv4 QoS 77—V A I (QOS-LIST1) ZHWNZLET,

3.6.2DSCPEEHZ DEKTE
BrED 7o —IZ% L TDSCP #&EX#x 25AICRELET,

[BREDRA > K]

TL—LZERICHEEIP 7 FLAICL>T 72— 21TV, DSCPEOEX#H L #H/TELE T,

(a7 Y FIZ&BHRE]
1.

(config)# ip qos—flow-list QOS-LIST3

IPv4 QoS 71— Y A k (QOS-LIST3) #{Emk L E¥, RV A MEERT 52 L2k > T, IPv4 QoS 7
2—Y R RNE—RIZBITLET,

(config-ip—qos)# qos ip any host 192, 168. 100. 10 action replace-dscp 63

192.168.100.10 D IP 7 R L 2% %84 L L, DSCP fHZ 63 ICHE#i 2 5 IPv4 QoS 71— U X &R EL
7

(config—ip—qos)# exit

IPv4QoS 71— A hE— KM b ln—rar 747 b—va e — RIEY £9,

(config)# interface gigabitethernet 1/0/3

K=K 103 DA H T x2—AF— FIIBITLET,

(config-if)# ip qos—flow—group QOS-LIST3 in

ZIEM D IPv4 QoS 71— U A I (QOS-LIST3) ZAHWNZLET,
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3.7 BEEREDES

EEERER, 7 —RE TR LEZ 7 L—2DEEEE CoSTHTIREL T, EEX2—%RET DIE
T, ABEREDOXR SR L 70D 7 L— ATEEMR L B EREIELE R OREAIC L > TRV £3, &
ML, 1371 EEEREORRT L—LA] 2L TIZEN,

ST1EBEEREDREI L—L
ALEE NPT D 7 L— AT DB EREDOR ST, BEEREDRSE T L— L EROFITRLE

—aﬂo
£ 310 BEEREONEIL—L
EEEK T L—LIEF
REBEETDI L—L REBNPH#HTETL—LA
25 4k5E X O

(LB O BEEREDOMRL72D X BEEREORG E LR

PEDS
ARIEERY 7 b 2T THHT 27 L—2&BREET, V7 U =T HIKICRL 7 L—AIZDONT
i, Tar 747 b=y a4 K Vol (% 24-8 LAY 27 L —AHfERY 7 by =7 HfkIC
ROMEEE 7 L—AFlR]] 2L TEEN,

3.72CoSE - Fa—a VI BEE

CoS i, 7L —ADEENIIBIIIELELZET AT v 7 AR LET, Fa—A UV TEREIL %
2—A VT T HEF 22— L THEEINST IOESENERLET,

CoSME L Fa—oA » VTEFEDIREHBLZIROEITRLET,

£ 3-11 CoS{ELEFa—4a VI BEEDIETEEHH

EH ¥e e EnfE
CoS & 0~7
Fo—A T ERE 1~3

7 a—HIEOBIEEEREMNMTONTWRWNWT L—AE, 74/ hD CoSfl & ¥ o—A o FESEEE 2
LET, T74/LFDCoSTEL Fa—A L T HBEELZROFITRLET,

R 312 TIAILIDCoSEEFaI—aVITBEE

7 L—LFER TIA4I KME

CosS fi& Fa—AVIEBEE

ik % 7 L— A PR~ Y B TV E T 3

X
WD QoS 7 B —4MIe—HKT AT L — A, =2—FELE~ Y U TIEDRNT, CoS EIE 3
BEE 720 £,
o v—N—%IELT, CoSMHEEIEEL TN
o ERERETKa—A V VTEEELZIEELT, CoSMEAMEEL TV
o WHREARAZIREEL T, CoSMEZIEEL TN
B, WIRT 7 L—A, BEEMIC CoSE Fa—d v TEREZRELET,
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ALEE N EHREANCEETDH 7 L—24 7 3
AIEENY 7 MU =27 THkT 57 L— 24
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3.7.3CoS v v EL T #EE
CoS v v V' JHEEIL, =—VEILE~ Yy B 7 CIE LT CoSE, F7mid” o —filfEom s ERE T
E L7 CoSEIZEESNWTC, HEXF2—%RET HHETT,

(1) CoSfELR—FDEEF1—DIVELY

AR—=FE7VOEFXF2—LLT8Fa2—HVFET, CSHEER—FDEFF2—D~v v BV T EZRITR
LET,
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37 A BEEREFERAFDIESIAE

(1) ZL—LOBEERTE
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3.8 BEERENDIATY KHA K

3.8.1 CoS {EDETE
BED7a—IZk LT CoSHERELET,
[BREDRA > H]
T L — LAZFRRIGEE P 7 R LA X > T7 B — ATV, CoSHABELET,
[O< Y FIZKBEEE]
1. (config)# ip qos—flow-list QOS-LIST1

IPv4 QoS 77— Y A kb (QOS-LIST1) #{Ek L E¥, RV R ME{ERT B2 LIk ->T, IPv4 QoS 7
2—U X RE— RIBITLET,

2. (config-ip—qos)# qos ip any host 192.168. 100.10 action cos 6
192.168.100.10 ® IP 7 KL A& %656 & L, CoSfE=6 M IPv4 QoS 7 —U A M &R ELE T,

3. (config-ip-qos)# exit
IPv4 QoS 7 — Y A hE— Kbl u— a7 4 7 L—3a e — RICRY £7,

4. (config)# interface gigabitethernet 1/0/1
AR—F 101 DA E T 2—AF— NIZBITLET,

5. (config-if)# ip qos—flow-group QOS-LIST1 in
IPv4 QoS 71—V % K (QOS-LIST1) ZAZNZ LET,
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<Y,
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a—J Tl A=V Ry MU ETo—ADKKE L = — ¥ 7T R — M SAER ST
FI, LAV 2= ROMEEROKIIRLET,
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412 FEFXF1—RIEE

EEXa2—REE, —00Fa2—CFa—A I TEINYT7ROZLETT, =20y 7 7213 256
NA FPETHRINTE, 256 51 FEBRT-7L—208481%, HEOARy 77 Z2FEA L THRHLET, £
72, OOy T FIBEDT L= LTS A,

AIEE T, Fv NI RCEAREICADE CEEF 22— B2 AT T, EEXF2—ROLRE
a7 4 7 L—3 3 a< 2 K system queue-length-mode TERE L ET, BEF=2—REZERTHZ LI
LoT, "=RA N TF 74w 7L DFa—bSNERBSELIENTEET, b, RELLZEEF
2 —RIIREBEBDTRTOL —H Xy MM v E T2 —ZADT_XTOF 2 — IR LTHEDICRY E4, 7277
L, BEDNTy bRy 77 BIT—EDED, EEFa—REERLEROF 2 —TCFa—A 75T 5
L, RNy MRy T ORERBELRLT KRV ET, Ty My 7 7 OMBEREMBNCHKET 55
&, Fy hU—7REIORELBNLETT,
EEF2—REBRELLRWES, Ta—K 192 TEFELET,

413 AR5 Ta—)vy
22— 7Y, Hxa—ITEENTZ T L —L 2 DL D RIEFTEET A0 EHIET e T,

AREETIE, RIRT ZODORT Y a—) 7R S Y 3, 774V FEIEIPQ TT, X7V a—
V> 7 OEERHZRORITTRLET,
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xR 41 RFTa—Y T OBERRA

Ayoa—1) B B {EERER 1 FA 41
2 iER|
PQ atg SEEEEEHIE, A—h470 8 NI T 4w T
o & Fa—, JellFi % 524
0#6 v DX 2 —7 L—ANEE | TT2%6E
gﬁ 3 THHE, BELEEOE N 2 —
Q#3 N (QHS8, QHT, -, Q#L) W
%% IC7 L—hERELET,
2PQ+6DRR a8 - RESFa—LER (A b EREX 2 —I2
a7 =EX |& ¥) ffExovrRury, RA— | g EE,
0o v F72 0 8 F = —, DRR ¥ = —|ZF
a#5 i3 BEEDF 2—8 (Q#8) 1%, % | —FRET T4
a4 IR TT7 L —aa%ELE | V7
$§ T Fa—7 QD) 1L, Fa—
ot 8 (Q#8) DIITHEIMIZT L—
LEEFLET, ¥2—8, 71
T U— ANEIE L ARVES, ¥
2—6~1 (Q#6~Q#L) |F4% ¥
a—IZRRE LR (2:y:
X:W:Vv:uw 26 U731 MK
T7 L —25%ELET,

AV a— T ORI O W TIRORITR LET,

= 42 R&HETa—Y)o5HH

IHH

Tk

EE

8 ¥ =—

2PQ+6DRR

1~254
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4.1.4 R— b i

H— MERRIENE, AV — U 7 %R LIRS, BT 5 R — MO LIS = —
U OB, ZORMBEMN LT, B —Y %y M= AT £

Bl Z 1T, [EIFEHEH)S 1Gbit/s T ISP & DK EIK A 400Mbit/s D3RS, R— M EHkEIEEREZ LA L Th 5
7 L oOfHR 2 400Mbit/s L FIZHIZ T7 L—AZEBETHZ ENTEFET,

A— MFHIENI R OBV N Y BTV E§ 5, Leaky Bucket 743U XA EHWTWET,

RER IR ELL FIZR2 D EOICREL TLIZEW, RETE WSS, e /7 RRRIhR—
I O EIT L & 72D T,

Leaky Bucket 7 /L =Y X L DEHEIZ L D /8— A A RO AERDOEITR LET,

& 4-3 N—X YA XD

N—=R +HA X I

hELT B IN—=ANNTT 47 PHBHEEZEINCTV, B2 L TWRWIREET KT 7
o4 v 7 B LIRS, HEHEORE O IR RK/NE W,
K&<T5 N—=Z K T 7 4 v 7 NHEBIOETRINIZD, BEZ2LTHWRWVIREET KT 7

1 v 7 &R LIZE, SEFEORE D DB LBARE ),

R— MR OB ERPE & N— A MY A XORERIL, (2747 v—varavr FLry Ly
A ] T traffic-shape rate =< ROFAEZSH L T EE 0,
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R— MFRHE O SR L 725 7 L— A OFIFHIZ MAC ~ > Z 235 FCS £ TTY, WN— NHHkHH o5 &4
PHAR ORI R LET,

4-2  R— MO xR #EE

PAVZEFN|

R MACA v &
Ferilin. JYFUIIL

(VLAN Tag% &) T3 Fes

»i
)

R— I R

415 L x—/\FHEBDFESEE
Q) Ny by T FRHEFORTS2—1) VT DEEEE

HARRROIRE E[E5 T 7 4 v 7 52 E LT &, REBO Ty by 7 7 OFENRET 2856
WY ET, ZOD, ZELEZL—ARFa—lFa—A VT EINTHEEINDZD, BELZAY
Ta—J T EBVIT L—ARREINWEERH Y £T,

27y RNy T 7 OFEIBIZ OV TIE, show qos queueing =T~ > KO HOLL h 7 U Z A7 U A hEh
TWAHZ & THERTE LT,

Ny by T 7 ORBNEFRICEET D5, Ry NY—REORELABLETT,
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4.2 > z—/Oa<vr EH4A4 KR

A21 R Va—Y VT DERTE
[(FREDRA > F]
AP a—) T ERELE QS Fa—U A MEREIEMRL, MU TIHIR—FMIRELET,
[a7 Y FIZkBE]
1. (config)# qos—queue-list QLIST-PQ pq
QoS F¥ = — VU X MEH (QLIST-PQ) AT ¥ a—VU 7 (PQ) #RELET,

2. (config)# interface gigabitethernet 1/0/1
A—=F 101 DAV HT 2—AE— RNIIBITLET,

3. (config-if)# qos—queue—group QLIST-PQ
QoS Fa—A U HF 72— AERIZ QoS Fa2— U A MAHEIEL, QoS F=—U X MEREFICL

£7

4.2.2 R— MHEEFIEDRTE

MUY HAR— bOH R E ZERR O L VIR A5 AICERELET,

[BREDRA > k]
FUTHAR— N (100Mbits) (Zxt L, A— MFEHIEIC X 58 ORE (20Mbits) 8 LT N—2 |k
A XOFEE (4kbyte) ZITVET,

(a7 FIZLBERE]

1. (config)# interface gigabitethernet 1/0/13
R—=H 1013 DA H T x2—AF— RIIBITLET,

2. (config-if)# speed 100
(config—if)# duplex full
4T B AR — b OEIREHE Z 100Mbit/s IZFRE L ET,
3. (config-if)# traffic—shape rate 20M 4
RN— NI Z 20Mbit/s, /N— R A X% dkbyte IZFRE LE T,
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B2, Xa—o UTEREENENEE 7 L—ARERESNIKLK RV ET, T Ry 7oli&%s
WORNZRLET, Fa—od U IBEE2 ORERELBXD L, Xa—A LV TBEE2O7L—2%T
NRTHEFELET,
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O :Fa—-AVIiBxEE2
----: BEERE
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441 F 21— VI EBEEDETE
BED7a—IZ L Txa—A v ITBIEELZHRELET,

[BREDRA > M

T — AN ERHZIEIP 7 RL AL LT e —RHEETV, fa—Aa v JELEEZRTELET,

[a7 2 FIT&kBERTE]

1.

(config)#t ip qos—flow-list QOS-LIST2

IPv4 QoS 71— Y A kb (QOS-LIST2) #{Ek L E¥, RV R ME{ERT 52 LIk > T, IPv4 QoS 7
2—U X RE— RIBITLET,

(config-ip—qos)# qos ip any host 192.168.100.10 action discard-class 2

192.168.100.10 D IP 7 KL A %58 E L, Fa—A L 7ERE=2D QS 7u—VU 2 hZHELZE
7

(config-ip—qos)# exit
IPv4QoS 7u— Y A hE— Kb u—ar7 4 7 L—vart—RIRERD £7,

(config)# interface gigabitethernet 1/0/1
A= b 10/l DA Z T =2—RAF— RIZBITLET,

(config-if)# ip qos—flow-group QOS-LIST2 in
ZAEMNZ QoS 7 r—Y & | (QOS-LIST2) Z#HZhic LEd,
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MAC 7% IEEE802.1X IEEE802.1X TOH AR — FEBERFOTIEICHE S,
Web s Web & Aty thET@T K F‘ﬁ%ij}ﬂj{:@@jﬂf (/EE VLAN
E—R) WD,
IEEE802.1X Web 783 Web RFETOR— MNEABEIREOEE (E7E VLAN
E—R) WD,

® 518 TIFARTY TRIATOR— FEABBEOEHE (F4F 3299 VLAN E—F)

IR SA 21— R— FEBEOBE
MAC 83 IEEE802.1X IEEE802.1X TO AR — MEBBIRE DEMEIZNE D
Web 323 Web FERETOR— MNOBIIREOBIE (¥4 F I v
27 VLAN £— R) IZfE95,
IEEE802.1X Web F3FE Web FEFETOR— MNEABEIREOBIE (¥4 F I v

7 VLAN E&— R) 1269,

[R— +rRREIFDEE]

1 FRER— N CREEF AR ROR— MNBENE T 25518, BEIRIOAR— N EBEFLOR— T, LA
Y2RGEEE VLAN O 7 4 7 L—2a VOREERLETCLL I, RIRT I —ATiE, A—F
MBEIN T FH A,
® MAC 7R— b ® VLAN IZATE L CW A REEFE A DWKN, [Al— VLAN T, 7> MAC ~— M4 D

POREAR — MZB®) L7=354E, BERiOR— F CORBIEREIIMEER SN ET A,

o BEJFIAR— N THAF I v 7 VLAN T— ROFZEFEFEAMANFTET S VLAN &, BEEAR— T
av 7 4 Jb—3 3 a~ K switchport mac dotlq vlan [ZF%E L TV 5 VLAN R[E— DA, B
iﬁﬁ”j—‘_‘ }\@mv_‘uﬂz'{k iﬁ*@éniﬁ/\/

[ ] /E\:fot%) I//])“V 27 mLu EA)S\%J‘.EZT_S‘—‘ }\ ifi O nIEXT%%T‘_‘ }\’\T‘—‘ }\ %%iﬁ L/fn_ (fﬂi \‘
IEEE802.1X DR — k7226 MAC #AED AR — b~ — ~ 2B #) L 78 %@JHIJ@T kf@m
RENMER SNV ERNHY £,

o BENEDAR— M2 IEEER02.1X D v FNE— RERIIILTFE— ROTIARR— FDFE, R
— MBEIERITE T, BERIOR— b TORIRRENEREIN VW E08H D 4,

e T I/LFRT V7uuthEj_ k & //7/I/uun nALuJ:ET‘—‘ }\TT‘—‘ b %%iﬁ L/fx_ ({;"Ijﬁ_bi, < )LF
x%y7mﬁf~bmgmmmmmw‘F(IEVMN%~b)~$—F%@ﬁLh%@,@
%ﬁﬁ@j‘ }\T@muu «Ui‘ﬁEﬁﬁﬁHﬁ}éﬂiﬁb\ kﬁ’&)@iﬁ—

EROEOHETYH, BEITOR— MIFEFERENE Y, BEVEOR— F THYmAROMWMFILTE 2

W=, IROENIOEMa~ 2 FEFH LT, UMK REERT 208N £,

o [EEE802.1X : clear dotlx auth-state =~ K
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® MAC %G : clear mac-authentication auth-state =~ > K
® Web F%ilE : clear web-authentication auth-state =~ > R

2 AT RT v TREER— MNOR— MEHE)T, [F— VLAN ORIR— F~BEIOE, BEFIOR— k&
%@%®ﬁ—%fv4?2mﬁki07W§Z7/7M£@2/747V—Va/ ENRLRDES
= R— ]\%%j]ﬁ%a Zit uﬂzflj( ﬂ‘ﬁ%ﬁ?éﬂi?

5.3.5 RADIUS H—/\#{E M dead interval ##E

RADIUS H— "PIEREIZ 72> f: he, a7 47— 33~ R authentication radius-server dead-
interval TR E S NVTZEFA O/, 1E720D RADIUS — "L lfE L TR i L F 3, $£72, REINI-HF
MR L7 d &g, W@»&ELtRMmB%*A%ﬁmbfmﬁ%%MLiT Fio, HEINZT
~NTO RADIUS r— ARG L oo T2 e, a7 4 7 L —3 3 2= K authentication radius-server
dead-interval TiX ﬁféﬂf_ﬁ%ﬁﬁaﬁ@ﬁﬂ 1%, RADIUS — "L OBENEIH L THRFERIE 20 £9, 7258,
dead-interval B4EE TREFEIRI & 72 o TR HED B IR MIZER E L 72 RADIUS W — S ~@EREICRTHE1T
WOEH -~ REFITLTLZ &N,

o JEEE802.1X : clear dotlx dead-interval-timer

® Web #%GE : clear web-authentication dead-interval-timer

o MAC ®GE : clear mac-authentication dead-interval-timer

RADIUS $—/ 3i@{g @ dead interval F§HE & R DK R L E T,
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DALk

5-5 RADIUS H—/\@{ED dead interval ##E

mR# dmRi2 AEE RADIUSH—/3#1 RADIUSHr—/3#2  RADIUSH —/3#3

»| Access—-Request

Y

Access-Request

A

#iEY b5 1

Access-Request

Y

FALT IR - Access-Request

EEVFSA

Access—Request

BALTT k- Access—-Request
Access—Accept
BEERLT - o
RBELER »-| Access-Request i
> I
Access—Accept i
BER Y - i
LT
£ & 3
EHEES »| Access—Request i
L 1
Access—Accept i
B |
»| Access—Request ..!. -

avI7445L—arvavrk
authentication radius-server dead-interval
TERE L-FREFiB% L, RADIUSH—/#1A~
ELEhEET

T:3a>7«4%L—% 307> Fauthentication radius-server dead-interval TOEFERME

5.3.6 MAC /R— k< dot1q REBF D EIE
(1) MAC R— kI dot1q BRERDEEL LA v 2 BELD R

MAC R— M a7 4 7 L—3 3 3~ K switchport mac dotlq vlan C dotlq 3EE SN TV B A,
Tagged 7 L — A X[ E VLAN & — ROBWEICHE > CRRFES N E T,

Untagged 7 L — AL A F X v 7 VLAN & — ROBEICHE> TRIAEEALE T, 723, Untagged 7 L — Al
FRRERATIE R A 7 4 7 VLAN IZIUE &1, @BRERIN £ ICFREER O VLANID (28910 B ) £,
MAC AR— hZ dotlq AFEE SN TV AHHEEDOIMEZKROKIIR L ET,
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56 MAC R—

Tagged 7 L—LDIHFEIE, EEVLAN
t— FO)Eﬂf$' ﬁtfftnunmlwgzju

R IZ dot1g MERE SN TLNSIEEDEE

REE | e
l,’ _____________________ \\\I '/,‘__- _____________
| VLAN 10 : | VLAN 10
' ; !
N e e y !
1
,oTTTTTTT T T T m T ~ 1
[ ) i
i VLAN 20 : i
: ’| : UL STy
P . [F—FH
g MAC VLAN ! S
i (VLAN 50) ; i VLAN 20
N // < | \‘~ ______________
_____________________ i
/ \\ i
i A T 1 TVLAN : i
: (VLAN 5) : !
% L/ | Untagged

Untagged 7 L—LDIZE(X, F4FT 2 v I VLANE

— FDEEIZRE-> TER

7E,

SEIRTIE S A T« DVLANIZIRE L,

BELET

L& IIMAC VLANIZEID B A F T,

MAC A— FZ dotlq 233%

* 5-19 MAC ~—

EESNTWBES

DAY 2

SRIAEOEEZROFKITRLUET,

!

’

B

-,

M2 dot1g BEBRE SN TLNDIZEED LA v 2 FRILDENE

ZEIL—L

IEEE802.1X

Web 23

MAC

=k

oA,

Untagged 7 L — A

XA F v 7 VLAN £— R T

5/(+ v 7 VLAN &— ]\Tmun

BT

HI .
Tagged 7 L — A FREET& 720 [ & VLAN E— KT
[MAC "— kIZ dot1q REREDTE]

a7 4 7 b—v 3 3w R switchport mac dotlq vlan IZ5%EJ 5 VLAN ID 13,
‘/Cy/l}ﬂ‘ /7 VLAN:E_}\@EALE ?’(XA VLAN ’Cﬁiﬁﬁ?‘é <E if%i“@f/\/

d0t1q vlan (»3:3 H’é*wnﬁ'@@iﬁ%ﬂﬁ{

MAC FBRETIE, 227 4 7' L—3 3 >3~ F switchport mac dotlq vlan “C dotlq 237
A— M, 237 47 L—3 3 a<> R mac-authentication dotlg-vlan force-authorized 737
4, Tagged 7L —AD MAC 7 KL AIZxH LTI

(2)

eTEL, AR

o NRERRAMmAR I

FrAMER 2 AN — M TBEIT 558

LZEMER A v —URERENET,
o Yk@%’ﬁ%(nu nﬁﬁﬂ%ﬁf\b@bij—

o HEfa~v NiZk

Dt uE@%ﬁﬁFlﬁé

TIEZ D MAC 7 FL A GEIERRSMRAR) % MAC #
LlZEELTLEE,

s uxéj‘“ k
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o GRAERRAMEARNIEERS LR, v T Y NEBRT 2EER A vk —URFRINES, £z, BE
» Vo TC AGBRERRSMR R MR S D72, m 7T M EERT

3% D MAC R— |k

RE SN TWVWS MAC
RESNTWDE
TERGERRAS &M L, MAC BRGEE LW ClBfE Ta £,
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J#E ] == > K clear mac-authentication auth-state CRREBRIMNHEAR D MAC 7 RV A ZFEET 5 & ii
BRoh & bR L £ 9
F 7z, #EMH =2~ K clear mac-authentication auth-state C9X"C D MAC FBFEH AUl K & R4 % 4
TrarEEE LSS, WA AR L £,

o FERERRSMIEARBE AR — N DY T X D K D FRAERRSMERR
FREBRAMNI RN L TWAR— DV 7 Z 0 U BRI LIZBRIC, #4815 — Mo s Lz

SR DOFBIEBRIN & fEER L £ 7,

o FEEBRIMIEERD MAC 7 R L AT —T)Lm— 2 0 712 K 5 RREBRIMR bR
FREBRAMNEAR D MAC 7 KL AT — 7»@1~y/7ﬁﬁﬁﬂ%ﬁlo T, FRRERRSMIA D H D
T IR APIRREENR N T2 IGEIS, BRI AR L £ 97,

e VLANGE nX Hﬂ::%{ﬁ mu uﬁﬁ%%ﬁ#ﬁ?
:/747vwv;/:vthmﬁﬁﬂ%Xﬁ@ihéWANwﬁi%ﬁﬁbtﬁu,%ﬂ@
NEfEER L ET,

(2747 —a vV OEEAR]
o VLAN ZHIR L7546
e VLAN Z1{% 1k (suspend) L7=%E

[ ] MAC Aty uiEOj{H mL uﬂilﬁ‘%ﬁ#ﬁ?
227 4 7 L—1 3 3~ K no mac-authentication system-auth-control "¢ MAC F8FED % E 23 HIER
é ﬂ( MAC Aty uﬂiﬁ‘{kﬂ: L/ﬁ_ ﬁ =, o uﬁﬁﬂ%ﬁﬁf‘ﬁ? Lijﬁ

537 ) 039 UBORIEAEROHNLE

AR — IRV Lo X LIl & (FrRATA—TOHEEE, FXRANITN—TRET L LIk X),
U AR— T, BIEFFOmMAORBIEREBITMERENE TR, 20747 b—v a3~ Fno
authentication logout linkdown Z X ET 5 Z & C, FFER— "B U 7 XU Lz & X OFBARIREZiERR L
PNESITTEET,

5.3.8 414+ 3 w4 ACL/QoS

(1) #HHEEE

X A3 w7 ACLIQoS 1E, LA ¥V 2RIAETHRIEFE A &Mootk (F/2id=—3) ITxfL, *ﬁ_L%

A LARWT, FRIAEAMRICN G ENTZ7 T ATR Yy MU= D7 7 AflilZ2 LES, REET

LAY 2FEEL 7 4V Z/QoS ZHFR L £,

ARHEEECTlE, RADIUS H— \DHiRK T &2/ 7 AEREZREL, RiEEAUARE 0~63 T TOEED Y T
AR ESEDRZENTEET, TOLT, /I7AZTLEDT A4 NF/IQS #ITHZET, Ry hU—0T 7

B AR A S L9,

HAF v 7 ACLIQoS I L=y NU—27 7 7 & Al Z R DOKIR L £,
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B 57 H4F3v%9 ACL/IQoS ZFER L=y bT—0 7Y & Rl

RADIUS
H—/\

Ty kT—oX

MPOFEYT 227 7ALT 7 BEAWRERR Y MU —7 OIS EROFITRLET,

% 520 FIBT DY SRETIERARELRY b T—0 DRI
7 A A DR

*y hU—2 X

75 2 B DR

Fy b= XEY

75 X C DR

Fy hU—r XEZ

75 2 D DK

Fry hU—2S

7T AB & CEDDOHER

Xy hU—rXEYEZES

(2) FREEAR

# A+ 3 v 7 ACL/QoS I, RADIUS — &+ L 2Rt 3572
% i—a—o Web IJAL Dﬂzk MAC th EE@ D ‘—‘j]/l/pu_, nﬂzji‘tvc i{%ﬁﬁ(% i’@‘/\/

77x'|H$&® Etnrh\nﬁlﬁa‘ 3'50)7 EXFEE
7 Z AEROFEIZHEHT 2 RADIUS —_"OBUEAEZRORITRLET, 2B, v VF AT v 7TRiEE

, RADIUS §BZEHFAMEH T

(3)

T8, 112 <~V F 27 v 7REE] @ 3 12-2 RADIUS V— ACTHEAT I EMNEA] 228 L
TLEEW,
£ 521 VS REROFEIZEAT % RADIUS H—/\DEMS
B4 Type f& 55 B
Filter-1d 11 7 T AERE T D 20D XFS] ("Class=x") .

(X 121X 0~63 £ TOFNAD)
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5

(4)

(5)

L1253

LAY 2 FRED T 5 &, RADIUS — NTFREH AR Z &1 0~63 £ TOMLED Y T AR & d A
L, RAFFHRIZIENIND Y SA~FBLET, 2, #1453 yﬁNl@ﬁ%ﬁmbﬁw(mmwS
=5 7 T AEREBA L) BE, T IIIEREFERE CTRRALE & & 72 o T2 78RR A AR O
720 LET,

HR—FF 57 4/)L2/Q0S LRHFHDERTE

HA4F 3 w27 ACL/IQoS Tl, ROERIRT 7 4 VZ/QoS Dar 7 47— aravy NefffTtaE
T, VIR LIRS EARETHILT, /I9ATEDRy NU—o T 7 AGATEE T, 71
— RO RT A =221, 0~63 D2—H 7 T XL, UL 0~63 DI FTATAT R ETZET,

kB, 2=V I IFTALI TRATATERETDHHE, 74V F/QoS ITZEMDA L H 7 = —ATHRELT
<TEEW,
£ 522 A4+ 3vY ACL/IQoS #HR—r3F 357 1/L42/QoS

HERE avI7449L—varvavy kR HR— bk
T AIH MAC 77 XY X k deny (mac access-list extended) O

permit (mac access-list extended)
IPv4a 77 AU & b access-list X

deny (ip access-list standard)

permit (ip access-list standard)

deny (ip access-list extended) O
permit (ip access-list extended)
IPv6 77 AU X b deny (ipv6 access-list) X
permit (ipv6 access-list)
QoS MAC QoS 7 r—1U X k mac qos-flow-list O
IPv4 QoS 7 r—1U A k ip qos-flow-list O
IPv6 QoS 71— U & | ipv6 qos-flow-list X

() O ¥ F—r35 X H¥F—FLAEZWV

DSAIRY DERAX

7 7AW E 22— T A% 0~63 DEH L LTS Hh, Rl RPITRT 27 7R a—Wr 5
ZFFRCEEZBRELET, ZDEX, VIAT A DOREIFARETT, L2508, 7 IAEREL—F
FRE6ItDOE Y b~y 7L LTHY, FEY MEREDI FALMOTHZ LT, B—27 FRIFRT
DURREMEE Y T AR T DMK ARESED ZENTEET, ZOBRAIL, 7 TAYAT DRENY
e Ed, M 57 ¥14F7Iv7 ACL/IQoS #EH L=y NU—7 7 7 v Al OF—R % Hu
T, M LET,

DT —ATIX4 OO T AENEL LET, £ T ADEFRE, £7 7 A&7 0 — T HZODHE
OB ERDOFEITRLET, TIZTIE, 1EY FENDA4EY FEEZEST, 4507 7AERBHLTVE
7

% 523 VSRAEERETAILIEREDH

95 VS RERTEDES T4ILE (permita< 2 K) DHRE
FRIT Sy b A—HHS5R 95 AIRY
7=
77 AA 1y FEMR L THIIT, X 1 [Fl 22
7 IAAIFRET D,
7 7 AB 2By NEMN L THIIL, XeY 2 Eibs
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VAPV Y SRERTEDOESR T4 LA (permit A X2 K) DHRE
HATHRY b+ A—HH35R DSRAIRY
79—

7T ABICHTEET D,

75 A C 3y FERLTHHIE, | XEZ 4 [ 22
7T ACIZHTEET %,

75 AD 4y bENLTHNE, |S 8 Al /2
77 ADIHTRE T D,

JITARATERETDHIET, TNTNDT A NVARETHE, 77 ALEBRLRE Y M7 —HEHD

F oy IRRINCE ES, FDOLET, 4

MARZ LI TAEREROED L IIHETH LT, B—7

T AT T DR & B T AR T 2R OIRIENAIREIZ /2 D £,
R 524 WERITEDY T RIBHRDIFZTEDH
IfR 9 5 A IEHR 7 4 ILAREDOEE
() (X2 #EH
REEDIE)
7T A AR DR 1 (000001) JIGAADT 4 NLFIZE Yy FL, v D
— 7 XZT7 7 & AFAHE
7 7 A BIZFTET D8k 2 (000010) PIABDT4NEZIZEy FL, Xy hU
— 7 X L YIZT 7k AARE
7 Z A CIZFT@T DA 4 (000100) JTACHDTANEIZEYy L, Ry FU
— 7 X L ZZT U R e
75 A DICFHTRY AR 8 (001000) JIADDT 4 NFICE Yy ML, v D
— 7 SIZT 7k ATHE
77 AB & CEDIZHTRET D 14 (001110) JFGABECEDDT A NFIZEFNEFNE
ES vy hL, %y hU—2XEYEZESIZT
& AWHE
5.3.9 RADIUS 25 AKXDH 14+ 3 v % VLAN E— FIZH 1T 5525 % VLAN D

RTE

RADIUS F8FESF KD X A F I » 7 VLAN £— K Ti¥, RADIUS &% Tunnel-Type, Tunnel-Medium-Type,

& O Tunnel-Private-Group-1D DfEIZ

V) ’ IJ‘LA FL[Ej#Jﬁﬂ{@ Aty IJIE

% VLAN Z#E L £9,

S

—fRE 7N & LT

I%, Tunnel-Type & Tunnel-Medium-Type (X[E Eff % & L, Tunnel-Private-Group-ID (/T E DF8GE# VLAN

(ENHo MAC VLAN) DIl & H87E
5HZ LB TEET, RADIUS EIEIC

7238, 4% RADIUS BMEDFiA Ik
i) LTI,

., Te

bij—ﬁ), uL‘nJ:EE‘ZJjJ?}'XA%) .E’J
:}: E‘j_z),fﬁ@?f"ﬁ;f/\bﬁknmnﬁft%%/k@% \—T Li‘j—

IEEE802.1X O f#.

1, g Web utuuﬂza)ﬁﬁl‘—uﬂjy

% 5-25 Access-Accept Z{EFM RADIUS BHEDHEAEIZ & SR IEN1F

\ZR%Z A T 4 7 VLAN ([ZIUET

10 MAC FBIFDOfiE

RADIUS B ISR S
Tunnel-Type Tunnel- Tunnel-Private- FRRERLTh/ R BR FREEE VLAN
Medium-Type Group-ID

L HEL HEL FRERLEN A7 47 VLAN
VLAN(13) IEEE-802(6) L APE ST SRAERLTh FA 7 47 VLAN

switchport mac dotlq FRRES I -

vlan & [7] C VLAN

%47 47 VLAN ARRIERL IS FA47 47 VLAN
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RADIUS B ISR S
Tunnel-Type Tunnel- Tunnel-Private- REERLTNIRRR B VLAN
Medium-Type Group-ID
fEE D MAC VLAN FORERLED Tunnel-Private-Group-1D
IZHEE L7z MAC VLAN
Rt FRREII -
B CANF TR Y oha FRREI I -
(LB — : BRERE D7D L
a7 4 7 L—3 3 < K authentication native vlan 7% E L TRV & IIREFEELR E 720 £
R
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54 L4V 2 RHMEREOTEEE

AL AEBEDHRTELLIUVREZEROIE

(1)

(2)

3)

(4)

(5)

AEEDRZANEESN-HZEDIE

PRGN 2 B O A 2 W TEH L WA DT, REEORFZNEE SN-5E, Rk
AN ET,

Bz 1%, EH =~ R setclock T 3 B OB I A2 25 Ltﬁm, SR RERE RS 23 3 BRERAE L 720k
ReLpn E9, Fio, W3 REMATORZNIMEEZ L2 L2HE1E, GEEmRER N 3 T E S E T,
A E—FZERTHHEEDIE

IEEE802.1X, Web &, itiwmcmﬁmﬁmﬁ% R—rCarvrr74 7 b—yaravws R

switchport mode DX EZLFEIC L W FRFEE— ]\%”:WE’J‘éiE'/\ , TRTOFRIRG AR — Mkt LTar >
4 7 b—v 3 a2 R shutdown %34T LT, #M =~ K clear dotlx auth-state, clear web-authentication
auth-state, = 721F clear mac-authentication auth-state TR OFEAEIRAE 2 AEFR U CRRFEMGAR 2 e S AL TR
WIREBEIZ L7=2H &, HI60 PORBE BV THLRGEE— REZEF L TLEE, FiFt—RKE2ELH L1H
L, TRTOWARGR— MK L Tar 7 4 ZL—3 3 3= Fnoshutdown Z2FETLTLIEEW,

FRRENH A DR SV TV D IRHE CREREE— RZ2 2 L7241, M =2~ K restart dotlx, restart web-
authentication, F 7213 restart mac-authentication % 3217 L C, IEEE802.1X 7’127 J A, Web iliE7 1 /' Z

L, FRIIMACFHET 77 A FEEL T EEVW, Z0%, #EH =~ K restart vlan mac-manager C
L2MAC BB 7' 1 77 L fEE L T EE 0,

nu..\nl—tjol:l 7 7.L\§1'—'Jt_‘j—éiﬁA0),I,‘_,\

a7 4 7 b—3 3 a~< K dotlx system-auth-control, web-authentication system-auth-control, & 7-(%
mac-authentication system-auth-control D% E Z HIR L CTRGET v 7T A %_"Fﬂ:ﬁ‘ DAL, TN TORRRER
GR— MR LTar 747 b—aa<y Fshutdown 2 E/T LT, #EH =2~ K clear dotlx auth-
state, clear web-authentication auth-state, ¥ 7213 clear mac-authentication auth-state Chiii A O FRAEIRAE 2 fElR L
TRAGEIR AR AN et S AU TRV VIRTE Lt%&7ﬁw®@ﬁ%%kwfﬁB%£7u77A%%¢LT<
#éwomﬁ7m77A%F¢Lt%k FTRTCOBFERGHR— ML Tar7s Z/L—varavy
N no shutdown %34T L T 7230,
AR AD R SN TV DIREBTRIE T 7 /T L& 1 LT25E1E, 0%, EH =< R restart vlan
mac-manager C L2MAC HE 7 0 /7 LA FEB L T 7Z2E 0,

nu..\nIEjI:I 7 7A§ﬁt@]‘d’éiﬁ’bo)iu

PRGN AR D3 e S 3L TV D IRAE TI#E ] = = o K restart dotlx, restart web-authentication, ¥ 7213 restart mac-
authentication Z F1T L CRGET R 7/ 7 Az HiELH) L7 & 1%, #MH =~ F restart vlan mac-manager C
L2MAC FH 7 0 7' J AafEf L T Z&EW,

FREER— k& MAC VLAN DERETODEE

IEEE802.1X (¥4 F 3 v 7 VLAN E—K), Web#ZiE (¥ 17 v 7 VLAN £— F), BILOMAC &3
(¥4 F v 27 VLAN E— F) TRESNTOSRAHA— k&, av 747 b—vara<y Fylan
<vlan id list> mac-based DX EEL & DFENKI 1600 ZHEZ TWAHEE, WIRTHEELZ TS L, L2MAC &H
7'a 7T AOMMEREREICES T, RBRED A S D F T L URRGEE AR O#E A MIE 5 £ Tl
e 23 0 F37,

o JEEDEE)

o Ef =~ K reload DFELT
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e j#E =~ I restart vlan mac-manager D 3T

5.4.2 RADIUS H—/\{EAKFDEE

(1)

(2)

3)

(4)

RADIUS —/N\ZHRET 2BENDIEEER

LA ¥ 2 FFETIL, v4ﬂ72mE)ﬁ@RADIUs4f—/\%/k_73“3/7471/—°/a/1 RECTX DT
W, FERTDLA Y 2RFEZ £ IZ RADIUS — R EREL T 730,

o [EEES802.1X : dotlx radius-server host =~ > K
® Web %G : web-authentication radius-server host =7~ >
o MAC %G : mac-authentication radius-server host 2~ > K

fcﬁ% Z'K %’\ij 7/1) /n:uu :'fﬁﬁﬁjﬁé RADIUS ﬂﬂ_/i% LAY 2 mou‘.EVC'f%ﬂq—aﬁZD & %T%ijﬁﬁ‘
A LEWEAIE, %495 LAY 2 583EA O RADIUS H— O EZHIER L T E &0,

RADIUS H—/\DEFETHRA PR ZHEE LI-IHGEDIEEIA
RADIUS H—/3% 8 A M THRE L7c 5 Er, DNS h—/ S T & 720 7g EOBAIC L o THFITFIR A T
TRVERETIE, RIORTHEBRET DL LRHY £T,
o HEfa~v L F&2FITLESLS

o EITREROFXRPIELL Y F7,

o RIEMNFHTILED, LIEH LTRERRESNET,

e IEEE802.1X TiZ%, [Connection failed to 802.1X program.] NFE/RINET,

o Web iFER LN MAC #HFETIE, [Can'texecute.] NE/RINFET,
o IV T4 L—Varavwy REETFLESS

o LT 4L —varDRFEIFIVT 4L a VORBICRREN B GERH 0 3,
® SNMP ~ F— ¥+ |2 X % IEEE802.1X MIB 1§ % BG4 2 54

o JRAENEL D, FIULSNMP ZEX A AT D MIe D 9,

FEROBRMGEABET D72, RADIUS — R"OZRKEIZIPvE 7 KL AEILIPV6 7 RLATIRETHZ L %
HELET, RA M CTORERKLERGEY, BT DNS YV —"NEOIRERH DL Z el L T ES
A

IEEE802.1X T RADIUS H—/\E DBENYIN-EZEDTEEIE

IEEE802.1X Ti&, RADIUS Y — L D@ ENYINTIGE, E/oid=ar 747 b—v g a~< 2 Rdotlx
radius-server host CE%/E S 4172 RADIUS h— "R IFELRWGEE, vl 4 VER 1521 LT, v
4 7 L—3 3 a< 2 K dotlx radius-server host CIEE SNT=Z A L7 7 MEFREE XL OVE RIS 7200 O
MR ND 720, 1 v 7oA CEERNE T2 OFBFELIITRFH 220 £,

F72, #4D RADIUS 4 —"\NRESINTZHETH, a7 4 7 L—v 3 2= R dotlx radius-server
host DIAIZ 7 7' A > ZEITEET 7 B 2T 5728, JElZfE S 7z RADIUS #— " CREEFEZR ZIC L > Tl
BRTE e b, RERRIIZFEH A EH20 F£9,

ZDEIREEE, vl A VEEEV STl 3T 4 FL—3 3 3= R dotlx radius-server host
TEFRRADIUS ' —_"ERELE LIcdh &I, vl A U BIEEZTT-oTESN,

IPv6 7 K LA®D RADIUS 4—/\{EEDFEEIE

IPv6 7 KL A®D RADIUS H— " HT 544, Vo7 a—haL7 KL AD RADIUS H— N3 H L7an
TLIEE W, LAV 2RETIE, Vo a—HhAT RLAD RADIUS — N Li@EETEXEHAL
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(5) RADIUS H—/\@IED dead interval 3R ER DT EEIE

(6)

dead-interval % A <13 1 5> T LICEWET A=, @37 4 7 L—3 3 3~ K authentication radius-server

dead-interval CR%E SN2 LV, REORKHINRK 1 #EL RDIGANHV ET, 0D 1 #RHEL
7-34, dead-interval OBFNIZIERL B2 NH Y £97,

IEEE802.1X M RADIUS #—/\% 4 L7 + L &HRADEEFEIR

a7 4 7 L—3 g a< s K dotlx radius-server host {2 & o T, T RADIUS - — S HSEESE 24 H

L7240 750, a7 47 Lb—32 g a~< K dotlx timeout server-timeout |2 JZO“C IEEE802.1X
DINFRREY — NINEHFH X A 57 U b CRlGERIRZ M L8613, TRAlREAEIC X 2 R8RERINCIE /20
F¥A,

IEEE802.1X D3&fIFRFEA AT 2561, a7 4 7 L—3 3 a< 2 K dotlx radius-server host CF&E 7"
HHA LT T MR & FREEBUC Ko THRE S5 9T O RADIUS — N ERE & 72 2R O &

D, a7 47 L —3 3 a< K dotlx timeout server-timeout D% A AT 7 MERINEL 25 L O ICRE
LTCTLEE,
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55 Lav 2+

BHNaAT Y

KA K

551 a7y K—

LAY 2RiEDary 74 b —ygravy R—EE2ROFITTRLET,

£ 526 avI4JL—Y3ravyk—

avy R4

‘E-Elil

3

BRAY LAV 25

IEEE802.1X

Web ER:E

MAC &2l

authentication arp-relay

FRFERTIRAE DR 5> 5 D ARP
PRy b ARLEE QSN S
ELIZWGEAICEELET,

O

@)

O

authentication auto-logout strayer

FOREAR — M EAAMZ R E) L 72 i
ROFEZ BB FER L %
j—O

authentication force-authorized enable

SRAFIGEREZ e L E 7

authentication force-authorized vlan

24+ 3 w7 VLAN E— KD
TR FRRERFICEI 0 B 2 D
VLAN ID Z$57E L £,

authentication ip access-group

ntoutEHIJ'{j( @j—%j{ﬁ)%@/\b‘
v N EARLEEOIMBICHERE L
WS, BB LV
NERZ IPvA 7 7B A D X |
THEELET,

authentication logout linkdown

Voo Forick
IR L E9,

mu uEﬁﬁF ﬁf

authentication mac access-group

FRRERTIRIE DGR DB D/

v N EARIEE OSEITRE L

W, R LTy
MNERIEZ MAC 77 EAU A K
THELET,

authentication max-user (global)

'{t%E’LLOD v uJ‘.E;&ﬁ%IJ I;E'f
ELET,

authentication max-user (interface)

]‘ ﬁ{l‘ DF [E thE;kﬁ%IJ BE1
HELET,

authentication native vlan

#4F v VLAN E— K
T, RADIUS B (Tunnel-
Private-Group-1D) &3R4 7 «
7 VLAN ZfEE L7z & %12,
Jffﬁj{@wu FIE & FFAT Ljf'?‘—

authentication radius-server dead-
interval

RADIUS ¥ — /NS R 2 T
B, RS RADIUS H— 3~
T 72 AT B E TORE B
EHRELET,

L) O :#@fFcEd

CEIfETE AR

LAV 2RGEOEHa~ ]\gﬁké’@(@% 2= Lﬂﬁ‘;‘
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i 5-27 l/’f’\”Zm.\n EFEZIV“/F_E%__
av Y R4 Bl WHY S LAV 285E
IEEE802.1X | Web F25F | MAC Z33E

show authentication fail-list LAY 2 FEFIC AL L=k O O O
K% MAC 7 R L 2D HIEIC
FRLET,

clear authentication fail-list LA Y 2 BEFIC IR L 72 iR O @) O
HHE7 VT LET,

L) O:@fEcxsd — EfETE 20

ki
filt

552 LAV 2RI#XEI T4 L—2320aT 2 FDINTA—45E

(1) FREIEPIREEIRERM 5D ARP /Ny b EREENEBIZERE T HERTE
[BREDRA > k]
RRERPRIEDEAR D B IE(E ST ARP X7y b &2 AREBINHICHEET 2R EEX LET,
[a7 Y FIZKBHRE]
1. (config)# interface gigabitethernet 1/0/10

(config-if)# web—authentication port

(config-if)# mac—authentication port

(config-if)# authentication arp-relay

(config-if)# exit

Web #BGE & MAC RAEDFRFER G A — k 1/0/10 (2 ARP /X7 v M EHRET D L ORELET,

(2) RBEIERT7IV AR FDEE
[BREDKAS > F]

Fitx uEH”*’kﬁE@Jﬁ'ﬁj{ﬁ‘r@zﬁ B DN A~OBE(E T 538 RAFEHAT 722 A M ERELET
(authentication ip access-group 2~ > ROFITHHA L ET),

[av Y FIZkBEE]

1. (config)# ip access—list extended 100
(config—ext-nacl)# permit udp any any eq bootps
(config—ext—nacl)# permit ip any host 10.0.0.1
(config—ext-nacl)# exit
(config)# interface gigabitethernet 1/0/10
(config—if)# web—authentication port
(config—if)# mac—authentication port
(config-if)# authentication ip access—group 100

(config-if)# exit

SREFRTOWERS S DHCP /%47~ k& IP 7 KL 2 10.0.0.1 (DNS H—2) ~DT 7 & A &[4 5383

HAWPvAT 78R A MEZRELET,

(3) RHIFERIDERTE
[BEDRA > k]
RADIUS $— SP5%E L2 WIS, F7213 Web F2GETIIjE Web 383 DB 23, MAC 585 CIE P
MAC &G DB 38§k STV R WIEAICRHIREET 2 E% LE T,
[a< Y RIZkBEHRE]
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1. (config)# authentication force—authorized enable

HHIFERE A R E L E T,

(4) BEIFRIEFRFICTIYEZ D VLAN ID DERE
[BREDRA > M
XA F 327 VLAN E— N CHRHERGEL R > 72581 W 25 VLANID 2% EL £,
(27> FIZKBEE]
1. (config)# interface gigabitethernet 1/0/5

(config-if)# switchport mode mac—vlan

(config-if)# switchport mac vlan 100, 200

(config-if)# web—authentication port

(config—if)# mac—authentication port

(config-if)# authentication force—authorized vlan 100

(config-if)# exit

Web F87E & MAC B8FED & A F X » 7 VLAN E— R CHE SN Z@BFER R A — b 1/0/5 12, SRR
280 %2 5 VLANID 100 2% & L E 7,

(5) FEBEMDOZEEHFIREDERE
[BREDRA > M
LA ¥ 2 RED S BAL OFPFEE IR 2 5% E LE T,
(322 FIZ&kBERRE]

1. (config)# authentication max—-user 512

LAY 238 Ao ®At%$‘{L@uu qu}iﬁﬂ“}E%‘f 5121 EX Lij—o

(6) R— FELIOFEIEHFIREDETE
[BREDRA > k]
LA ¥ 2 REED R — N EALORIEEHIRZ R E L E T,
[a7 2 FIZKBHRE]
1. (config)#t interface gigabitethernet 1/0/5

(config-if)# switchport mode access

(config-if)# switchport access vlan 10
(config—if)# mac—authentication port
(config-if)# authentication max—user 64
(config—if)# exit

FRRERF G AR — b 1/0/5 OFBFEEHIIR Z 64 IZRE L £ 7,

(7) RADIUS H—/3I~T7 Y = XBED dead interval B§fE D% E
[REDKRA > F]
HfESE RADIUS H— "3 BIREIC e o 72 do &, 13720 RADIUS $— N TREEZ MG TH D, FERME
JE RADIUS $— 3T 7 & A % ik F D £ TORFHEEH (dead interval B Z 5% € L £ 7,

[a< > FIZ&BEE]
1. (config)# authentication radius—server dead-interval 20
RADIUS ¥ —/3® dead interval BFfi] & 20 /7 1Z5%E L £97,

(8) FREEMRIKR— EABEIFFDODMPRDRTE
[BREDRA > k]
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At HEXT%%T‘— l\/\%@j%*ﬁi‘u L7z &Iz Zith uﬂi’lj( %ﬁ%ﬁ%ﬁ”é ﬁ:__‘% l/ibéﬁ
[a< > FIZ&BEE]

1. (config)# authentication auto—logout strayer

i uE'U( %ﬁﬁf‘[&?—;ﬁé H/];% bi'ﬁ”o

Q) O A UBDORIAERDINLEDRTE
[BREDRA > K]
R—FrDY 7 X0 RICRREREEZ R LRV EE LET,
[a< Y RIZ&kBEHRE]
1. (config)# interface gigabitethernet 1/0/5
(config-if)# switchport mode access
(config-if)# switchport access vlan 10
(config-if)# mac—authentication port
(config-if)# no authentication logout linkdown

(config-if)# exit
AR R A — N 1/0/5 THR— DV 7 Z 0 U RHIRFRIRREZ R L7 Wik EE LE T,

(10) 4 + =2 v % ACL/QoS DETE

[(SREDRA > k]
ZAF v ACLIQoS DFRETIE, 74 NVF/QoSDar 7 4 b —vavavy REEHRALET,
ZITHE, WRAEEAEENFTIRT D7 TANI0 L300 EE, 7T7A10 L 30 205957 4
NAEFRELET, B, ZOREFTIE, HoELUHT7a—HRHET— F% layer2-2 [T E L THEL
PVERH Y F9,

(A< FIZ&kBERRE]

1. (config)# ip access—list extended authen—classes

(config—ext—nacl)# permit ip any 192.168.10.0 0.0.0.255 class 10
(config—ext-nacl)# permit ip any 192.168.30.0 0.0.0.255 class 30
(config-ext—nacl)# exit
7 27 & A YU A | authen-classes (2, 77 BAEM, ry hU—J 5, BLO2—HF 7 7 2E2RELE
7

2. (config)# interface gigabitethernet 1/0/5
(config-if)# switchport mode access
(config-if)# switchport access vlan 10
(config—if)# mac—authentication port
(config-if)# ip access—group authen—classes in
(config—if)# exit
FRRERT G AR — b 1/0/5 12525/~ 1 /L& & LT authen-classes Zf%E L ET (2—H¥ 7 T 2 & MM
WICRELTWAEE, nSMIFEETEERA),
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6 IEEE802.1X (D fiRiR

IEEES02.1X (X OSIEBET L DE 2 L A ¥ CRIEEIT HOMIETT, ZOETIE
IEEE802.1X OHEBEEIC DWW TR L £,
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6.1 IEEE802.1X (O#EE

IEEE802.1X I, ARIE72 LAN Bt a Ml 2888 Cd, Ny 7= NIZREREY—/Y (—i%AYI21X RADIUS
P—) ZREL, BIEY— NS L AUER ORI @R L7z LT, REEOHRMET I — 2 2HA T

HEolTLET,
IEEE802.1X DAL TS L BEIR A IR ORITRLET,

& 6-1 HEHEREBEMEE

BRER E{ERIRE
ARIEE (Authenticator) AR D LAN ~O7T 72 A2 HE LET, £z, Sk & BIET— TR
FEEHRO Y L—EATWE T, AR & AREE M OFBFHLEL )b A
I% EAP Over LAN(EAPOL) TATUWVE T, A& & F8GET—/3[liX EAP Over
RADIUS % fifi o CREGEIE M A M L 3, 7eds, RETIE, [TAREE] *
721% TAuthenticator] & RSN TWDHIHE, AREEBH L ARERBICHHE
SN TV 5 Authenticator ¥ 7 b7 = 7 O EEW L 77,
uiok (Supplicant) EAPOL %ﬁﬁﬁ LU TR OBIEEREAEBE LD L0 LET, 28, K
FCIE,  [WEA) E720E ISupplicant) & RFLENTWDHEE, WKHS
LRl F*%ﬁéhfl/\é Supplicant V7 b7 = 7 Dl TR ER L ET,
lSupplicant ¥ 7 b 7 =7 | LR SN TV HE4A, Supplicant FE6E 4 £F
OV T7 MU TRETEEWRLET,
ZRFEY—3 (Authentication WRDAFZITOE T, RFE— IR ORGEE 2 MR L, AEE
ODTET L2 —EA~DT 7B RAEZERITOMRICTFAITRENE I »
EAMERBITEM L ET,

Server)

FEAER) 72 TEEES02.1X DL Cl, ARIEEDR— MIEEWREZER L GEH L ET, REEEZE-7-
IEEE802.1X FEAMER 2 RO R LE T,

6-1 |EEE802.1X EA#m

fﬂ!@

)

el
[}
N

RADIUSH—/X

)

over LAN FAP over RADIUS

O
m
=
el

-
(]
wW

[

)

o
[}
E=N

Fiz, REETIE—D2OR— b CEBOMROEIEEZT 5 IBRERELZ VR — ML THET (wLFE—FK
BILOWRBIET— F), AILERES %ﬁmbtﬁu, AR L ABEMIC L2 AL v FoNT EEET DD
ET, A= MU K o> TRREDHIRZ 2 2WORIC TE £, AR EIT 35S, Wik & AREEMIC
B9 2% L2 A4 v FIZ EAPOL 2 FHBiB T 20 ENH Y £, TOHEOMHREROKIIRLET,
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6

IEEE802.1X M fi#EH

6-2 #mKREDEIZL2 X4 v FZEE L IEEES02.1X 5k

fﬂ!@

L2RA yF/NT AR

)

el

[}

N
O

L2R A v F/nT

RADIUSH—/%

l

PC 3 EAP over LAN EAP over RADIUS

N

]

PC 4

6.1.1 H7R— HRE

AHEE TYR— M OREL U IR LE T,

(1) nru\nEEMIF:E_ I“
AEEE TR — T HRFEEMEE— K (PAE £— ) I Authenticator 9, A%EiE 2% Supplicant & L THj
ETH5Z L1EHY A,
(2) REEAH
ALEE TY R — T 2R RL RADIUS Y — \BRETT, Wk 6315 L7z EAPOL X7 v R &
EAPoverRADIUS (ZZ# L, #RAFALEE L RADIUS H—/ S TITWE 9§, RADIUS #— 3% EAP xHi&G & T
HLENRDHY T,
K%Eﬁﬁﬁ)ﬂﬁ“é RADIUS D@4 % T 6-2 FILETHMAT OEMA (£D 1 Access-Request) | 705
% 6-5 FRECHEMTEMS (2D 4 Access-Reject) | (TR LET,
% 62 REALTHEATIEMES (€D 1 Access-Request)
B2 Type fi& &5 EA
User-Name 1 SHIALS N B —H 4,
NAS-IP-Address 4 FEEAER LT\ 5, Authenticator(AREEE)D IP 7 KL, 1
— AT RLARBEESILTOAEHEAIIR—ILT RL X, 1
—HNT RUABRFEESNHTORWERL, EEA T T x—
ADIPT R A,
NAS-Port 5 Supplicant ZZ23E L TV 5 ZRFEHALO Ifindex,
Service-Type 6 T2 —e R ¥ A7,
Framed(2) & &,
Framed-MTU 12 Supplicant~Authenticator [ DR K7 L — L% 4 X,
(1466) [ &,
State 24 Authenticator & RADIUS #— [ 0 State 18O IREF & FIHEIC T
Do
Called-Station-1d 30 7Yy /%DT&-EXT/F v b MAC T KL A, AKEEED MAC
7 KL= (ASCIl, "-"KE11)
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EE2 Type {& BA
Calling-Station-Id 31 Supplicant ® MAC 7 KL 2 (ASCII, "-"X&Iv) ,
NAS-Identifier 32 Authenticator & #5195 375 (KA M DOXFF)
NAS-Port-Type 61 Authenticator 23+ —HFEFEIEA L TN\ D, HERAR— DX A
=7,
Ethernet(15) & &,
Connect-Info 77 Supplicant ® = % 7 ¥ 3 > O & RS0,
A—F ("CONNECT Ethernet")
F v 17— ("CONNECT Port-Channel")
EAP-Message 79 EAP X7 N&E I TEAMET B,
Message-Authenticator 80 RADIUS/EAP /X% N &RGET DD T 5,
NAS-Port-Id 87 Supplicant % §8FE9"% Authenticator DR — k& #%k5BI1F 2 72 DL
41,
A— bk ("Port x/0/y")
F ¥ 2T )V—7" ("ChGrx")
X, yIZIFEFBAD)
NAS-IPv6-Address 95 WAEZ Bk LT %, Authenticator (A%E[E) @ IPV6 7 KL

A, B—HIVT RLADE Eéﬂfbﬁia/\;tu%jy/VT N2
A, B—H T RUVARBRESNTWRWGAITEEA 27
=—ADIPV6 T KL A,

% 6-3 FRATHEATHEMES (£D 2 Access-Challenge)

B2 Type f& EiEA

Reply-Message 18 I—PIZRREIND A vE—,

State 24 Authenticator & RADIUS #— [0 State 18O IREF 2 rIHEIC T
el

Session-Timeout 27 Supplicant ~i%15 L 72 EAP-Request IZxH T 2B H X A LT
i,

EAP-Message 79 EAP Ty N T RMET D

Message-Authenticator 80 RADIUS/EAP /X7 v N &Rl D7D+ 2

* 6-4 RIATHEAITHEMESL (£D 3 Access-Accept)

B4 Type f& B

Service-Type 6 BT o —vRZ2 AT,
Framed(2) [ &,

Filter-1d 11 Supplicant & > ¥ 3 VZHEAEIND T 4L F - U R NOAT,
UARGEE— RCEMEZ R, 72720, @WHARRER 7 4 L2 0
iéﬁ%ﬁﬁ?ﬁtx VA NEETH D728, "0"LISOENEE I
NTWESEAICER (2L, ¥4 72 v 2 ACLIQOS &~V F
AT v T uﬁfﬁ)ﬂﬁ‘éi%ﬁu%ﬁ% <) »

Reply-Message 18 I —PIZRREIND A ‘y‘lz~~‘“

Session-Timeout 27 Supplicant D FHFERES 1 < 1fE,

Termination-Action 29 Radius ¥ — /305 OFFGEY A ~ i TREDO T 7 > 3 U fEmR, *

Tunnel-Type 64 hog e 247, X4 F 37 VLAN £— R TREITEW L
e
VLAN(13) [ &,

Tunnel-Medium-Type 65 MRV EERT DO 1 a3, X457 VLAN £—

NCRETERE R,
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B4

Type fi&

B

IEEE802(6)[E E.

EAP-Message

79

EAP Xy NE BT B,

Message-Authenticator

80

RADIUS/EAP /X7 > R & Ri#T D= OIEHT 5,

Tunnel-Private-Group-I1D

85

VLAN %3519 2 30551, Accept BFIE, FRFER A D Supplicant
IZEID Y TS VLAN BT 5, ¥4I v 7 VLANE— R72
TERE RO,
WIRTICFFIRRHET 5,
()VLAN ID % 7R3 X 75
(2)"VLAN"+VLAN ID % ~3 355
Q)= 747 L—ara< K name THE L7- VLAN £ #
R ST
LFFNT A= R 5 E TR T RV (072354 VLAN 10
BRI 2) .
(B EH)
VLANI10 O34
(HoHE "0t
Q¥4 "VLANI10"
()P4 “business-office”

Acct-Interim-Interval

85

Interim /X7 v 25 RHIBR(RD).
60 LI E&FRET S & Interim /X4 > R 3EE S5 (60 i Tl
HEE LAV,

ZOEEFRET DA, 600 LA EICT DD EAHELET S, 600 K
W LS AEX Yy NT—I DT 7 4 I BKT 5720 E
BYETH D,

RADIUS 75 ii% X412 Access-Accept C Termination-Action 7% Radius-Request(1) D354, RIRFIZERE X

#17= Session-Timeout DfEA3,
DIEIZ X > TRITRTEMEE 720 97,

TEL L R0 ET

0 Zﬁubn

FIRET A £ COREHE (BAL : 7P) L7220 £3, 7235, Session-Timeout

1~60 CHEREEA A ~fEAE 60 BB E LTEMEL £,
61~65535 : REINT-ECEMEL £,

%= 6-5 FRATHEATHEMES (Z£D 4 Access-Reject)

B4 Type {E BTl
Reply-Message 18 2—PIZRREINDE A vE—,
EAP-Message 79 EAP /N7y N E I AT D,
Message-Authenticator 80 RADIUS/EAP /N7y N & RFET DT DITEHT 2.

(3) RETFTILITURL

ZIKHI T'H_T‘—‘ ]\j—éwou‘.ET/l/:' P XA%&:O)E\E{ IR Liﬁ‘

= 66 HR—FrFTBBHATILTYRXL

YO EDETA

M=

EAP-MD5-Challenge

UserPassword & F ¥ L > EDH#Z1T 9,

EAP-TLS

AL A TR 2 ) L 7 RBRETT 2,

EAP-PEAP

EAP-TLS ko r/b T, 1322® EAP RRAET /LT U A L& W TRIET 5,
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RETILTY X L BME

YA R 2 FREEOFREE ST U,
« PEAP-MS-CHAP V2 : /XA T — R_— Z DEARIE SR A L 7= 2R 3F 5 =
- PEAP-TLS : FEHIRERATHERE 2 L 72385 X

EAP-TTLS EAP-TLS koL EC, ftiJ7=(EAP, PAP, CHAP 72 &)DBFET L2 Y X A
W TRRGET %,

(4) RADIUS Accounting ##t

A4LE 1T RADIUS Accounting #8E4 VA — b L7, Z OB IEEE802.1X FEFE CTRAGERFFI & 72 o 72 b
KDY —ERABFELT —ERAEILD X A IV T Ta2—VFTH o T 0 7 EREEE L, FRRILE
EITZ 5 X HICT B2 DOMRETY, RADIUS Authentication —/3 & RADIUS Accounting ¥-— /3% Bi[o>
—NICRET DI EICE ST, BABLE T T T 4 VTP O AT 2 ST Z R TEET,

RADIUS Accounting #HE % 4" % BRIZ, RADIUS H— NZE SWATERAERDFITR L ET,

% 6-7 RADIUS Accounting W4 R— +3 3 E 14

R Type {E e FhooT 4 oERERIZEK
LEEDHE
start stop Interim-
Update

User-Name 1 RAEE N D = — V4, O O O

NAS-IP-Address 4 FRREZ FR LT %, Authenticator(A<ZE i) O O O
DIPT LA,

T—H)T RLARHEESNL TV EELATT

a—h N7 KLA, a—h/LT K 1/;<75>
EINTWRWEARI, #EM ¥ 7 =—
ADIPT RV A,

NAS-Port 5 Supplicant ZF8AE L TV 5 FBRERALD O O O
Ifindex,

Service-Type 6 BT L —ERF AT, O O O
Framed(2)[# &,

Calling-Station-Id 31 Supplicant ® MAC 7 KL 2 (ASCII, "-"[X O O O
@ D ) o

NAS-Identifier 32 Authenticator Z #5132 3XFH, (RA N O O O
DILFF)

Acct-Status-Type 40 Accounting ZL>kFEH O O O
Start(1), Stop(2), Interim-Update(3)

Acct-Delay-Time 41 Accounting ff {5 R AE R ] (F)) O O O

Acct-Input-Octets 42 Accounting f§#(Z54 27 7 » M), - O O
(0) & E,

Acct-Output-Octets 43 Accounting T GEEA 27 7~ M), - O O
(0)[EIE,

Acct-Session-Id 44 Accountlng 2B T 2 ID (REFLERKE), O O O
At uEﬁq‘—lﬁ‘) Eg LT :l:ﬂ L/Tﬁ)

Acct-Authentic 45 FREE S (RADIUS(1), Local(2), Remote(3)) O O O

Acct-Session-Time 46 Accounting 5 (2 » ¥ = VRt ER) — O O

Acct-Input-Packets 47 Accounting f5#(ZA5 /37~ M), - O O
(0)[EE,
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EE2 Type f& i &5 FhooT 4 o ERERIZEK
HEEDHE
start stop Interim-
Update
Acct-Output-Packets 48 Accounting fE# (5537 » M), — O O
(0)E 7,
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dotlx supplicant-detection

e nE"j‘7 T— Nl j#JEEEEL‘ EE%‘_‘ }\%*E‘Hﬂiﬂbfi L % @ﬁ%ﬁ{*ﬁﬂj@j
EDA T a v ZRELET,

dotlx system-auth-control

IEEE802.1X Z /M L E T,

dotlx timeout keep-unauth

o nE"j‘7 T— ROV NE—FR <, T’Eiﬁl@ﬁ%iﬁﬁ‘%@m HEE
REBHLIZEEIC, 2O 8 72— A TOMEEERNKIER
RFFTHREH AR ELE T,

dotlx timeout quiet-period

FORE (FRSFEZEETr) TR L= Supplicant DFRGEALPEFBR %
A5 TORFERH 23 E L £,

dotlx timeout reauth-period

i) uﬂz(ﬁﬁjﬁdﬁka)ﬁmu uﬂzé’ﬁﬁ’ 5 Fﬁlgl"ii&.} Hﬂiﬂ]\/i’%—

dotlx timeout server-timeout

Eos ‘H‘»—-/\ﬁ)%@}f&/ﬁi{#‘%ﬁ%‘:[mﬂ% }’_:.E_’L/iﬁ—

dotlx timeout supp-timeout

Supplicant ~%13 L 7= EAP-Request/Identity (Z%} L C, Supplicant
o DINERFORHAHRELET,

dot1x timeout tx-period

EHIA 72 EAP-Request/Identity D E IR Z 3% E L £7,

IEEE802.1X DIREZ MR T DiEH 2~ F—E A2 RORITRLET,

114



7 |EEE802.1X MF%E &EMH

® 72 EFaYUF-E

av Y R4 BTl
show dotlx FREHANL Z & OMRIEFEFLE A D Supplicant fF#t A £ R LE T,
show dot1x logging IEEE802.1X 7'm /' F AOEER Z A v — VA KRR LET,
show dot1x statistics IEEE802.1X FBFEIZ 0o Dt M AR R LET,
clear dot1x auth-state RREE DN ARG RE 7 VT LET,

clear dotlx dead-interval-timer dead interval ¥%BEIZ & % 2 & B LLFED RADIUS — 3~D7T 7 & AN D,
1% H® RADIUS —~DT 7 & AR LET,

clear dot1x logging IEEE802.1X 71 /' ADBMER V' A v v —T% 7 VT LET,

clear dot1x statistics IEEE802.1X FFEIZ Do D fEHEMZ 01227 U T LET,

reauthenticate dot1x IEEE802.1X FHFRIKE 2 FFERAE L £ 7,

restart dot1x IEEEB02.1X 7'u /' 7 L% FE#) L £ 7,

dump protocols dotlx IEEEB02.1X 7'1 7' T L CEHELL TW Al T — 7 Vg, #itiEme 7
FANNHAOLET,

7.1.2 IEEE802.1X B9 HXTE

IEEES02.1X D FARFRFEE — R EIZOW T L E9,

[FREDKRA > +]
Jua—nNar7 4 b —3 g F— RCIEEE8R.IX A% LEd, Zoa~<y REFET LR
L, TEEE802.1X DI a~<y RREN2 Y X/ A,

[A7T Y FIZ&BHE]

1. (config)# dotlx system—auth—control
IEEES02.1X Z AN LET,

7.1.3 EE VLAN E— FDLE
BEDA L H 72— Rk LT, @BFFE— K& EE VLAN £— RICREL £,
[BREDRA > K]
TURAR=PEREL, £OR— FTIEEES2IX WBiEZ A LET, B 7E— REREL F
T WbV 7T E— FORELZEET DL INVE—RITRDET,
[a< Y RIZKBEHRE]
1. (config)# interface gigabitethernet 1/0/1

(config-if)# switchport mode access
AR— bk 1/0/1 IZ access E— FERELET,

2. (config-if)# dotlx multiple—authentication
uunqu—7%”—}\;&jﬁmﬁj€uunE%”—}\ :}:Eﬁ::l/ij—o

3. (config-if)# dotlx port—control auto
IEEE802.1X fBiE& A% LE T,

714 8453 v%5 VLAN E— FDETE
BrEDA 2T 2— AR LT, BiFt—F&2% A7)+ v 7 VLAN T— FIZRELET,
[REDKRAS > ]
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XA+ w7 VLAN T— RC, §8iF# VLAN 2% E L9, MAC "— k&% %ﬁ%ﬁﬁﬁVLAN
(%A 7 47 VLAN) ZgHELFEI X T, %@T~%TIEE58021XME%ﬁfJJ Li# Wiz, 783
PFTE—RNERELET, BT TE— ROREELEWTH L T AE—RIZRVET, FAF3
v 2 VLAN &— FTClE, iV 7E— RiZw/LFE— RIRETEEEA,

(a7 Y FIZ&BEE]
1. (config)# vlan 100 mac—based

(config-vlan)# state active
(config—vlan)# exit
FBRE% VLAN & LT, VLANI100 {2 MAC VLAN & E L E7,

2. (config)# interface gigabitethernet 1/0/1
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac native vlan 10
— b 1/0/1 \Z mac-vlan E— RZFHEL, *147 17 VLAN 2% E L £,

3. (config-if)# dotlx multiple—authentication
RREY 7 — REGARRBIEE — RIZERELE7,

4. (config-if)# dotlx port—control auto
IEEE802.1X FBAEEZHMI L ET,

715 BE—RATLavDEE
uqu:E““}‘j_7 g URNNT A— &@E&:Hﬂiﬂ OU\T%E%LiTo

(1) ERERImAREFIRDELTE

[BREDKRA > +]

FRGEHLAL Z 212, RREEFFA T D ROKMA AR E L E 9, [EEES02.1X iETlE, kP 7 E— RiC
j{wqu{‘ }‘é’ H/lzl/(l/\éi—a/ﬁ\ k—ﬁ)‘j]kiﬁ@ij_o
(A< FIZ&kBERRE]

1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx multiple—authentication
(config-if)# dotlx port—control auto

(config-if)# dotlx max—supplicant 50
A— b 1/0/1 TERFEA FF AT DR RImARE A S0 IZRRELE T,

(2) WmARBRHENMEDUIERTE
SR OFRREBAR R T D71, AREEE I tx-period =< > R THE L 77 T EAP-Request/Identity %~
NFFy 2 MEELET, DL &, EAP-Request/Identity (ZIGE L 7= iBRERE AU A It D FRAEY — 7
X%ﬁ{’ﬁé’ H}?E_’L/iﬁ— 7771’71/]\ nmuﬂzkﬁ%’émgbij—
[BREDKRA > k]
shorteut 13, FEFEALERZ AW L CAIEBEOAM B L £7, disable 1%, BAEFEADEMAPIFILET 2%
E2iE, EHIZe EAP-Request/Identity DA 2TV ER A, full 1F, WREELBLAERKT HZ LN TE
72\ Supplicant i L CW D IGAICHRE LT, full T— FZHEE LZHEE, EEOAMRNE L 7
O THEBNMETT, auto I, EAP-Request/Identity < /LT F v 2 h&E L EH A, WiEKNDLEE
SNTAEED N v N OZAZ B EHKIZ, Wik Z & 12 EAP-Request/Identity %58 L £,
[T RICKBETE]
1. (config)# interface gigabitethernet 1/0/1
(config—if)# dotlx multiple—authentication
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(config-if)# dotlx port—control auto
(config-if)# dotlx supplicant—detection disable
A= b 1/0/1 \ZFBFEE AR FAET 5355 1218 EAP-Request/Identity % 25{5 L2V L D IZERE L &

—a’_‘O

7.1.6 ERETLIB(CRE T B/ TE

(1) WmARANBRAEZTEKRT HHEENERTE
O AT EEFLBRNTER Yy NT—7 D OAN T RIIAREE D GEFEEZ R TE W, RREEAD
IHARICKT U CHRREA R T 2 & TIRBEDRWEERDR uﬁ%ﬁﬂ‘% biﬂ‘
[BREDRA > K]
FRRERE B DR Z & 1T, reauth-perlod Z A TR E LT 5 EEE IR C EAP-Request/Identity & 1515 L
F 9, reauth-period ¥ A ~ DFREMIZ, tx-period ¥ A vDOFREME D bREVEZHEL T ZE,
[a< > FIZkB8E]
1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx reauthentication

(config-if)# dotlx timeout reauth—period 360
— b 1/0/1 TOFERFEERERZ A NTEHRE L, FHiiEORHMEZ 360 IR ELET,

(2) IHFIRA~D EAP-Request 7 L—LBEDHRTE
SRR DAL, AREENHEET D EAP-Request GRREY — MO OFR A v&—) ITH LT, WRN
DISEN RN S ORI & BERBERELET,
[BREDRA > k]
LB R0 & FREEER ORREER2Y, reauth-period & A < IZRRE L T2 HER & v B OEFRTIZ X9
WIZRRE L TLE SN,
[T RITKBEFE]

1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx timeout supp—timeout 60
AR— b 1/0/1 TP EAP-Request 7 L — A D F LR % 60 I E L ET,

2. (config-if)# dotlx max-req 3
A— b 1/0/1 TO EAP-Request 7 L — LD FEEEE A 3 EICHRE LET,

Q) RN DFRFIERZHNILET HHEEEDERTE
UA DY B D EAP-Start 7 L — AZAFIC L 2FWREB A MR U E T, AEEARE L7ca, FEEREEs L O
FHiRGEX, N Fh tx-period ¥ A ~, reauth-period ¥ - ~ OEFEEIIE TIThNE T,
[BREDKRA > F]
ZEOUHR N SO RFREIEFE CHRRAEE RN T, EEOAMDEWVEAICHREEITY, A Ak
BLET, Ko~ ROREHIT dotlx reauthentication =~ > KOFREDNME T,
[a< Y FIZKBHERTE]

1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx reauthentication
(config-if)# dotlx ignore—eapol—start
A— b 1/0/1 T EAP-Start 7 L — LZAZ 1T & ARG A2 #01E L £,
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(4) REILBEFORIINEBRRE TOEMERSRE
FRREIZ P U T2 iR AT R 2 FRREFFBH £ TORMERFH 2 3E L £7,
[(BXEDRA > k]

FOREIZ KRB LTI R M , BORERICFEREOERMTo D Z & THEOAMDE< 25 2 L 21k
LET,
=R ID RN AT = ROATFAD I L > TRIAED KM LI2HE T, RE LR AR L e
FREAEEZ TR L2V T, BROERFRICITERE L T E a0,

[A7 Y FITKBERE]

1. (config)# interface gigabitethernet 1/0/1

(config-if)# dotlx timeout quiet—period 300
IEEE802.1X FBFEA B E L TV D AR — b 1/0/1 IZFBFELEE B £ T ORISR 2 300 RIZERE L E 7

(5) EAP-Request/ldentity 7 L — L %15 O B[ R E% E
B ZHNZFERE A BAsA LW iRkt UC, FRAEBRMR A #5383 5 7o OITARZEE 2 b EHIHIIZ EAP-
Request/Identity % 16159~ 2 FFEIFIFR 2 5 E L £ 7,
[(BREDRA > ]
AREREIL, tx-period & A < IZRRE L T H 2 MM T EAP-Request/Identity &~ /L F % ¥ A FikfF L
T POREE A DMEARDY B B EAP-Response/ldentity DIGE #5325 L, HEEOAMEZ R T 5 AIEEEN H
VETOT, UTFTOHRERNTRESNDMEEREL T EEW,
reauth-period > tx-period = (EE THIEETT O MIBARE+20) X2
tx-period DF 7 /L MED 30 B TH S 728, 300 B LA EOWHR TRIAAIT 5 $A1E, tx-period Z A <=
BEEBELTLEIN,
[T FICKBETE]
1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx timeout tx—period 300

IEEE802.1X #RAEZ 7% L TV % R — | 1/0/1 |2 EAP-Request/Identity 7 L — 2 3%{E O WefI IR 4 300 75
W ELET,

(6) FREIH—/N\REFLEREODZ A THRE
FRREY — R~ D HR| ’if?‘éﬁﬁ/@#@b‘%Q@ﬁf’oﬁ%ﬁ’i"“”ﬂLi?‘ BT LR AR 35 &,
Supplicant ~FEFFLI & A L £ 9, dotlx radius-server host 2~ > KT E L TV D HEE G O - HREEHE &
Fe#ge U CHE 7 O FER T Supplicant ~FRFFAM A @M L E T,
[(SREDRA > k]
dotlx radius-server host =~ >~ FT%E§®#~/§%§E LTWaHE, & — Ol EREEE Ok
mﬁf#%ﬁ#ﬁii U %%V\H#Fﬁ% H/E’ﬁﬂé & 5 Ah uJ‘.E'H_b‘/\/\g;k L/Tl/\éli‘qu Supphcant ’\uu UIE;%E\&
EWALET, RELELTRTORGEF — N SINEN e & ZITFRAFERRZBAE L WA, K
avy RORERHOFEZEHEL T EIN,
[a< > FIC&BEE]
1. (config)# interface gigabitethernet 1/0/1
(config-if)# dotlx timeout server—timeout 300

IEEE802.1X #EFEZ R E L TV DR — b 10/1 IZFEFEY— 3B OINERF HEFE %2 300 RIS E L
7
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(7) BEHImARH D O FREEE K 017 5 5 B B ) D R 72

IEEE802.1X #8iF (v 7 /LvE—F) NEMEL TWAR— b T, EEOBR) S OFREERZRE L7725
2, ZOR— FTOBREZENTLR#EZHELET,

[BREDRA > k]

W S VTRV R W R 2 BEBR 9~ 2 DI EERIFM 253 E L T 2280,
(A7 RISk BEEE]
1. (config)# interface gigabitethernet 1/0/1

(config-if)# dotlx timeout keep—unauth 1800
IEEE802.1X FRFEAFRE L CW AR — b 1/0/1 ([ZIREHEMHRIE D %2 1800 IZRE L £7,

7.1.7 RADIUS H—/\FSENHTFE

(1) RADIUS H—/\DHKE
[BREDKRA > K]
2 —WFRGE%E RADIUS — X TITH 72012, IPT RV A, XA A7 v MEE[], FXRE, BXIO

RADIUS 82 3% E LE T, 128, ¥4 LT U MEEH] & FXEREEZ R ET H55A1E, dotlx timeout server-
timeout 2~ > RO EMEIZIEE LT ZIWY,

(27> FIZCKBEE]
1. (config)# dotlx radius—server host 10.0.0.200 timeout 1 retransmit 4 key “dotlxauth”
RADIUS 4 —/"DIP 7 RV R, ZA L7 U MR, FXEH, 3L OVRADIUS #52%E LET,

Q) FHYUTF 4T DHEE
[BREDRA > k]
RADIUS —R_EHEL, TAV LT 4 VTR EAT) ZEARELET,
[A7 Y FIZKBEE]
1. (config)# aaa accounting dotlx default start-stop group radius
RADIUS = IZT W0 T 4 VG EATO) T ARELET,
(3) RADIUS H—/\TRILZEITI=HDHKTE
[BREDRA > k]
2 —HFFE%E RADIUS H— " TI7H Z L 2B/ ELET,
[a< > FIZkB5%E]
1. (config)# aaa authentication dotlx default group radius
RADIUS %—/NTa—WREFEAETT O L O ITREL £ T

7.1.8 IEEE802-1X IJIL-\I:IIE'Ikn_,\ %E

(1) EREHREED#IHAME

FRERIRRE DAL 21T 5 121X, clear dotlx auth-state =~ 3/ F%ﬁiﬁﬁ LET, A— e, WAD MACT R
VX@&BE%%%ET%&?OW%%ﬁbﬁ#ok% , TRTORGEREZHIL L ET,

avy REFATLESGS, BRAEE T ETHENTE R RO THEEL TSN,

B 7-1 #ERTRTOIEEES02.1X BELRAE % ML T 5 1741
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> clear dot1x auth-state
Initialize all 802.1X Authentication Information. Are you sure? (y/n)

(2) gﬁﬁ?“ E’] fd~ ﬁ E

SR FRRFEZ 1T 9 121, reauthenticate dotlx 2~ R&AfEA L F T, &"— bFESE, WiKDO MACT KL
ADELLENERETEET, BENRWEEAE, T XTORGEEAIRICK L CHBIEEZITWET,

awy REFETLTH, FRBREIZAE) LT- Supplicant DIE(FIZHEILIH D XA,

7-2 EERNIRTOIEEES02.1X REEAR— b THELT 5ETH

> reauthenticate dotlx

Reauthenticate all 802.1X ports and vlans. Are you sure? (y/n) :y
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Web F2:E D fif 5

Web ZE2E1E, T Web 7 5 ™4 % HIV N CERE X 7= o — AT IZ VLAN ~O 7 7 + 2 |
24T O RET Y. T OFTIE Web @BREIC OV THMRL L £7,
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8.1 #=

(1)

(2)

3)

Web #BFEIE, Microsoft Edge 72 E OUYLH D Web 77 v (LI, HICZ Web77'7*j‘k?§pﬂ) ZRAL=—
'*j-IDQ‘;\)J:U\/\XU“—]\%'féofununJ‘.E J:/)‘/C:L*"*j-%nunﬁbij_ ZKIH: muu W%bf;l“‘"ﬂ-ﬁlﬁi
AT 28RO MAC 7 RLAZMH L CRABRO R Y T — 7m@77tz%7 ILET,

ZOMEEIZ X o T, WRANZERR Y 7 T 2T A VA M= FT 52 7L<, Web 7T UY I CiEi
NTEET,

EFE—F

ZIK/H: i/k \—fjﬂjﬂwqu:E_ ]\é_—’qj_—f‘— k L/Tl/\i—aﬂ

e [HT VLAN =— F
SR AFRIEIC R L7edh &, MAC T RL 2% MAC 7 KL AT —7 /L2848 L C, VLAN WN~iBf3 T

EHEHCLET, WMRNEIER Y hT—F ~a A o325 5EL LT, REEDURL VXA L7 b
BfeZ I 251k E Web GEHA IP 7 KL AT HENH Y £,

e ¥ A}IvZ VLANE—NK
UERAREIEICRTI Led &, MAC 7 FL 2% MACVLAN & MAC 7 RL AT —7 /L8 LT, R3E
HiOFy NU—7 LEAB O Y NU—7 0L E3, WMRBEIER Y U —F ~ua A T 505k
LT, REFBOURL Y XA L7 MEREZEHRT251EE Web BFEEA IP 7 KL A ZEHT 5 HIEN
HYET,

XA F w7 VLAN E— ROFIR T, WIAEATOHAKNPFTIET 5 VLAN Z385ERT VLAN & FEOVET, &

7o, WFEE D VLAN %2 385E% VLAN & MEOVE T,

ﬂlb\ nj.EjJ_ _t

AEEREIIFEE VLAN BE— FBLXORF A F I v 7 VLAN E— RO EHE 5 0RFFE— FTH, RITRTE—H
LVEREF I E 7213 RADIUS RAF T RO & SO FRA BN TE £,

o T —LERRES
ALEE N L 72 58FEH DB (& Web SBEE DB & FFONET) IC2—VIFWRZ 55 L TR E, PC D
ANENTAERE DO —FKZMR L TRIET A HFXTT, v b7 —27 NIZ RADIUS H— "F @720
IR Y FU—Z 1B LTV ET,

® RADIUS G52
F v b U —27 NIZE%E L7= RADIUS — 2 W CERRET 2 5 Td, MR OKE x> MU
— 72 L TCWET,

nu..\nIE* v J—29

AREEE O Web FBFEI, IPv4 2 RU—7 ZF8FE S LET, LB -> T, BFEORRE 72 DK w A
B VLAN A % 7 =— AL, IPvd 7 RLAZHETHIHLENRHY £7, 7272 L, RADIUS — Dk
ETIE, IPv4 7 FLRAEZIXIPV6 7T FLADOEL L THIFETE £,
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8.2 LR T LRI

TlE, FHGEE— RIZoWT, a— L iGaE sk KUY RADIUS FERE S OSE O v AT LR % 7R
Liﬁ“o

F72, FAERHROBR~DIP 7 RV AREFEDOBE NI L DRy T — 7B R L ET,

8.2.1 EE VLAN £— F

EE VLAN E— FTIE, PREETRIERDIRIFATO L 21X, MAC 7 FL AT —7LICREEINT, Bk S
72 VLAN NA~TE{E CE R VIRRE T, FRREDRENT 5 &, MK D MAC T RL A% MAC 7 RL AT —
TG L, VLAN N~NBETE DL 017 £7,

AEECITRFEAR— FE LTROKR— M EFHETEET,

o T UEHAR—I

e KT IUKR—F

hZ > 7 R— MIZA>T&E7= Tagged 7 L —LE LU Untagged 7 L — LD ERITR L E T,

o FRAERED /Ay RIS Tagged 7 L— ADE, WAEKII#IE VLAN Tag TR S 4172 VLAN ICH{E TX %
75

o RBFEERFOD /NS b3 Untagged 7 L— L DHE, BIAEKINZITRA T 4 7 VLAN IZBETE E7,

8-1 rZ2HKR—tDHFL

Tagged 7 L—LDIFZEIL, RILKINE,
VLAN Tag TR -VLANIZ@ETEET,

AEE | L2R A v F
/ N { VLAN 10
I : : [
! VLAN 10 : !
i ! i
1 ] 1
\\ _____________________ p i
{ ‘: I
! b
i VLAN 20 i :| ) [
! | [ [ :l
{ J NI
_____________________ ,
i
eTTTETETEEEEEEEEEEEE S N :
| AT 4 TVLAN i :
I : :
\ ) L VLAN 20

Untagged 7 L—LDIFEIL, FBEERINE,
24T 4 IVLANIZBIETEET,

(1) B—AhHIEBREEAK
PN Web Z83E DB 24 L 7= 11— LV ZREE 2Ok 2 Wk DRITR L £,
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@)

8-2 [EFE VLAN E— FEDO—HIILERIEAXDERK

HUB

- - 4. IR B (MACT K L R BT IS
VLANNT7 9 RATES

[=_I=] [=_1q] 1

1. HUB®HTERSNIZPCH Web 77 U EEEIL, AEBICT 7 EALET,

2. ARIEFEOWNE Web 87E DB I8k I N2 —WiFEHR E, PCOOLANTINZ2—VF ID BLUIRAT —
REDO—EEMERT DRBEEITNVET,

3. RREEAETh THIIE, REERTIE A PCICERRLET,
4, EREFF I PCITHH S/ VLAN OH — NIk Tx 5 L 91220 £,

RADIUS EEsEA K
RADIUS #— % # [l L 7= RADIUS FRiEH RO A2 R ORI R L £,

8-3 [ERE VLAN £— FE®D RADIUS SRS AKX DHER

HUB |

- - 4. GEREAL (MACT K L R Bi) S
VLANNT7 9 RATES

e

1. HUB®RH CTEHRINTZPC D Web 7 7 UV AEEI L, REEIZTZ7EBALET,
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2. RADIUS — 2SN z2—FIFRE, PCOrOLANEN-2—FIDBLORRATU—-FLED—%
MR T DRGEEITVE T,

3. PREEASEREhCTHNIE, FRIAFRYIEIE A PCICERLET,
4, EREFE A PC ITHH S 47 VLAN OH — NIk Tx 5 L 912720 £,

822 %4+ v%Y VLAN E—F

(1)

(2)

XA F v VLAN E— R TIE, FEAT VLAN ICIUE SN TW ik %, RREKIhH, PUE Web 585E DB
F 7213 RADIUS 128k ST\ 5 VLANID % LT, MACVLAN & MAC 7 RL AT —T7 VI8 L
CTEBFE% VLAN ~D Eﬁ{n B Lijﬁo :@f:&), /k ;Tjﬁ ﬁ?ﬁ‘b%ﬂlii n ijﬁo

o MACVLAN BRESINTWAR— M &2TFFRAR— M & LTHRE
O—AJLERSIAR

WJEE Web [T HIE DB %'fﬁﬁﬁ L/7Lx_ “‘“ﬁ/l/uu uIEjit@*%ﬁ\z%{k@. ;./j— Lij—
84 HA4FZIvyH VLAN E—RFOO—HIILBREEARXDERK

FREERVLAN

SREERIVLAN RIEE

_____________________________________________

BRREAL (MACT L R Eia) (S
VLANASEI Y b Y E 9

1. HUB®RH THEHRINTZPCODH Web 7 7 U AatE L, REEIZTZ7EBALET,

2. AIEEOPNE Web FBFE DB IZB kI Nz —VEH L, PCOOLALEIN2—F ID BLO AT —
KEDO—EEMHERT DRIEEI TV ET,

3. RS CTHIUE, REAFRIERE A PCICE R L, W% VLAN ~1 0 b £9°,
4, FREFF LD PC 1L, #FEH% VLAN OV — R THEEHFTEX 5 L9120 £,

RADIUS EEiFA =

RADIUS ¥— 3% ffl L 7= RADIUS F8iE 7 KO 2 R DOKNR LE T,

rﬁ
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85 A4+ w4 VLAN E— KM RADIUS SBEF AKX DIERL

AL VLAN
RADIUS+— /< Pl X

FREERTVLAN

___________________________

gy

_____________________________________________

IR EAL (MACT L R Ei3) (S
VLANASEI Y b Y E 9

1. HUB B CTHERINTZPC NS Web 7 7 U A REI L, REBIZT7EALET,

2. RADIUS ¥ —NIZEHEINT-2—VERE, PCHOANENZ2—FIDBLOVIRT— LD
R DRAEEITVET,

3. FRREAEIhTHIIE, FEFEATIEIE &2 PCICFR L, sBFE% VLAN ~Ul0 #b v £,

4, FRFEFEHO PCIE, #BFEH: VLAN O — NZEFE T 5 L 910720 £,

823 IP 7 KLREREAEIZ K H1ERHI

Web uALuJ:E@XT%&ch%) %LIP? }\I/X% Hﬂi—‘ﬁ‘éﬁ{£ i@(@ioi)iﬁ)bi‘i‘o Web 2 o AEIT IPV4;r\
NO—=2 25532720, ZZTHPITDHIP Y FLRIEIPVE T RL AT,
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R VEEMELERA, TDH
SFITZoUEmEEAERALT
{fZaEL,

All Rights Reserved, Gopyright (C) 2000¢-200CX ALAXALA Networks Gorp.

(4) nru\nrtgiﬁ&ﬁo) ﬁﬁ_ﬁ
RREN KL & 7o o T A, BRE= 7 —lmE &R~ LET,
RREE 7 —HMmICE TR IND =T —OREHZ, 186 WBIiE=T7—Av&—) ITRLET,

X 8-14 OJ 4 UkBEm (T5IHFRRHD)

I5—dwE—UhEREN

T HHDEEXFITT . (~100) ® 4.
(5K ] WebZ S5+ &k o Tiklclosel

REVEIBELEREA. TOE
BRISVVERERERLT

All Rights Reserved, Gopyright (G) 2030¢-2000¢ ALAXALA Networks Corp =
{fZEL,

(5) Web ZBEEMNLDOT 7Y FNEEEKTR
RALEFE HIAD Web 77 v Ccr 77 7 | URL %?‘éfﬁ*bf'f&ﬂzx L, o770 MEEEZFRRLET,
077 v MNEET [Logout] RE /%#‘ﬁﬁ—& Web FRGEILIH AR D uﬂz%_—)ﬁq‘—lﬁ‘) L/iﬁ—o Rt uEz))ﬁﬂ%‘éhé
L, nJ7 U bETHEZZRNLET,
22777 & URL TiE, URL @ Web #— #5712 Web BRERH IP 7 N LA ZFFE L T E U,
o HTTP i FHIF : http://Web FRFEEA IP 7 K L Z/logout.html
o HTTPS ffi FHIFF : https:/Web 85EEH [P 7 R L Z/logout.html
£, vl A VEE/NPLTOR T Y FTEEY, v A VEHEIZHS [Logout] RZ 2L TIZS
Uy,
e HTTP i JHIFf : http://Web FRFERH IP 7 R L A/login.html
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e HTTPS ffi JHIKf : https://Web FFEHH IP 7 N L Z/login.html

8-15 B4 7 hEmE (7 FIHRFRA)

LOGOUT

Please push the following button

Logout

All Rights Reserved. Gopyright (C) 20XX-2000C ALAXALA Networks Corp.

8-16 OJ 7V FETEE (7 JVHRRH)

Logut suceees Og 7 +eZl (O 7 FEEA
Logout Time --=-20XX/01/18 09:5058 UTC & 5‘7"'__'? Lf: H#Z“) Eﬁ;} L -gg-a-a

chose

All Rights Reserved, Copyright (G) 200¢-2000¢ ALAXALA Networks Corp.
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8.5 WM& Web :25F DB £ & U RADIUS H—/\D#{i

8.5.1 g Web &85 DB D %k

(1)

(2)

3)

Web v uﬂf@m—ﬁﬂ/wu uﬁﬁﬁ%ﬁﬁﬂﬂ‘fé J:!IfC’JT i %Eﬁ 7%]@ Web AT uE DB ’81’!352?5%%7%36 D i
T, Flo, RIEEOWE Web 8GE DB 13Ny 7 7 v 7B L OEILTE LT,

Mgk Web F25E DB DYERK

JE 21~ > K set web-authentication user ¢, Z—H ID, /27— K, VLANID 72 £ O =2 —VIEHR % N
Web 8GE DB (Z8Ek L £ T, £72, B L2 —VID ZL DT — FERB L OHIBRS TE £,

ek - AR INT-NEFE, EA =<2 K commit web-authentication 23 34T S AU7-FREAT, PVEL Web 7%7E DB
IZ S ES,

7e¥, A I~ KT Web #7BFE DB ~DEME K OE R 21T 128G, BERGET O — W2 136 A

ST, REIn 7 A VENSHEZE R 7,
N Web 25EDB D/ Ny O 7 v T
J#E ] =2 <= > N store web-authentication C, 7 — W VERFEAIT/ERL L 72N Web #83E DB O/ N > 7 7 7 & HL
LI EMWTEET,
WE Web ulL.\IJIE DB 0)15_

7% =< > K load web-authentication T, 7 —H/WVERGEFIIER LTZ v 72 7T v 77 7 A5, Wi Web
PRFEDB OEIENTEET, 7272, HTEFEITTH &, EANIERH 2~ R set web-authentication user 72
ECRE s BH L COWENRITEEINT, BoINNBICEESHRDY 70T, EESMLETT,

8.5.2 RADIUS H—/\D#E (&

(1)

Web FBAED RADIUS 3RFEF AT 512% 7= - Tid, FAFIIZ RADIUS Y — OB ENLIETT,
Fo, RIEEED Web BFEHEEENEH T 5 RADIUS OEMZ R~ LET,

RADIUS 4 —/ DR E

=Y T LiZa—FID, /SATU—FK, VLANID 72 & O —H¥{E# % RADIUS — NIZRELET, 72
¥, RADIUS Y — "OFEMAR s EHFIEIZ OV T, #H3% RADIUS H— O EEZZR L TS
AN

XA F X v 7 VLAN E— R CRERERINZRICE Y B 2 D385E% VLAN 2RO K5 ICREL E T,
1. Tunnel-Type |Z Virtual LANs (VLAN) %&%7E (£ 13) LET,
2. Tunnel-Medium-Type {Z 6 #3E L £7,
3. Tunnel-Private-Group-ID (Z VLAN ID Z K OFEXCTRE L 9,
o WT T TRE
5l : VLAN ID 73 2048 D356, SUFHIT 2048 25X E

o UFH|” VLAN” (T#i\ T VLAN ID & 37305 Tk iE
#1 : VLAN ID 75 2048 D34, VLAN2048 % iR &

e I 7 4L —3 g3 3w FNname TikE L7 VLAN & & X E
2—HFID &/RRAT — RIZHEICFH 1~32 LFT, ROXFHERTEET,
e = —¥ID : ASCII (5= — KD 0x21~0x7E
o /XAT— R ASCI XF2— RFD 0x21~0x7E

140



8 Web ZEEEDAZR

ifl, mLuﬂEjigtgf L/TPAP% Hﬂiﬂbi—gp

(2) Web SREEMMFER T 5 RADIUS B4
Web F87EA2ME Fi9 5 RADIUS OEMZ2ROFIR L ET,
% 83 AL THEATIEMESL (£D 1 Access-Request)

B4 Type & BTl
User-Name 1 VA ERELET,
User-Password 2 =P RRT— REEELET,
NAS-IP-Address 4 N—T Ny J A BT 2—=ADIPT KLARERTIL—T

Ny AV BT 2—ADIPT RLAZKML, IHESNQT
W72IF UL RADIUS — R EBIETHA VX 72— AD IP
T RUAEKML 9,

NAS-Port 5 FREE L TV A EREEHALO Ifindex Z k&M L £ 9,
Service-Type 6 Framed(2) & & E L £ 77,
State 24 M9 AERGEICKR LT, ERTIZ RADIUS H—/37> 5 Access-

Challenge TiE 5 CT& 7z State fHEZ X E L £ T,
7%, State fHS 2 WGEITRE L WA,

Called-Station-1d 30 TV IPRT IV EARA L FO MAC 7 KL AT, ALEfE
D MAC 7 KL A (ASCII, "-"XKE]V) ZA&ML 9,
Calling-Station-Id 31 WA AD MAC 7 R LA (UL ASCHL, - 7 XE)Y)
ZHRELET,
% : 00-12-e2-12-34-56
NAS-Identifier 32 @ E VLAN & — RERZFRGEmAR 2 UNAE LTV 5 VLANID %
BT XA THRELET,
% : VLAN ID 100 D¥:4 100
A FIv 7 VLANE—RTlE, 27471 —v a3
~ > K hostname THEINT-HEELEHRELET,
NAS-Port-Type 61 Virtual(5) % & L £ 7,
Connect-Info 77 axyva DR ERTUEY RN L ET,

— I ("CONNECT Ethernet")
F ¥ /L7 )L—=7 ("CONNECT Port-Channel")

NAS-Port-1d 87 FRREAR— N Z#BIT B 72 OLFHNERM L £ T,
— & ("Port x/0ly")

F ¢ FV T N—7F ("ChGrx")
X, yIZIHEFENLAD)

NAS-IPv6-Address 95 N—=T Ry I BT 2—ZD IPV6 T R L ZEERITL—
TRy I AR T2—AD PV T RLAZKEML, fEEX
T FIUE RADIUS Y — L EET AL V¥ T = — A
DIPV6 T RLRAZKMALET,

% 84 FREAITHEMAITHEMSL (£D 2 Access-Accept)

B4 Type {& ZBA
Service-Type 6 Framed(2)23IREN S 415 - Web FBFETIZTF = v 7 LEH A,
Reply-Message 18 (A
Tunnel-Type 64 ZA4F w7 VLAN T— REHZHEH L E 7,

VLAN 2R T 13 THEINET = v 7 LET,
E7E VLAN E— REHZEHR LA,
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B4 Type f& B
Tunnel-Medium-Type 65 ZAF w7 VLAN T— RERZHER L7,
IEEE802.1X & [FEEDE 6 @ Tunnel-Medium-Type T %72 %
Fxzv 7 LET,
[ VLAN B — REFEf#E A L £ A,
Tunnel-Private-Group-ld 81 ZAF w7 VLAN T— FERZHER L E1,

VLAN % E T HFCFHE 21T “VLANXX”

xx 1 VLANID #% L £,

72720, JEEED 147 T v FORNED 0x00~0x1f DA
I, Tag%i%bfb\émf, ZOHEF2A 7Ty FEMND
DfES VLAN 2R LET, FKIHD 1 7r77 v N DOREN
0x20 LA EoGAIE, 8D VLAN 2R LET,

*7, ¥4 FIv 7 VLANE—RTIL, 74 71—
3 3~ K name CTHRE S N7z VLAN LR FRE S iz
B8, VLAN 4FRIZXIET 2% VLANID 2 L £,

% VLAN E— REREIHER L Ed A,

% 8-5 RADIUS Accounting TERT B4R

B4 Type {E SiBA
User-Name 1 FAE O =L eI LT,
NAS-IP-Address 4 NAS D IP 7 RL A& L=,

WN—T Ny I A VBT 2—ADIPT KL ARERIL, 1—
TR A HET2—ADIPT RLUAZKEMNLET, 72
B, ERUSMNIV—ANE@ETIA L HXT=—ADIPT K

L AEEII L ET,

NAS-Port 5 FRRE L TV B ERREHALO Ifindex Z#HAI L £77,

Service-Type 6 Framed(2) & & E L 7,

Calling-Station-Id 31 WARD MAC 7 KA (U305 ASCH,  “7 XYJ0) A%
ELET,
% : 00-12-e2-12-34-56

NAS-Identifier 32 [ VLAN B — NIRFIZEREESR AR 2 A LT 5 VLAN ID %

BEXLTHITHRELET,

1 : VLAN ID 100 D34 100

AAFIv 7 VLANE—RTIE, 2747 Lb—vara
~ > K hostname CHE SN EEAZHEELET,

Acct-Status-Type 40 0 7 A UIFIC Start(l), B 77 7 MRFIC Stop(2) & K L E
j_q()

Acct-Delay-Time 41 AR RRERNSEET D E TICHEE LR (B)
BRI ET,

Acct-Input-Octets 42 Accounting T§8 (Z1EA4 77 v P ML £ ((0)H
) o

Acct-Output-Octets 43 Accounting {5 (EEAZ 7> MO M LET ((0)H
) o

Acct-Session-Id 44 Accounting fE#Z#B1425ID (v A4, v 77w MIHE
LCiERCfETY) .

Acct-Authentic 45 PR ED L D ICFFEES N2 %<9 RADIUS, Local @
ELONERMLET,

Acct-Session-Time 46 nsA a7y NTLETORR () 2KEHLE
7
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B2 Type {& BA

Acct-Input-Packets 47 Accounting it (32537 v M) 2L ET ((0)F
E) .

Acct-Output-Packets 48 Accounting &t GEE/ N7 v MO ZMLET ((0)E
E) .

Acct-Terminate-Cause 49 Accounting f§# (v a VR THEN) ZHMLET,
FEAMIZ, T3 8-6  Acct-Terminate-Cause COYIRTEIA | %
2,

NAS-Port-Type 61 Virtual(5) 5% & L £ 7,

NAS-Port-1d 87 RFET DR — D &R T D 72D DO LFEFNE RN L E T,
A— 1+ ("Port x/0fy")
F ¥ FIL T —F ("ChGrx")
X, YIZIFHEERAD)

NAS-1Pv6-Address 95 NAS @ IPv6 7 K L 2 &#&H L £,

=T Ny I AV HET2—ADIPV6 7 KL ARERL, /L
— IRy I A BT 2—ADIPVE T RL 2 &ML ET,
728, ERRUSAMIV—ANEBETLHA X T = —AD IPV6
7 RUAEL ET,

%+ 8-6 Acct-Terminate-Cause TOYIMER

Y ER

&

fRER

User Request

1

AORESRAR DOEEIZ L0 Bl L7z,
- FEORENAAS Web B T 777 7 b L&
- BRER KON — BB AR L SE

Idle Timeout

AR AR DIEE 23722 < 7p o e 7o EIl L7z,
- B (EEEALRR ] 2 I L7 6
- BEEAUSRE T 77 U MR LSS

Session Timeout

H R P IR IR] DRI 12 I 0 B L7e,

Admin Reset

BHEOBRE YW LT,

CEREEHfTCa Ly T 4 S L— g VEBIR LIRS

- JEH == N clear web-authentication auth-state % 317 L 7=
Be

Port-Preempted

13

2—YEYVEX H7eoa s/ rha—FoEya i
G L7z,

(a7 4 7 L—3 3 a< 2 K web-authentication user
replacement 5% i )

Service Unavailable

15

AR DR — FEE Rk L7, BEIEOR— T
RESRES AR &8 L 7= 72 012 Yl L7z,

Port Reinitialized

21

A— kD MAC BB S,

SIS/ Ry Dy et o

- VLAN 7% Bl % 721 Disable (2 L7= 84

s a3y 7 4 L—3i g a< s | switchport mode A28 8 L
et e
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8.6 BIIIS—AvtE—2

RAET 7 —EEICFRRSNDBIAET T — A v b —PRRDBEAEZROEIR L ET,

8-17 FEITI—Avt—IkHk

‘ L r5 ss
IF—Ayt—UKX

RET T —DFRAEHHAEZROERITR L ET,
® 87 RITT—Avt—JEIF—HEBRRIER

IS—AyE—CHBE IS>—&S IS>—%4EH

User 1D or password is wrong. 11 0y A4 rva—FIDBEESNTHERA

Please enter correct user ID and 12 0y A4 a— DM 128 LFEEBLZTWVET

password. 13 NRAT— RREEIN TR, FI3EE Sz
LFEHEPRBMEET

14 07 A a—H 1D 23WJE Web 583 DB 1284k 4T
WERA

15 INA U_l\\ﬁiP%]@Web FHFE DB | ﬁéﬂ(b\i‘@:
Y

16 GET # ¥ v R®O"QUERY_STRING"S 21 LA
D, EIE, 256 LFEBATCNET

17 POST # v K" CONTENT_LENGTH"7% 21 Aif§ C
b2, F213340 A TWET

18 074 2= IDICHFAT SN TRV IIFRIEE S
nNTWnET

20 PRAT — RIZHFA ENTHRWIIFEREEINL T
F9

22 17— B VEERES T, FRREEADMAREN S 7 A
VEITOTEEE, NAU— KRR —HLTHERFATL
7

RADIUS: Authentication reject. 31 RADIUS H— 7 BE8GEFF T LM, (7 7 B AEE &
T 7B AF vy LoY) BEELELE

RADIUS: No authentication response. 32 RADIUS $— NI bRERERF A 232 TEEHATL
e (ZEXALT U, F7213 RADIUS — D%
EN S THRVIRIETT)

You cannot login by this machine. 33 RADIUS |2 E S 4L TV D 385E% VLAN 23, Web 7
AECERE SN VLAN TiEH Y 8 A,

F7201%, VLAN A U F 72— AR ESNTWEYR
vy

34 RADIUS #HFES T, REEFEASRNOLHr 7 A v
1T o T2 BEIZ RADIUS Y — " BERFERF AT LIS (7
I AR FETIEZT IV EAF v L oY) #ZELE
L7z

35 [EE VLAN E— KT, SRS ST 5 RGER
GR— k#)/&&ﬁ/@h ETd,

F720%, A— FAEE VLAN E— FE LTREIN
TWEHEA
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I5—X4EH

[ E VLAN E— R CREINTAR— M ENET D
VLAN 73 suspend (REEIZ 72 > TUWVET,

F721%, VLANBA VF 72— RAIZRESHTWE
TA

41

Web FREE CRRERHE L DIERI S, BigHa—HToD
nJAVERNBD E LT,

F770%, 14 F Iy VLANE—RT, BB
VLAN 2 S 8GFEE AR DR 7 A4 VHER P H Y £ L
7=

42

W}ﬁ Web 3 Y uE DB (Z& Hﬂiﬂéﬂf\_ VLAN ID 75‘ Web
FRAECER SN VLAN TiEdb b /A,

F72E, VLANA V2 7 2 — A ESINTHER
A

44

[F—¥nA T, IEEE802.1X & L <X MAC FRFEIZ &L -
TRAEE R, Flidar 747 —varavw R
mac-address TR D MAC 7 K L A5 MAC VLAN (Z

BEEH DT DI TE EHA

45

SRR SN TV DRI R — bRV 7 FT
/owz,m\f’%

*721F, A— FAEE VLAN E— RS L EF A5
v 7 VLANE— RE LTHRESNTWEREAL

46

FRRERT SR — b & UNA T 5 VLAN 23 suspend J{REE &
o TWET,

F7201%, VLAN XA U HF 72— A TRESIN TN E
A

47

Web FBRED 1 7' A L BH I RINA Sk 2B A T2 7=
ICRRECTE EHEATLE

76

MAC 7 RL 2% MAC 7 RL AT —7 M8 ET 5
BE, SRR SN TWAR— I RU 72 L
TVWET,

F720%, A— FQBEE VLAN T— Ry L IEZ A+
Iy Z VLANE—RELTRESNTVERA

77

MAC 7 KL A% MAC 7 R L AT — 7 VRT3
5%, IS5 VLAN 73 suspend JREEIC 722 > TV
R

F7E, VLAN A VX 7 2 — AR EISNTNE
T

83

07 A RO MAC FRAEIZ R L7272, < /LT R
7 /7ntquﬁ)T%iﬁhf L7z

90

~VIVFRT TR —VRBEEFF AT A T Y 3 VERE
B, Web FRFEDNFF A S CTWARDN - T2 7o OFBIET &
FHATLE

92

‘771/7‘X5: P4 70§}J§£E0):L 'H—mu FE & LT Web FEEED
A HEEP (. Jﬁ'ﬁikm}g REDFE nE'Hf EN ﬁ%l‘?éﬂﬁ_f_
MAECEEHATL

Sorry, you cannot login just now.

Please try again after a while.

37

RADIUS F3FER T OFEFEE RN 256 28 %2 TV E
7
B, vl AV BEEIToTLLZEN

43

Web FBFE, MAC FBFE, 7213 IEEE802.1X FBRED &
7 A BB S RIUE R 2 2 T2 T2 IZRREE T
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I5—X4EH

XFEHATLE

48

FRREX SR — N OFBRERI RS 2 8 2 72 72 O IZRERE T
TEHATL

51

07 A VRO IP T RLAE MAC 7 R L R & fiF
mTExFEFHATLE

52

Web — 373, Web fR3ET —F v &t TE ¥ A
TL

53

Web 3 nicy uIE@WJ‘KI7'—
(Web ¥— 323, Web fBiET —Eicn /A VR %
ﬁ@iﬁhftt)

54

(Web *JL—/V?)\, Web FBRET —F V0 BIRE & =
TONEFATLE)

85

1A AR DA FRRE DO TR BB I KRB L 7
f:?i)VII/?X?‘ b4 7 Rty uIE7) < % i'ﬁ_/\/f L/f:_

91

‘7/1/5&/15: b4 7 [N uE@mu uEEF' 3@%’] =4 77 '7 ]‘ éj’b
f:fl mh uET%iﬁ/\/T Lﬁ_

The system error occurred.

Please contact the system administrator.

61

Web RN pIEO) Iji]J‘I-SI 77—
(POST £ > > K" CONTENT_LENGTH" 23 /3 ¢ %
FHATLE)

62

Web []U ﬁIEo)WALB‘I‘7b_q
(POST/GET TZATI ST/ FG A —=ZIZ7 & H 21
PUEEFEFNTWELE)

63

Web FREFONE~L T —
(Wwﬁ—AT%X®W7FVXbW BT EHAT

64

RADIUS 35 X U Accounting ~D7 7 £ AR CT&E £
AT UG E 720 £7)

A fatal error occurred.
Please inform the system administrator.

65

Web RN uIE@ WJ‘BI 7

([FIFFIZ 256 7% 8 2 7= RADIUS ~DFBFEER A &
FL7)

72

MAC VLAN [ZF87E L 7= MAC 7 I L 2 % B4k T & &
HhTLE

73

MAC VLAN 75 385EiEFR 95 MAC 7 K L 2 & HIIB
TEXFEHATLE

74

MAC 7 RL 2% MAC 7 R L AT —7 VIR ET 5
BRI T —MFELE LT

75

MAC 7 KL AT —7 L5 MAC 7 R L R & HIERd
A== BELELE

Sorry, you cannot logout just now.
Please try again after a while.

81

o /7y NERINTZWwRAED IPT KLU ADH MAC
7 RUVAERTEEEATLE

The client PC is not authenticated.

82

274 ENTWRWIRRNSDOR 7T U NEERT
ﬁ—

IS—FBSTLORNAE

o Ix~2x: ELWa—HID L RAT— FTHER VA VEBEEITo TS,
e 3x, 83, 90 : RADIUS O E%& RE L TL &V,
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® 4x : WebiBiED =z 7 4 7 L—v a3y, BLXUOWE Web ZGEDB DR EZ RE LT &,
e S1:MiRKDIPT RLAZRELT, BEv A VEBEEZIToTLEIN,

® 52~54, 85, 91 : HEn A VEMEEITo T, BUARRA v —UNERINDLGAEIL, E
i 1< > K restart web-authentication ¢ Web #%:E & FEI L T 72 &0,

® 6x~7x : EHA =~ K restart web-authentication C Web #&:E4 FHEE) L T 72 &V,
o 30~82: HERIT U MMEEZIToTIIZE,

o 92 HERIAUEEEITH TLE IV, HOARRA vE—UNERINDEEE, WARIED
T4 b= arERELTIEIN,
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8.7 Web SBIIEE AN X HEAE

8.7.1 Web nu.\nIE m274I)LEy bk

Web RFEDEE, IR D Web 77 UWICERT B /A liEen 77 v Ml & OmEiE#R (U
[, Web iBREMME &FEFONET) 1%, REFEIZTORELTWDL 7 74100 —K (LK, Web 58FEHE 7 7
ANty NEROET) BFERALET,

Webmuu @‘77/1’71/‘12/]\ i %z'iwebmuu ﬁ77/1'/1/‘TZ/ ]\CE@/DJI Webn»uu ﬁ77/r/1/_{z‘71\
D2 FENH Y, HEH 2~ F set web-authentication html-files # E{T 22 & T, 77 Ak kDT T
D77 AN, FlF—HOT7 7 ANEANEZDZENTEET,

Web iEBGEHIE 7 7 A /vty NOFBAEZROFIZRLET,

%= 8-8 WebRIEEmZ7A/ILEY b+

Web 85I EIE B2l

Z7A4ItEY b
ﬁz'i Web o ﬁ Web Ay uJ‘_E%—éH%) }Z—El , iy thEJﬁﬁ}'{@7 = 77‘3‘ 437%{—\‘—?*%) Web %A}\L:{\EEEEEO)7 7 /r
T Aty R N—KT9, #EM =< K set web-authentication html-files & 4T L7254

%, F 7 )V ~® Web i SO GLE M T 2N RR ALY 5'5037 7 77‘3‘ %?éﬂi—aﬁo
£/, EH o~ FT—Ho Web @BGEHITE 2 ANE 2 285618, AhExT
Web FRGFEBEEH A FRFERAKD 7 7 U R R I N E T,

E 51 Web F8iEE ay7 47 Lb—3 3 a~ s K web-authentication html-fileset % 5% & L 7= Web

Ty Aty k FAREAR— N T Web 5RAEE T 2356, RAEHAD T T U YFIZRIRT H Web 587

WD 7 7 A NV—RA T,

F 72, {EB] Web FZFLHEHE 7 7 A /L& > MZ—H#0 Web FEFEEH 2 5% E L TV

LA, & fELTb\é Web FRAEE [ ASFRAES AR D 7 7 U7 FRRICK R S U E

j‘ ﬂEI/EJIIJ Web i3 s ﬁ77/])/l/_k P4 k \—E/{Zhﬁ:__‘ L/Tl/\focl/\WEb wou‘.EE‘E [z o0
li, ﬁzl: Web & [ uJ‘.EE‘ﬁ77/])/I/ﬂZ D4 ;D Web 3 [ nﬁﬁﬁ%{kﬁﬁ Lij‘

8.7.2 Web Eﬁéﬁﬁﬁkhﬁi%ﬁ‘é

Web ZRFEH I 7 7 1 /L& v bDOANEZEZIL, A=~ 2 K set web-authentication html-files TH&E L7725
L7 NUBTIZ, WITRTHEEOT 7 A VR boTcE, %597 25 Web iBillim & EEHX £, £z,
WIZRT T 7 A NS gif 77 A N7 EOEBRT 7 A VB RIRFHCEERTE ET, 72720, BEHFIIES 7
FANDY A ZXF = v 7 ETF &7, 77 ANVONEETTF =y 7 LEEADT, LT EHEMEZ1T-> Th
5 HTML 7 7 A VB 7 7 A VB G L T ES W,

ANEZDZ LN TELEEAZRITRLET,
LAV % WTRE 72 i THi ]

o A VHf

o U7 U NHHE

o U A VRN

LI =07 VS TT]
B r7 v T i
SRy S i}
72k, BEk Uiz Web sREEHIH ILER =~ > N CHIBRTE £,

jﬁf:, ’—% 8-7 utuuﬂzi7 A /‘12*“/&317“§\é$f$ﬂﬂﬁﬁl§2@ *—Tj—n»uuﬂzi7 A /‘[Z*—:‘/%)J\I}’L*EZ
HZENTEET,

51T, Web 77 UHDOBXKICAVIZERT DT A 22 (faviconico) b ANEZ DL ENTEET,
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BT 7 ANOFEMIL, 192 Web BAMMAEAFERFHI & 2R L TIIZEW,

7035, Web RGEBH OBERFICKITAT & 5 e £ 72354, #MH =< > I show web-authentication
html-files T Web FBFERIH O BEKIERE T RT D &, BEBPKD LD L IITERIIETR, Bkl
B SRR AR DT T U FRRICHR SV E R A,

o Web RGEMHBEFIC [Crl] + [C] F—%FL T, BEXNIICWLELE Fll S w786

o telnet R T Y —/LZr VA L, Web RAEMIAIEFRTIC telnet 23] H 22D EEK CTHIM S 7z hE
Web FRFEBE [ OB ERHIC P & 728561, FE Web 3RGEHEIHE 2 B8k L T3,
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8

8.

Web F35E D &R

8 Web S HRAKOI=EIE

(1) fhiReL DHE

(2)

3)

(4)

gEE & OHAFIT OV T, 152 LA ¥ 2 BEFEMBRE L O HAFIZ OV T 2B LT EZ &V,
AEE EFIERMRDIHKRMEICERET HEEIZDUNT
AREBOE TIZIE T R o — RO —F 2 LT E S,

AREEE LG ERE E OB ORKE L2, 77472 FMliRO MAC 7 RLRAZEEZH{ZDIL0 (FTax

— RN B 7 Y ISAE LT HE S, Web RRREASE X A B MAC 7 R L A & SAEKHILIR & 3 L
TLE S - DICHR T L ORFANTE EH A,

F7-, AEBOR FIZHA— FRELERHEGED 720 HUB RMERE LAN %8555 L, FHICBEE O PC RS
TWAHEEA, AL TR TCHL PCRTETEEN TETCLENETO TEENSLIETT,

H 8-18 ARiILE & imkMEDESE
ARLEE WebFREEH ENE)

AN IL— 5 HEEE D EARLAN
N\ N

Web FBEET O Y 5 LANBEE L1156

Web uuuiET—‘%/ﬁ)ﬁt@Jbt_%n, uL‘uJ:EEP@:L'_‘"j‘j_/\VC@nuuEﬁ*ﬁ%@éﬂij— @%/El\, ﬁ:j@@]@é
WK O FE)CHERIEAZIT > T EE 0,

DHCP 4 —/\® IP 7 FL R 1) —REEREFREIZDNT

SRR SRR IZEREERT IP 7 R L A% DHCP Y — "\ S EATT 584, DHCP — D IP 7 KL AU —2
R 2 CTE LRI EIBREL TN,

7%, P DHCP — NICBA LTI, 10 B BIEETEETR, MIWEEZREL, Lrd, Wiix—F
BNLWNIGEITTEBEICARAEND 50T, LREIIELTY —ARMORELEE LTI EIV,
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8 Web ZEEEDAZR

8.9 SSLEIEREMEMA

8.9.1HTTPSIZ kA4 - A5 FTYH K

Web 583ED 1 7 A VEMERB L O r 77 U MEEDEE ZME N H5F A 729012, HTTPS AMEATX £,
Web BFETIY, AREEZ Y — NIZAS TR FMORIEAFRNEHEH LT, REEBICFEEINZSSLEY 2
— Ko T — G E L HAZEH L CEEE2R5{b LET, 70d8, BLF SSL & RSN TWizEA,
TLS b4 £, SSL OEEEZ RO R LET,

X 8-19 SSL O#FE

REEE
. EEREEE T
W
EE BRI T—CaY i
H—GEBAE i
N i
ZHR--2MRT | o {
SEOBEERTS | H—\FEBRE %415 . .
B EE PR &R HERTES
HiEe 2t L=t @i % %E A
BB TS AN T—SORRE

g A VEESe 7T U NBEICHTTPS 2642 &, Xy NI —2 2@ T 537 v "B {LanE
9, HTTPS Z i L 7o AMEE & R O Web $RAEOME 2R OKIR L £,

K 8-20 HTTPS Z{#H LI=AEE LimKMED Web 2IEDEE

AEE
S, WIS —
B h i Web32
\ iy q'% E .
sk AARE 054 VER RS
Ui . _ ,\E =
o ko l 057 % FER EREL
D Webtr—/\
= Y/ EEBE
——=6 e
HTTPSZFER L T T
R4 VERATTI RER b ICASERN
) B F—aomh

SSL 2+ 21247 - TiE, AIELBEICH — FENE, WEH, L OTRH CAFEEEZBET D LEN

b FET, BB, I%ﬁﬁﬁi T 7 AN NP — SGEHE L FERESEE SN TCOETY, EEOEM
ICH 7o T, FIABRBRICIR o 72— \GEE, M, B L O CA FEIEZ L3 1ER L CAREEREIC

ﬁﬁbf<tém(¢%CAﬂ%% ,I%mmﬁmmﬁﬁéhfwiﬁmu
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8 Web ZEEEDAZR

8.9.2 H7R— MME#k
ARAERE NP R — F 45 SSL DHEAEEZROFITRLUET,
% 8-9 SSL HHR— rt#s

%8 A&

$H— b

SSL/ITLS N— 3 v TLS 1.0

O

TLS 1.1

TLS1.2

A A — b TLS_ECDHE_RSA WITH_AES 256_GCM_SHA384

TLS_ECDHE_ECDSA WITH_AES_128 GCM_SHA256

TLS_ECDHE_RSA WITH_AES_128 GCM_SHA256

TLS_ECDHE_ECDSA WITH_AES_256_GCM_SHA384

TLS_RSA_WITH_AES_256_GCM_SHA384

TLS_RSA_WITH_AES_128 GCM_SHA256

TLS_RSA_WITH_AES_256_CBC_SHA

TLS_RSA WITH_AES_128 CBC_SHA

TLS_RSA WITH_3DES_EDE_CBC_SHA

TLS_RSA WITH_RC4 128 SHA

SRFET A RSA (2048~4096 "> ) , ECDSA (256 v |)

A vE—UEEa— F | SHA-256, SHA-384, SHA-512, SHA-1

Olo|x|Ix|OlOo|x|x|OlO|lOlO|O|0O

(L) O :HAFA—FrT25 X :HHR—FLAEN
08, FBIESEEILRSA2048 By b &, A vb—URREET — Rid SHA-256 Z#HELE L £,

893 EATA—
HTTPS (SSLI&#E) ZMHT 5I2272 > TiE, ROFIMHICHES> TEEL T ZE 0,
1. PCTH—/\GIRAE L BEERT B,
2. MC %A, £IFERaYY Ksftp, scplz&>T, H—/ \GIBAELREREEBICIET S,
3. Y—/\IAELRBEXREEICERT D,
4. Web RBEE=HEEEET 5,
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9 Web ZEIDERTE & ER

Web FREEDERE & E A

Web F8FEIE, Web 77 ¥ 2 FIVWCRBGE S iz 2 —HFHLIZ VLAN ~D 7 7 & A il fl &
179 BRE T T, ZOE T Web BAEDO AN L —3 3 TOWTHII L E T,
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9 Web ;:Dn].—to) E t Fﬁ

9.1 a<> o KHAFR

9.11av v KF—&

Web RiFD a7 4 VL —gravwy R—EEZROFITRLET,

= 9-1

avI749Lb—aravryk—

avy R4

B

aaa accounting web-authentication default
start-stop group radius

TR T 4T —_"DOEHREE LET,

aaa authentication web-authentication
default group radius

RADIUS — O R Ex LE T,

web-authentication auto-logout MAC 7 RLA¥E = —U7 w7 M X B8 e 77 7 NM&kE
ELET,

web-authentication html-fileset A— b T & AT E5 Web FBFEHE I~ 7 A Lt > M ERR
ELET,

web-authentication ip address

& VLAN T— R L O A F 2 v 7 VLAN ©— FEED Web

RREHEHIP 7 RL2ZHELET,

web-authentication jump-url

AL, WK T 7 AT URL Z#HELET,

web-authentication logging enable

Web FBEEDEMED 7' A v —T %, syslog ¥—/3%0 TE 21T A
—L7 FL25ET (E-Mail i) I2XFLET,

web-authentication logout ping tos-
windows

FRRERE I A D B EH X4 5 FEEk ping O TOSEZHRE L E T,

web-authentication logout ping ttl

FRREFE FA AR B EH S I DRk ping O TTLEAfEE L £,

web-authentication logout polling count

Bifil 7y MRS DISE DN ED - T8 OFE BT
v N OFEEEEREELET,

web-authentication logout polling enable FRRERE A AR DENEZ BT T 2 e B B Re 2 A L £ 7

web-authentication logout polling interval | R EARBERE THEH T~ 2 Bt 7~ N (ARP) D& HiIF[#] 2 F5 7E
E3

web-authentication logout polling retry- BTy MR 2 IRE RN NG A ICHEET &R N7 v b

interval DORFHIRZHEE L £,

web-authentication max-timer

Web FREED KRR 28 E L £97,

web-authentication max-user

Web 3 v nJ‘.EVC/?/]) VAR v 7 VLAN &— K @H# WZER HIET% 5H§j<‘ﬁ
A ARELET,

web-authentication port

€ VLAN T— RB X OF A F 3 v 7 VLAN T— RORBIERSR
LA R— b ERELET,

web-authentication radius-server host

Web ZZ3EE 12 RADIUS — "D IP 7 RL AR CafEE LE
B

web-authentication redirect enable

URL U &A1 L7 MEREZ AN LET,

web-authentication redirect-mode

URL U XA L7 b, SmKICRRTHa A v #BEo7m b=
Jb (http £721% https) ZHRE L £9,

web-authentication ssl connection-timeout

SSLEyYa s A LT U MaaRELET,

web-authentication static-vlan max-user

[ VLAN E— R CERFECE 22—V HERELET,

web-authentication system-auth-control

Web ntuuﬁ%ﬁ)‘ﬁ Liﬁ_

web-authentication user replacement

=P EZ AT a v EAICLET,

web-authentication web-port

Web —"~D7 7 & AR — FEZEBIMLEZSAI
j‘o

HELE
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9 Web ;:Dn].—to) E t Fﬁ

Web FRAEDEH o~ F—E 2 ROFITRLET,

® 92 ERavTVFK—E

avy Rg

B

set web-authentication user

Web JBFECH AT A 2—9 ID &8N L 79,

set web-authentication passwd

B LT —FORR T — RELEFLET,

set web-authentication vlan

Bk L7 —Y D VLANID #ZFE L £,

remove web-authentication user

Bk Lm2—Y D IR L ET,

commit web-authentication

‘Ejﬂ] DTE Lf;.'j;]//ﬁ\‘%fljﬂ}@z Web 737 DB | Jiﬂﬂ%bi@_

store web-authentication

W Web B8GEDB DX 7 7 w77 7 A VEAER L E T,

load web-authentication

/{‘7777777/(/1/75)%W@Web 3HIE DB %Tﬁjﬁbi—a—‘

show web-authentication user

WL Web G8GE DB OGN, E-i3B, BHEEPOFHRZ
FrRLET,

clear web-authentication auth-state

B uE{ﬁyf‘j"—‘qj‘Ojgﬁﬁ%U =4 7 7 '7 ]‘ ;i)'??ll ‘ijﬁ

show web-authentication login

EEE DT AU ha T ERRLET,

show web-authentication

Web uAhuIE®j/7/f 7 Lr—3 /%%TLE’&‘

show web-authentication statistics

Web FBREDFFHEHREZ TR LET,

clear web-authentication statistics

waltEmae 2 V7 LET,

show web-authentication logging

Web 78 thE@@j]'T/EE 7 %2‘%/7— Li‘d—

clear web-authentication logging

Web FFEOENMER 7227 U T LET,

set web-authentication html-files

ﬂl: éﬂf; Web o ﬁ774/1/75:%ﬁ€bi’9"

clear web-authentication html-files

%ﬁbeWEb Fon ﬁ774/‘/5i’ﬁ'”5§>biﬁ“

show web-authentication html-files

e L7 Web ZREFHE 7 7 A VDT 7 A V4, T ALY A X
ERGRAREEFRRLET,

clear web-authentication dead-interval-timer

dead interval #§AE1Z X % 2 & B LI RADIUS H— /3~ 7T 7
T 215, 1 5B RADIUS —R"~DT7 7 RIZELFET,

set web-authentication ssl-crt

SSLdfE DY — FEBE I L ORE# 2 88 L £,

clear web-authentication ssl-crt

Bk L7c SSLGEWTE & i A HIbR L £,

show web-authentication ssl-crt

Bk L7c SSLGEWIE L i 2 FoR L £,

restart web-authentication

Web BiE7' 7 7T A BEEIL £,

dump protocols web-authentication

WEb mou‘.E@& /7 rﬁi&%w%bi?‘

9.1.2 EE VLAN E— FDHTE

(1) D_ﬁ}bnru\nﬁﬁ_ta)gzkmf&aai
0 — A VERGET A FE TS ECORAM LR EEZROKIIRLET,
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9 Web ;:Dn].—to) E t Fﬁ

E 9-1 EF VLAN E— FOA—A LB ARDEKRER

PREAHRICT O EATED

SAEDHCPH— 3
L3R 1 v 10.0.0. 100
KEE L o NebEZIEBAIPT KL
1/0/4 101010,
.9
HUB
VLAN 10

192.168. 10. 254/24

S ERDHCPH—/NI2 & B
IP7 KLREZE

(@) FREER—bODETE
[BREDRA > k]
Web FBAECHAT 28— FEaRELET,
(322 FIZKBERFE]
1. (config)# vlan 10

(config-vlan)# state active

(config—vlan)# exit
2. (config)# interface gigabitethernet 1/0/4

(config-if)# switchport mode access

(config-if)# switchport access vlan 10

(config—if)# web—authentication port

(config-if)# exit

FRAEZAT 9 AR A BEfE STV D AR — BT VLANID & Web #8GEA % E L E7,
3. (config)# interface gigabitethernet 1/0/11

(config—if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# exit

WAFRIZT 7B AT DF Y hU—T D L3 AL v F &8 THHR— MEEELET,

(b) VLANA VB T7I—RIZIP7 KLARZHTE
[(REDRA > K]
Web #BFECHEAT 2 VLANICIP 7 KL 2 &% E L £,
[a< Y FIZKBEE]
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9 Web FREEDHRTE £ER

1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255. 255. 255. 0
(config-if)# exit
Web RFE TS VLANID 10 (ZIP 7 L AZREL £,
(c) EFRIAFERAIPVATIERYRNDEE
[BREDKRA > F]
FRRERTIKBE DIRA D D ARZEE DINHA~OWBIE 2P T DG EEH IPv4 778 A A M EFRELET,
[O< Y RIZKBEHRE]
1. (config)# ip access-list extended 100
(config—ext—nacl)# permit udp any any eq bootps
(config—ext-nacl)# permit udp any any eq domain
(config-ext—nacl)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# authentication ip access—group 100
(config-if)# authentication arp-relay
(config-if)# exit
FFERTOIA SN DHCP /37 » b & DNS = "~D 7 7w A% Al 4 53858 IPvd 727 B A U A
FERELET, IHIZ, ARP N7 v R EARBEEOINFICIRESE D LI ICHRELET,
(d) Web FREEDERTE
[(BREDRA > k]
Web fRAED a7 4 FL—vaa~vy REFRTELT Web FBEEZ A LET,
(22> FIZk B8E]
1. (config)#t web—authentication ip address 10.10.10.1
Web SREE DO IP 7 FL A (IPvd 7 RLR) ZRELET,

2. (config)# web—authentication system—auth—control

Web v HE%E@] l/i‘é—o

(2) RADIUS REEARXDERVLERTE
RADIUS TR AT 2 ECORERZHREZROKI R LET
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9 Web ;:Dn].—to) E t Fﬁ

9-2 [EFE VLAN E— F® RADIUS B AKX DEARER

- DNS— /3
BIARIST Y ERTES 10.0.0. 1

RADIUSH—/N\

10.0. 0. 200
LA YT | SERRRRET H SLEDHCP4—/ 3
2 110.0.0.100
i 1/0/11 WebBEEZMIPT K LR
== 1/0/4 ®T110.10.10. 1
e
HUB ]
VLAN 10

192.168. 10. 254 /24

S ERDHCPH—/NI2 & B
IP7 KLASEE

(@) FREER—bODETE
[BREDRA > k]
Web FBAECHAT 28— FEaRELET,
(322 FIZKBERFE]
1. (config)# vlan 10

(config-vlan)# state active

(config—vlan)# exit
2. (config)# interface gigabitethernet 1/0/4

(config-if)# switchport mode access

(config-if)# switchport access vlan 10

(config—if)# web—authentication port

(config-if)# exit

FRAEZAT 9 AR A BEfE STV D AR — BT VLANID & Web #8GEA % E L E7,
3. (config)# interface gigabitethernet 1/0/11

(config—if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# exit

WAFRIZT 7B AT DF Y hU—T D L3 AL v F &8 THHR— MEEELET,

(b) VLANA VB T7I—RIZIP7 KLARZHTE
[(REDRA > K]
Web #BFECHEAT 2 VLANICIP 7 KL 2 &% E L £,
[a< Y FIZKBEE]
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9 Web FREEDHRTE £ER

1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255. 255. 255. 0
(config-if)# exit
Web RFE TS VLANID 10 (ZIP 7 L AZREL £,
(c) EFRIAFERAIPVATIERYRNDEE
[BREDKRA > F]
FRRERTIKBE DIRA D D ARZEE DINHA~OWBIE 2P T DG EEH IPv4 778 A A M EFRELET,
[O< Y RIZKBEHRE]
1. (config)# ip access-list extended 100
(config—ext—nacl)# permit udp any any eq bootps
(config—ext-nacl)# permit udp any any eq domain
(config-ext—nacl)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# authentication ip access—group 100
(config-if)# authentication arp-relay
(config-if)# exit
FFERTOIA SN DHCP /37 » b & DNS = "~D 7 7w A% Al 4 53858 IPvd 727 B A U A
FERELET, IHIZ, ARP N7 v R EARBEEOINFICIRESE D LI ICHRELET,

(d) Web FREEDERTE
[BREDRA > k]
Web fBAED a7 4 Jb— g vra~vy REREL T Web iRiE2 AN LET,
[a7 2 FIZKBEHRE]
1. (config)#t web—authentication ip address 10.10.10.1
Web iBREFFHDIP 7 KL A (IPvd 7 RLR) Z@RELET,

2. (config)# aaa authentication web—authentication default group radius
(config)#t web—authentication radius—server host 10.0.0.200 key “webauth”
o —FRBEEA RADIUS H— R TIT 9 720D IP 7 KL A & RADIUS #4 % E L £,

3. (config)# web—authentication system—auth—control

Web F8REZ EEN L £9,

(3) RADIUS AKX +NE DHCP H—/\ R DR TE
RADIUS FRFES A & ARLEE N DHCP Y— 2T 5 L CORARN2BREZ RO LET,
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9 Web FREEDHRTE £ER

9-3 [EE VLAN £— F® RADIUS EEEA X + A& DHCP Y —/\OEKRIER

DNSH—/N\
REERICT VA TES 10.0.0.1

RADIUSH—/\
10.0.0. 200
LSX'f‘y:f- ooEEEEE
; 1/0/11
ARE o | VebREERIPT KLR
10.10.10. 1
! REDHCPH—/\ !
g : 1/0/4
\ o’ VLAN 10
192.168. 10. 254/24
HUB

AIEEDHCPH— /NI & %
IP7 KLREE

(@) FREER—bODETE
[BREDRA > k]
Web FBAECHAT 28— FEaRELET,
(322 FIZKBERFE]

1. (config)# interface gigabitethernet 1/0/4

(config-if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# web—authentication port

(config-if)# exit

RFEZAT 9 SRR SN TV DA — M VLANID & Web iBFEZ 3 E L £ T,
2. (config)# interface gigabitethernet 1/0/11

(config—if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# exit

WAFRIZT 78 AT HFR Y hU—T D L3 AL v F &8 THHR— MEEELET,

(b) VLANA VAR T7I—RIZIPT7 KLRZHTE
[(REDRA > K]
Web FBRECTHHT 2 VLANIZIP 7 RLAZHRELET,
[a< Y FITKBEE]

1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255. 255. 255, 0
(config-if)# exit
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9 Web FREEDHRTE £ER

Web FZFFCHEA42 VLANID10IZIP 7 RL A ZRELET,

(c) EFRIAFERAIPVATIERYRNDEE
[BREDKRA > F]
FRFERINIRAE DU AR 2 B ALEE D SR ES WEEIH T HOEEAIPvE 7T 7 BA Y A MERELET,
[O7 Y FIZLBEE]
1. (config)# ip access-list extended 100
(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext—nacl)# permit udp host 0.0.0.0 host 255. 255. 255. 255 eq bootps
(config—ext-nacl)# permit udp any any eq domain
(config-ext—nacl)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# authentication ip access—group 100
(config-if)# authentication arp-relay
(config-if)# exit
FRFERT DA DY B ARZEE N DHCP ¥ —/3[A]1F 0 DHCP /3% > k & DNS —"X~D 7T 7 & A % FFr[ 9
LRGEHAIPVE T 72 A R M EFRELET, &5HIT, ARP 7 v b EAEBOIRICESR S E5 K
IRELET,

(d) Web FREIDEETE
[BREDRA > k]
Web fBfED 7 4 ZL—varawy RERELT Web iBiF2 AN LET,
[T RITKBEE]
1. (config)# web—authentication ip address 10.10.10.1
Web BAEHEHADIP 7 KL A (IPvd 7 FLA) ZRELET,

2. (config)# aaa authentication web—authentication default group radius
(config)# web—authentication radius—server host 10.0.0.200 key “webauth”
2 —W3F8FE%E RADIUS H— S TIT 9 720D P 7 KL A L RADIUS #4 R E L £,

3. (config)# web—authentication system—auth—control

Web FRGEA RCE) L F 9,
91344+ 3v% VLAN E— FDETE

(1) B—AhNLEREAXDERNLTEE

T — A NVERRE SR AT 2B ORARN 2R EEZROKIIRLET, ok, WMADIP 7 KL AX
IEIARTEE N DHCP U — N HEeAT L, §REER& I34ME DHCP Y — " B L E T,

I 51T, FWFEAT VLAN & RGE# VLAN [OBEE LT 7 4 V2 2% ELE T,

B
tl_s_‘n_L(\
=
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9 Web FREEDHRTE £ER

B 9-4 A4+ 3Iv4 VLAN E—ROO—HIILREAXDOERER

PREARICT O EATED
v bT—=2

RELRTIST VR TES
*v kT—=7

S}ERDHCPH—/\

(FBEET2VLANFR) VLAN 500
VLAN 100 192.168. 50. 100 FIHINRF— kA
FIHIRF— kA 192.168.50. 1
192.168.10. 1

{ \ \
&z 11/0/1 i H/0/9  1/0/10 |
R BT ! b9 ? i o
| _PABDHCPH—/% i L 1/0/4 i E TIRAR
] . : L —
VLAN 10 —— I ImTTTTTTTTTTTTTTT VLAN 50
(EREERTVLAN) (FBEE1£VLAN)
192. 168. 10. 254/24 192. 168.50. 254/24
RA Y F
DHOPH—/NIZ & B IPF7 KL RERE
= 9| = 9]
N 1<)
PC1 PC2

(@) FREER—bODETE
[BREDRA > k]
Web FBAECHAT 28— FEaRELET,
(322 FIZKBERFE]

1. (config)# interface gigabitethernet 1/0/4
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac native vlan 10
(config-if)# web—authentication port
(config—if)# exit
RAEZAT 9 SRR STV DA — M2 MAC VLAN & Web B2 3% E LE T,

2. (config)# interface range gigabitethernet 1/0/9-10
(config—if-range)# switchport mode access
(config—if-range)# switchport access vlan 50
(config—if-range)# exit
utoutETﬁ 7&?%#5*‘/ FU*?@%*]\%?‘Eﬁiﬂbifo

(b) VLANA VAR T7I—RIZIPT7 KLRZHTE
[BREDKRA > k]
FRFEAT VLAN 38 X OGEFE# VLANICIP 7 FL AZREL £,
[a< Y FITKBEE]

1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255. 255. 255, 0
(config-if)# exit
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(config)# interface vlan 50

(config-if)# ip address 192.168. 50. 254 255. 255. 255. 0
(config-if)# exit

FUFERT VLAN & 385E% VLAN IZ& IP 7 RL A ZRE L E T

(c) EFRIAFERAIPVATIERYRNDEE
[BREDRA > M
FRRERTIRRE DA b ARLERE DOIEEA~OBIZE ZFF AT HRAEHFEH IPv4 77 8 A Y A b ERELETS
[O< Y RIZKBEHRE]

1. (config)# ip access-list extended 100
(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext-nacl)# permit udp host 0.0.0.0 host 255.255.255. 255 eq bootps
(config—ext-nacl)# permit ip host 192.168.10.0 host 192.168.10.1
(config—ext—nacl)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# authentication ip access—group 100
(config-if)# authentication arp-relay
(config-if)# exit
FRRERT DA D D AHEE N DHCP —/3[[)(F & DHCP »3% > b & VLANI0 OF 7 4 /L b7 — K7 = A
(IP 7 R LA 192.168.10.1) ~DT 7 A ZFFa§ 2GE M IPv4 7 7 A Y A M ERELET, &
HIZ, ARP N7y N EAIEEOINBIZIEE S E DL L ORE L ET,

(d VLANHDBEZZEILET S

[BREDKRA > k]
FRFERT VLAN & 38GE% VLAN BlOBEZ BT 2R EEZ LET,

(a7 FIZKBEE]

1. (config)# ip access—list extended 110

(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext-nacl)# permit udp host 0.0.0.0 host 255.255.255. 255 eq bootps
(config—ext-nacl)# permit ip 192.168.10.0 0.0.0.255 192.168.10.0 0. 0. 0. 255
(config—ext—nacl)# deny ip any any
(config-ext—nacl)# exit
(config)# interface vlan 10
(config-if)# ip access—group 110 in
(config-if)# exit

2. (config)# ip access—list extended 150
(config—ext—nacl)# permit udp host 0.0.0.0 host 192. 168. 50. 100 eq bootps
(config—ext—nacl)# permit udp host 0.0.0.0 host 255.255. 255. 255 eq bootps
(config—ext—nacl)# permit udp host 192.168.50. 100 any eq bootpc
(config—ext—nacl)# permit ip 192.168.50.0 0.0.0.255 192. 168.50.0 0.0. 0. 255
(config—ext—nacl)# deny ip any any
(config—ext-nacl)# exit
(config)# interface vlan 50
(config-if)# ip access—group 150 in
(config-if)# exit
FORERT VLAN &38GEH% VLAN ] ClfE SRV L S ITREL £ T,
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(e) Web FBEEDRTE
[(BREDRA > K]
Web JBGED a7 4V L—Yarva~vwy REFRELT Web iBiEE AN LET,
[37 2 FIZLBERE]
1. (config)# web—authentication ip address 10.10.10.1
Web FEREADIP 7 KL A (IPvd 7 RLRA) ZRELET,

2. (config)# web—authentication system—auth—control

Web v uﬂf%t@] bi‘?”
(2) RADIUS BREA X DEKRMZERTE

RADIUS FRRESF 2 EH T B OEARW LR EL RO R LET, 2B, WADIP T FL AL,

IIARZEE N DHCP H— 22 B A U, FRFER IS DHCP H— S22 S A LE T,
S BT, FFEAT VLAN &8 VLAN M O@BEZEIET5 7 4 V2 2R ELET,

9-5 HA4F+3v% VLAN E— KM RADIUS SBEEARDEKRIER

* v kJ— ’7

REFRTICT VR TES
v kT—=%

S1EBDHOP+ —/ X
RADIUSH—/3 (SBAE % VLANFE) TLAN 5000
VLAN 100D 192.168.10.200 192, 168.50. 100

. R T ET— b A
TIAINT—bozA 17;92.1728.50.1 -

192. 168. 10. 1 — : : I:E.ww:lm.

REE /01 1/0/21 1/0/10 |

| AEDHCPH—/ | | i ) SN IO

- : L 1/0/4 l

: L S—
VLAN 10 ————a_ T VLAN 50
(REEATVLAN) (RREEVLAN)
192. 168. 10. 254/24 192. 168. 50. 254/24
A 9F

DHCPH—/NIZ & BIPT7 KL RERE

(@) FRER— FDERE
[(BREDRA > ]
Web FBAECHEMAT AR — FERELET,
[a< > FIC&BEE]
1. (config)# interface gigabitethernet 1/0/4
(config-if)# switchport mode mac—vlan
(config—if)# switchport mac native vlan 10

(config—if)# web—authentication port
(config-if)# exit
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FIEZEAT O MR AR SN TV AH AR — M2 MAC VLAN & Web ZGE&2 R E L £,
2. (config)# interface range gigabitethernet 1/0/9-10

(config—if-range)# switchport mode access

(config—if-range)# switchport access vlan 50

(config—if-range)#t exit
wqu?‘,ﬁ 77‘1?%@_5*/ F‘?*‘?@ﬂ‘f#l\%#ﬁﬁbi?‘o
(b) VLIANA 2B 27x—XI[ZIP7KLREZHRE
[BREDRA > K]
SRAERT VLAN 35 K UREGEL VLANIZIP 7 RLAZRELE T,
[a< Y RIZ&kBEHRE]
1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255, 255. 255. 0
(config-if)# exit
(config)#t interface vlan 50
(config-if)# ip address 192.168. 50. 254 255. 255. 255. 0

(config-if)# exit
u‘u\uIEHIJ VLAN J: H‘LJ\HJ?E?& VLAN % 1P 7 ]‘ LA % ’_./:E_‘ Lijﬂ

(c) FREFERAIPVATIERJRFDERE

[BREDRA > +]
u‘u\thEHIJ'Ij(‘E@‘ j{f)‘rﬁzﬁﬁz 571‘ ,fl:l n$TTémunﬂE$)§H IPv4d 7 7 & A ) Ak %‘f /’_:Ebi'j—o

(A< FIZ&kBERRE]

1. (config)# ip access—list extended 100

(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext-nacl)# permit udp host 0.0.0.0 host 255.255.255. 255 eq bootps
(config—ext-nacl)# permit ip host 192.168.10.0 host 192.168. 10.1
(config—ext—nacl)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# authentication ip access—group 100
(config-if)# authentication arp-relay
(config-if)# exit
FRFERTOIAR D HAEEFE N DHCP H— [f)i} O DHCP /X7 v b & VLAN 10 DF 7 4 /v b7 — kU =
A (IP7 R 192.168.10.1) ~D7 7B A %FF [T H8FEHFHIPvA 7 7 AV A AR ELET,
I BT, ARP /Ny M EARBEEOIBICIHEESIEDL L IRELE T,

(d VLANFBEDBEEZZLT S
[BREDRA > +]
FORERT VLAN & 3BREM VLAN [ O(E &2 25 1k9- 55 e 2 L £
(A7 Y FIZ&kBEE]
1. (config)# ip access—list extended 110
(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext—nacl)# permit udp host 0.0.0.0 host 255.255. 255. 255 eq bootps

(config—ext-nacl)# permit ip 192.168.10.0 0.0.0.255 192.168.10.0 0. 0. 0. 255
(config—ext—nacl)# deny ip any any

)|

(config-ext-nacl)# exit

(config)# interface vlan 10
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(config-if)# ip access—group 110 in
(config-if)# exit

2. (config)# ip access—list extended 150
(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168.50. 100 eq bootps
(config—ext—nacl)# permit udp host 0.0.0.0 host 255.255. 255. 255 eq bootps
(config—ext—nacl)# permit udp host 192.168.50. 100 any eq bootpc
(config—ext—nacl)# permit ip 192.168.50.0 0.0.0.255 192.168.50.0 0.0. 0. 255
(config—ext-nacl)# deny ip any any
(config-ext—-nacl)# exit
(config)# interface vlan 50
(config-if)# ip access—group 150 in
(config-if)# exit
FRAERT VLAN & FBGER% VLAN ] CEfE SERWE S ITRELET,

(e) Web FREIDEEE
[BREDRA > k]
Web fBfED 7 4 ZL—varawy RE@ELT Web iBiE2 AN LET,
[A7 > FIZKBEE]
1. (config)# web—authentication ip address 10.10.10.1
Web SEREE D IP 7 KL X (IPvd 7 KL R) ZRELET,

2. (config)# aaa authentication web—authentication default group radius
(config)#t web—authentication radius—server host 192.168. 10.200 key “webauth”
2 —WEF8FE%E RADIUS H— S TITH 720D P 7 KL A L RADIUS #4 R E L £,

3. (config)# web—authentication system—auth—control

Web uAL‘\nJ:E;EtijJ L/ijA

(3) RADIUS S2EEA =+ EREEATIC SR DHCP H—/\{E R DR E

RADIUS #R3F 52 TERAFRTE L ORI, WERD IP 7 RL 22 ZNEN D4 DHCP Y — 35 HEAR 9
LERORER ERITR LET,

S 5T, FGERT VLAN & R8GE% VLAN 0@ E #2357 4 VX ZRELET,
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B 9-6 AH4F+ w4 VLAN E— KM RADIUS BEF A= + 415 DHCP H—/\{#E AR DAL

FEERTICT Y ERATED

* v T— ’7
S}ERDHCPH—/\ S}ERDHCPH—/\
RADIUSH—/\ (EREERTVLANA) (88 nEfﬁVLANm)
VLAN 100 192. 168 10. 200 192 168.10. 100 192 168. 50. 100 V|_\AN 50D \
TN ET— b4 TN ETF—boTA
192.168.10. 1 192.168. 50. 1
== sEEEEse |
A%E 1 104 1/02 | 1/03 1/0/10 |
| 1 | 7 o R~
! 1
. . -
VLAN 10 VLAN 50
(FREERTVLAN) L2RA v F (BREE&VLAN)

192.168. 10. 254/24

192.168. 50. 254/24

S ERDHCPH—/NIZ &k B
IP7 KLREBZE

—J'l--'-

(@ FREIAR—FDEE
[BREDRA > k]
Web FBAECHAT 28— FEaRELET,
(322 FIZKBERFE]

1. (config)# interface gigabitethernet 1/0/4
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac native vlan 10
(config-if)# web—authentication port
(config-if)# exit
FAREAAT 9 SR AR STV D AR — B

2. (config)# interface range gigabitethernet 1/0/9-10

MAC VLAN & Web #¥GEZ % E L £,

(config—if-range)# switchport mode access
(config—if-range)# switchport access vlan 50
(config—if-range)# exit

PRRERRICT 7B AT DRy R =T OR— N ERELET,
(b) VLANA VB IT7I—RIZIP7 RLRAZRE
[REDRA > K]
FRRERT VLAN 35 X ORERES
[a< Y FITKBEE]

% VLANIZIP 7 RLRAZREL £,

1. (config)# interface vlan 10
(config-if)# ip address 192.168. 10. 254 255. 255. 255, 0
(config-if)# exit
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(config)# interface vlan 50

(config-if)# ip address 192.168. 50. 254 255. 255. 255. 0
(config-if)# exit

FUFERT VLAN & 385E% VLAN IZ& IP 7 RL A ZRE L E T

(C) REAEEAIPVA TR X FDEE

BREDRA Y R
FRRERTIRRE DR D & ARIEE DA EEA~DBE ZFF AT ARAHEAIPvE 77 AU A R ERELET,
[av Y FIZKBERE]

1.

(config)# ip access-list extended 100

(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 100 eq bootps
(config—ext-nacl)# permit udp host 0.0.0.0 host 255.255.255. 255 eq bootps
(config—ext-nacl)# permit ip host 192.168.10.0 host 192.168.10.1
(config—ext—nacl)# exit

(config)# interface gigabitethernet 1/0/4

(config-if)# authentication ip access—group 100

(config-if)# authentication arp-relay

(config-if)# exit

SRFERT DMK D> B AN DHCP Y-— 3[A]17 O DHCP /37 v b & VLAN 10 D5 7 )V b F—F T = A

(IP 7 KL A 192.168.10.1) ~DT 7 B A% Al T LA IPvd 7 7 AV A bR ELET, S
52, ARP N7y N EREEOHTICIRLE S D L OFELE T,

(d) VLANFRIDBEEEZILT S

[BREDRA > K]

FRAERT VLAN & #85Ef% VLAN [ O@E 2281t 2% €% LE T,

(a7 Y FIZ&BHRE]

1.

(config)#t ip access—list extended 110

(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168. 10. 254 eq bootps
(config—ext-nacl)# permit udp host 0.0.0.0 host 255.255.255. 255 eq bootps
(config—ext-nacl)# permit udp host 192.168. 10.100 any eq bootpc
(config—ext—nacl)# permit ip 192.168.10.0 0.0.0.255 192. 168. 10.0 0. 0. 0. 255
(config—ext-nacl)# deny ip any any

(config-ext—nacl)# exit

(config)#t interface vlan 10

(config-if)# ip access—group 110 in

(config-if)# exit

(config)# ip access—list extended 150

(config—ext—nacl)# permit udp host 0.0.0.0 host 192.168.50. 100 eq bootps
(config—ext—nacl)# permit udp host 0.0.0.0 host 255.255. 255. 255 eq bootps
(config—ext—nacl)# permit udp host 192.168.50. 100 any eq bootpc
(config—ext—nacl)# permit ip 192.168.50.0 0.0.0.255 192. 168.50.0 0. 0. 0. 255
(config—ext—nacl)# deny ip any any

(config—ext—nacl)# exit

(config)# interface vlan 50

(config-if)# ip access—group 150 in

(config-if)# exit

FRGEAT VLAN & §8GE% VLAN [ Clfg S8RV E S ICEREL £,
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(e) Web FBEEDRTE
[(BREDRA > K]
Web JBGED a7 4V L—Yarva~vwy REFRELT Web iBiEE AN LET,
[37 2 FIZLBERE]
1. (config)# web—authentication ip address 10.10.10.1
Web FEREADIP 7 KL A (IPvd 7 RLRA) ZRELET,

2. (config)# aaa authentication web—authentication default group radius
(config)# web—authentication radius—server host 192.168.10.200 key “webauth”
2 —HYEEFEE RADIUS H—/ XTI 9 729D IP 7 KL A & RADIUS #AHEL 7,

3. (config)# web—authentication system—auth—control

Web & W uE%t@] Liwg‘ﬁ

9.1.4 Web SREEMD /NS5 A — A2 HF
Web u[_,pEETT f£1\7)( & ﬁ%ﬁﬁﬁ)q L/ij_

(1) FREISKEFREIDERTE
[BREDRA 2 H]
RS A DU R & RflC e 77 T M ORI AR E LE T,
(322 FIC&kBERRE]

1. (config)# web—authentication max—timer 60

e 77y M Z 60 ITRELE T,

(2) PRBEL—THOEE (BEFE VLAN E—K)
[BREDARA 2 K]
Web FRAEDEFE VLAN £— R CFEFECE 52—V HERE L E7,
[a< > FIC&BEE]

1. (config)# web—authentication static-vlan max—user 100
Web RFEDEE VLAN £— R CRFETX 52 —H#% 100 =—VFIZRELET,

(3) REL—YHODEE (¥14F+32vY VLANE—F)
[BREDRA > k]
Web FBRED # A FX v 7 VLAN £— FCRBAECTE D2 —PHERE L £7
[37 2 FIZLBERE]
1. (config)# web—authentication max—user 5

Web FBFECTHRALTE 22— P& 5 2 —FITHRE L E T
(4) RADIUS H—/\DHKE

[BXEDRA > k]
RADIUS #2FES =T 92 RADIUS $h— &R E L ET,

(a7 FIZ&kBHERE]

1. (config)# aaa authentication web—authentication default group radius

RADIUS % — /" Ta—HPFEREAAT 9 L S ITBREL £

CEEs%E]
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£ RADIUS #—/3® web-authentication radius-server host =~ > K TR € SR E R B (FkE]
BXIRE S A LT 7 M) OAF 60 W EIB A 554G, RADIUS H— S~FBRFER L TV BT
nunﬁ%a&&fcﬁé &ﬁ’&)@ij—

(5) THIVT1 VI DEE
[BREDRA > k]
Web SBGEDT 7 T 4  TEEEITO XORELET,
[37 2 FIZLBERE]
1. (config)# aaa accounting web—authentication default start—stop group radius

RADIUS =T T 4 v VHEHEITO L HORELET,

(6) Web FBEEEAIP 7 FLADEEE (BEX VLAN E—F, #4+ 399 VLANE
—K)
[BREDRA 2 H]
Web iGERADIP 7 RLAZHFELE T,
[T RITKBEE]
1. (config)# web—authentication ip address 10.10.10.1
Web FBAFEADIP 7 LA (10.10.10.1) Z#F%E L £,

CEEEIE]
Web FBAEZ ISR EEZ AR LI2HAL, IEJ% 2, J#E =< > K restart web-authentication web-server
T Web —_"ZHEEELTLEIV, 2B, @iERTO2—VIIHER 74 VEERKLETT,

(7) Web SBEIEMIP 7 LR & FQDN OHE (B VLAN E— K, 4+ 3 9%

VLAN £— F)
[BREDRA > k]
Web ZRFFHEHDOIP 7 FL A& FQDN 2% E L £,
[a7 > FIZKBHKE]
1. (config)# web—authentication ip address 10.10.10.1 fqdn host. example. com
Web SBREEAHO IP 7 K L2 (10.10.10.1) & FQDN (host.example.com) % &E L E T,

CEEEIE]
Web FRAEZ ISR EE AR L= , EHBIZ, A 2~ K restart web-authentication web-server
T Web r—"EZFEB) LTI EEW, focjb, RAERP O —FIXFE R 7 A VEER LI TT,

(8) URL 44 L% FEEDEMRTE (EE VLAN E— K, #4F+3v% VLAN £

—F)
[BREDRA > M
Web 585ED URL U # A L 7 MERER BENIZZE L E T,
[a< > FIZkB5E]
1. (config)# no web—authentication redirect enable

Web 523ED URL Y # A L 7 MEREE RN LE T,

CEEEIE]
Web FBREZ IR EEZ L L LIGE1, IE% 2, EH =~ F restart web-authentication web-server
T Web —_"ZHEELTIEZIV, 2B, #iERTO2—VIIHER 714 VEERKLETT,
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(9) URLUSA LY MERERDODO T 4 V2470 Fa)LOEE (EE VLAN £—

F, ¥4+ 3v% VLAN £E—F)

[(BXEDRA > k]
Web 585ED URL U & A L7 MERERHC R 7 A U EBIESE 570 FavERELET,

[O< Y FIZKBEE]

1. (config)# web—authentication redirect-mode https
Web FBFED URL U # A L7 MERET https % UV E 97,

[EEsHE]

Web SREFA TR ELXEE L-EA1E, BHIZ, #EAH =~ R restart web-authentication web-server

T Web b—NEFEB LT ZIN, 28, #iEEToa—FIEFEr 74 U EERLEETT,
(10) HE#eEL R REDERE (EE VLAN E—F)
[BREDRA > +]
FRRIERT A AR DEIE A B3 2 Pef B e 2 sk E L £ 97,
[a7 2 FIZLBERE]
1. (config)# web—authentication logout polling enable
R RE 2 A ISR E L £ T
2. (config)# web—authentication logout polling interval 300
BERA N7 v b ORI 2 300 ICERE L 77,

3. (config)# web—authentication logout polling retry—interval 10

YRR N Y S O HRRERZ 10 ICRELE T,
4. (config)#f web—authentication logout polling count 5
RGP O HEEE 5 ISEE L £,
(11) EREREEOENHKE (BEE VLAN E—F)
[BREDRA > K]
RORIET 7201 R DENE 2 B3 2 e B R 2 ISR E L £,
[37 Y FIZKBERTE]
1. (config)# no web—authentication logout polling enable
e e 2 I ISR E L £ 9
(12) Web —/I"~DT7 U £ A R— FESHTE
[BREDRA > H]
Web F83E T LTV D Web — DY —EAR— b FEEEZRELET (57 4/ b http=80 7,
https=443 FLAMEMT ALEEITHER LET), 7235, 49152 FLIREIX, Web FBGELSbCTEA$T 52 &
BHYES, —EAR— MESEAMBERENEMN T 5 & Web FBAEVEMEL oz, —EAR— |
FFIT 49152 F LV HTOFZE2BE L TSN,
[a< Y FICLBEE]
1. (config)# web—authentication web—port http 8080
Web $— 3D http R— k& LT 80 HDIFNIZ 8080 HHFHTE L T,

2. (config)# web—authentication web—port https 8443
Web $— 30D https A— F & LT 443 BDIFNNT 8443 BHHELE T,

CEEEE]
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Web RGEZEA IR EE AT LI2G61E, EHIZ, EH 3= K restart web-authentication web-server
T Web br—NEFEB LT ZEN, 28, #iEEToa—FIEmEr 7 A U EERLEETT,

(13) FREERLTh2 D URL E%5E
[BREDRA > K]
REE LTI RN T 78 29 % URL R ELE T,
(a7 Y FIZkBEE]

1. (config)# web—authentication jump—url “http://www. example. com/”
FRREE N IT http://www.example.com/D [ & /R S FE 5,

(14) A—FUUYEZA T 3 > OHRTE
[BREDRA > +]
=YYV XA TV a VEERT LG, A7V a VEROREE LET,
(A7 FICKBEEE]
1. (config)# web—authentication user replacement

=YV EX AT a VEPOREE LET,

9&5%&%%@%Eﬁ%
Web F8GIE uquXT%%&j_éf_&)@ Hﬂ::%nﬁﬁﬂbij_

(1) EX VLAN E— FOREERINR— FDERE
[EE VLAN £ — FC, SBAELARVWTEEEZF TR — FE2ROXLIICHRELET,
[BREDRA > K]
FRREZ RN 2R — Moxt LT, FRREFR— FERELEH A,
[T RITKBEFE]
1. (config)# vlan 10

(config-vlan)# state active

(config-vlan)# exit

(config)# interface gigabitethernet 1/0/4

(config-if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# web—authentication port

(config-if)# exit

(config)# interface gigabitethernet 1/0/10

(config-if)# switchport mode access

(config-if)# switchport access vlan 10

(config-if)# exit
EEWAN%~FT&5vuwnno%&ﬁbﬁﬁ~b1W4@%ﬁﬂ%ﬁ~%ttf&ﬁbiToi
7o, A= 1010 IZIERERE L W CIBE 2T 2 EX LET,

(2) #4147+ 3w VLAN E— FDEEERKRSHR— FDERE
HAF Iy 7 VLANE—RT, BAELBRWCTEEZFTFAITOR— FEROLIICRELET,
[BREDRA > M
RAEEBRNS 2R — &2 T 7 BAR—FE LTREL, #BabdtRA— b ERE L EEA,
[a< > FIC&BEE]
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1. (config)# vlan 50 mac-based
(config-vlan)# state active
(config—vlan)# exit
(config)# interface gigabitethernet 1/0/10
(config-if)# switchport mode access
(config-if)# switchport access vlan 50
(config-if)# exit
MAC VLANID 50 ®AR— b 1/0/10 IZ%f LT, FBRELRWTEBEZFH T o5 EL LET,

9.1.6 & Web B:F DB D {ERK

(1)

@)

(@)

(b)

()

(3)

Web nLuJ:E/XT-L\@FmRPX/:E%J:U\:/7/f 7 Lr—y3 /0) H/:Eﬁkj'DT L/ft_.%& \—-, W}EX Web nppiEDB D
ERRZATWVE T, £72, T TITPB Web 7B5E DB IZB R STV 5 2 —FHEROBEIEEZITWVWET,

A—HDER
FFFF R D —H Z L |T set web-authentication user 2~ > KT, —H D, /XA U — [, VLAN ID % &k
LE4, ROFITIE, USEROI~USER05 @ 5 = —H 432 Bek L £,

[a<> FAAH]

# set web-authentication user USERO1 PAS0101 100
# set web-authentication user USER02 PAS0200 100
# set web-authentication user USERO3 PAS0300 100
# set web-authentication user USERO4 PAS0320 100
# set web-authentication user USER05 PAS0400 100

1—FIEREE L AR
Gk AL —HF D/RAY — K, VLANID OEE R L O —F OHIFRIZROFIRTITVE T,
NRAD—FERE
[a< Y RAA]
# set web-authentication passwd USERO1 PAS0101 PPP4321

Z— ID (USERO1) ®D/XZAT— K% PAS0101 /> PPP4321 IZAFE L,
# set web-authentication passwd USERO2 PAS0200 BBB1234

Z—H ID (USER02) D/XAU— K% PAS0200 75 BBBI1234 [ E L £,
VLANID £%

[a< Y FAA]
# set web-authentication vlian BBB1234 200

o—H% D (BBB1234) @ VLANID % 200 |22 %8 L £,
a1 —JHIk

[a< Y FAA]
# remove web-authentication user PPP4321

o—H% D (PPPP4321) ZHIBRL £,

A& Web 52:F DB ~O [ B

set web-authentication =< > K35 J O remove web-authentication =< 3 N TH&Eg « B W L7z —VPIFH %2 Nk
Web 387k DB (2B L £9,

[av > FAA]
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# commit web-authentication

9.1.7 NE Web ZRSEDB D/ \v o 7 v T

(1)

(2)

I Web BFEDB Oy 7 7 v TEB IR 7T v 77 7 A D LOETLERLET,

R Web s253EDB D/\y O 7 v T

PIJEL Web #87E DB 7> & store web-authentication 2 <> R T/Nw 77 v 77 7 A )b (RO TIX backupfile)
ZER L ET,

(A< FAA]
# store web—authentication backupfile

Backup web-authentication user data. Are you sure? (y/n): vy

#

Wﬁ Web n'L.\I:lIE DB 0)1575

Ny 7T T 774 (ROFITIE backupfile) 7>6 load web-authentication =~ > K TP Web 583 DB
EERRLET,

[av Y FAA]
# load web-authentication backupfile

Restore web-authentication user data. Are you sure? (y/n): vy

#

9.1.8 Web ZEEEmE D & &%

Web FEFEE [ DB GKITIR O FNETITVVE T,

1. FWeb ZBEIEED I 7 M ILENEEE (PCLE) THERLET,

2. AREBADYTAUL, ALY ETa4LY FYUIZ Web BEEEZHNT 5T 4L M) EERLET,
3. EEI7ANE2THERLET ALY FUERTIZ, 774 VEEFEIEIMCEATHEMLET.

4. set web-authentication html-files 1< > FT Web SRIIEEZEHKLET,

. 9-7 Web 2 BOA E@%fi
# mkdir docs <1

# set web-authentication html-files docs

Would you wish to install new html-files ? (y/n):y
executing. ..

Instal | complete

#

1. T4 Vv2Z7 FVUdoes Z{ERLL, FRTFIC, BT 577 A VEBEXET,

9.1.9 ﬁﬁi L/T: Web nrl..\ ﬁ@ﬁ“ﬁ

set web-authentication html-files =~ > K TH gk L 72 Web R % clear web-authentication html-files =~ >~

RTHIBRL £7

. 9-8 Web 2 BOR ﬁo)#”}%
# clear web—authentication html-files
Would you wish to clear registered html-files and initialize? (y/n):y
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Clear complete.

#

9.1.10 dead interval #85I1Z & % RADIUS H—/I\7 o X% 15 H® RADIUS
H—NIZRT

1 15 H ® RADIUS ¥ — MBI (272 Y, dead interval FEREIZ K- T, 2 13 H LAKE?D RADIUS #—/3~D 7
I A0 BFbo-BE, a7 4 7 L—3 g 2= K authentication radius-server dead-interval Ci% &
ST & R 72 W TR O RADIUS Y= "~ T 7 2 AZERTIZIL, clear web-authentication dead-
interval-timer 2~ R&FETLET,

9-9 1&8H®RADIUS H—N~DYIYEZ
# clear web-authentication dead-interval-timer

#
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9.2 Web BIIEEERTFSIE

Web RFEH AN Z BB CANEA N TE AWM ERIET D7 7 A VA ERITTLET,

o A UEE (77 A4 : loginhtml)

o /7 v NHiE (77 A /N4 : logouthtml)

o /A kThiEif (7 7 A L4 : loginOK. html)

o U A VRBEE (77 A /V4 : loginNG.html)

o /7 v NETHE (77 A4 : logoutOK.html)

o /s 7y MNRKHITE (77 A /W4 : logoutNG.html)

% Web FRREM i 7 7 A /L1 HTML a0 CIERR LT 72 &0,

HTML EiZi%, JavaScript ® L9122 T4 7 v MR B2 CEET A SEIIEHATETTR, —1n~T
AT DL REFIMEMTCEEEA, Fz, perl 2 ED CGL bHE LRNTL ZELY,

72720, vlA VEiE, BLOa 77U MNEE T, WebiBil: DA ¥ 72— 2HOFEBRNHLETY,
a7 A EEICOWTIE 1921 a2 1 UEE (loginhtml) | %2, v 277 U MEEHIZOWTIE 1922 v
7 7 M (logouthtml) | 2R L TS &0y,

if:, ’Vﬁ 8-7 uprI7 A /“E“*“/&I7““§’§EEEEXTE§EJ \—T L/?ILHLJDJ‘.E:E7 A /'XZ“_“:/%) %@
RDZEMTEET, FATEDL 7 7 ANAITRDOLEBY TT, 77 A NVOIERFIEICSWTIE, 19.23
AET T — A v E—V7 74 )L (webauthmsg) | SR L T Z&E W,

o WIETLT—AvE— (77 A /L4 : webauth.msg)

IHIZ, Web 77 UFDBRUICAVICRTTHT A 2 b ANEZXD LN TEET,

o Web 77 UHFDBRUICAVIIRRT LT A 2 (774 /N4 : favicon.ico)

FE
ANEZFREREEB L UOREE T — A v =07 7 A VA, BT ERRIORLET 7 A VA & —
FHawcl f;él/\o

921 R0%74 Em (login.html)

Web REFIC T 7' A 4 BRE, 22— ID ENAT—FDANE T T4 7 2 MR LERT 2 HEHTY,
(1) JBEEH

a7 A O HTML 7 7 A VEERT A B81E, ROFBIRTRBEZ LT AN TS EEW,

£ 93 OJAVEAEICDELERTE

Ry AES =k
<form name="Login" method="post" action="/cgi- 0 7 A CHEEAE Web FFEICHE R 2 72 OFLIR
bin/Login.cgi"></form> T ZOFMIMIFAEE LARNTL I,
<input type="text" name="uid" size="40" maxlength="32" | = —4 ID Z{5ET H 7= D DFLIRTT, size &
autocomplete="OFF" /> maxlength DIAADFEIRITAEE L2 TLE &N, |

fh<form></form>DONIFIZFHE L TS, &
7=, maxlength {3436 LL LT HHEL T

é_: [/ \O
<input type="password" name="pwd" size="40" NAT— RERBET H1DOFIRTY, size &
maxlength="32" autocomplete="OFF" /> maxlength DIZAOFERITATE Lign Tl 728 \o s

i<form></forms> DN 22 E LT < 72 X0,
7z, maxlength (T4 6 P L O¥F 4 3% TEL/'C< .
&,
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RIRNE B
<input type="submit" value="Login" /> Web FBFEIZ 7 7 A VERAZAT 5 72 IR TT,

ZOFLRIFEE LT EEn, kid
<form></form>D NFEBIZFHE L TL 72 &0,

IE
loginhtml 7 7 A /L2, 1END T 7 A L& EEMAT 2581, BIEMA T2 7 7 A4 A4 ORI
(A7 vva) B LTIEZEN,

(1) <img src="/image_file.gif" >
(2) wEH
v 74 Wi (loginhtml) &Y —AFZEKORIRLET,

9-10 B4« VEmE (login.html) @) —R4l

<?xml version="1.0" encoding="utf-8"7>

<IDOCTYPE htm! PUBLIC “-//W3C//DTD XHTML 1.0 Strict//EN”
“http://www. w3. org/TR/xhtml1/DTD/xhtml 1-strict. dtd”>

<html xmins="http://www. w3. org/1999/xhtml” xml:lang="en” lang="en">

<head>

<titler&nbsp . </title>

</head>

<body>

{l== ===== Body ===== ——>

<center>

<or />

<table width="100%">

<tr><td align="center” bgcolor="#2b1872">

{font color="#ffffff " ><b>LOGIN</b></font>

</td></tr></table>

<br />
Please enter your ID and password. <br />
<br />
f Cform name="Login” method="post”_ action="/cgi-bin/Login cgi”> ____ "

<{table><tr>
<tdyuser 1D</td>
<td>

<>

<Itroltry

<{td>password</td>

<td>
T e e e e P
! autocomplete="0FF" />

<td></tr>

<{/table>

<formd WebZZEEIZ O 44 VERE(TS DL

<br /3<br /><br /><br /3<br /><br /5
<{/center>

{l-— ===== Footer ===== -

<hr>

</body>

<html>
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(3) BT A EmEmZRRA
a7 A EEORRFERORNR LET,

K 9-11 BRI« vEE (F5IHFRRH)

LOGIN

Please enter your ID and password

user D |

password |

Login E

92280477 FEME (logout.html)
HERE TR 7 A L TCNWA 7 T4 T bR u 7y NEERT 572D OmETY,

Web #23
(1) JmERH
v 77 NEEO HIML 7 7 A VEERT 2B, ROFIRTRBZLT AN T ZE0,

£ 94 OJ7Y FEEICHERERTE
RN SES 2Rk
<form name="Logout" method="post" action="/cgi- v 77 v MEEE Web FREICHE TR T 572D OFLE T
bin/Logout.cgi"></form> o ZORWBITEFELRNTIZEN,
<input type="submit" value="Logout" /> Web FREIZ 7 77 U NELRZAT 9 7o OIZFRiR T,
ZORBIFEFE LT EEn, ki
<form></form>DPERIZEE L TS 72 &0,

TE

logouthtml 7 7 A /WIZ, 1END T 7 A & BEAT 55518, BEMT 4257 7 A 4058”17
(RFvva) LT EEN,

()  <img src="/image file.gif" >

(2) HmEH
v 277 v M (logouthtml) @Y — ZAH| AR OKIIR LET,
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9-12 B4 77 hEE (logouthtml) @Y —R 4l

{?xml version="1.0" encoding="utf-8"7>
<IDOCTYPE html PUBLIC “-//W3C//DTD XHTML 1.0 Strict//EN”
“http://www. w3. org/TR/xhtml1/DTD/xhtml1-strict. dtd”>
<html xmlns="http://www. w3.org/1999/xhtml” xml:lang="en” lang="en™>
<head>
<title>&nbsp:</title>
<{/head>
<body> R o _ L
{l—— ===== Body ===== - B 7 MEEENbEEICET T S - Dt

<center>

<{table width="100%">

<{tr><td align="center” bgcolor="#2b1872">
{font color="#fFfFff"><b>LOGOUT</b></Font>
<td></tryd/table>

<br />

Please push the following button.<br />

Tformy Ty
<br /o<br /><br /><br /><br /><br />
<{/center>
{l-- ===== Footer ===== --> WebZ2ELIZR F 77 b EREIT S T-hDEdik
<hr>

<{/body>
</html>

@) g7 rEEET
v 77y NEEORREEROKNIRLET,

9-13 nJ 7% bEE (T35 IYRTH)

LOGOUT

Please push the following button

Logout

923 RIS —AvE—TT74)L (webauth.msg)
FRAE= T — A v — 7 7 4 /L (webauth.msg) 1%, Web 58iEw 74 » F721% Web 58AER 77 ¥k O K RIRF
ISR H CERRT DAy E—VHERMN LY 7 4 L TT,
T I AN IREDORIATT — A =V ANEZ DL, RORIRT IITORA v =V % B LR
FETT— Ay E—U 77 A VEFERL T IEE N,
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R 95 FAIS—AvtE—CITI7AILDETORE
=
14TH

A&
0y AR, 2—WID £721332 T — RER A - 78
FRET T — LR oG EICHTIT A v E—,
[F7 31 kA vE—]

H__/\
S,

H L <X Web

Bk

EAD\piE DB L:

£5%
“User ID or password is wrong.<BR>Please enter correct user ID and password.”
Radius IZ X BFBFET T — & o TR AICH T E A v E—,

[(F74 VbR yE—]

“RADIUS: Authentication reject.”
31TH

a7 47 b—y 3k, Radius BBIEDOFRE
FEDFESL L CWRWERICH T2 A vEe—,

X &
[(F74V bR ytE—V]

Lo TWE N, Radius h—/N & REEE & O
“RADIUS: No authentication response.”

AEBEBDOA LT 4 L= a D
WIEEITH T A v =,
[(FT74 VbR yE—]

Zruezn
A AE it

A

D, EXMERE L OBEOTLHIZe S A L TER
“You cannot login by this machine.”

Ta T LOBEDEENEAE LG EICHNT LA -,
[(F7+NVRAyE—Y]

“Sorry, you cannot login just now.<BR>Please try again after a while.”
7Ta T AOPEDEENEELESGEICHNTHA vE—,
[(F74NV MR yE—V]

“The system error occurred.<br>Please contact the system administrator.”
7a T AOEEOEENEELESGEICHNTEA vE—,
[(F74 /bRy =]

P

“A fatal error occurred.<BR>Please inform the system administrator.”

o /7 MLELT CPU AR EICE T, a7 70 "REMLEGEASICH AT A A v E—
[FT74/VFAvE—]

“Sorry, you cannot logout just now.<BR>Please try again after a while.”

ng A4 LT REN—Re 7y N LESARICENITEA v =,
[T74/VEAvE—]

“The client PC is not authenticated.”
(1) BREEH

BATIE T DI HSTeHEE, T 74NV FDOTT— Ay =V 2R RFLET,
[ ]

E

LITICEZIAD D A v E—URIE, A S22 XF (2256 XF) £TTT, TITRLTWDXTFHE
.

() ®

At

7 7 A NMRERT, g7 — F%&” CRHLF” £72137 LF” O E BN THRFEL T IZEL,

(2 html % 7', ST 77 <BR>" HEHRET, 2B, FASR2 LFEBIIZLFICOWTITERLE

AT T —A v B—T 7 A AN 0T EH - T2HE1E, 10THEUBONSITER L7,
SIS —AytE—C 77 IILEBORS >k

AT T —RA o=V T 7 AN EIZHER LT R A ML, FOFFEHIML THF A ME LTHEALE
7,

T, Lo T, RBiFeS—A vt —Y FIZHIML DX 7 &350k 4 5 &, 20 ZTOEELITWE
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o 1 AvE—VEITTRETDSENDHDZD, TT—RAyE—VDRRAA—VICYATE ANV

BlE, 8T L2 WEFTIC HIML O8%AT4# 77 <BR>7 AL T Za0y,
(3) E&xEHI
WFET T — A v — 7 7 AL (webauth.msg) DY —AFERDOKIIRLET,

9-14 BIAIS—AvtE—IT74)L (webauth.msg) DY — R4l

A—HIDXIF/NNZRT— FHRRETT

NRAT—FNRFETT

P —ABREONY FHABO VA TFLAEEECHNEHE T EEL,
VATLDBREIZBYASBYETBROVRATLEEEICELEHETLEEL,
DR TLEEHRE (minor) BRALIESS LTHALEERTS ELTLEELY,
DATLEEHRSE (major) BROVATLBEEEIZHNVEDLETLESN,
SATLEERE (critical) BROUVATLBEHEICHWLWEDLETLEXWL,
VATFLNSEFRETTIGRLELS LTALAS T RLTLEEL,
A4 LTWERA

(4) =Bl

FROBHLT—RAvE—T 77 A NVEHAL, SAT—RFEFRIEICLD,

nJA KRR LTI EE DR
T A RO T O R RE 2 RO LET,

9-15 OJ 4 VABER (T3 7HFRRH)

I—HFIDRIE/NZ T— FAFETT (12)

| [

9.2.4 Web FZEIEIEE S YV

Web FRFFE IO HTML 7 7 A /LI Web 3R3EEA Z 7/ 2 E XA Z L T,
\—')( ‘)‘IZ*‘:)%;’?E%‘C‘% ﬂij—o

Enn=—2

B FTRE /R [ & Web FRFEEA Z 7 DA G DEEZRDORITRLET,
® 96 [FHEI—E

RRREMIE LIz w 7o VAR

CRE BE@EICRTT SN | AT 4 ag7 og4 ng4 ny7 Ag7
= VEE | JME | VR | VKRR | YRE | Dbk
H [EaNE] [Ec] TEE BREE
<l-- Login_Time --> =R VIS o — O — —
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9 Web FREEDHRTE £ER

2RI HEICRTTAHSN | AJ4 | AYF7 | AY«4 | AY«4 | BY7 | A7
VS VEE | VB | U | VKRR | URE | VRE
[ (EdfT] [EdJ] TER | KE@
<l-- Logout_Time --> =87y N =57k — — O — O —
<I-- After_Vlan --> #8FEH% VLAN ID*3 — — O - - -
<I-- Error_Message --> TIT—AvkE—¥ - — - O - O
%4
<!-- Redirect_URL --> L — - — %5 - - —
<I-- Session_Code --> 2L - — - — - -
(LB O Wi RIcRRT 2 — @ Wi R4 & 72 %
X1
77 A B LT R,

FORBEIZ & - TEWEA R 7,
07 A R HEie 7Ty b SR,
By 7y NETHELG : w277 MEWENTE T LR,

B 7 A R, 2 — Y ANEEEZ1T 5 VLANID,

s AERIR ST T RRER LA T —E A,

%5

i EICFOR LEE AR,
BEFNTHOWTIT,

FRAFR I DY v Y URL ZAREF L £7,

1925 ZOMOBEY 7] ZRBLTIEIN,

9.25 ZDOOEEY > T

Web FZFEMEH  (loginOK.html, logoutOK.html, loginNG.html, logoutNG.html) DH > 7)Y —2 %R L E

(1)

B

044 VRMEE (loginOK.html)

07 A RN O Y — AR L OFRFE R ORI L ET,
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® 916 BJ 4 UEEE®DY—XH| (loginOK.html)

{ml version="1.0" encoding="utf-8"?>

<IDOCTYPE html PUBLIC “-//W3C//DTD XHTML 1.0 Strict//EN”
“http://waw. w3. org/TR/xhtml 1/DTD/xhtm| 1-strict. dtd”>

<html xmins="http://www. w3. org/1999/xhtml” xml:lang="en” lang="en”>

<head>

<titled&nbsp:</title>

</head>

<body oncontextmenu=¥"return false;¥">
{l—= ===== Body ===== ——>

{center>

Login success

<or /by />
<{Table Border="0">
<Tr>

<Td Align="left">
Login Time

<STd>

<Td Align="left">

G Td>

<Td Align="left">
Logout Time

<ATd>

<Td Align="left">
<STd>

<Td Align="left">

AT

</Table> ST T g S o .
___________________ PR ) 2 T5%URL A

<b>:'<!__ Redi recthRL __>l</b> uﬂuIEEEI' 1&0) P Uy URL 7

br 75 7S

<form>

<input type="button” value="close” onClick="window.close()” />
<{/form>

<br /><br />

<{/center>

<br /><br />

{l-= ===== Footer ===== -

<hr>

</body>

</html>

loginOK.html 7 7 A JVIZ, 1ZD 7 7 A V% BEEAT 235618, BEMT T2 7 7 A4 v O5E3HIZ”
(AT yia) R LTS EEN,

(B)  <img src="/image_file.gif" >

7B, XAF v VLAN T— FTIE, RBIAKDIC L V%Y OmEKRNFTE T2 VLAN 23010 B 5 72
), loginOK.html DY A R R EVEAIC T 7 A VRIDERARKE L TR RISV ERHD £
4, E£77, loginOK.html 7 7 A /VIZIFND 7 7 A L& BEMT Lz & &2, BEMNT LT 7 A L0
EFICERINBZNZER’HD ET,
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9-17 BJ A UETIEE (73 7HFRRH)

Login success

Login Time ——=20XX/01/11 10:15:28 UTC
Limit Time ——20XX/01/11 11:15:28 UTC

(2) R 7 Y rETE®E (logoutOK.html)
a7y NETHEERD Y —AFEB LRI EZRORNR LET,

9-18 O 7Y FETEE®DY—AXHl (logoutOK.html)

{xml version="1.0" encoding="utf-8"7>

<IDOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Strict//EN”
“http://www. w3. org/TR/xhtml1/DTD/xhtml 1-strict. dtd™>

<himl xmins="http://www. w3. org/1999/xhtml” xml: lang="en” lang="en">

<head>

<title>&nbsp;<{/title>

<{/head>

<body oncontextmenu=¥"return false;¥">
{l== ===== Body ===== ——>

{center>

Logout success

br obr o S 5T RSHERE Y

<br /><br /><br />

<form>»

<input type="button” value="close” onClick="window.close ()" />
</form>

<br /><br />

{/center>

<!,_. —=—== Fpoter =—==== ——>

<hr>

<{/body>

<html>

FE

logoutOK.html 7 7 A /WL, 1 ED 7 7 A L& BT 28561, BT T2 7 7 A L4 O5IEIC”
(AT via) BB LTI ZEN,
()  <img src="/image file.gif" >
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919 AT 7Y rETEE (77 7FRERA)

Logout success

Logout Time ———20XX/01/18 09:50:58 UTC

close

B) BFA /BT 7H FLEET (loginNG.html / logoutNG.html)
BOA Y/ BTy N RREE O Y — Al L USRI E R ORIR LE T,

® 9-20 AYA4 >/ A5T7 FRERETODY—XHl (loginNG.html / logoutNG.html)

{xml version="1.0" encoding="utf-8"7>

<IDOCTYPE html PUBLIC "-//W3C//DTD XHTML 1.0 Strict//EN”
“http://www. w3. org/TR/xhtml1/DTD/xhtml 1-strict. dtd™>

<himl xmins="http://www. w3. org/1999/xhtml” xml: lang="en” lang="en">

<head>

<title>&nbsp;<{/title>

<{/head>

<body oncontextmenu=¥"return false;¥">

== ===== Body ===== ——>

{center> IS—Avt—IUREEY

<br>

<br /><br /><br /><br />

<form>

<input type="button” value="back” onClick="history.back ()" />
<input type="button” value="close” onClick="window.close ()" />
</form>

<br />

{/center>

<!~v —=—== Fpoter =—==== ——>

<hr>

</body>

<html>

FE

loginNG.html, logoutNG.html 7 7 A /L2, (END T 7 A V% BEMNT 2 8B81%, BEMTT5 7 74
NBDRGEIZ” P (AT via) ZRBLTIES N,

()  <img src="/image file.gif" >
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9-21 BJA Y /A5 7Y RKEE (T35 oHRRE)

I—HIDR LIV T— FHFETT (12)

| ey
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0.3 SSLsIRZN %1%

931 Y —/\GEEAE L BZEERT DIRIE
SSL ¥ — NGERFE & S A 1ERCT 5121, openssl 23E) < BREEASMEE TS, openssl NENMET D OS ZIKRITHR
LET,
e UNIX % OS
e Windows % OS (cygwin 2SENTELIR)
openssl #FE1T LT, Y— GEHE LA ER L E T, openssl 1.0.2 AFEDN—T 5 VAL TS ZE
W, E£72, openssl OREEICE L TIE, A—7 >V —ATH D openssl D KF 2 A hEBRLTLES
W,

9.3.2 —/\GEAZE L B DERL
T NGEAE L EEDOIERRIZ Y 72 > C, openssl IZ AT T BIHFREZRDOEIRLET,
% 9-7 openssl [CANT Z1EH

£ AR - BK
pass phrase for server.key UASVAY AV SVESEN
Country Name a—F
State or Province Name ARBIE T IRA
Locality Name DILIERE
Organization Name FR4 & 7o ids i
Organizational Unit Name BB
Common Name FODN FE /2 3ARZEED IP T KA
Email Address BHEDETA—NVT FLR
challenge password —
optional company name —

LB — : ANARE

SSL A — "FEBIE L 41X, openssl NEMET DRI CIERL L E3, WICFIEEZRLET, £, ETHIT
ERICRT 7 7 A NGB EERLET,

o FlERgED 7 7 A L4 serverkey

o EBAXIRED T 7 A /L4 : server.pem

o (FlT DY — "FEHED T 7 A /L4 : server.crt

o LT HREHD T 7 A /L4 ¢ serverinstall.key

728, openssl IEERED a7 b & Tunix#] & LET,

(1) BB —FI77MILEF KT S
PENAA NREDT 74/ (rand.dat) ZHE(H L ET, AFB LRz — IV ERA,

(2) SSLBIETHEATIHRZIEMT S
BE% 2048 By M L8 (serverkey) ZIERT HHIZKORITIRLET,
9-22 BOERK

unix# openss| genrsa —out server.key —aes256 -rand rand. dat 2048
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(3)

241 semi-random bytes loaded
Generating RSA private key, 2048 bit long modulus

.................................................................. ++
............. +++

e is 65537 (0x10001)

Enter pass phrase for server. key: s#ksfoksok <~1
Verifying — Enter pass phrase for server. key: sfkiodok <=2

1. —"HAORT—FRKEANLET,
2. B—NFADONRZAT—FEHFANLET,

EREREEHFAT D

SHA256 M LT, st (serverkey) 22HEATRE (serverpem) A AEMT HHIARDOKIITRL F
T, B, ZORTANTLHERIE, BELRTEDIERALEZ LD T, EBICIE, CARBEITTS
CAGEHIE, BLOHM CAFEE L OBREICLERIFERE AN LTI EEN,

B 9-23 EREREDEMR

unix# openss| req -new -sha256 —-key server.key —out server.pem

Enter pass phrase for server.key: sokrsdoksik <-1
You are about to be asked to enter information that will be incorporated
into your certificate request

What you are about to enter is what is called a Distinguished Name or a DN
There are quite a few fields but you can leave some blank

For some fields there will be a default value

If you enter ".’, the field will be left blank

Country Name (2 letter code) [AU]:JP <=2
State or Province Name (full name) [Some—State]:KANAGAWA <=3
Locality Name (eg, city) []:KAWASAKI <-4
Organization Name (eg, company) [Internet Widgits Pty Ltd]:AlaxalA <-5
Organizational Unit Name (eg, section) []:AX <-6
Common Name (e.g. server FGDN or YOUR name) []:www.example.com <7
Email Address []:admin@example. com <-8

Please enter the following "extra attributes

to be sent with your certificate request

A chal lenge password []: <-9
An optional company name []: <-9

1. V—HFHDORRTU—FE2ANLET,

2. Ea—FEANLET,

R ER A AT LET,

A A LET,

SHALEANLET,

EEDEMEATILET,

FQDN /2 I3AREED IP 7 FLAZ AN LET,
8. A—NLT RFLRAEZAHLET,

> w

N
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(4)

(5)

9. fIbANLEEA,

Y—/N\GEAZEERT B

-days A7V a R LT, AOHIRE 365 A L E L7 — SGEE (servercrt) ZAERLT & 612 kD
R LET,

9-24 H—/\FEAEDER

unix# openss| xb09 -in server.pem —out server.crt -req —-signkey server.key —days 365

Signature ok

sub ject=/C=JP/ST=KANAGAWA/L=KAWASAKI/0=AlaxalA/OU=AX/CN=www. examp | e. com/emai | Address=admin@exam
ple. com

Getting Private key

Enter pass phrase for server.key: skxioksk <-1

. V—"HDORRAT—FREZAHLET,

FEICA VA M—ILT5-0ODMEREERT S

IHEIZA VA =T DD DOE: (serverinstallkey) % /ERT 212K ORI LET,
X 9-25 WMEBROERK

unix# openssl rsa —in server. key —out serverinstall.key

Enter pass phrase for server.key: sokrsdokskk <-1
writing RSA key

1. —NFHORRT—RE2AHLET,

0.3.3 H—/\FIEAZE L B D E %

(1)

(2)

(3)

T =1~ | set web-authentication ssl-crt ¢, Y — SGEHE & EREZAEBEICRGELET, o, HR
CAFEHIEN® D4, — FEHER OB FIRFCBE L ET, KRICFIEEZRLET,

Y—/N\GEAE L REAREEICERET S

MC ZEHT 250, EHa~ > Rsfip, scp R ENT L - T, ER L=V —  FEHE & 2 AR E | THR g
LET, 72, P CAFEHEND DHAIL, [FERICAREEIZIEE L E T,

HfE CAREBAZE Z £ T 5

HiE] CA GERIEN S 2 5A 1L, BET2PM CAREHED 7 v A VEMfF L3, Fiz, EEHOPHE CAGE
BHE ROFETHFITIEI DD 7 7 A L rootert & nextert) NHHLEN, 77/ Ve~—YLT—D2D7 7
A v (cacrt) ZIERRL £7,

9-26 ff CA SIBAZ D #(H
# cp root.crt ca.crt

# cat next.crt >> ca.crt
#

Y—/GIRAE L REAZEBICEET D

EREHMHE—FTRIA LT, Ly bF 4L MUICH— SGEAE (servercrt) & b
(serverinstalLkey) Z{EZFE7, E7z, P CAENFE (cact) BHDIHEIX, WL T4 L7 RUicHh
[ CA FEMAE 2 & %1,

T 7 ANV EBEWIRAET, J#EH 2= K set web-authentication ssl-crt 2 2247 L CAEEEIZEGK L £7°,
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(4)

(5)

(6)

K 9-27 H—/\iIBAZELEOEHK

# set web-authentication ssl-crt

Set path to the key: serverinstall. key <-1
Set path to the certificate: server.crt <=2
Set path to the intermediate CA certificate: ca.crt <=3
Would you wish to install SSL key and certificate? (y/n):y <-4

Instal| complete

Please restart web-authentication daemon or web-server daemon

#

1. WEHO7 7 ANAEZTRELET,

2. W GEEO T s A VA ERRELET,

3. WM CAFEHEDZ v AN ZEBELET, T CAFEHENRWIEEIX, [Enter] ¥—71F& AL
*9,

4. ANDLTERNBENELTNE, yEATILET,

ek, BERRRICIE, V— S RERE, S, BELOWHE CAGEEONAERLELEDOTF = v 72 LEYE

ho DT, TELWEAGDOEO— NGEHE, ERE, L OHRE CAFERZEZEER Lo 8E

%, HTTPS ZfEAH L TOR T A VHEESCR 77 U MENRTE RV ET, ZTO X7 &1E, BEEL

T E L EREEZ VST AHIR LS &, FEELWHEASDOE OV — GEHE, R, BIXOHH

CAFEAEZEZZFRL T ZE,

SHREHRT S

& =< > K show web-authentication ssl-crt & 3217 L C, Y —  GEHE, EHE, 81 OHH CA FEIHEN
BEEENTWDZ L 2R LET,

E 9-28 H—/\GIERE &L RO ZRMES
# show web—authentication ssl-crt
Date 20XX/04/15 10:07:04 UTC

DATE
SSL key © 20XX/03/30 14:05
SSL certificate © 20XX/03/30 14:05

SSL intermediate cert: 20XX/03/30 14:05

Web 4 —/\ZHBiLEI3 5
JE 21~ o N restart web-authentication web-server 2 5517 L C, Web — ZHiEZ#E L £9,

B 9-29 Web H—/\OELH

# restart web-authentication web—server

Web H—/\DEBNZHET 5
ps 2~¥ 2 REMFH LT, Web ¥ —/3 (httpd) DEBLTNDZ 2R LET,

B 9-30 Web H—/ 02BN

# ps —auwx |grep httpd

root 471 0.0 0.1 212 672 7?7 S 6:19PM 0:00.52 /usr/local/sbin/httpd -DS_WA -
DSSL —-DWA_SSL

operator 11070 0.0 0.1 164 556 00 S+ 6:20PM 0:00.01 sh -c ps —auwx | grep httpd
operator 11421 0.0 0.0 32 36 00 R+ 6:20PM 0:00.00 grep httpd
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9.3.4 H—/\EFERE L S DO HIR

(1)

(2)

3)

(4)

1M == I clear web-authentication ssl-crt T, AZEEIZBER L7 — GEE, MEHE, BLOHMH CA
REEZHIBR L E T, RICFIEZTSLET,
Y—/\FIRRE LB FHIFRT S

HEEHEET— FTa A L, #HH a2~ K clear web-authentication ssl-crt & 347 L THBGk L 72—
AEE, fEgE, BLOWH CAGEHIELZHIBR L ET,

9-31 H—/\iEHAE L R OHIB

# clear web-authentication ssl-crt

Would you wish to clear SSL key and certificate? (y/n):y <-1

Please restart web-authentication daemon or web-server daemon.

#

. yEANTDE, BELV— NGEHE, MBS, BIOWHE CAGEHEZHIFRLET,
HIBR Z=HERT 5

J# M ==~ > | show web-authentication ssl-crt 2 E1T LT, H— SZEHE, fEH, B IO CA FFER
HIfRSHTWDH Z L afEd LET,
9-32 U —/\FEBAE & ROHIBRRER

# show web—authentication ssl-crt
Date 20XX/04/15 10:07:04 UTC

DATE
SSL key . default now
SSL certificate : default now

SSL intermediate cert: -

Web 4 —/\%HBiLET 5
1M =t~ o I restart web-authentication web-server % 3217 L C, Web — ZFHELH# L £,

9-33 Web H4—/\OFBEILE)
# restart web—authentication web-server

Web —/\DEEENFMERT S
ps A~ REMEH LT, WebH— N (httpd) BEEHIL TWDZ 2R LET,

9-34 Web H—/\DICENTER

# ps —auwx | grep httpd

root 471 0.0 0.1 212 672 77 S 6:19PM 0:00.52 /usr/local/sbin/httpd -DS_WA -
DSSL —-DWA_SSL

operator 11070 0.0 0.1 164 556 00 S+ 6:20PM 0:00.01 sh —c ps —auwx | grep httpd
operator 11421 0.0 0.0 32 36 00 R+ 6:20PM 0:00.00 grep httpd
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MAC FERED fZ&i

MAC ZR3FIE, ZELET7 L —LDEETMACT FLRAEZFEAEL, VLAN ~D7 7 & &
HIEA1T S HERETY, Z O TIE MAC FBEEIC W TR L £,
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10.1 @=

(1)

(2)

:quu ID, RAU— K& ANTEDPC DL aEs Tk IEEES02.1X J@ Web FREAFIHTE £33,
MAC 85FZ=2—VID, NAU—RZ AN TERNWT Y U Z R PO CTHIRIEEZIT O 2D DOEE T,
BEINTEFR—MIZETDI 7L —LDOEEFEITLMACT FLATRIEL, #IAESNTZ MAC 7 RL 2 &>
T L= AT BEEEFFRI S NET,

72%5, DHCP snooping 3% E SN 7HE, MAC fBFEDOXIGE & 72 DR D HiEE iz ARP /37w h &
DHCP /3 v Mid MAC #83E L Y %612 DHCP snooping D Xf5 & 72 5728, DHCP snooping Caf Al 1728
7y MET DS MAC RBREDRI G L 720 9,

EFE—F

ARIEBE I IRIRTIRFIEE— R AR —FLTWET,

e [EHE VLAN £— K
SEER T LR D MAC 7 RL 2% MAC 7 RL AT —7 LT85k LT, VLAN ~BETx 5 L9
ILET,

o ¥ AFIvZ VLANE—F
B uﬂzﬁ‘ﬁk% L/fx_&)k MAC 7 K 1/7\7&‘ MAC VLAN L%ﬁbf o DEHU@Z‘ > T —7 Lk uﬁoutE’/f(ﬁ@Z‘
v NU—7 B0 EEL 9,

X A3 3 v 7 VLAN T— ROFR T, FEEATOWKRIFTE T 5 VLAN % F83EAT VLAN & FFOVES, £
7=, WRFEE D VLAN %78k VLAN & FEOVE T,

FHL-\ I'-IIE ﬁ _t

AIERITIEE VLAN E— R, ¥4 F3I v 7 VLAN E— RO EE 5OEEE— R T, RITRT 72— /LER
FHFRFEZILRADIUS BiAF RO EH LD FRABINTE £,

o —NERGES
ALEE N L 72 58FEH DB (Mg MAC S3SEDB EMEOVE YY) ICMAC 7 RLAZ B L TRE, %[F
L7277 L —2LDMACT RLRED—EHZHER L TRIET 5 HXTT, *ry hY—27HIZ RADIUS #—
NWEBEPIRV/ IR Y T — 212 L TWET,

® RADIUS G52
F v b U — 7 NIZHEE L7 RADIUS — &2 W CERRET 2 H AN CTF, EMBEO K& 2x v b U
123 L CWVWET,
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10.2 2 x5 LRI

Z 2T, EE VLAN T— FB X OF A F 2 v 7 VLAN £ — ROZRFFEET— RITHOWT, v— Vil
KB LU RADIUS BFEHF ROLHED T AT Mk R~ LET,

10.2.1 E%E VLAN E— F

[H7E VLAN & — R TIE, HAFRRmARNREER D & XX, MAC 7 RL AT —7 VISR ST, Bks
L7z VLAN N~{5 C %focwj: ETY, RIENKIIT DL, MROMACT FL 2% MACT RL A5 —
TIANEEL, VLAN N~NBETE DL 017 £7,

REBE T, RIEA—FE LTHROFR— FEHRETEET,

o T U EAR—L

e KT IUKR—F

kF o7 R— M A5 T& 7= Tagged 7 L — A3 L O Untagged 7 L — L DN ERITR LET,

o GFERERFD 7 L— A7 Tagged 7 L— L DY, ALK, VLAN Tag TR S4L72 VLAN (S5 TE £
ER

o FRFEM;D 7 L — A Untagged 7 L— LA DBE, FWIAEKINE, *A T 17 VLAN ICEETE 7,

10-1 Tagged 7 L—ALE KU Untagged 7 L—L DKL

Tagged 7 L—LDIFZEIL, RILKINE,
VLAN Tag TR -VLANIZ@ETEET,

AEE | L2R A v F
S b O wmo [] |
1 1
: VLAN 10 i : : =7
! ! : L ==
\ ] i i
N e S 1
1
1
_____________________ 1
s N 1
1
1

T

i : | - =T
i VLAN 20 i (] i i ==t
:\ ’: I‘\\ i ’/II i
M - s To T 2 !
i 1
pommmm e ! :
| A T4 FVLAN i ; i
: i i !
\ / | v 20 }

N e~

Untagged 7 L—LDIFEIL, FBEERINE,
24T 4 IVLANIZBIETEET,

F 7=, FBAERT VLAN W CHlifE L7 WiEAE, REEHEH IPve 77 82U X N ClEICHER 7 4 VX &b %

RETDLEND Y T,

(1) B—AhHIEBREEAK
v — A VERRES UL, MACRSGEDORRE DR —F TR E L7 L —L0FETLMACT KL AL, Wik

MAC FEFE DB IZBGEFHINTWVWAD MAC 7 RL AL ZBRAL, —H L CWIUTRRGERT & L ClfE & §F 5
5HATT,
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E 10-2 EFE VLAN E— KO O—HJLREEARDERK

BEDOPCAL E(F, [EEE
802. 1XF 1= WebZ
TEREE

<MACEEEEDRA > k>
RRLRICMACT F LR & &

ek, m—ANFEEFRITIE, MACT RUARETCTHRET 5 H1EE, MACT RL 2 & VLANID & Off A
BOETHRETIHENHY £+, b EE, a7 47 1L —3 3 2= K mac-authentication
vlan-check TR TX £7,

MAC 7 FL 2 & VLANID I X 2 BERORESE A ROFITR LET,

% 10-1 EFE VLAN E— FOR—AJ)LREARD VLAN ID BES

aAvIq4L—v3y A& MAC 25F DB @ VLAN ID &5
av Y RERE Y L
Y MAC 7 FL-2& VLANID TIRALE | MACT RLAEITTRALE
7, RS
L MAC 7 RL Z72IFCTHRALET, MAC 7 RL A7ZIF CTHRALE
j—O

(2) RADIUS EREEA I
RADIUS F8AE 5L, MAC iBGEDOR SR L7 B R — P TCRELLT7 L — A@ﬂé{ﬂn MAC7 FLx &,
RADIUS — RIZBEFEINTWVWA MAC T KL AL EZBAL, —& L CWIUEEEIEHRTh E L CEE &7

FBHRTT
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10-3 [E%E VLAN E— F RADIUS S2iF AKX DR

BEDOPCAL E(F, [EEE
802. 1XF 1= 15 WebZ
TEREE

<MACEEEEDRA v k>
RRLRICMACT F LR & &

72%3, RADIUS iBiEFRUCIE, MAC 7 RV AT CHRET 5 HiEE, MAC 7 KL A& VLANID & O
HPRYTHRETHIHENRHLY T, 2D EE, 27 47 L —3 3 2= K mac-authentication
vlan-check Ti#R CT& F 7,

MAC 7 FL 2 & VLANID IZ X A BARORES 2R OFRITRLET,

% 10-2 [E%E VLAN £— F® RADIUS ZBEEA= D VLAN ID B &

aYI7445L—vay B
av Y RRE

HY MAC 7 KL 2 & VLANID THRA L £,

L MAC 7 RLAZIFTTHRELET,

%72, RADIUS ~ORWAEDORICHND XA T— KL, 237 7 L—3 3 3~ K mac-authentication
password CRHETE EJ, 70k, 237 4 7 L — 3 3~ K mac-authentication password 235 iE S 41 C
WRWEAIE, BBREEIT) MACT KL AZESAT—KELTHWET,

10.2.2 44+ 3 v %5 VLAN E—FK

(1)

HAF 3 v 7 VLAN &— RTiE, #FERT VLAN [ZAE S CW 2 iRBGER Sin Rk &, Rablishtk, Wi
MAC #&;iF DB £ 721% RADIUS (288 SN C5 VLANID #fifl L C, MAC VLAN & MAC 7 KL AT —
TN L CREEE VLAN ~DBEZF A LE T, 207, RIRTRENMLEIZRY 9,

® MACVLAN BNEEZNTWVWAD MAC R— FNEFEER— F & LTHRE
F 7=, FBAERT VLAN W CHlifE L7 WiEAE, REEHEH IPve 778 2 Y X N ClEICHER 7 4 VX &b %

BET D BEND Y ET,
A—AI)LEREEA R

02— VERREL AL, MACBREOXMRE R LA — N TZELILT7 L—ADREFEILMACT RLR L, NE
MAC #8iE DB IZHE SN TWD MAC 7 RL A L #RA L, —8 L COIUERERERTh & L THE MAC 78
FE DB B FR SN TV 5 VLANID Zf#i ] LT, MACVLAN & MAC 7 KL AT —7 /LT EkL, WWE?&
VLAN ~O@{g #7345 XTI,
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B 10-4 #4F+3Iv%5 VLAN E— FOR—AILEEAXDER

____________________

<MACEEEEDHRA > k>
SRR ICMAC VLANENMACT KL X
T—TIVICNACT K L X & &8k

SEFIVLAN 7

Ry SR

S

(2) RADIUS REEA I
RADIUS #RFEHF 0T, MAC SRFEDOR R EMR DR — N TZIELIZT7 L—LDHEEFEITLMAC T KL R &,
RADIUS H— RIZBFEINTWAH MAC T KL AL EZBAL, —E L TWiE RADIUS IZBEF SN TV 5D
VLANID Z{#f LT, MAC VLAN & MAC 7 RL 27— 7 LT84k L TEEE% VLAN ~DB(E 2 2 r] 4
55T,
F7-, RADIUS ~OffWEbHIERATAIRIAT—RX, 27471 —y 32~ K mac-
authentication password TRETE E¥, a2 7 4 7 L —3 =3 2~ K mac-authentication password 733% &
ENTWARWEAIE, REFTH5MACT RLZAARZAT—RE L THEHALET,

10-5 44+ 3v% VLAN E— F® RADIUS FRiEARX DR

RADIUSH—/X

<MACEEEEDRA > k>
FREE#ICMAC VLANEMACT FL X
T—TIVICNACT F L R & &8k

10.2.3 MAC 7R— k< dot1q SR EH D ENE

MAC BR— M2 dotlq FEE SNTZBAEDEECOWTIE, 153 LA ¥ 2ok 28R T
7230,
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10 . 3 HIL\HIE*&

msiwiiﬁﬁwﬁﬁ

ﬁ%j{@ [ZN u 9’%5& L/fs_ )'if =, #EH#F@ (ﬁ%ﬁg&'ﬂ%ﬁﬁﬁﬁfﬁﬁ% Jf Zﬁi jﬁ) j: MAC [T uIET @mu uE% L/i)@:/\/
ﬁ?ﬁaﬂéﬁf’ﬁfﬁﬁmfx W%, LD TR Z TV E T, BEOMR TR T O 56, FRIREIC
FFRAERT IR A BE - 2 B AR 40T 1024 2T

7B, a7 47 L —3 3 a2~ K mac-authentication auth-interval-timer (2 & > CHaRaERF MR 2 3% &
TEFT, RESINT-FHRGERFRIMNRE 2 B LD 1 LIS CRRGELBE 21TV E T,

K 10-6 FRIAXBEOBEI -7 X

IHR REE RADIUSH—/\
EEDNNTY b
o DUH]EE* ey
. I'-"L HE%E&
FEON\TY [
R =
FED/INT Y b BRSPS R
BRE
FED/INT Y b
o FRELE R
P FREL R X
FEO/NN Ty b [
= A ERaE
BRI PR

10.3.2 FEARI B EREEE K
FREEALTHEE, RADIUS Y — DR EHFRE KM S 572012, FRAERD D S —EHH T RADIUS $—/ 3~
ARGV 2 S0 L F 9,

E MR FFRRAEZER OFER, FREAE) TH VX MAC FERERAE T/ S E 723, FRAERILDIGE 13RI H)
ﬂ’?ﬁ%ﬁﬁ”ﬁ?ﬁ@ MAC v uﬂi’lj( %ﬁ#ﬁ? Ljﬁj—

FREREZAT O B#iX 2> 7 « 7 L—1 3 > 3= K mac-authentication timeout reauth-period CTi%/E TX £

7,
i, Xﬂmﬁﬁ ED L X, RADIUS $— DR ENE R TiL 4R DF8FE% VLAN O T 2L E T2
YalE, 3#EH 22< 2 K clear mac-authentication auth-state TR DOFRFEIRAE & AR L T 7230,

10.3.3 an.\nIEﬁ‘Fl}%jJ__t
ji@ntuuﬂiﬁ#ﬁ%jft%{j{@% R Ljﬁj—

i 10-3 fits nIE:E l“ & o)nu. nIEﬁ*B?ﬁ_t

FRELAERR A R EE VLAN TALFTI99
E—FK VLAN E— F
Wk*ﬁf)LEjﬂeFﬂg Ej{:@ [V uEﬁﬁFlﬁ‘) O O
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(1)

(2)

3)

(4)

AR EE VLAN TL4F2vY
E—F VLAN £— F
WA o~ v I X DGR O O
FFE AR R — LDV v 7 Z Nz K DGR O O
FRAEFE A AR D HBIF R I & nbuﬁﬁ%kﬁ* O O
VLAN & EAHIT & nwmr&% O O
RREAF RO Bz 1T nquﬁH‘? O O
FFEE — RO Y B 21 X 2 RBRERER O O
MAC FBREDIF LI & % FBREARER O O
BB Gk S 7z VLAN OFIBRIC X 2 FEREARER — O
FFER BRI R — h ~DORBENC X 5 FRFEERR O O
TE IR P RRREE R CTRGE R ARIC X 2 3RAEAR R O O
LB O:¥F—F — 4%l
B K $ foe B Pl AR B 5 OD RREE AR R
27 4 7 L—3 3 3= R mac-authentication max-timer Cix /€ S AU 7- g KEERL R 2 488 2 7235612, 78

HIFICRERERIE 2 fRER L 97, Z OBRICEE SNzl REERIFHR 2 #l L T B 15 LJP‘TCMQE@H‘?ZNT
bhET,

kB, a7 47 L—3 3 2~ K mac-authentication max-timer Chx KAEHRFRZEME L=V, LEE L=
D L% Iﬁ]f:mu FEF O R N 1 éh‘é” V/NEIER SERF N B F Eﬁ‘ﬁg‘_ﬁ L7y *9,

BRAOYY FIZKBRHER
J#E === > N clear mac-authentication auth-state T MAC 7 N U AHALIZ, FRHIFICERGEAERS T&E 9, 72

B, Fl—MAC 7 R ATHED VLAN ID IZRFEEIT> TV A EE1E, U MAC 7 R LR &R ORGEE
TRTHERLET,

SRR R ERR— DY 20 ) 12 &k HEREEARRR
RAER AR L TODH— b DY 27 0w 2RI LB, #2475 H— b CHERE S ik o
FBAEA AR L E T

Eﬁ%ﬁiﬁﬁ ;Ea) 7is A 1|:| JII:I.*E(- ES %) it nj.Eﬁ*Fﬁ

PRREE A ARIZX L, MAC 7 FL AT —T7 Lz EMNICERTHZ LT, WRNLOT 7 EARNS 50 %
FrxvZ LTOET, BT IHENEDT 7 ARRUIRIERF W =HA1, 3REIIC MAC RIEDE
AEREE A fRBR L, FREERATD VLANID [CIXAZEE L E T, 72720, BIFROBRE 2 & O FE TR MR S
NTLEI ZEZBTEDIZ, MENLDOT 72 ANRRL focofﬁ%fﬁéo T (60 BRI CRERR), 4
T2 MAC 7 RLUREFFOUGRIN O DT 7 B ANRUREED W IZIGE1C, RBILREEMER L ET, 72
B, 2Oz 7 4 7L —3 3 2~ K mac-authentication auto- logoutflfﬁﬁfi@ﬂjff"ﬂ% RETX
FI0, BE LM E MR 60 EM CERT 28EE 20 £,

A K 7 HER T, MEEEEEOR AR 3 o (180 B) EBMEhEd,

ek, ZOMREIZ2 7 4 7 L —3 3 3= K no mac-authentication auto-logout T TExEF (77
TANRRVIREDFT W T2 GE CHMHIMIC e 77 7 b L2 WEREN AR,

(5) VLAN FREZEEIC & HFREEAERR

a7 4l b—yaravy RCREERNE N5 VLAN OREXLEE L-5E, ZE N7~ VLAN I
Eiﬂéjﬁmﬁj{@muuﬁ%ﬁ¢ﬁ$bij—

[2v 747 b — 3 v OEERNK]
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e VLAN #HIER L7=54
® VLAN %Zf{&1 (suspend) L7235

7¢8, X473 > 7 VLAN £— KT VLAN % suspend U CRRGEMERRT 2356 1%, #RFEH% VLAN % suspend

TOMENRDY F7,

(6) nrmnIEji_tO)tJ] l') EEK I2&5 n:L.\ﬂIEﬁ‘FB%

%}g\éﬁﬁtﬁ‘ RADIUS AN quigtﬁ)% B_ﬁﬂ/wu quiJC '@J V) *Ebo 7,‘\_757!:! 5 if’ im‘_‘jj/l/nm uﬂijiﬁﬁ %
RADIUS nou‘_Ejit @D#&bof;}ifﬂ; j_/\/c@ﬂﬁ'ﬁj{@m_pj}%fﬁ#@ L/ij_

(7) REEE— FDOYIY B ZIC & SHEREERAERR

a7 4 b—varavy NCRIEE— R D B AREE LT2E, T X COHKDOGEE iRk L

£,
(8) MAC n:L,\niEo){'_‘.u:‘s J: é nu..\nIEﬁEB%

a7 4 S L—3 g ravwy RTMAC #EE EONHIBREN T MAC AN ELE LI28E, T3 ColAR

DFBFEEfEBR L £ 7
(9) BIMIZESR SN VLAN OHIRIC & 3 REIER

BAYIZ VLAN DERR SN TZF8FER— Moz > 7 ¢ 7 L—3 g > 3~ K switchport mac vlan 233% € S 172
Yy, %R — MIERICIER S 7z VLAN ID (JZHIBR ST, VLAN (ZPTE L TV e iR ORSAE 2 fighR L

£7
(10) FREER RN HR— F~DFEENC & % FRELAERR

3> 7 4 7 L—3 3 a2 K authentication auto-logout strayer 23F% E SN T\ 5 & &, FBIES 7= MAC

7 ]\ LA %Jié'fmjl: MAC 7 }\ LA kj—é/\b‘ D4 F%‘fumnﬂi}(f%%j—“‘ ]\Txlf:x 1/71751‘!:!; u‘D\EJ‘.E%ﬁfFIS/%]\/jE
7
(11) Eﬁﬂ H’]ﬁnrb\nm—c nrb\ﬂIE%E&(\J: énrb\nIEﬁ‘FB?

RADIUS $— S ~GRGEH &8 K O E MBI FHREREE R %2 L C, BEREICRK L7 , MR DRBRE R
iRl L E9,

10.3.4 FREEELHIMR

B BLES KUK — MEALICRRRE O BIRASBE TE £ T, FEIE, 153 LAY 23
BRL TS,

i
o4
F=111Y

FF 3@ DO RERE |

10.3.5 FEEEA ImAR D HR— FEFEED

SRARE AR R — MR AEBE LIS o0 T, 153 LA v 2 TEFdmoiE] 22 L TS

Y,
10.3.6 7Hh > FHERE
u‘quft% iﬁ:@?ﬁ?/ ]\1{%% J:Ofgaﬁéhjﬁ?‘—o

1) 7horkaosy

WRERERIT, ALEEDO MACEFEDOT B U v bu ZICiEgkESvET, SRSy v s brsix, EH

21> I show mac-authentication logging TH/RTX £,
SN DFEFEHEREROERITRLET,
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® 10-4 HAOSHLHEFEER

=R S MAC 7 KL R VLAN ID R— &S Ayt—2
WAERE) | RRREREHREZ] O O O R A v —
RLAERR | ARREARRRIRE O O* O* R A v —
RGN O o5 NG O O* O* KIEER A > —
(LB O : fidxd 5

AyE—VIC Lo TRENESNBRWEERH D 7,

AEEEO MACFEBREDOT AU > ba 71X, K 2100 {TE CTRldk CE £9, 2100 72272354, HWIEIC
HENHIREN, BFOT v MEWSBINREASNTWE E7,

(2) RADIUS H—/DT7 H ™Y FgEE~DRR
a7 4 7 b—v 3 a2 R aaa accounting mac-authentication ¢, RADIUS ¥—/ D7 H v > MERE % i
ATEET, TAH Uy MERBIITROERD IR SN E T,
o i r%%& t e nﬂEEkIjJE¥ /k@‘%%&ﬂ?ﬂﬁéﬂi?}
Y= NZFEER S L2 FZ], MAC 7 R LA, VLAN ID*
® it uftﬁ#‘@fﬁi& B uﬂzﬁﬁf‘[g?ﬁ# /ﬁ(@‘%%’(ﬁ\%ﬂﬁéhiﬁ“
P TFR S LML), MAC 7 R LA, VLAN ID¥, #BGEREh) & iBRHE R £ T R mKy
LS NAHNEICOWTIE, 3 10-7 RADIUS Accounting T4 % JEM4 | 0 NAS-Identifier D IE
HEZRLTLEI,

(3) RADIUS -U__/ \’\O)u.unIE'%#EEEfi
RADIUS REFF R DHATIE, RADIUS Y — 03 o TWAEREIZ L - T, WiFD), SRR A TR SN

F9, 72721, #HT S RADIUS V— N2 L > TRk SN AEMNER D Z 0B Y £ 0T, FE
RADIUS #—_OHEEZ SR L T E I,

(4) syslog H—/\~DEEDJ L
MAC RBREQEER 7' A > & — T % syslog — NCHT) (£721% E-mail #4(8) TEEJ, F7o, #iffr
A ‘Y'E*_“‘ lj: MAC umnﬂzo)?ﬁ '7/ ]\ s 7%&%‘&# A /'Eb_”:/lljjjj@ﬁ%g, MAC uqu%Tf%ﬁ%”é?ﬁj‘bﬂ

T D720, ZEEOENEREZROBNTR LET (E-mail iIHE DA, syslog BERE? PID fEIZH ) L E
HA),

10-7 syslog 4—/\HAhFEK

A R RFER : AUT
- AR TR

BEOTAvE—UhG
/B BB or5r ¥R [#UE] . AUT H/H BB S5 #EP MAC =

| ]

syslog~®M sys|ogtRED ERFEARL MACEEEE % Ayt—UERX
HAhBf+ErE% PID(E w9 AER|

RErEEE RS

A4 R FERI

¥7, 23747 L—3 3 3= N mac-authentication logging enable 3 & U logging event-kind aut (E-mail
E(EDHLEIE, logging email-event-kind aut) (ZX - T, HAIDOBRBIB I OMEIEATEET,
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10.4 W& MAC 525 DB £ & U RADIUS H—/\D#(E

10.4.1 N& MAC 25E DB D # 1§

(1)

@)

3)

MAC FREFD 1 — I NVEBFE T R 2 T 512487 > T, FRNIHE MAC 283F DB Z1/ERT A LENH D £
T, 77, REBOWNE MACFFEDB Iy 7 7 v 7B LI OMETTE £7,

WE MAC u:l..\I:IIE DB 0)1"55‘1

1M == > I set mac-authentication mac-address C MAC 7 K L 235 LT VLAN ID % ji MAC 583 DB (2
ek L E9, EMH =< | remove mac-authentication mac-address THEk L72 MAC 7 KL 2 DHIFRS TX &
7
Bek - AR S NTANRIE, #EH =~ 2 K commit mac-authentication 73 AT S L7 KT, P MAC 785
IR S ET,
728, #EH =2~ K commit mac-authentication TP MAC F87E DB ~D KR %17 > 72354, BEREF O
AT ST, RIERRRERE NS EZhE 20 £7,
AR
W MAC F8RE DB % % 73X v 7 VLAN £— R CHAT 25813, BEFHIRORITERE T 2 0%
NHYET,
e MAC 7T F L ABEGHFIZ LT VLANID 245 L T 28V, VLANID 38 SN TV S 5EEIE
ZDMAC 7 FLURIRRIAETT — &2V £,
e [ MAC 7 FLAZMEHD VLANID THE L7 HE, & HEFD/NS W VLANID 7% VLAN 4]
DREZITHERSIET,
® VLANIDIZ | ZE LRV T 2 &V, MAC VLAN T T& 720> VLANID D72 DIZFRGET 7
—&RDET,

Wﬁ MAC nu..\nj.E DB 0)/\“/ 7 T 70

& =2~ > K store mac-authentication ¢, B — 4 /LEBIEHICIER L7-NE MACZBZEDB Oy 7 7 v 7%
WAz EmTcEET,

A& MAC 25 DB W& T

M =~ K load mac-authentication ¢, B — A NARGERIZIER LIy 77 v 77 7 A4 A, N MAC
FREDB OETLNTEET, =721, ExesEITT L L, EHANIEH 2~ K set mac-authentication mac-
address TRk « B L CWZNFITHEESN T, ERSNEANFCESHBEDY FT0OT, EENLET
7,

10.4.2 RADIUS H—/ D # 1

(1)

MAC #:ED RADIUS #BF A2 H AT 212472 - T, FRNZ MAC 7 KL A & /AU — K% RADIUS
P —NIZHRET HHLERH Y £,

F 7o, AEEE DO MAC FEFHEEELME 35 RADIUS D@2 ~r LET,

31— ID D&%
MAC 7 FLAOMBAEME LTRADIUS OD2—H IDIZCMAC 7 RL A &B8E L £, MACT RL XX 16
Y| TrARET (EFIT a~TO/NFE) 2V, 12 CFETHEELET,

%72, [EE VLAN E— FT, RADIUS TOHEEIFIZ MAC 7 RL 27217 T/ < VLANID & L7ZW4
1, WITRTERNTMACT L AL VLANID 2K T XFH L2220 b 02— ID & LTHEL
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TLEEW,

10-8 MAC 7 KL X+VLAN ID &&=

2—HIDRR VACY FLA ELYXFF VLAN ID
L

{5l - MACT I L  2A%0012. e212. 0001,
VLAN 1DA%100, RE1Y3CFF|% %VLAN
LGS, 2—FIDIEROLSICHEYET,

0012e2120001%VLAN100

R et
MACT FL- R VLAN 1D

R Y 375

(2) NRT—FDEE
WOEBLENENAT—RELTHELET,
o —WIDITHEELMACT RLZEF—DMAC 7 KL A
o — ID (TIED LFF

(3) #REE#%& VLAN 0);&7&“
X4 F I w7 VLAN E— R CIRIERIIZICE] 0 B 2 5 38GE% VLAN Z2IRD L ) |
1. Tunnel-Type |Z Virtual LANs (VLAN) %%7&E (£ 13) LET,
2. Tunnel-Medium-Type |2 6 ZF%E L £ 7,
3. Tunnel-Private-Group-ID (Z VLAN ID Z & DFERCTRE L 9,
o BT IUTCRE
Bl : VLANID 75 2048 D354, SUFHIT 2048 % 5% E

o CFH|” VLAN” 1Z#¢V T VLAN ID Z 807305 TR T
5l : VLAN ID 73 2048 D34, VLAN2048 7% E

o I 7 4L —3gra<wy K name TRE L7- VLAN L& R E

(4) MAC SBiI#EEAME AT % RADIUS H—/ DB

CRELET.

FRFEH R E LTCPAP ZRELET, £72, MAC PRFEN#E T 5 RADIUS O EMEEZROFITRLET, 72
¥, RADIUS Y — "OFEMAR s EHFIEIZ OV T, #H3% RADIUS H— O EEZZR L TS

Uy,

%= 10-5 MACERITHEAT AEMS (ZD 1 Access-Request)

Bt Type f& Eol: ]

User-Name 1 MAC 7 KL A, F721% X 10-8 MAC 7 KL A+VLAN ID %%

Bl CEMLEMEZEELET,

User-Password 2 MAC T KL R, Fmidar 747 b —yvaravy RTREIN

ToRAU—REREELET,

NAS-IP-Address 4 N—T RNy I AL BTz —ADIP T RLREERIIL—F Ny

AUHET2—=ADIPT FLAZKBML, feESncuniirnd
RADIUS — R E@fET A4 v Z 72— ADIPT RLUAZRML

E7,
NAS-Port 5 FFE LTV D RBGEHAZO Ifindex A 4% L £ 37,
Service-Type 6 Framed(2)# &% & L £ 77,

203



10 MAC FREEDfFeER

B4

Type fi&

B

Called-Station-1d

30

TNy PRT IV EARA L RO MAC T RLATE, KEBED
MAC 7 RL- A (ASCIl, "-"XHIV) ZMLET,

Calling-Station-1d

31

FRAEARD MAC 7 R LA (UN3CFASCH, <7 XKEIV) Z4EE
Li—g_‘o
1] : 00-12-e2-01-23-45

NAS-Identifier

32

& VLAN & — FTIid, iR AEINA LTS VLAN ID %
FIUTFHTHRELET,

% : VLAN ID 100 34 100

AAFI v 7 VLANE—FTlE, av747Lb—Yaravw R
hostname THE S /- B4 R E LT,

NAS-Port-Type

61

Virtual(5) & 5% & L £ 7,

Connect-Info

77

aRT v a O ERT XTI R LET,
A— K ("CONNECT Ethernet")
F ¥ )L 7 —7 ("CONNECT Port-Channel™)

NAS-Port-1d

87

RFER— b Z BT D 72D O LTI 2 L E T,
A— bk ("Port x/0ly")
F ¥ LT —F ("ChGrx")

X, YIZIFHEERAD)

NAS-IPv6-Address

95

NN—T Ny J AV HT2—ADIPV6 7 KL AFEERFIT L —F >
TR T2—ADIPYE T RLAEKML, BESNTWARITR
IX RADIUS — L ETHA X 72 —AD IPv6 7 KL A&
WMLUET,

#* 10-6 MAC FREITHERAT 5E S (Z£D 2 Access-Accept)

B Type f& B
Service-Type 6 Framed(2)28IEH &N % : MACFFETIIF = v 7 LEH
oo
Reply-Message 18 (CRAE )
Tunnel-Type 64 A A4F 3 w7 VLAN T— RERIZHER L £,
VLAN 27" F 13 Th LN &ET = v 7 LET,
[EE VLAN E— FRHIEEHA L EH A,
Tunnel-Medium-Type 65 A F 3 v VLAN T— REHZHH L £,
IEEE802.1X & [RIEEDAE 6 @ Tunnel-Medium-Type T&H 5 7>
EFxvy 7 LET,
[E € VLAN E— REFIFEHA L EEA,
Tunnel-Private-Group-1d 81 HAF 37 VLAN T— RERHCHEA L £,

VLAN % R T HFXFHE 1T “VLANXX”

xx 1 VLANID % L £,

727120, EAD 1 A7 7 v b ORNED 0x00~0x1f DS
1, TagZzRLTWBHDT, ZOHEAEF 2477 FAM
HOMEMN VLAN 2R LET, LD 1477 v FONEDN
0x20 L EoGA1E, HEE D VLAN 2R LET,

¥/, a7 4 Lb—Ygra~wy Rname CRES N
VLAN 436 E SN 5E1F, VLAN AFRISkHRT 25
VLANID ZfEH L £7,

& VLAN E— FEIEH L EH A,
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% 10-7 RADIUS Accounting TIERAT B4R

EA Type & &5 BA

User-Name 1 MAC 7 R A, F721% X 10-8 MAC 7 KL ZA+VLAN ID %
FE THERLZEEEELET,

NAS-IP-Address 4 NAS D IP 7 RL A& L9,
N—T RNy I AL B Tx2—ADIP T RLAHRERL, L —FN
IAVET2—ADIPT RUREZKEMLET, 28, ZihLh
L, P RNEBETEASEZ T 2—ADIPT RLAEKMHL
\i—a’_‘O

NAS-Port 5 FERE L QU B EBFEHAL O Ifindex ZHH L £97,

Service-Type 6 Framed(2)# & E L £ 77,

Calling-Station-Id 31 WARD MAC 7 KL2 (Uh3CF ASCH,  “7 XYI0) #BRELE
j—O
%1 : 00-12-62-01-23-45

NAS-Identifier 32 EE VLAN E— T, FEBmR AN L TWD VLAN ID 23
FTXFFNTRELET,
% : VLAN ID 100 D4 100
A F Iy VLANE—RTIE, av 747 b —varavy
K hostname CHRE SN /- EL ZRE L 9,

Acct-Status-Type 40 FRREALFIREIZ Start(1), FRREMERRIFIC Stop(R) =M L £,

Acct-Delay-Time 41 AR MREFRNOEETIETICE LN (B) 2L E
T, 7770, OMOBAIIRMENEE A,

Acct-Input-Octets 42 Accounting {5 (Z1E4 77 v M) ML £ ((0)E
E) .

Acct-Output-Octets 43 Accounting T5# GEEAZ 7T~ M) ML ET ((0)EH
E) .

Acct-Session-1d 44 Accounting 1# 2 #5195 ID (FEAERD), WAEAERRIZEE L i
FCETT) .

Acct-Authentic 45 FREE A "9 RADIUS, Local D EH B ERML £,

Acct-Session-Time 46 FRRHERR T D TOREE (B) ML ET,

Acct-Input-Packets 47 Accounting f§¥# (ZfE/ 37 v M) Z2HMLET (O)FEE) .

Acct-Output-Packets 48 Accounting f§¥# (EE/ X7 v M) 2HMLET (O)FEE) .

Acct-Terminate-Cause 49 Accounting 15 (7> ¥ a UK TER) 24&MLET,
ZEHNIE, (3 10-8  Acct-Terminate-Cause TOHIMIEKX ] %%
i

NAS-Port-Type 61 Virtual(5) & 5% & L £ 7,

NAS-Port-1d 87 FRRET B AR — R EFBT DI DOLFHN B L E T,
A— T ("Port x/0fy")
Fx FA T —F ("ChGr x")

X, yIZIFHTNAD)
NAS-IPv6-Address 95 NAS @ IPv6 7 F L 2 2481 L £ 7,

N—T Ny A HTe—ADIPV6 T KL ARERFL, L—7
Ny J AV HT2—ADIPV6 T RLAZEKMLET, 2B, =
nUsE, =R EBETHA L H T 2—ADIPVE T RL A%
K LET,
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#+& 10-8 Acct-Terminate-Cause TOYIMER

I ER & e
User Request 1 RS AR DENVEIZ K0 BT L7z,
« REEAR DR — MBI A R LSS
Idle Timeout 4 PR AR DIBE 72 < IR o To Tz O g L7z,
- IR B ULRERAT N U 725
Session Timeout 5 I KBEGEREF OB IR I X 0 Bl L7z,
Admin Reset 6 FHFHEORETOIW LT,
RGN T T 4 S — g VERHIR LESEA
- J#E M =~ > K clear mac-authentication auth-state % 3217 L 7235 &
NAS Request 10 NN TF ATy TRIEO L —WERIEENC L 0 I L7z,
Service Unavailable 15 FEER O R — MBEh R LA, B0 R — b TR KIEGE
BRI L7 72 DO Lz,
Reauthentication- 20 FREREICRER LT,
Failure
Port Reinitialized 21 A— h D MAC Bk STz,

VIS By AUy - e
+ VLAN % HlIBRr & 721X Disable iZ L 72354
s 3y 7 4 7 Lb—3 g a<w s R switchport mode 225 L7854
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10.5 MAC i EREDIEEE

(1) fhiReL DHE

gEE & OHAFIZ OV T, 152 LA ¥ 2 BEFEMBAE L OHAFIZ OV T 2B LT EZ &V,

(2) MACEREEZ7RY 7Ab\ﬁ£§ﬂ L=m&

MAC F8GE7 1 7T AL E) L 7-5;

uou‘.EEP@—a*/\T@uou‘_Eﬁ‘ﬁﬁFﬁ%éﬂi—aﬂo — /El\y ﬁ@@]?&a
JERBREZAT - TLIZE W,
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MAC FREIDERTE EEH

MAC BBGEIE, 35 L7277 L—LDEFRTEMAC T FUAZGRGEL, VLAN ~O7 7 & 2
T ZAT 5 HRETY, ZOFETIIMACRIED A~ — 3 YZONTHAL £,
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11.1 a=> FHA4 K

11.11a<v> F—%&

MAC

®= 1M1 avIqJL—>arvavrk—

WEED a7 4 JL—varavwy R—EE2RORIRLET,

avy R4

B

aaa accounting mac-authentication default start-stop group

radius

RADIUS Accounting Z#fi 35 Z L 2% EL 7,

aaa authentication mac-authentication default group radius

RADIUS FFESF A CREET D Z L 2R EL E T,

mac-authentication auth-interval-timer

FRRERITE, WROTENTTHON D E TOHFRRERE
MR EEELET,

mac-authentication auto-logout

WERNOLDT I ANRRVIRERFE N TWNWD Z L
R U CRRHRR T 2 8 EZ hic L £ 7,

mac-authentication dot1qg-vlan force-authorized MAC 7R — bk IZ switchport mac dotlq vlan &2 E2 & 5
BAIT, Tagged 7 L — L & ERIEMRSMCERE L £
K

mac-authentication dynamic-vlan max-user HAF v 7 VLAN E— FCTRFETE 5 MAC 7
RLAFAERELET,

mac-authentication id-format

A HFRAHEH LTV AEAIZ, RADIUS
P RAFHREE R T 5 & 2D MAC 7 KL A%
FELET,

mac-authentication logging enable

MAC FEREQEIER 7 A vt —T %, syslog —3
SETEIATA—AT R 25T (E-Mail ) (2
FEELET,

mac-authentication login-failed-logging disable

MAC 72
£7

TR OFBIER 7 D ) & ik L

HALA IJ

mac-authentication max-timer

PRAE KIRFE 2 feE L £ 7,

mac-authentication password

RADIUS H— "~ WA DRI T 5 /82
U— RFEHEELET,

mac-authentication port

MAC SREEZ1T O R— FE2RE L ET,

mac-authentication radius-server host

MAC #FFE A IZ RADIUS — "D IP 7 KL A 7%
EEREELET,

mac-authentication static-vlan max-user

[ VLAN £— R CRAETE 5 MAC 7 KL 2
EHRELET,

mac-authentication system-auth-control

MAC 37 —F v 2 EFI L E 7,

mac-authentication timeout reauth-period

RADIUS P NA~EHFFRREE R 2 3 2 A %
FELET,

mac-authentication vlan-check

FRAERFIZ MAC 7 R L AI2HNZ, VLANID &
THZLEEHRELET,

MAC BFEDEH a2~ F—EE2ROFKITRLET,

= 112 BRaTY F—

av Y R4

B

show mac-authentication login

MAC nm n

TRFEEH»D MAC 7 RL A& R R LET,

show mac-authentication logging

MAC FBREOEIMER ViR A2 £ R LET,

show mac-authentication

MAC #HiFD a7 4 S L— g v w2FH i LET,

209



11.1.2 EE VLAN £—

MAC FBEEDERTE & B

avy R4

B

show mac-authentication statistics

Mtz R LET,

clear mac-authentication auth-state mac-address

FRRIERT P A A R LS FRREMRRR L £ 77,

clear mac-authentication logging

Em W E 7 V7T LET,

clear mac-authentication statistics

waltEmaE 2 V7 LET,

set mac-authentication mac-address

Wk MAC 383FE DB ~MAC 7 L 2 & %4k L £,

remove mac-authentication

P&k MAC 383E DB 7°5 MAC 7 FL A& IR L £,

commit mac-authentication

N MACFEBREDB # 7 7 v v 2 AE VITRIFELET,

show mac-authentication mac-address

W MAC F8GE DB I8k S o e R r LT,

store mac-authentication

Wik MACFBIEDB 23y 7 7 v 7 LET,

load mac-authentication

NPT o777 ANINENE MAC #BFEDB #1E T L &
j—o

clear mac-authentication dead-interval-timer

dead interval ¥$EIZ L % 2 & H LA RADIUS H— 3~ 7T
7 A5, 1B H®RADIUS —_"~DT 7B RIZRLE
j—o

restart mac-authentication

MAC BGE7 1 7' 7 A% Fid) LET,

dump protocols mac-authentication

MAC FBFED & > TR A2 NE L £,

NOE#

A— ﬁ}bnrb\nﬁﬁﬁngﬂgf&EQE

€ VLAN £— KT, m— BB RE i3 2 ETOERNLRBEE RO LET,

11-1

EE VLAN E— FOO—HJLEREEAR D EKRIER

REERISTIEATES

____________

_________________________

____________

1EEE802. 1XF 1=IZ

MACEREIE x5 1 27

BEER— FOBE
[BEDHA ¥ F)

WebFB5E TFRAE
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MAC u;huﬁf{iﬁﬁjﬂéjﬂ— ]\% Ebi¢
(a7 Y FIZ&BEE]
1. (config)# interface gigabitethernet 1/0/3
(config-if)# switchport mode access
(config-if)# switchport access vlan 10
(config-if)# mac—authentication port
(config-if)# exit
FRREEAT O MR D3 B STV TV DR — M MAC RREEAZ R E LT,
(b) MAC FREEDERTE
[(BREDRA > k]
MACHFFED a7 4 VL —ara<wy RERELTMACRRIEEZAENILET,
(27> FIZKBEE]
1. (config)# mac—authentication system—auth—control

MAC F8GE% EE L £,
(2) RADIUS A ARXDERMLERTE
[E & VLAN &— RC, RADIUS @i FXN& AT 5 ECORANRERELZROKIIRLET,

11-2 E%E VLAN £— F RADIUS RIEEAX DEKRERL

HALRIST I ERTED

RADIUSH—/x
192. 168. 10. 200

; '
p— 1/0/11 1/0/101
i ]
H 1
L 1/0/3 1/0/4 |
AN — | ] y

HUB
N IEEE02. 1X 7= (%
i WebZ2 5T < 225F

ACER IR R 25 PC1

(@) FRER— FDERE
[BREDRA > k]
MAC BERETHEM T 2R — F&REL £,
(322 FICKBERFE]
1. (config)# interface gigabitethernet 1/0/3

(config-if)# switchport mode access
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(config-if)# switchport access vlan 10
(config—if)# mac—authentication port
(config-if)# exit
RRREAAT 9 B AR DT SAL TV DR — M2 MAC BREABRE L £ 77,
(b) MAC FREEDERE

[BREDRA > K]
MACEFED a7 4 VL —vara~vwy RERELTMACRIEZAINI LET,

(a7 FIZLBERE]

1. (config)# aaa authentication mac—authentication default group radius

(config)# mac—authentication radius—server host 192.168. 10. 200 key “macauth”
#FE% RADIUS H—/"TT 57201, IP 7 KL A & RADIUS #&4i%E L ¥,

2. (config)# mac—authentication system—auth—control

MAC FREZ EE) L £7,

11.1.3 54+ 3 v%9 VLAN E— FDERTE

(1) B—hIERARXDERMLERTE
Y A4F < v 7 VLAN B— KT, RIS REHMAT 5 ECORANRREZROBICR LET,

1-3 45399 VIANE—ROO—HILEBAXDOEKRER

PREAHRICT O EATED

L3RA vF
——-—I SBEEHVLAN
(VLAN 20)
kgE L yom i
N VB 1/0/4 L
SBEERVLAN =
(VLAN 10)
HUB
M [EEE802. 1XZE =1
Web;{]nE—Cubn

MACEERE X M=

(a) nu..\nIE-k _n'l'-i
[BXEDRA > k]
MAC FBAETHMT DR — FEREL £,

[a< Y FIZKBHEERE]
1. (config)# interface range gigabitethernet 1/0/3-4
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(config—if-range)# switchport mode mac-vlan
(config—if-range)# switchport mac native vlan 10
(config—if-range)# mac—authentication port
(config—if-range)#t exit
FREZAT D AR BHRE SN TV DA — MZ MACBBREL R E L E T,
(b) MAC BIDHT
[BREDRA > k]
MACRBRED =7 4 7 b—v g vrawy FERELTMACREIEZ AN LET,
(272 FIZLBERE]
1. (config)# mac—authentication system—auth—control

MAC F8GE% EE L £,
(2) RADIUS A ARXDERMLERTE
X A3 3 v VLAN &— K C, RADIUS iBiE iR &E T2 L CTORRNRREEZROKIIT LET,
11-4 B4+ 399 VLAN E— KD RADIUS S AKX DEKRER

PREAHRICT O EATED

RADIUSH—/N
192.168. 10. 200
L3RA wF
REFVLAN
. LeTIIIIIIIIIIIIIIIIIINNNNNNNTTR (VLA 20)
A#E | 1/0/10] ' 1/0/11
I I 1
i N8 VAL
BEERTVLAN < ] |/
(VLAN 10)
HUB
N [EEE802. 1XFE f=1&
Web;{JﬂE—cﬂbﬂ

MACEERE X M= PC1

(@ FREIAR—FDEE
[BREDRA > k]
MAC fBFETHMAT AR — M2 EL £,
(a7 FIZ&kBHERE]
1. (config)# interface range gigabitethernet 1/0/3-4
(config—if-range)# switchport mode mac—vlan
(config—if-range)# switchport mac native vlan 10

(config—if-range)# mac—authentication port

(config—if-range)# exit
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11 MAC ZREIDERE & ER

RREZAT 9 SR DS BERE ST D A — ME MAC 38REZ % E L £ 77,
(b) MAC REEDERTE
[BREDRA > +]
MACFFED 2 T 4 L —varvawy RERELTMACRIEZHC L ET,
[a< > FIZ&BEE]

1. (config)# aaa authentication mac—authentication default group radius
(config)# mac—authentication radius—server host 192.168. 10.200 key “macauth”
#7FE% RADIUS — 3 T4 572012, IP 7 KL A L RADIUS B2 RE L 7,

2. (config)# mac—authentication system—auth—control

MAC RFEAE L £,

11.1.4 MAC FREED/INT A — 2 B E
MAC BRIAFCHRETEDINTA—HOREFEZHH L E7,

(1) FREIEKEFRDEETE
[BREDRA 2 H]
FRRIEE B DS A % TR I FRAEARRR T SR 23 E L 57
(A< FIZ&kBERRE]

1. (config)# mac—authentication max—timer 60

SR FRREAERR D ] & 60 S0 IZRRE L £ 9,

(2) [EE VLAN E— FORIIHDHKTE
[BREDRA 2 H]
[ F VLAN E— R CHIAETE D5 MAC 7 FLABERE L ET,
[a< Y FIC&BEE]

1. (config)# mac—authentication static—-vlan max-user 20
MAC FBRED[EE VLAN &E— R CTRFETE 5 MAC 7 KL A D% % 20 I E LET,

(3) RADIUS H—/\DHKE
[BREDARA 2 H]
RADIUS #BFE ST % RADIUS —NE2RELE T,
[a< > FIZkB5%E]

1. (config)# aaa authentication mac—authentication default group radius
RADIUS _H_b‘/\'(u‘h uJ‘.Eﬁﬂé J: W Llﬂﬁi—’ Ljﬁjﬁ

@) THYUT4 VT DETE
[BREDRA > k]
TADCT 4 TR ET DR IITHELET,
[a7 Y RICKBETE]

1. (config)# aaa accounting mac—authentication default start—stop group radius

RADIUS =T H 0T 4 VT EHETHLHIICHRELET,
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1

()

(6)

(7)

(8)

(9)

MAC ZEEDERTE LB

FREERFIZCVLAN ID HFB &9 5%
[BXEDHRA > k]
FFEREIZ, MAC 7 RL A7 T/ < VLANID bBRETHHAICHRELET,
[a< > FIZkB8E]
1. (config)# mac—authentication vlan—check key “@@VLAN”
FRERFIZ VLANID B RS L E T,

%72, RADIUS #FEHF AT, MAC 7 KL A& VLANID &% “@@VLAN” O FTORF 72355 T
RADIUS ~ffn &b Ed,

RADIUS BiLVEHHE/NRXT— FDERTE
[BREDRA 2 H]
RADIUS ~DRE DB 52V — FaRE L £ T,
[a< > FIZ&BEE]

1. (config)# mac—authentication password pakapaka
RADIUS ~DBEE D/ XA T — K& LC” pakapaka” %% E L £7,

AR alE K B % D B RR R il P PR B T
[BREDRA > +]
FRAESRBLE DIRBIFERE £ TOFEFERERFHIMR 23 E L 97,
[37 Y FIZLBERE]
1. (config)# mac—authentication auth—interval—timer 10

FRRERIR, 10 SRR [ ERBREZAT O K O BEL £,

EHMBRGIERDEARZHRTE
[BREDRA > ]
FRREF - DIFAIZOUVT, RADIUS H— S~ EHIFRIEE R 2T 2 AW ZREL £
[a< > FIZ&BEE]

1. (config)# mac—authentication timeout reauth—period 7200
E%ﬁéﬁﬁwbnﬁg*%j—é”ﬂ;ﬂ% 7200 */ \—E&hﬁgbiw‘;— f(ﬁ% }Eﬂ;qé/]ﬁwunﬁfd? L/fotl/\i‘a/a\ﬂj, mac-
authentication timeout reauth-period 0 Z 5% & L T 72 &),

A4+ 29 VLAN E— FOZRIHDERE
[BXEDRA > k]
ZAF v 7 VLAN F— FCRIAETE D MAC 7 R L ABEREL £,
[A7 > FIZ&kBE&RE]
1. (config)# mac—authentication dynamic-vlan max-user 20
MAC #BFEDZ A F X v 7 VLAN E— FTRIETE 5 MAC 7 F L 20¥% 20 JHICRRE L £,

(10) KM DT 7 L AN VVREZ R L TR/ 2BF = BMICEHRTE

[FREDKRAS > ]
SRARE S MAC 7 RL R EBEFOURD S DT 7 ANRUVREEDN W T ORI 2R L2V X 9 1TF
ELET,

[3< 2 FIZ&kBERE]
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11 MAC FREEDERTE & B

1. (config)# no mac—authentication auto-logout
FFEE A MAC 7 R LA ZRFOMRMN S DT 7 & AN 72RO T b RBFEAERR SER2 VR EE L
7

11.1.5 ZREERRIN DR TE AL
MAC Efu mLuiEXT%%CE’@‘Az)f_&)@E&EQE%% bijﬁo

(1) EX VLAN E— FOREERNR— FDERE
EE VLAN E— R C, @BAEL RV THELZHFAIT2R— 2RO LI ITRELET,
[FREDRA > +]
FREE R DR — M LTI, fRFER— FEREL T A,
(27> FIZKBEE]
1. (config)# vlan 10
(config-vlan)# state active
(config-vlan)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# switchport mode access
(config-if)# switchport access vlan 10
(config—if)# mac—authentication port
(config-if)# exit
(config)# interface gigabitethernet 1/0/10
(config-if)# switchport mode access
(config-if)# switchport access vlan 10
(config-if)# exit
[EE VLAN £— R T 9 VLANID 10 Z#% & L7z — b 104 \ZI3E8ER— hEE L E4, £72, &
— b O10 IIEFRRE L 72 WCHlE &2 5F Al 2 EE LET,

2) £4F3v% VLAN E— FOBERN K— kDT
XA F Iy 7 VLANE— T, SBiELRWVWTHELHATLR— 2RO L IICHRELET,
[FREDKRAS >+
wqu%ﬁ}%T — R &—X‘J’ LTl u:quT }\zdL_’ Hﬂébi‘t}:/\/
[av 2 FIZKBEE]
1. (config)#t vlan 10
(config-vlan)# state active
(config-vlan)# exit
(config)# interface gigabitethernet 1/0/4
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac vlan 20
(config—if)# switchport mac native vlan 10
(config—if)# mac—authentication port
(config-if)# exit
(config)# interface gigabitethernet 1/0/10
(config—if)# switchport mode access
(config-if)# switchport access vlan 20
(config-if)# exit
KA F w27 VLAN F— R TH 9 MAC VLANID 20 Z %€ L7 — b~ 1/0/4 |ZIXEREER— F 2%
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*9, £/, A— bk V10 IR LRV CEEAH TR EE LET,

(3) dot1q 5&%E MAC R— kD EREEBRIVERTE
[(BREDRA > ]
dotlq X EMN SN2 MAC AR— R D Tagged 7 L — A ZiBGERRIMIRE L E T,

(a7 Y FIZkBEEE]

1. (config)# interface gigabitethernet 1/0/20
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac vlan 20
(config-if)# switchport mac native vlan 10
(config—if)# switchport mac dotlq vlan 100
(config—if)# mac—authentication port
(config-if)# mac—authentication dotlq-vlan force—authorized
(config-if)# exit
MAC FRAEDFEFER AR — b 1/0/20 125215 L 72, VLANID 100 % £5-2 Tagged 7 L — A & §RGEFRIMC T
LaxERE LET,

11.1.6 W& MAC B5E DB D1ERL

MAC FiFY AT LADOBREBHREB LR 7 4 7L —a VORENTE T Lzd & 12, Mk MAC 23 DB
EERLET, F£7z, T TP MAC F85E DB IZB S SN TVWDINEEEIEL £,

(1) MAC 7 KL ADZER
set mac-authentication mac-address =< > R T, RFEXHD MAC 7 KL AZ LI MAC 7 FLU A, VLANID
ERELET, MACT L RAZHOBERT BB 2 RIRLET,

[av Y RAA]
# set mac-authentication mac-address 0012.¢e200. 1234 100
# set mac-authentication mac-address 0012.e200.5678 100
# set mac-authentication mac-address 0012.e200. 9abc 100
# set mac-authentication mac-address 0012.¢e200. def0 100
# set mac-authentication mac-address 0012.e200. 0001 100

(2) MAC 7 kL RIE#RHIBR

BERE IR MAC 7 RLAZHIBERLET,

[av > FAA]
# remove mac-authentication mac-address 0012.e200. 1234

MAC 7 F L A(0012.€200.1234)Z Bl L £3,

(3) MiE MAC 325 DB ~0 [ Bt

commit mac-authentication =~ K C, set mac-authentication mac-address = < > K3 X O remove mac-
authentication mac-address =~ > RCHGk - HIBR L7 B %, P MAC F83E DB IZXBLL 77,

[av > FAA]
# commit mac—authentication

11.1.7 NEE MAC SRSEDB D/ o 7 v
W MAC FREEDB DNy 7 7T v 7 HE, BEXORw I T v 77 7 AN EOETHIEEZRIORLET,
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1

(1)

(2)

MAC ZEEDERTE LB

N MACSESEDB D/N\w o 7 v
WJE MAC F83E DB 75 store mac-authentication 2~ > R Cw 7 7 v 77 7 A )L (ROFITIL backupfile)
R LET,
[a<w Y FAA]
# store mac-authentication backupfile

Backup mac-authentication MAC address data. Are you sure? (y/n): y
#

Ni&k MAC 525 DB D&t
Ny 7T o757 A0 (ROFITIE backupfile) 75 load mac-authentication =~ > K CJE MAC 383 DB
R L ET,
[a< > FAA]
# load mac—authentication backupfile

Restore mac-authentication MAC address data. Are you sure? (y/n): vy

#

11.1.8 dead interval #£§E(Z & 5 RADIUS H—/\7H X % 1 5B ® RADIUS
H—NIZRT

1 5B RADIUS $— "3 EJEEIZ72 0, dead interval BEREIZ L - T, 2 & B LARE® RADIUS $—/3~D 7T
7 A b o=E, a7 47 L—3 g 2~ K authentication radius-server dead-interval Cg% &
SN 257272 W Tl RADIUS Y—/3~D 7T 7 & ZIZFR$I21E, clear mac-authentication dead-
interval-timer =~ > R&FITLET,

11-5 1 &£B® RADIUS H—/N\~DYYEZ
# clear mac-authentication dead-interval-timer
#
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12 TILFRTFTy TEE

2 TILFART Y JEREE

ALEE T, WAL = — VR %E 2 BB CEIE T A~V TF AT v TRIEE T AR — b
LCWET, ZOETIHE, vV T AT v TBARCOWTEDL L £,
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12.1 fgss

12.1.1 =&

< IVT AT /7muu %, vAr 28 nE%fﬂjﬂ‘AbﬁTjﬁdﬁj{mu FIE (1 «EXH DO ) La— ﬁn»uu (2 BeH DR
FE) D2 BMERRREA T 5 2 LT, EHRREER T2 ER 2 —FRFICT 78X 2RI LET, Zhick
5T, REL—HFCHENEDORELRFFHIALGRIZCE DT 7 A %ET}H&%T“% 7

VT ATy TGO EZ RO R LET,

121 RILFRTY TRIOBE

a—H323 iR EEE
ST oemE) T (BE) ~

[
EHRL—F ERImR FEE )

(LB ﬁ:m&# (FRALTAHR)

12.1.2 Y7R— M HRE

(1) JILFRTY TRIADEET LAV 2 RADEAEHLE LRBAE—F

IEEE802.1X, Web i&iE, MACFRFED H L 2 D& MMAELE THA L ET, LA P2 iGEOMAE DL &
FRREE— FiZoWTiE, 1511 LA Y 2GRN 22 T 7EE0,

(2 RILFRTYITRIADAF T ay

VT AT TR, AT a VRERLDERNT AT v TREE, BIOA TV a VRERH

D, 37 47 L— 3 a~ K authentication multi-step CHE L FE T, VIV T AT v THIAEDA T T =
VNZOWTRORITRLET,

£ 121 RILFRTFYTRIAOA T3y

SR EREE I * 73 ViERI R
(AvI245L—>3 0%
MAC 323 IEEE802.1X £ | K~ LF AT v 7HGE SARTEFEAR IR 721F, = — V58
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3)

Ui R SR EE a2 —H 525 * T a UiERl EN{EREE
(Av7459L—230%
7213 Web F25IE (RZA—=H721L) AENTEET,
2 — YRR AT v a v SARRREIZ R LT, 22—
(permissive /$F A — %) ARREA TEH T,
IEEE802.1X Web 387 VAR pall dotlx 47 > 3 > VAR ERAER IS, 2 —YER
F 72T MAC (dotlx /X X —X) uEﬁ)T%i@‘O
}J
R— NEMICIEECTE ET,
ﬂlb\ﬂEﬁ_t

~IVF AT v TR SRETlX, RADIUS & quich; J &Y AR— kLTl \ij—o Ui AR RRIE
Z{5FFIZ, RADIUS @ Filter-Id & 7213 Tunnel-Private-Group-ID 0)3(%5']

7B Access-Accept

,Rmmmﬁ%ﬂ
CRSREENE 2

RELES, vAF AT v TREGEETHEMT D BMEAICRET 57 F A 30T & 5S35 R8BI E 2 ko

FITRLET,

% 12-2 RADIUS H—N\THEREI ZIBHL

BiEf (Type RADIUS H#—/\ pra=2l SRELENE
{i&) DFEFE
Filter-Id v AR R EE @@1X-Auth@@ IEEE802.1X Ca—Wikir%a L%
(11) RADIUS #—/3 ¥ 7-13/1X-Auth D
@@Web-Auth@@ Web F¥FE T2 — "j"mu FEE LET,
% 72 13/Web-Auth
@@MultiStep@ @ Web &GE S 721X IEEE802.1X T
% 72 13%/MultiStep —VEEE LET,
/Class=xx Jﬁ'ﬁﬁ{um uEf\_ j— (//7ﬂ/muu ) <
(xx 13 0~63 £ TOHT) | aakpdh e LET, FReS, 77
ha WEHRELET,
72 (Filter-1d R E) Tz | SAkRGREZ T (> ZVEEEE) T
1% DD LFHIF PREERRTh E LET, 7 T AT
RELEREA,
W ERGIE A /Class=xx D—WEREE (L TF AT v TR
mmws#—w (XX 12 0~63 E TOHF) AE) CREGEEKEH E LET, [FIFE

2, 77 AEWMEBRELET,

BRRERGEN R LR T, =
#mﬁ(//7wmu)%#7
LEd, AR mE#EiZIJJ
L 728K, 77?(%%’(%
é— %2

/MAC-Auth/Class=xx
(xx 1Z 0~63 £ TOHT)

Vi A FRRIE DS S L 72 *T&i, =
—PRIEE T AT L ER A, R
Z—PHFE (PVTFRAT v TR
AE) MAREh LTSRS, 7 T A1
WEBRTELET,

@@MAC-Auth@@
F 72 1Z/MAC-Auth

Vi A peRlE D3 R L 720 ;E:y =+

PREEEZFTFAILERA, 2, =
—WREE (VT AT v TREE)

DR LIRS, 7 7 AEHIE
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B4 (Type RADIUS H#—/\ XFF SRRLENE
f&) DFiELE

BELEtA, 7

7221 (Filter-1d KRR E) £ | WMARIENKR LMK TS, =
1L DA O ST FIH —WRRE (V> ZVEREE) ZFFA]
LEF, £, =— “‘j‘nqui) N2
L72WiRIZ, 7 7 AERITFRE L

FH A, 2
Tunnel-Private- | 5 ARZERE VLAN Z &5l 2 3C781% | 2473 v 27 VLAN E— R T
Group-ID RADIUS #— l—/i‘é—o Jﬂ'ﬁj{nuu ’EEIJJ Lf:ﬁ%j{
(81) PTET % VLAN 235&E L £,
o —HREEH VLAN % #5195 L7515 ZAF 3 v VLAN E— R T
RADIUS #—/x LE9, =—PEEITD) L=
KOBFTET 5 VLAN 248 L%
To

ZOMOLFINEMHEHTDHEE, VT AT v TR I OX A F I v 27 ACL/QoS D7 T ATFHT
AT 5 X7 ((@@1X-Auth@@] 72 L) ITEDRNVTLEE N, REENRZOMOLTHIE LT
HikLEEA,

:L‘_‘"j—mhu HFR A a U ERELE Y LET,

SCFHNTHEET HNAIE, IEEES02.1X, Web i8iE, 3L OMAC BREDOMFFICH 5D, FAETHEMT S
JEVE4  (Tunnel-Private-Group-ID) ZZ& M L TL 72& 0,

12.1.3 ZRSEEN1E

(1) EZF'?)L?ZT v jnu..\nl—tﬂ_s_ F@@jﬂz

Jﬁ‘ﬁﬂ{wu Mi I, j{utu NEE‘ZJ;JH# RADIUS J&/ T% Filter-1d @i%ﬁ” \—T/:EO Ta— ‘bLn»u gﬁfd?ﬁﬂé D, EX =9
/7wmn Mﬁm%&&0i¢ 2 —HFBFETIE, RADIUS J&M Filter-1d OEIZBIfR7A: <, = —HFRGE
L JZO’CuquEJZIjJ&iE V) ij_

(2) l_-U:EE\EIEEtFEIT 70:/ 3 :/7I_€_ ﬂlb\ﬂIE@J{IE

T "j—umn uq:ﬂ‘j—7o“/5 ‘/Zﬁ‘_‘ }\Tbj:, j(% < :O@b“—zfuuuﬁﬁky‘]k@ ) ij_

o ORI =AY, WAGEIEL 2 —WREREZ R CRRRERN & 57 — A TH, Z0 L&, mARREE =
’—"H—nn_‘ uJ:E@ijJ'ﬂE i%ZIKVJI/?XT /7nu Ak & [A] ij— fcfi) T — —H—nun ELFTj_7 vaVR—hTwL
FAT v TR AL T HIGAE, 2 —PFRFED RADIUS &1 Filter-Id D fE % @@MAC-Auth@@ &
L/T<7Liél/\o Z LJ:OVC j{ntuu %E&Lf_&% [T — ﬁ‘u:qu%u$TLjﬁ“ﬂ_/u

[ ] #OH@/T‘—‘X ) j{nunﬂzz %E\&LVC% :L‘—']j—nuthE%utFTj_éb— ij_ 72:;’0 L 'H—nthu
RADIUS & Filter-Id DFEIZRETY, ZD L & Da—PRRAEE, HiABIEDLMCIRE (RE— > b

] ) ﬁ)ﬁfﬁﬂéﬁﬁﬁfﬁ (MAC i nﬂiﬁ%ﬁiﬁjﬂ‘:@ﬁwu EEE#F‘?F%BI"?) ODFﬁf; T;@j}m Li’?,« MAC [Ev UE%E&H#@E
RAERERIRIRRIL, =7 4 7/ L— 3 2~ K mac-authentication auth-interval-timer CiXE L £7°,

(3) ﬁﬁuﬁEEE%J\%IE dot1x 7.'_70:/ 3 >7ﬁ_ D DIL\DIEEjJ1’E

AR FRRE T, SARRAER IR RADIUS JBYE Filter-1d O SCFFNIHE» T2 —HBFEE T D0, Fl2idy
VT VERRE TR EJZIJJ 7D ETN, ARG MAC §85E L IEEES02.1X AT 4, = —¥HlET
Li; RADIUS )Ell\i Filter-I1d OD{ﬁ E{‘j'{'f‘ féf < :L_'ﬁ_nmu ko Tutu uJ]EEEIjj L fé: ] gzjd
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728, MEARFEREIZ IEEE802.1X 23 254 1%, WAL A3 2% RADIUS H— NZi% Y4 iEK %2 MAC
wqu@X—J‘%Jﬁ b(ﬂfibiﬁb‘i 9 Z, iﬁﬁ% XTFL;?FZDM\%Z)‘% n i‘?”o

12.1.4 s8HIFREE A RO KL

SR &ﬁwﬁ RADIUS % — 3035 DJSE NN E &1, TORSECREEKRL) & 720 £4, #lx21E
MAC #FE T RRAEE T 5B RADIUS =3B DIRE R 7an & &%, Vo ZNEREET M@ﬂ%k
20 F4, B, MEERRENEIET DFAET— RIZ oW TiE, 1533 SfIERGE] 2B LT &0,

12.1.5 ERELimR D B & SR AR RR
FEE R OEIIRD E B Y T,

(1) NIVFARATY jn'b\ ﬁuﬁako)ﬁégii

~IVF AT TRIER OB, REFEAE L/-MEE CEE L 4, WoRRREE CRREERF T & 72 » TR 8
I—YERIECTH A SN/ &, =2 —PRFEOFRT LRV ET, vATF AT v TR — M THv 7
/VE}SPHETDMEIETDT L/f_kg ) Eﬁé@‘é 1/4”\72uqu“Ciﬂ'”ﬁ5E%”&ﬁbi@‘

(2) <IFRT v JTRAImKD DI

<V NAVT ATy TR AR OFEREMERR Y, = — VIR SN LA Y 2 FRREO RSN E T,
RARFE dotlx 47" 3 > 7R— kT EAPOL-Start 7 L — A % 32{5 L= BEI13, Xmﬁ#EHMQM,MMhD
AEEH L OHETYH, = —WEHEE (Web #BGE) HOMALZHILMHRLET, 72721, UK —hT
ImmmuX®:/747v—ya/m“*énfwﬁwﬁA ¥, WRREEER L EH A, B, v AVT AT v

TREER— O L XV INVEBIETRALSE T Lic & X1%, BT 5 LA Y 2 BEEOMREIFIZNE > TR
ﬁﬂfﬁ#[&%bij—o

Q) TILFRT Y ITRIIRKDEEEER

VNVF ATy FRFER— N T, BRARRIBICE U TR OB E L7, WERKORGRIRNGE & i85
RO FIEO G IROFITR LET,

& 12-3 ImARDZPILRE & BBEBRDOATEDRG

IR DK RE EREEIRRE MAC 25 IEEE802.1X Web 23
FRRESE T ~NVT AT TREE | — FRRELE AR D FRREYE AR D
58T (—YREGEE (S AR WS {5 B AR
T)
VU IVEREESE T FRGEYE AR DO MG | FRAEE AR D FRGEYE AR D
) MESHAE AR S G AR L
PrREE GERES KRR FRGEDE AR DO MG | FRAEE AR D —
i) A2 T (F B2
AL (4 AL (d MAC FBAFRIfRICR | FERRGEIREEMREF | Bl P UTHE
OFENESND F | HEE 2 EEH
T O & B *S

UL — = xtg4t
X
24 F 3 v VLAN T— ROBETT,
%2
KIBIEDLID L, 22— PFRILDOEREZFF> TWDHIREETT, ZORBEDOELIHARKD MAC 7 R A
m,&4%\yai/hjkLTNMC7BVXT—7wr§ﬁLi¢Oﬁ%%iyﬁxybU@ﬁ
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BIEEHRRERIL, B0 EBEEHEEMICMACT RLADZ =0 7% A4 L7 v OB INE
hE9,

X3
a7 4 7 L—3 3 a3~ K mac-authentication auth-interval-timer DX EfE T9
%4

2> 7 4 7 b— 3 3w K dotlx timeout quiet-period D% EE T,

12.1.6 FREEEAImAR D HR— FEFEE)

PRREE AN AR — NEBE L2GEIC OV T, 153 LA P 2iliEkEoEE] 223 L TR
U,

12.1.7 BEPRES LUV T7HO bOTDERT

ST ATy TRAEDRIAEKEE, BLOT I U bu 73RO FETERRLET,
° -7/1/?2 T TRIEDO IR
M == > R show authentication multi-step T, ~/LF A7 v FHFEORFEARIEEZ MAC 7 K L A BT
FRLET,
o THV IR
FRAEDEA 2~ KT, ThHy v halw#FRLET,
IEEE802.1X
show dotlx logging
Web 787
show web-authentication logging
MAC 727

show mac-authentication logging

1218 TILFRT v TRIEABDIESEIE
(1) RADIUS B ® Filter-Id DB FEIZDNT

o — IR RADIUS $—/ 30 Filter-Id D% E TlE, ROEICEBE LT EE0,

Filter-Id J& 1%, IEEES02.1X OFBFEmAROBESIR CHAEMA LE9 GEMIX 6.1 IEEES02.1X OE | @
(% 6-4 FRRECHHT2EMSL (2D 3 Access-Accept) |, BLO 1629 FREEmAOHBIERIR] 25
LT 7Z&W), IEBE802.1X THE9 5 RADIUS ¥— 3T, v /LF A7 v VRAECHERAT 57 ¥ A b5
FILASh % Filter-1d BYEIZERE L7256 13, AR OBUBHIRNEIEL £7,

@ ILFRT v IREORIERHRIZONT
a7 4 7 L—3 3 »a~ 2 K authentication max-user Cax & L 72 i alF 2 HIfR 1L, = — YV RBEAED R %)
LCHEHLET,

(3) RIVFARATY jn.unIEﬁ‘;ﬁ?‘)Jf&'{kM'C7)[/7’17"J jnu..\niEa) E%%Eif:[iﬁ“
B9 HIGZEDIE

VIVTF AT TRIAENEN AR — T, a7 47 L—3 3 a3~ K authentication multi-step T dotlx %
E L TV DIREET, authentication multi-step =T~ > N @Eﬁﬁf%’%{ﬁit THIRT 284, 24— Mot
LCar7 47 b—varavy Rshutdown %7 LT, #H =2~ 2 K clear dotlx auth-state, clear web-

authentication auth-state, ¥ 721X clear mac-authentication auth-state CHiRK O FRFEIRRE 2 7R U CRAGES A 23 82
BESNTWRVIRIBIZL7Zd &, K60 BOMREZ SN THba~vy FEFTLTIESN, £O%, 4
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(4)

R—RMIXLTar 747 L— g3~y Rnoshutdown ZFE(T L TLZ &N,

703, FREMR ARG S AU TV A REE T authentication multi-step =~ > FOREE L L E72ITHIBR L7285 E
X, @GOFIECHEST, HHLTHDFTNTO LA Y 2EAEDRIET 7 7T AL L2MAC EE T 1 7T 4
ZEEEBLTIZIN,

TLFRTY TRANEDGRECRHRIATO IS LEBEHTHBEDIE

a7 47 b—3 3 a2 K authentication multi-step FEE SNV TNDA U X T = —ANFET D & X
WAL v 7T LEBETT 5561, UTOIRFCTHRIEY n 7 7 252 BEH LTI EZEn, o, HHL
TWRWRIET 1 7T AOFEBIRETTN, L2MACEH Y 177 AMILTHEE L TI7EE,

1. WebiBRE7' v 2 J A& FiLHE) (B 2~ | restart web-authentication % 5£1T)

2. IEEE802.1X 7'm 7' A& FHE) (EMH =<2 N restart dotlx % %EAT)

3. MACRGEZ v/ 7 L& HLH) (ERH =~ K restart mac-authentication % JZ1T)
4. L2MACEH v /T A% HiLE) (EH =~ K restart vlan mac-manager % 5217)
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12 TILFRTFTy TEE

12.2 a= Y KHAA K

1221w K—&
TNF ATy TRIEOa Ly T S —aravy F—EBE2RORITRELET,

® 124 aA2J747L—Yarvavrk—

av Y R4 Bl

authentication multi-step A= NMIZ VT AT v TREEERELET,

V/V%x%‘y7muuﬂ5® HH=a~ ]‘éﬁk%{j\'@% _/Tbi‘?”

x 125 ERaOvYYK—E

av R4 BA

gE-EI:I

show authentication multi-step STNF ATy TRAER— N ORI ARIERE, A F T 2= AT
LICRRLET,

12.2.2 EE VLAN E— FDHTF
[f 7 VLAN & — R X B~ /VTF AT v TRBHEDORE B 2 R OB R LE T,

K 12-2 EE VLAN E—FIZ&BTILFR Ty TERIEDERH

IP7 FLREH ————@

REE

SRR VLAN
' (VLAN 20) ;

_______________

ZOBITIE, PC &7 v HER—DIAR VT AT v FFGEAR— MR L, PCII~LVTF AT v 7 Gk
(MAC F8FE & IEEE802.1X) %, U U XX v 7 ViBiE (MACRGE) # LEd, vk, PCEL7 VU ¥
DIP 7 R L AL DHCP — 6B LEJ,

[(BREDRA > ]
:@'fﬁjf , it uEXT%j‘ N /k ;T’?FIEE if Hﬂi—’]\/jﬁ’y
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e VLAN ORE

o FWFEHRDORE

o T/ EAR—T L& VLAN O E

o UiKGEE (MAC #GE) DRRE

e = —3FE (IEEES02.1X) DF%/E
o VIF AT v IRFEAR— b DORE
o BFEEHEMIPVA 77 AY A FDOFHRIE

% D, IEEE802.1X | z%fm&ﬂzi 7 1EEE802.1X OF%E LM | %, MAC kI LB R EIT
r11 MAC muuﬂz@ @ﬂqj %z/gﬁﬁb‘(‘< fiéb\o

[av Y FIZKkBEE]

1. (config)# vlan 20
(config—vlan)# exit
REEOHI#% CTiBfE3 5 VLAN20 23 E L £,

2. (config)# aaa authentication dotlx default group radius
(config)# aaa authentication mac—authentication default group radius
IEEE802.1X & MAC #BREDFFES T, RADIUS FBAEE#XE L7,

3. (config)# interface gigabitethernet 1/0/1
(config-if)# switchport mode access

(config-if)# switchport access vlan 20
— MU0 EZT7EAR—MELTHELET, £/, 77 EBAFR— NI VLAN20 ZHELET,

4. (config-if)# mac—authentication port
(config-if)# dotlx port—control auto
(config-if)# dotlx multiple—authentication
(config-if)# dotlx supplicant—detection auto
(config-if)# authentication multi-step
A— b 1/0/1 12 MAC 383E, IEEE802.1X, ~/VF AT v 7k (2 — AT Al A7 v a e l) &%
ELET,

5. (config-if)# authentication ip access—group L2-AUTH
(config-if)# authentication arp-relay
(config—if)# exit
A= B 10112, FFERIO PC TV U AN DT7 L— AT D8GEHH IPv4 77 2 AU A M EHRE
LET, o, RAEARAN SO ARP 7 L — APk Z3RE L7,

6. (config)#t ip access—list extended L2-AUTH
(config—ext—nacl)# permit udp any any eq bootps
(config—ext-nacl)# exit
FOAERTIZ DHCP $— 335 1P 7 R L A2 BfGT 5 728, FRAERTD PC & 7Y #7360 DHCP 7 L —
lA%mm)@$%%%ﬂ#éw£E%WMT7tXJXF%&EL&TO

1223 54+ 3 v %5 VLAN E— FE&TE
HAF w7 VLAN T— NIZ XL B~ NVT AT v TRGEOERG 2 IR ORINR L E T,
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B 123 #4F 2949 VLAN E—RIZKBTILFRT v TREDOHERSGI

RADIUSH—/N\ DHCPH—/3

L3R A v F 15 & |

IP7 FLAR IP7 KLR o
i) ® il

#HEa1—4 #Hea1—v
EREERITVLAN FREE&VLAN SREERVLAN
(VLAN 20) (VLAN 30) (VLAN 40)

ZOBITIE, FA =% (PC) LHEBE=—3 (PC) 22— WG AT > 2 VR — MoEER L ET.
/72 bnﬂfi D= YRR A AT Y g A K DEREE (MAC F8GE (BRRFEGE) (TR, Web #%GE (=
PREIFE) ) 21TV, FRAERE) CREAEE VLAN (VLAN30) ~PoExES, HE—FEIATFRAT v
FFE (MAC 23 & Web #23E) CTRBFEL £ 928, MAC BIEDFRAFK T CilaE#% VLAN (VLAN 40) ~]0
B2 ET,
2B, FAM2—FE, MAC BIEDFRAFLIELIC Web 5RFEE A D72, FRFERT VLAN T DHCP H—/
MHIP T RFUAZEELET2, 82— MAC BBAFORBIERIIZIC Web sBFE AR D 728, RaEk
® VLAN T DHCP % — "5 1P 7 L AZESE L £,
[(BREDRA > ]
ZOBITIE, AR A— MIRIRTHEEZRELET,

® MAC VLAN % & ¢4 VLAN OF%E
o FHAESFRXOEE
® MACHA— bk &XAT 47 VLAN O IE

1|

[ ] Jﬁ'ﬁj{muu (MAC g ) ODEEH/?E
[ ] :L\—"v-u‘u uIE (Web G uiE) 0)41“—'—»
o VAT AT v TFRIAER— FORE (2—VRIHFIA T 2 VFH)

[ ] nmuﬂzg)zﬁ 1Pv4 77'12%)% ]\ODE&H}E’
Z DM, Web FBREIZLERFREIL (9 Web FBREORE L iEH ), MAC FRREICSLERREIL M1
MAC FBREDEE #EH | 2SR L T E S0,

[3< 2 FIZ&kBERE]

1. (config)# vlan 30 mac-based
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L

@

el

(config-vlan)# exit

(config)# vlan 40 mac-based

(config—vlan)# exit

VLANID 30 & 40 {2 MAC VLAN Z& & L£7, (RADIUS #— 3702 Hil M S HE8GE% VLAN & [F U
VLANID #f%¢E L £7,)

(config)#t vlan 20
(config-vlan)# exit
VLANID 20 #8%E L £ 77
(config)# aaa authentication mac—authentication default group radius
(config)# aaa authentication web—authentication default group radius
MAC FRGiE & Web FRFEDFRFES T RADIUS FBREA R E L £ 7,
(config)# interface gigabitethernet 0/1
(config-if)# switchport mode mac—vlan
(config-if)# switchport mac native vlan 20
R—F01%MACK—FE LTRELET, 72, MACKR—FDXA T 17 VLAN20 (GERER]
VLAN) Z@ELET,
(config-if)# web—authentication port
(config—if)# mac—authentication port
(config-if)# authentication multi—step permissive
(config-if)# exit
A— bk 0/1 12 Web iBFE, MAC &Gk, ~AT AT v FREE (2 —VREFFIA T a VF) ZRELE
7
(config-if)# authentication ip access—group L2-AUTH
(config-if)# authentication arp-relay
(config-if)# exit
AN— b 0/1 IZRBREA T AR 22D D7 L— DT DRBREFEM IPvA 7 7 B 2 Y 2 M ERELET, F7Z,
FRRERTHER2 50 ARP 7 L— Ak E L E T,
(config)#t ip access—1list extended L2-AUTH
(config—ext-nacl)# permit udp any any eq bootps
(config—ext—nacl)# exit
FAREATA A 5 D DHCP 7 L— XA (bootps) DHkAFF I 2585 H IPvd 7 78 A U A F & 8%
£
CEEEIE]

«1.

RADIUS Y — 32> 5 E8FERET) (Accept) 215 T, RADIUS BIEICFREE% VLAN fE#A 2 & X0, #%
Y MAC R— FDORAT 4 7 VLAN IR ZINELET, 0 & X, WAIZEE VLAN €— }\U)EAD\EE
BEHURE L THRWET,
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13 DHCP snooping

FAm EXa)T«

DHCP snooping

DHCP snooping 1%, AZ:(E % i@iE 3 % DHCP /X7 v 2B L TR I TV R W
MHEDT I AEHIBRT 2HFET, IPv4d *y NU—Z ZEALET,

Z MFETIL, DHCP snooping DfiFE# & BAIEFFIEIZOWCRIA L E 7,
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13 DHCP snooping

13.1 iz

13.1.1 &
DHCP snooping 1%, AZEEZ@iE3 25 DHCP X7 v MR LT, BEINTOHRWEERNLOT 7 & A
ZHlER 2 BRE T T,

F7, BHEINTORWIEERI SO IPv4 X7 v R EFIRT 28K 7 0 V&2, RIE/R ARP /37~ N & BE
ST HEAFTI v ARPHRELYR—FLTWET,

DHCP snooping X, KOKNZARF L 912 DHCP H—,3% DHCP 27 7 A 7 > N ORITARZEE & o L CTEH
LET,

13-1 DHCP snooping #1Z

DHCPH—/X

LAY3IRA v F
(DHCP') L —)

_ . DHCPY S 4 7 > b+ S8 =N TULVEULDHCPH—/N
DHPZSAT2 b emsncubng®)  (SEShT LG NEE)

(L) [];WWN7vh§%ﬁTéﬁ—h BHREROER (BRR)
<—: 7y FOFEN GB#) <---: N7y DR (EE)
O DAy R X vy bR

ARG MO BRI T N T 4 T T —ERX=R LIV E T,
DHCP snooping TH AR — b I HHREZIRDRITR L E T,

% 13-1 DHCP snooping THR— b3 ke

EH HEREDEIE
DHCP /X7 > N DR « DHCP #— 3205 IP 7 R L 2 2 F A &7~ DHCP 7 5

AT NEERL, WMERERENA VT 4 T T—H
N—RTEH

231



13 DHCP snooping

=

HEEDBE

EE IP T R LA ZE UK DR

CNA T AT TR AR IERE AL T

7\ Bk

NA T 4 T T =B R—= ZDRAF

SR VT o T T B S A DR O FLR )

IFOIE T

DHCP /X7 v h O

EEENTWRWDHCP =350 IP 7 R LA

A 2 ik

CEHEENTWARWDHCP 7 547 " bDIP T K

U A i fik A ik

- MAC 7 R L 2 DM A2 I
- Option82 MOFEFRZ 11k

DHCP /% v kD35 L — MHIFR

CRELIEZIEL— FEBZT DHCP /7 v bk & S

YA T 4 VK

EEENTORWERRNS D IPVA /34 kO ik Z

1k

ARP /X7y N DR

EEENTOVRWERER) S D ARP 2347 v kO HkE

1k

*MAC 7 FLZBIWNIP T RL AL I

ARP Ry h ORZ{F L — MR

CRELIEZIEBEL— FEBAT ARP N v k& B

(1) REYIEK

RAGZAL 9 TFINNA T 4 o T T =B R=ALERLT, ANAA, v F LAMEITNET,

VYA AL FUND A INZAAL v F T,

WA T AT T=EN=ZADORIFL, WRT A NF T %

Tl LET, TOIEDOEEEII~AX AL v T TEEL ET,

13.1.2 DHCP /84 v F DESAR
(1) R— +FDFEH|

DHCP snooping TI&, A— M XROMRPNZHFAL T, DHCP X7 v FEERLET,

® trust "n— b

DHCP # — /S0 — 70 &, B A O R 2 Hefe 3 2 RN — b & trust N— F LIFOE,

® untrust A — k

DHCP 7 A4 7> b &, BH SN TORWEER Z#HET 54— b % untrust 8 — b EFENE T,

DHCP ¥ — 385t L £ A,
A— FOREHZ RO R LET,
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13-2 R— FDER|

g |DHCPH—/x

LA NIRA vF  IL—4E
(DHCP1) L —)

(AL D  trust— b |:| . untrustR— b

oy 7 47 L—v g a< R ip dhep snooping ¢ DHCP snooping Z B ZNZ 45 &, 574/ hTERTO
A— b3 untrust R — 722D £9°, DHCP Y — "~Eefi T 2R — b & trust K— F & LTREL T ES
VY, trust R— ME =7 4 7 L —3 g 22~ K ip dhep snooping trust TREE T £77,

723, DHCP snooping TiE, =27 4 7 L—3i g 2= I ip dhep snooping vlan THE L7~ VLAN % B5
MBIZLET,
(2) WRIFHRDOFEE
UAE RO FE OEEZ R ORISR L ET,
13-3 IWKEBDFE DEEME

DHCPZ S 4 7 > b DHCPH—/x
(m=R) REE

IP7 KL RABRAER

IP7 F L X

IP7 KL RERER

NAUT a2y
T—EA~N—R

(RLBD |:| :untrustR— k

|:| s trust/R— b+
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3)

(@)

(b)

trust ~— h TlE, =15 L7z DHCP +— )b 0 X 7y R ZEEGLL, TP 7 R UADREUG SN =HEIcidnAg
VT AT T AR AR IER AR LET, MM T T T — &«~X~®§ﬁﬁ%i,mmm
MZEERE L7z imR O R E®R T,
untrust N — T, ZEL/ZDHCP 7 7 A T2 b0y REEMRL, IP T R L ADOMEEROSGE
WIS, T o T F—=FR—=2 N LI RIERZHIR L 7,
NA VT4 T T—=E_XN—= 2D, RO ZODOFENRH Y £,
o HAFI vl Rk
DHCP $r— 305 1P 7 R U AREM S & TR L E T,
BENL, AT I v VBRI L o THIRRIFRASRELET,
o AHT 4 vk
a7 47— 3 av Kipsource binding THEER L E 7,
ABT 4 7 BERIE, untrust H— MZEEIP 7 RURAFEFOHMAY— " E 2T 5 & X ICHAL
FT, N UT 4T T AR R EEREAY T 4 v VBT H L THEEEF A TEET,
NA VT 4 T T — B _X— R GET DR ERERORITR L ET,

R 132 NAUT 4T T—ER—=RIZEEFKT HIHKIER

EHH A+ 2y BE% RET 4B
WARD MAC 7 R L2 DHCP 7 547> h® MAC 7 KL & EEIP 7 RLREESMED
MAC 7 KL A
WRDIPT KL Z DHCP — O EA SNTZIP T RLA | EHEIP T KL AZEOHED IP
7T R A

/NN ol VAR
- 1.0.00 ~ 126.255.255.255
- 128.0.0.0 ~ 223.255.255.255

AR TR T 5 VLAN SR AT AR — NEIFZTF vy XA NA—TFOFET S VLAN ID
SR EERT DA — MEE | mKEERT AR — NEEELET vy RxN T N—T RS
=— VR TV T Ko T2 N ERHIBRT D | ==V TR

F COREH

728, DHCP r— "\InbEfFINZ IP T
RLADU — 2B Z#H L E 7,

N VT4 VT T—ER—ADRIE

AT 4T L=va Y OREILL ST, N T T = I RN=ZAORIFE LU EFEBIR O T
T&ET,

NA T4 VT T—ER—ADREDEHIEERY

NA VT QT T—=ER=RA R FT 5121, 27 47 L—3 32~ K ip dhep snooping database url
ERELET,

FEERIREDRBRB SN D DL, ar 74 7 b—v a3 UV TRE SN HZALS BRHG TRTI,
EEAAFLEREETRORE

HEIRABLFBRM &L, N, T o T T = IR AR RO, RFRE O EZ AL E TORBRHT
To WMDENNERGFREE LTHA~EBIBL, A~ 7 LR R THRE LTERELEMRELE
ﬁ—o

o FAFIvIDNRAUT 4V T T —HN—ADKE,, B, £I3HIR
& 27 4 L— 33wl Kipdhep snooping database url FXER; (FRTFIEDETEETe)

e iEf =~ I clear ip dhcp snooping binding FZ1 T
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(€)

(d)

(e)

(4)

FXIALLGHIFMIL, =7 4 7 L—3 3 3~ K ip dhep snooping database write-delay TR & T& %
—a—‘o

INOOREFERE CEI AL LI OZ A ~2BhT 5L, YA~ T EFTHEA~IIEIELEFA, =
DN T 4 T T —F_X—=ADFG, B, FRFHIBRARBELCHL XA ~IXERBLEEA,
(R L EX ARG B & OBREZRORIRLET, 2B, TORTIHIAS VT 4 v I TF—F_—
ASDBERERATFTME L L TOET,

H 13-4 REZELESAAFLRMEDOERK

: ; >
5 4 2Bt BATHT
¢ ¢
T mena T maEna
ﬁfi ﬁ -5 E:‘rfFEﬁ ﬁﬁi ‘F—+F'5 E#FEEl
= MR B8R w5

A —y

INA T4 Dﬁ‘?—?é

REShEREE~N, M2
T4 T—AR—RERTF

NATA VT T—ER—ADRESL

RIFEITIE, WRZ7 7 v aXEY EMCOELLNEBRTEET, RFERITay 747 L—vara
~ > F ip dhcp snooping database url T E L 77,

PRAFR R, ESRBRRORTY M) TT, F7, ROBFEIARMT LEE SNET,
RELENA VT4 VI T—ER-ADER

WIELTeNA T 4 7T =2 _— (%, WEEBRICEC L £, il EEEBRICKROSRT:%
ELL LI L TWDARENRH Y £7,

e 127 ¢ L—3 3 a~< K ipdhep snooping database url TIRIFIEAFHRE SN TV D
o RIS MC OBA, RFELIZT 7 A LD MC BMEASNTND
AB Y HER

NRAVT A TT—=HRXR=R I A RAL y FRITRE SN, BIRORTFEETT XTOA L RNAL v T
WRAFSNET,

BIRII~AZ AL v F ORI EmRLET, YAX AL v FIURGESNTZANA T 4 T T —H_—
AEETLET,

DHCP /Xy FDIKRE
DHCP /3% v MR OB RIS 2k ORI R LET,
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13-5 DHCP /N5 vy FMREDEBFHE

AEE

NA T T T—RAR—=R
BEFEAHDHCPY S 4 7 > b (HXK)
IP7 KLRBHRER

NA VT4 T—AR—=X N T4 N
REBHOHOPY 54 7 > b (55 L DHGP4—/<
IP7 KL RERER

{E38 SN TLVELDHCPH — /N

IP7 KL REEf =

DHCPY S5 4 7 > k (IwR)

VACT k L R FEFRDHCP/ % |~\|—

X
X

Option824¢ ZDHCP/ 4w k

(FLA)) |:| s untrustR— O Sy oo
I:l s trust/R— k X SNy RERE

untrust 78— MIHEHE S 7ZMEK 2 BRI DHCP /37 » b2 L, RIDRTT 72224 LET,

o EHEHEINTWARWDHCP — 5D IP 7 K L AEA &2 #1k
untrust AR — T, B SN TV DHCP 3—323650 DHCP /% v & ZE LT8G, 3415
DHCP "7 v hEBEFELET, ZHUTE-T, FEH I TV DHCP — 150 1P 7 K L AfdAR
IR LET,

o EHEINTWARWDHCP 7 A4 7 hbDIP T KL Az ik
untrust IN— T, A T 4 T T —=HR—=ZARBEDWRNS IP T R U ARIRER, IP T L AH
# % (DHCP DECLINE) %#%(3 L7236, #4795 DHCP N7 > hEFEHELET, ZhicL-
T, DHCP V" — 3025 IP 7 R R &M S TWRWIRR S D IP 7 R L A fif izt UEd,

e MAC 7 KL XDOFEREHIE
untrust 7~ — FC, 31 L7z DHCP /37 v h®DE(E56 MAC 7 R LA (Source MAC Address) &, DHCP
Ny NNDOZ ZAT > box—R7 =77 RLA (chaddr) BN AR—EOEE, %4325 DHCP /N7 v b
FHEZELFET, 2L oT, MAC T FLADFEHEIIELET,

® Option82 OFEFRZ 1k
untrust IN— ~ T, 521§ L7z DHCP /3% v MZ Option82 N5 STV D546, %% 3 5 DHCP /37 v
FEREELET, 2K - T, Option82 OFEHAIIE L E,

13.1.3 DHCP /N4y FDZIEL— FHIFR

DHCP snooping A ZIFIZ, {59 % DHCP N7 > MBI 5 L &, E L7e=/E L — &% 7= DHCP
Ry NEBREFET DHERETT,

ZIFV—hMIar 7 4 7L — 3 3= K ipdhep snooping limit rate TRRE L ET, Ao~ REFHEL

236



13 DHCP snooping

(1)

TWARWEAE, ZEL—MEHIRLETA,
DHCP /"7 v b DFZAE L — MMHIIRIL, REBENZET HTXTO DHCP X7 v FEXHRIZLET,

ZfE b — P &BATDHCP /N7y MIFEEL, EA v ZEREZRRLET, 72720, SNMP E@AITEEL
FHA, B, EHAv JERITEH =~ > K show ip dhcp snooping logging THEFR T £,

B O U EROERIEH

ERAr ERITa 7 4 7= a CTRELIEZE LV — ol Lz & &1, TRt 1~ ok
MWL ET,

D] A X2 b 2B 30 PREINE, L— MEBICK Ty PEBEELTHA XV ML E
Ao

DHCP X7 v v Z{E L — s OiEH v 7R OBREEREEZ R ORI R LET,

K 13-6 DHCP /{4 v FZIEL— FDER OV 1ERD FRERERHE

EE

TSO?L‘H:'( AL REZERLGL

BENT v M
Frv? e ey
P
(Bifiz :pps) i i i
 / ' ! BEAT Y b+
#HRL— k /\’\/\* * Y

//v/ RN

Bl

13.1.4 ImK 7 1 LA

(1)

BE

R T 4 LAY, REEEEZEET D IPvA Ny FEER LT, BEINTORWVIRENS DT 7 & X %l
FR9- 2 HERET9,

iR 7 4 /v Z OBEBE 2 R OIS L E T,
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13-7 HKRT «4ILF DEMEHE
EBFIH—/N

AEE

IP7 K L RBAAT NAYT12T l
T—ER—X
IP7 KL AERAHER —/

i IP7 KL RXE2#
IP7 FL REEHE
IPv4/ 4 |_'*ﬁ§\ ______

L 1

(FLA1) |:| s untrustR— O AL VN N}

I:] s trustiR— k x Ny NEE

MR T A VENE, 3T 4 L — a3 3wl R ip verify source THR— MHEALICRETE £,

(2) IPv4 /N7y FDRE

untrust " — K CIPVA X7y "EZELTZHE, "M UT 40 T T —2_R—2A L DEEMEEHRE L, R
DR THIE, %4 T D IPvd N7y FEFEFELET,
AR T 4 IV H DB R EROKIR LET,

= 13-3 WERIAILEZDBRENR

MR 1 IILAEH IPv4 /X5y k
ZEA VR TT—R Ethernet N 4 P Ay &
R— VLAN ID ZEETXTMACTZ KL | EEETXTIP7FL

2 2

EEITTMAC T R @) O O —

L AT

REETIPT R O O — O

72

EEIT MAC 7 K O O O O

LVAEEETIPT

KL =&

(L) O : xRt — A5
13.1.5 544+ 32v%9 ARP &R&

1) #M=E

HAF I w7 ARP MiflE, AEBZBIET S ARP N7y MEAER LT, FEEINTWARWVEEERN SO
ARP /%47 v DT 7k A ZHIRT HHRE T,

X A4F v/ ARP REOEEME ZROKIITRLET,

238



13 DHCP snooping

13-8 44+ 32y ARP REDHEME
EBFIH—/N

DHCPY S 47> b+ ) DHCPH—/\
(13) ARE

IP7 F L REEfAAT l l
: KA VT4 25
ARP/ N4y | sk x F—HR—2R ARP
i — @ _____ {) Ny b
IP7 KL RAEHAER -
------------ =5
Fhig IP7 FLREf
IP7 KL RE2ftk
ARP/S b _Ia N e
) iz

(FLA)) |:| : untrustR— k O AL AVNN--F

I:l : trustR— b x Ny RRE

(2) R—+roFEhl
X A3 v 7 ARP ## TiX DHCP snooping & [AlEEIZ, R— hZROMERNTHFEL T, ARP N7 v b &
LET,
® trust "n— b
DHCP H— 30— 72 &) [FHEE A O ARE T 58— b & trust K— b EFFOE T,
trust ;R — k TZ{Z L7= ARP X7 v MIEHR L EHE A,
e untrust " — b
DHCP 7 A4 7 ¥ b2 &, BEHENTWRWIRRA T 54— N % untrust A — F EFFOVE T,
DHCP H— N3k L 8 A,

RN— ORI ZIROKIR L ET,
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13-9 KR— FDFES

(FLB)

g |DHCPH—/x

LA NIRA vF  IL—4E
(DHCP1) L —)

D s trustAR— k

I:' :untrustiR— k

oy 7 47 L—v 3 a< s Rip dhep snooping ¢ DHCP snooping Z B ZNZ T 5 &, T 74/ hTERTO
A— b3 untrust R — 722D £9°, DHCP Y — "~Eefi T 2R — b & trust K— F & LTREL T ES
VY, trust R— ME =7 4 7 L —3 g > 3~ K ip arp inspection trust TRY/E T& £77,

B, ¥A4F Iy ARPHAETIE, 27 47 L—3 32~ Kiparp inspection vlan THIE L 72 VLAN
ERERRIZIZ L ET,

WHEOEHTIX, 2747 b—v 3 a<2 Kipdhep snooping trust 33 & O ip arp inspection trust CH&E T
HAR— e —HIHDHLEBEOLET,

(3) ARP /7y FDEAKE

untrust " — R T, ARP N7 hEZFELIHEE, "M T AV I T—F_X—ALOBEAEEHRAEL, X

FROIMARTHILL, %4 T 2D ARP Ny MEFEELET,

EARBEORANRZIROFITRLET,

& 13-4 EFARBEOBRENR

ARP#Ejl | ZfEA 2 TI—R ARP /85 b
R—k VLAN ID Ethernet N & ARP Ny &
585 MAC EETT EET EExT | BEMAC | 3EEIP
7 RELR MAC 7 F MAC 7 F IP7 K 7 RLR 7 ERL
LA LR LR A
Request O O - — O O -
Reply O O - — O O -
(LB O - Mfits  — @ A4t
(4) ARP /N7y kDA T a3 UBE
untrust IR — R C, ZfF L7 ARP /X7 v NNOT —X DFEEHEEREL £,
T a UL, 37 4 7 L—31 3 3= Kiparp inspection validate TEXE L £,
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(@ #EIETT MAC 7 FLRARE (src-mac RE)

LAY 2~y XIZEENDHIEETMAC 7 KA (Source MAC) &, ARP ~» ZIZ& Fh 5455 MAC
7 KL A (Sender MAC Address) NEl—THdHZ LMt LE T,

ARP Request 33 TN ARP Reply Ofifi 52kt L THREL 7,

EfFIEMAC 7 R L AREDORENREROERITRLET,

£ 13-5 ZEETMAC 7 FLRAREDREXZR
ARP 3 ZEAFTI—R ARP /845y |
R—k VLAN ID Ethernet Ny & ARP ANy &
585 MAC EET EET #EIET | 5E%K MAC | %Xk IP
7ELR | MAC7FE | MAC7FE | IP7K | ZRLR | 7KL
LR LR LR 2
Request - — — O O — — _
Reply — — — O O — — —
U O : Mtxts  — : At
(b) %E%E MAC 7 KL RRE (dst-mac iRE)
LAY 2~y XIZEENDFEH MAC 7 K LA (Destination MAC) &, ARP ~» ZIZE 5565 MAC
7 RL A (Target MAC Address) 23— TohoH I L aMmAELET,
ARPReply |23 L CTHEITME L £7,
585 MAC 7 R L ARBEDOREN G 2 ROFRITR LET,
% 13-6 %%k MAC 7 FLAREDREXR
ARP &3l ZEAVATI—R ARP /N7y b
R— bk VLAN ID Ethernet N v & ARP Ny &
585 MAC EET EET #EET | 5EEMAC | FEEIP
7ELR | MACZK | MACZK | IP7F | ZRLR | 7KL
LR LR LR 3
Request - - - - - - - -
Reply — — O — — — O —
ULl O : mdExtg  — : RAgst

(c) IP7RLABRE (pH&RE)
ARP ~ v FIZEEND5E IP 7 F LA (Target IP Address) 23KRICARTHREANTH L Z L 2RELET,
e 1.00.0 ~ 126.255255.255

® 128.0.0.0 ~ 223.255.255.255

ARP Reply IZ%f L CTHEIFMRAEL 7,
IP7 KL AREBEORENREZROFIRLET,

% 13-7 IP7 FLARBEDOREXNR
ARP FE 3 REAFTI—R ARP /85 b
R— bk VLAN ID Ethernet Ny & ARP ANy &
585 MAC EETT EETT *{ET | %ESE MAC | FEE IP
7 ELR MAC7K | MAC7FK | IP7F 7 LR 7 KL
LR LR LR 2
Request — — - — - — — —

241



13 DHCP snooping

ARP &7 ZEA A3 T—R ARP /34w |+
R—k VLAN ID Ethernet Ny & ARP ANy &
3845 MAC EETT EETT EET | %E5E MAC | FEEIP
ZELR | MACZE | MACZEK | IP7FK | ZKRLZR 7KL
L& LR LR 3
Reply - - - — — — — O
(L) O : XS — . ExXSGH

13.1.6 ARP /847 v FDZIEL— FHIFR

(1)

2 AF v 7 ARP REARFIZ,
ARP /37y N BEIET D ERBETT,

ZEL—hIar 747 L—3 3 a3~ Kiparp inspection limit rate THRETX ET, Ka~vr REHRE
LTWRWEEIE, ZELV—FEHIRBLET A,

ARP /37 v b DFAF L — MR, ABEENZET DT NTD ARP X7 v bEHBUIZLET,

ZEL— FEBAT ARP X7y MIBEFEL, EM e ZERABRILET, 72720, SNMPBAILAE L E
A, 28, EAR ZIERITER =2~ K show ip dhep snooping logging CHEF T £97,

ER OV EROIFEIRER S
EA T SR ORREREEE, DHCP /7 v b D%(E L — MR & [FEE T,

BEEERRIC OV CiE, T13.1.3 DHCP N7 v hOZfEL— IR (1) EHAr 7{EHROFIEE ] #5MH
LTL7Z&EW,

ZETHARP Ny NEEMRTAHLE, RELEZELV— 2B

13.1.7 DHCP snooping {# DX EEI1E

(1)

(2)

(3)

(4)

LAV2RA Yy FiREE DT

layv7 471 —varbHA4 K Vol
LTLEEW,

LAY 2B EDHE
LA ¥ 23L& fERE L DILTFE] 2B L CTL7Z&0,

IEIERAIPVA 7O R X FERERDER
DHCP snooping & LM IPv4 7 7 £ 2 U 2 MPIAFT 2454, REEHEHIPVE T 7 BEA VA DT 4 V4
Az 7 e b3 V£ F5 bootps E7-1d bootpe D EBL LN EFHELTH, ZDIEND T 1)V H I BF
72<, bootps 3 L W bootpc DT D/ > b & Fi# L ET,

NADT AT T—RAR—RADRFLERTIZONT

e 227 ¢ L—3 3 ra~< K ipdhep snooping database url 235 E STV 72V (MIHNRAE) HE, N
AT AT T—=HR=AIMRIEFESINFE A, BEEAFILELIIHEES T L BRBREON T 4T
T =B R—2FEEEND 720, DHCP 7 74 7 v R BITBE T2 2 £, B T&<{ ko
I EIE, DHCP 7 747 2 MUTTIP 7 R L A2tk KO L TS 2 &, X, Windows O
Bty, A~y R7mr 7 b)h ipeonfig /release 31T L72& &1, ipconfig /renew % E1T L £ 7,
IS E ST, NA T o T = I N R TIARIF A RS S 4L, DHCP 7 74 7 hpbi@fET
DL FT,

o ¥ o5xhUdH5H, DHCP — "D Y — AW &0l T Lz P VIidE TS E A, AT
AT T=ER=2ARRESINEH L, EEOEILATE T ITHEBDRNCAOREL LR T H &, HiF

243 LA Y2 AL v FHERE L MMREDITFIZ OV T) 25
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(5)

(6)

(7)

(8)

(9)

DORIBGICNAA VT 4 T T —ER=ZARELLELEINR2NZERH Y 7,

e 1 7 ¢4/ —ara~vy Ripsourcebinding TRAZ 7 4 v 7Bk LIz MUK, RE—FT v
a7 47—y a s TS NET,

o NAUT 4T T —HER—ZADRIFHE MCIZ L7chG1E, EEOEBIZROEEIZT 77 MRFRE
D ETMC ZENPRNTLTEINY,

DHCP /N7y FDZ{EL— FHIRIZDWNT

DHCP /37 v b DO&A5 L — MBI L OVARP 237 v b OZAGE L— MHIRNIAFT B354, DHCP /37 v b
L ARP 7y FDZEL— 2R LIETEHRLET,

A4+ 3y ARPBEIZDWNT

o XA FI v/ ARP AL, WRITTRTar 7471 —2 a2/ ELT, "M T Ao T TF—H_N—2
DERENTND Z EBMETT,

® ip dhcp snooping
® ip dhcp snooping vlan
® ipsource binding TN LT 4 VI T—HRXR—RAZAFT 4 v IV BEFEINTZ L R A F Iy 7
ARP A DX G L7020 7,
ARP /X7y FDEIEL— MIRIZDINT
ARP /37y b DZAZ L— MIBRIS KOYDHCP /37 v b D515 L — MR AT 2456, ARP /N7y b L
DHCP /\/7/ }\0) 'fl:l L= }\;2 E+L/7L_1§( *ﬁbi'ﬁ”
MR T 4 ILE DIEFHIZDONT

R 7 4 W DINESFMEEBZTHDHEE, MU T 4o T T —ZR=A IR SN E T2, Sk ~7 «
JVE DBGRIZRB L FET, BERZKRM LT FA T v "B, T 4 VT F— 2 R—= 2R ENTW S
M, WR7 4 VA ICHBICIIREINEE A,

R T 4 IV H DGR, RIEEDOASAL T 4 T T = R=ZANSE 0o AN L5 &, BEEN
WEETY, HlziE, ROFIEEZFEKL T ZEW,

1. ARERARAL T 47y Y ZHIERT S (IESRME 2 25 .
2. BERELIEWI IAT U RT, T RLAZWSTZAMEBKT D (DHCP H— N2V U — R Z@H9 %),
3. HBELEZWIIAT LT, T RLVADHWHLEZERT S,

BERBLIUBRETELVLIL—LIZDT

WITRTHEREZFRE L72AR— MG, VLANTag 7 4 —/LV RREEH Y VLANID 30 THDLHDEFTe
m%m7v~A%,%mLummw%ﬁ®7v~Aﬁ,wMHHﬁwm~wﬁ@7u~A%§Ebkﬁ
B, ZY T LMK L TERB LORESIEE T, PHENET, ZYU 7 L —LZERTDHICE, =
V7 47— 3 aw s R switchport validation Z 5% E L TL 7230,

e DHCP /37 v OB KOs
o KT 4K
o X AF3I v/ ARP R
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13.2 a<>

13.21 a7 K—%&

DHCP snooping P> 7 4 7 L—avavwy F—EBEROKITRLET,

A4 K

£ 138 avI744JL—Yaravyk—

avy R4

B

ip arp inspection limit rate

ARIEEED ARP X > FOZEL— MERELET,

ip arp inspection trust

HAF I v 7 ARP A IR # DR L e 2R — b &
HELET,

ip arp inspection validate

FAFIv 7 ARPIREDA TV a VIREEZRELET,

ip arp inspection vlan XA FI v/ ARPIREL T 5 VLAN ZREL £,
ip dhcp snooping DHCP snooping % A ZNZi%E L £ 7,
ip dhep snooping database url NA VT AT T — R R—2ADRIF AR ELE T,

ip dhcp snooping database write-delay

INA T 4 T T =R 2RO E X AL I & 5%
ELET,

ip dhcp snooping information option allow-
untrusted

DHCP /34 | Option82 DFEFMA & IR E L £,

ip dhcp snooping limit rate

AREEE D DHCP X7 FOZfE L — MHlBRZZRE L £,

ip dhcp snooping logging enable

BEr 70 syslog — S ~DHHEBRELET,

ip dhcp snooping loglevel

En 7 Ayt —V TR T2A v =V LV EREL
j—O

ip dhcp snooping trust

DHCP snooping CEfH#E A DR & Hefgi 3 5 R — M &R E L £
j—O

ip dhcp snooping verify mac-address

DHCP /X% > D MAC 7 RL ZDFERRE A IR E L
j—o

ip dhcp snooping vlan

DHCP snooping Zffi 142 VLAN 2% E L £7,

ip source binding

BEIP T FLAEEFOUEKENA VT 4 T T — X _X—R|T
L £,

ip verify source

IR 4 NWF T DR — b ERELET,

DHCP snooping D 2~ F—E A2 RORITRLET,

% 139 ERHavY k—

avy R4&

Bl

show ip dhcp snooping binding

AT AT T —=ER=2AERERTLET,

clear ip dhcp snooping binding

NA VT AT T—H_R—=AERE 7 VT LET,

show ip dhcp snooping statistics

Wtz R LET,

clear ip dhcp snooping statistics

wattEmae s V7 LET,

show ip arp inspection statistics

K4 F32 v s ARP BEOREHERE o1 LE T

clear ip arp inspection statistics

AT v/ ARP BEDHEEREZ 7 U7 LET,

show ip dhcp snooping logging

TR LATRRLTNSR I Ay —VaFRLET,

clear ip dhcp snooping logging

TR LATHRRLTNWDSR I Ay =% 7 VT LET,

restart dhcp snooping

Tur T LR LET,

dump protocols dhcp snooping

T T ATHERL TV v 7 RWEE#RE 7 7 A /L ~H)
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av Y R4 Bl

LET,

13.2.2 EREFE
DHCP snooping % {# f 32 72 DR 72 R EIZ DWW TP L E T,
DHCP snooping D EEARR 8RB 2 R ORI LE T,

13-10 DHCP snooping M & AR 75 48 A 51

DHCPH— /3 EPH—\

LA Y3RAyF/IL—4

(DHCP') L—)
L 1/0/5
1 1/0/1

VLAN 2

DHCPY S 4 72 +
(FLA) |:| trustriR— b I:I s untrust/R— k

(1) DHCP snooping DEXIERE
[(BREDRA > K]
#Ei& L L C DHCP snooping #7202 L, & 51{Z DHCP snooping % A #5235 VLAN 2% € L7,
[A7 > FIZ&kBE&RE]
1. (config)# ip dhcp snooping
451 & L C? DHCP snooping Z AN LET,
2. (config)# vlan 2
(config-vlan)# exit
(config)# ip dhcp snooping vlan 2
VLAN ID 2 T DHCP snooping Z ANZ L £ T, A=~ REZHEE L7\ VLAN T3 DHCP snooping 3
;MELEEA,

3. (config)# interface gigabitethernet 1/0/1
(config-if)# switchport mode access
(config-if)# switchport access vlan 2
(config-if)# exit
RN—F 101 %ZT 7 8AR—FEL, A—F 1/0/1 2’FT/ET %5 VLAN & LT VLANID2 &% EL E
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—a’_‘O

(2) DHCP snooping M trust R— kDX TE

[BREDKRA > F]
DHCP - — Z#+ 5A— b (1% 13-10 DHCP snooping D EEARIZR2KERH]] TIXLA ¥ 3 AA
F = LT AAR— ) Htust h—hFELTRELET,

[a7 Y FIZkBEFE]

1. (config)# interface gigabitethernet 1/0/5
(config-if)# ip dhcp snooping trust
(config-if)# switchport mode access
(config-if)# switchport access vlan 2
(config-if)# exit
A—F10/5 % trust "— FE L TCHRELET, TDIENDOFR— MIuntrust R— k&2 F9, £z,
R—M 105 %ET 7 EAR—KEL, B—b 1/0/5 0878+ 5 VLAN & LT VLANID2 Z#% & L ¥
j_o

(B) A UT 1 VT F—E R—RADREEDRE
(@ RNBEISYYa1rEVIZRETZEA
[(SBREDRA > +]
NA VT AT T —FRXR—=ADRFRIINE T T v v a2 AE V2R ELET,
[a< Y RIZkBEHRE]
1. (config)# ip dhcp snooping database url flash
BRIFEE L TR 7 v v a AT AR ELET,
(b) MC IZREFET HEE
[(BREDRA > k]

NA T4 T T =B N=ZAORIFFRITMC ZBELET. MC OBEIIRGFT 27 7 A VA ZRIE
TEET,

[a7 Y FIZ&BEE]

1. (config)# ip dhcp snooping database url mc dhcpsn—db
RAFEE LTMC, BLORFET D77 A4 & LT dhepsn-db 3% E LE T,

CEEEIE]

RAIFEZ MCIZT 2BA1%, REBOAEY I— K20y MZIMC 2 AL TBWTLEEWN, £
72, MCIEZ7 7 7% Z8mE THHEZE0,

4) NATAVITT—ER—ADREEANDEERAHFELREDRE
[(BREDRA > ]
WA LT 4 T T = IR ADRAFIEADEZABFF DR &2 E L £
[A7 > FIZ&kBE&RE]
1. (config)# ip dhcp snooping database write—delay 3600
RO ENDPEREREL LT, REFEZBAT 2 E TORFHZ 3600 B E LET,
o XATIVvIDNA VT 4T T —HXX—ADKE, TH, B ILOHIBREE
e 7 ¢ L — 3~ K ipdhep snooping database url X ERF (FRIFILOEE A ETr)

e iEf =~ I clear ip dhcp snooping binding FZ1 T
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CEEEE]
IRBIDRAFRIEN DA =~ o FTRRAE LIRS EANC K S v E

13.2.3 DHCP /37y FDZ{E L — FHIR
DHCP /X7 v FDEAE L — MR AT 5720 DFREIZHOWTHH L E T,
[(BREDRA > K]
ARIEE BRI H3Z{E9 5 DHCP /37 v hOZEL— b &R ELET,
[ FIZkBERE]
1. (config)# ip dhcp snooping limit rate 50
AREEBOZFEL— & 50 X7y MNPICRELET,

13.2.4 ¥R T 4 L3
iR T A NE BT D0 DOREICOWVTHRPALET,
[BREDRA > +]
DHCP 7 A 7 ¥ bt 2R — MR 7 4 VH EHRELET,
[a7 2 FIZKBEFE]
1. (config)# interface gigabitethernet 1/0/1
(config-if)# ip verify source port—security
(config-if)# exit
A= VO/LITEEILIP 7 RLURALIEEILMAC T RLAERGKR T 4 VAR L T DMK T 4 V2 %
BRELET,
CEEEIE]
trust R— hCar 747 L—ara~y Ripverifysource 2~ REHRELTH, MWAk7 4 /LHIL
WA C9, F7=, DHCP snooping HZIfIX, =7 4 7' L—3 g a~< 2 K ip dhep snooping vlan Ti%
E STV VLAN THIRKR 7 4 VEZRENE D ETOTEEL TS,

13.25 544+ 32v%9 ARP &RE&E
HAFT v ARPBRELZMERAT H72DDORTEIZHOWTHHAL EI,

(1) HEAEREHE
[BREDRA > k]
HAF v/ ARP REDIEAMREZ AT 5 VLAN ZBEL £ T,
[A7 > FIZ&kBE&RE]
1. (config)# ip arp inspection vlan 2
VLANID2 254 F X v 27 ARPREDKBIIHRE L ET, A3~ FEfE LRV VLAN TIEZ A
72 v 7 ARP REIIEIEL EHA.
CEEFIE]
e V7 ¢ L— 3 ra~<y K ipdhep snooping vlan TEXE L T 5 VLANID #fEL T Z X
[N
o Kaw  REHRELLELAIE, a7 427 b — a3 a~< Ripsource binding THEk L7231 >
T TT—=ERXR=20xT "), ¥A4F 37 ARPREDOG LY £,
o Ravwr  REBRELZ VLANIZHIR L TWAR—MIXLT, 2747 b—varavr Kip
arp inspection trust 2 F%7E L7 A1E, TOR— MIFX AT I v 7 ARP REDOXGSL L7220 £7,
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(2) trust R— b DERTE
[(BREDRA > ]
DHCP — 28t T 2 A — b & trust R — M & LTRELET,
[O< Y FIZKBEEE]

1. (config)# interface gigabitethernet 1/0/5

(config-if)# ip arp inspection trust

(config-if)# exit

A= 105 % trust R— M & LTRELET, TDIENDOR— FT untrust N— ~ & 720 E9,
GEEEIE]

Ao~ REHRELFER—FTIE, 473 v 27 ARP BEOHAE NS VLAN ICFTRE LTV T, &
AF v 7 ARP REDORGH L 720 £,
B) AT avKEEDEKE

[(BREDRA > k]
KREBEBOXAF I w7 ARPBREDA 7V a Uit s L TEEIL MAC 7 F L ABE (src-mac 7)) %
MR ELET,

[a7 Y RIZ&LBHE]

1. (config)# ip arp inspection validate src—mac

F T g L L TEETTMAC 7 FLAMAE (sre-mac i) #HANCRELET,

13.2.6 ARP /N7y F D48 L— MR
ARP X7y b OZAZ L — MRREZ T2 720 OREICHOWVTHBII L E T,
[BREDARA 2 H]
KEEBENRZIET D ARP Xy NOZEL— MERELET,
[a< Y FIckBEE]
1. (config)# ip arp inspection limit rate 100
ARIEBOZIF L — & 100 7 v MNICERELET,

ZEX AE

1327BEIP7 FLRZE DInKRZEHRE LGS
BEEIP 7 L AR OMKEEH T 5B OREICOWTHHALET,
BT IP 7 R LR EEFOuR 28 L7 58 OB 2 Rk ORKNR LET,
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13-11 EE IP 7 KL R ZHF DR &k L 1= 58 D&

DHCPH—/3 ERFH—/\

LAXNIRA Y F/IL—4
(DHCP) L—)

L /05

1/0/1

]
‘—‘—‘ VLAN 2

LAN2RA yF/NT

IP7 FLA :192.168.100. 22
MACT K LR : 0012. e2ff. 2222

DHCPY S 47 2+ EEIPT KL R EH DR

(FL51) I:I trust/R— k |:| :untrust7R—

DHCP snooping D%, 11322 FARIE] LRERTY, AFITIE, EEIP T FLRafFoumks
untrust H— MCBHET B 720, S VT 4 2 ST AN A P T R LR EHEOMKD RS T 4 v
BERDI VB TT,
[BREDRA > k]
BEEIP T RLUAZFFOMKOIMANERE, AT A4 T T—FRX—RIAET 4 v I B LET,
[37 Y FIZLBERE]
1. (config)# ip source binding 0012. e2ff. 2222 vlan 2 192.168. 100. 22 interface gigabitethernet
1/0/1

IARD MAC 7 R LA, SERMAFTET %S VLAN (VLANID), MRODIP 7 FL A, 3 L OMGRN G
ENTVWDLR— ETE, "M UT AT T=IN—RCRELET,

13.2.8 KEEDETIZDHCP U L—h#Ef =158
ARIEEDOE FIZDHCP UV L — %24 L7cha, REETZy M EHFHTEXALICRELET,
AREEE O TIZ DHCP VU L— %8t L 7= 358 O ARSI 2 R ORI R LE T,
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B 13-12 AREBEDOBE TIZ DHCP V) L— %6 L =188 DR 5

DHCP+— P —/

— 1/0/1

VLAN 2

& IP7 KL :192.168.100. 33
LAX3ZA v F/ J—4& MACY kL R : 0012. e2ff. 3333

(DHCPY) L—)

DHCPY S 14 7> +
(AL |:| s trust/R— k |:| :untrust/R— k

A& D DHCP snooping 58X &1L, 113.22 FEARRE], 1324 WiK7 44 ], BELO 11325 HAF3
v 7 ARP i) E[RERTT,

A TIE, FOEETIEDHCP 7 54 7> +76HD DHCP 27 v B LN IPvA 7 v Rk Tx 4
ho £, VAX3IAL F A —ZNED ARP X7 v FHHFECTE EH A,

Ny MRS 572 0I12iE, AEE T DHCP Ny NOFRETFR T HRE, IPv4 2T M OHEEFT
AT AHRE, BLOARP X7y hOHMETFAI T HRENLETT,

(1) DHCP /X7y bk ZEFr 9 HE%E

(2)

[BREDKRA > K]
DHCP 7 7 A4 7 v kD8 M, VA ¥ 3 AL vF N—% (DHCP VY L —) 2L ->TEET
MAC 7 RLAREEZHZ 5N TWA72%, DHCP N7 v F®D MAC 7 R L ZFERRBE 2 BRI E L
7,

[a7 Y RIZ&LBERE]

1. (config)# no ip dhcp snooping verify mac—address
untrust " — D MAC 7 K U AFEFRRAE 2 BN E L E T,

CEEEIE]
Ka<= o RRRESNTORWIEEES, MAC T FL RFEMBE AT 572, untrust "— K2 DHCP U
L—E B CE A,

IPv4 /N7y b DR ZEEFRI T HERE

[(SREDRA > k]
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DHCP 7 A4 7> "Dy MM, VA V3 AL vF, N—% (DHCP VU L—) (2L - TEEx
MAC 7 RLANEEXHRZ SN TNDHTED, WRT7 A NVFRECEETLIP 7 RLARETEZRELE
7

[av Y FIZKkBEE]

1. (config)# interface gigabitethernet 1/0/1
(config-if)# ip verify source
(config-if)# exit
A—=h VI, MR ANZFMEELTHEEILIP T RVAETEHRELET,

(3) ARP /N4y FDH#MZEFHFRI T HERTE
ARP X7y FOFHEE AT AREILETE IP 7 L A& FOuR & B L7258 L RETT,
BREICOWVWTIE, 11327 BEEIP 7 RLUAZFOMKEEG LGS 2R LTI EE,

13.2.9 KEE DB TIZ Option82 #{+59 % DHCP ) L—hHEfi S hi-15E

ALERE OFL TIZ Option82 % ff5-9°% DHCP U L —%&#ki L7=hE, REEBE Ty hEFfTExb L9
EELET,

ALEEOF T IZ Option82 %1153 % DHCP V L — & #fst L= A ORI 2 R DRI R LET,
13-13 AZEEDETIZ Option82 %159 % DHCP ') L— %k L =158 OB RS

DHCP4— /% Y —

VLAN 2

IP7 KL X :192.168.100. 44
LA¥3RA vF/IL—% géﬁznz 21%7}{’]3012. e2ff. 4444
(DHCP!) L —)

\

(L5 I:I s trust/R— k |:| s untrust/R— bk

AZEE D DHCP snooping aX &1 1322 EARKE], 11324 SiR7 %], BILO 1325 #1753
v 7 ARP IdE] LEERTT,

AKEITIE, FOEETIEDHCP 7 A4 72 B O DHCP 237 v hEB L WIPv4 27 v Rk CE £4
ho £, VAYIALF N —EZNED ARP X7 v hbHfECTE £/ A,

A7y RS 70120, AR T DHCP X7 v FOHFHEEFFR T HRRE, IPv4 27w N OHHEE R
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AT HRE, BELUARP N7y O EZFF AT DR ENLETT, F72, DHCP Y L —73 Option82 % fF
59584, Option82 ff & DHCP /X7 > F DOk & TR E HMLETT,
(1) DHCP /N7y DA ZEFR T SR E
DHCP /3% » b OHkAFF AT 2 3% EIIALZERE OFL N2 DHCP VU L—2 8 S /=356 AR T,
BEIZOWTIE, 1328 AEEOE FIZ DHCP U L—>03 ki Sviz54 (1) DHCP 237 > b ok
AP ORE] EBRLTIZI N,
(2) IPv4 /Ny FOHHRZTEFRIT HERTE
DHCP /X7 v b OHkZFF A9 55 EIIALEE OFL N2 DHCP U L —23 g S T- 358 LRk TF,
BEIZOWTIE, 11328 ARIEEOE FIZ DHCP U L—0EF SN2 GE  (2) IPv4 7y O FfkEFF
AT ORE] 2BRLTIES N,
(3) ARP /Sy FOh#EHA S HRTE
ARP /37 b Ok Z TR 2 EILEE IP 7 R LR & ROuR & 86 L7258 L Atk T,
BEIZOWTIE, 11327 EEIP T FLRAEROmMAREZE LG E] 22 LTlZan,
(4) Option82 {+ = DHCP /Ny DR Z a9 5% E
[BREDRA > M
DHCP /¥4 > k@ Option82 DFEMELA 2 MR E L ET,
(a7 FIZkBEEE]
1. (config)# ip dhcp snooping information option allow—untrusted
untrust 75— k@ Option82 DFEFIEE 2 BN HE L £7,

13.2.10 syslog H—/A~DH A
[BXEDRA > k]
BER 7 % syslog V— NI 1T 5% EE LETS
[O<7 Y FICKBEFE]
1. (config)# ip dhcp snooping logging enable
BER 7 % syslog — NI 1T 58%EE L ETS
2. (config)# logging event—kind dsn
syslog = NIZEEXIG L T2 0 JIEHR O, A v &— T fERIIZ DHCP snooping % 3% & L £ 77,
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14 GSRP aware

5 TTRICERICXK 2 5EHEEHAE

GSRP aware

GSRP aware |X, GSRP AA v F b7 L —AESZETHI LICL-T, AEBED MAC
T RVATF—TN% 7 VT T HEETT, ZDOETIEX, GSRPaware IZOW Tt L E
‘?—O
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14 GSRP aware

14.1 &

14.1.1 GSRP O E
GSRP (Gigabit Switch Redundancy Protocol) 1%, AA v FICEENFKAELIZLETYH, W—>xy hU—7 k
DOYNAAL v F BB L GRERKEMRT D2 Z L2 HNE LT EEDOTUEL 2 FEH T D86 T,
Ty MU= BNELT DHEEL LTAR= 7Y V=038 0D £3725, GSRP T2 BDAA v FHITHl
T 27D, A= 7Y ) =X bERBBOUYBEXNEHETT, £, Xy MV —270ar7xAf yF
ELZBICT 5 LD RRHEAHHRIZbE L TWET,
GSRPIZ L2 LA ¥ 2 DUEOMELRDOEN R LET,

14-1 GSRP O &

LAN
AA YT
R L
GSRP i
gn—7 ;
GSRPZ A v FA GSRPZ A v FB ;
T AR KEE N h 7y THREE i
AP Er — -~ RAARE |
RREE~NER ~ER 5

EE

— —

ETERER BERER
DBERE D5 28
HEE

ARIEE L, GSRPaware Z V7R — F LE£9, GSRPaware I£, GSRP A A v F Ll 7 L —2&2%ET5HZ
LIZE-T, BEEEDOMACT VAT —T7 V%7 U7 LET, 723, GSRPaware (ZDOWT, a7 47
L—yaryavy RTCOREETH Y A,
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14 GSRP aware

14.1.2 GSRP XA vy FH Y B Z DENE

GSRP A1 v FTHIV A ZITOR, 7L —AIHT 574V —T 4 7 BIOTry R 700 KX
FEZATS 720 TIE, = = FEOBELZIIFFICER TE £t A, Zauk, ABOZA v F O MAC
7 RUVAT—TWZEBWT, MACT KL AT KU 7)‘*@3@*&2% v AZIRAETH > 7= GSRP XA v F A
FIZBEIESNICEETH D7D TT, BRELZAFHIHEMT 5729121, GSRP A4 » FOYIY) &z & [
\Z, AEOAL v FOMACT RLAT—T L= N %7 7@*5%%7& £,

GSRP AA vy FTEHUIVEX 21T £ &, AMDAL v FIZHLTMACT RLAT—T LT R IDJ Y
7 % B3R % 72 GSRP Flush request 7 L— & L RESHIH 7 L — 5% %5 LE T, Z D GSRP Flush request
TU—ALEZEFELT, BEENOMACT NLAT—T V%7 VT TEBHAA v T % GSRP aware & FEOVE
4, AIEE I, HIZ GSRPaware & L CEIEL £7°, GSRP aware /& GSRP Flush request 7 L' — A% 75 v
4> 7 L¥7, GSRP Flush request 7 L — LZ{EREDQEEZ KON R LET,

14-2 GSRP Flush request 7 L— L Z{EEDENE

GSRP
gn—7
GSRPR A v FA GSRPR 1 v FB
< R A IKEE NV DTy TIREE
=Ny T v ITRE  x O —T R B IREE
1. GSRP Flush request
1 JL—LiEfE
2.MAC7 RLRTF—TILHY T
4. MACT7 FLREHE
=~
|
|
|
|
o |
(LD )
O:72+7—FT«4v¥ i N ______ -

x:JAayxoy

I. GSRP AA vF A & GSRP AA v T B & D THIVEZ 0174, GSRP A4 v F B X GSRP Flush
request 7 L— A& ARGEE AT THEE L E T

2. AZ:{E1X GSRP Flush request 7 L' — A% T T, HEBENDOMACT NLAT—=T L% 27 VT LET,

3. DFER, AIEEILIPC DEETH 7L —LIZH LT, MACT RLARZEENMTONAETT T VT 4
/7%ﬁb\iﬂ‘
YT L—AE, ~AZRETHS GSRP A1 vF BERHA L CHe~7 V=T 4 7 ENnET,

4, JEEELTPCHTDT L—ADBRSTL H&, REBEIIMAC T RLAFEEEZITWET,
Lith, AMEFEILPCNHD T L—25h% GSRP AA v F B~ fft#77rr7~74 VITTHE NI
D E9,
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14 GSRP aware

14.1.3 GSRP aware # DI EEIE

(1) Mgl DHFIZDONT
@) LA¥2RAYFHEELDH®E
a2y 747 Vb—av54 K Voll] 243 LAY 2 AA v FHERE L BERED HAFITOWT] 25
LTLEENY,
(b) LAV2REEDHRE
152.1 LAY 23GE & itfne & D37 2L TSN,
(c) NRILHERICELIEEHEILHEELDHEF
GSRP &L DIAFETHIRD H 5, TTRACHEKIZ X2 ®EBEIEREZRORITRLET,

£ 14-1 GSRP & DHETHIRD &H S H#aE

HIFRD & 5 HAE HROAE
U PARNEANE S TV e VEFE L MIEDT Ry X ZREOR—

TlE, GSRP Flush request 7 L' — A %5 L £8 A,
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14 GSRP aware

14.2 o= > KA K

1421 a7 K—%
GSRP aware DiEH o~ R—EA2ROEFITTRLET,

= 142 ERavTYF—E

av Y R4 BA
show gsrp aware GSRP @ aware i #tx R~ LE T,
restart gsrp GSRP 7'm 7/ 7 A& HEE L ET,
dump protocols gsrp GSRP 7'u 7' ATEI L TWHFEMA <2 b N L —RIEHEB L ORI —7
EHRE 7 7 A N~HTTLET,
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15 FyIIYoy - YEUEUE

15 ToITNVy - )EFUE

TV« YEENE, TyZ Vo2 IE\R]TE - o0R—1r05h, EH5
HSHTEEL, b HERERAICHEIESZ LT, IRIERNRTELL91C
TH7DORETT, Ty 7V 7 OFR— ML, WER—FNERZV 277 75—
VarvERETEET,

ZOETIE, Ty7Vrr - VE 2 O L BIEFIEICOW TR L £,
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15 FyFTYvy - YEUED R

15.1 &5

15.1.1 =&
ToFV ey YR E ML, AREBTT v 7V ZICAVWAR— e “EHEL, BEFICY 7 EE
P o7 & X IR DR — MV B2 T I AL v F & OBWE ST 2R T3, Alie %
THE, AR VY =R OB Ta ha LB EDR T Ty P WA R— N ETET
xET, TEATE2DD_S>OR—1 a2HbET, FyTYooR—kEFOET,
TV UELE L NOEAERAROKINTTR LET,

B 151 7yFU2y - B COEKRER
4 )

LR A YFA LR A v FB

TvFT)oR—F

- J

(L) agorn QO agror—r O :@EEsLEor—+

ZORDOEETT v TV s s VEUE L NEFEH LTSS, AEEL AL vF A LORBOY 71
FEENFELCH, AEELE AL v TFBLEORBOY 7YV EZ 52 L CHEEEZMHE T T,

15.1.2 Y iR— FLHk
TV s YEUE L NTOYR— MR AEROFIZ R LET,

£ 15-1 ZFoTIoy - JEUF Y FTOYR— MR

1HH YR— FHE - 5%
WHA LV H 7 2—R YyER— b O
Voo 7TV r5—vay O
T FY T R— MK 2747 —var AR
Vol.1] B INAESM) S
—ODT v 7Y 7R — MIRERERA VF T =— 2K 2

TIARYVR— b ~OT 7T 4 7R — NAEBYIVREL

TIASIVR—= b ~DT 77T 4 7R— AT R L

TIT AT R— M EREaw R

TIT 4 TR= NEERDT T v afiliflil 7 b — Lk ZFHAE

T 7T 4 TIR— NEFERDO MAC 7 L AT v 75— MEfE

O|0|0|0|0O|0O

TUT 4 TR—FEEROR— N v MR

BRENFDT 7 7 1 7R— | EHERRE O*

O

T4 _X— K MIB, 75 A ~X— @ SNMP @4

(L) O« AR— b
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15 FyFTYvy - YEUED R

%
ALy TR, ~ AZ AL v F OGO FZNRE LIS, AEEZ ML £,

15137y Ty - )EUF Y FEMEBE
TyTVr 7 WA E L RTE, 1 RJ{OR— b ERBZV 2T 75— a v ERAOCTRUESREEIEL
F9, TOR—IHBT 7V I HR—FTT, TV 7R —MNIE, B, BEEITOTIA4~<Y
R—hr&, 7742V R—bOEEFIZEEEZITOEI X IR— DO O08HV T, ZNHDHR—
X, 27471 —2a r TRELET,
TIAYVR—=F v FYR— ML, RUHESCR—FMTHIVLETIHY A, BT, 771
UR=FMUTI0OFHEY F e A —HFFy FR— 1%, EH XA UR—FMUL I FHEY b A —P Xy
FAR—= b2 SAKKRNRZV 7T 7V A= arZ2RETHIELTEET,
TyFV I R=EDIL, BIEBEEZITo TWAR— 2T 7T 4 7TR—FEFOET, £72, 777
4 TR— MIEENREA LGB, BEMEDTZD, TCITHELZRIBTE 5 X REHRNTETWS
R—FE2AHF L NAKR— K EFOVET,
TSV R— NEEET D 1 5tOFR— M, VLAN 2 E OB EZR—HEICTALERSHY 3, F
7=, To 7V ZR—=RMIRELTWER—= ML, EF1rOT7 v v 7R—FTCERETEEEA,
TNy« VEUE Y SOBEBREEZROKI R LET,
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15 FyFTYvy - YEUED R

152 7y F)oy - JEUE L FOEBEHRE

O E L
[ N
EfRA 9 FA EfRA 9 FB
-
F5 42— th B K= b
(F o514 TH—b) (RBURAH— b)
1\ J
l754vuﬁ—bﬁ%
orE=H
4 )
XA vFB
e R
wh B H— b
(F5 51 TH— )
wh B Y K= k=]
YBZ, EE R
\_
F5421)K— hEIE
PYLCL:
4 )
ERA 9 FA EfRA 9 FB
F5 42— Gl wh B H— b
7 A= A N -~ ar"—
Gasxa o rreomEERC- 50270
\_ J
BEYYEL,
EBRaYY ROET
(LD agorn QO asror—r O :@EsLEor—+
T8 B
KIEEDT T A~ VR—FERBALT, AL v TF~EBETEDHRETT, REEOEI X UK
— MIIBAE L TV RUVIREE T,
[EREia
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15 FyFTYvy - YEUED R

TIAYVR—= b DY I X BT, REEBNT VT 4 T HR— b et ZVR— MNIER
L, B ZUR=bZ2RALTENAAL v F~O@EEME LET, ZOBMEZEY DX LIFONE
T, ZDEE, LT IZ7T 4 TR—=MIRolev B FVR—= NS HUAL vF~, 7Ty
HE 7 L= WO HEHAOHIE 7 L —2EZITMACT RLAT v 7 F— 7 L— L% EETLH &
T, FiAA Y FOMACT RV ATF—T L EFHH L, BEZHEONIEIHITXET,

GAAELS:
TFIASVR=FINY I T v FLTAZ UL R— Mo TWhIE, HEWI R UEREZ M9
5, FRIEAEECERAa~ REEITTHIET, 775747 R"— b a7 T4~ ViR—MILET
XFET, ZOEEYIVREL EFFERET,
F7m, GIOEREZFELREES, 7T v afilflil 7L —AFEEIEIMACT RLAT v 5 — 7L —LA%
EETDZZLE, FREAR— VY MEREICE - TIHT 7T 4 7 AR— b2 —IcF v &85 2 8
T, WEZHECNIEIHTE 9,

1514 YEZ - IY R L EME
% - UIVRLEE, BEEITo-TWAR—NEEETIEETT, UIVEX -OIVELIEX, 7277
4 TR—=PFDEFELER—FDRAZ U NAR—=F LR TNBEAIC, RO TEEL £,
o TUT 4 T R— MNIEENFKETD
o HEWIV R UEREDF LA RIE T 5
o TIUT 4T R EERETIHERHa v REFEITTH
W&z -0 R LEWEE RIS, BEEZ{To CWER—FTEELTWEMACT RLAZT T Y
TLT, BT IT 4 TR =Moo R—FTHEEEZITVWET, 77 vl L— A F 21T MAC
T RUVAT v FF— 7L —L % EETHREEZ L TWAEAE, U102 - YIVRELEFRBRIH LT
T AT R—= Mo leR—= 77 vy afiifilZ7 L —AFZIEIMACT RLAT v 75— h 7 L—A
ERELET, A— Mty MEEEZREL CWALEIE, BT 774 7R — Fe—RFMIcy v 8%
‘a—o
B0 B2 EEEZROKIZRLET,
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15 FyFTYvy - YEUED R

X 15-3 YIYBZEE(TST Y aHlEIL—LERIEMAC 7 FLR7Y FTF— 7 L—LEERTER)

®ii%E
( )
HERA v FA RS v FB
T34 ER—+ thUHYR—F
(P95 1 TH— 1) (R 278 e )
- J
IS4 )R- EE
o CLERIAE T
4 )
LR A v FB
i e B _
NI5vsasimoL—
Ly, FIFNACT FL
ATy ITT— T L—
LORE
LHUH Y R— b
(P97 1 TR— )
T4 <) R— ~OMAC o
7RLRF—ITLOIUT H=l
\_ J
(R agorn Q aeror—+ Q :#EEmERoR—+

<-- TSy TakElIL—L4A, MACT7 FLRT7 Yy TTF— kI L—LOHA

15.1.5 BEIYI Y R L#aE
HEWID R ULMEEE 1Y, 774~V R—bFOBEEIZLS>TED X IR—IRT 7T 4 TR — Mo T
WHIREET, I A<V AR— FREENGEIHLZEEIS, BENCT 77 4 7R — a7 T4 <V R—
MZEETHHEETT., W0 RLOMSHERIZ, 08 (IK) 25 300 PO TRETE £,
WHav Rk CT 774 7R = 2EE LGS, BBV REUTEELERA, 2EL, ROE
B OPOREEMZTEAIITASY Y R LAEEL £,
o AV NIZLE-TCT VT 47 HAR— b aERTLIZHET, a7 47— a r TAEREZREE

IER LSS
o EHa~ L NILK-TCT I/ T 47 HR— 1 2EELIZHET, 7I7A4~)FR—sOEENELEE-IIRIE
L7=%54

15.1.6 BIEE B D@BIHEEE
TV VEZ T, UI0EZ - U0 K LUEWERHZEEE B2 MBI 2 ZSOMEE R —
FLTWET, BB, —2DOT7 v 7V v IR— MIRETE DEEIIENDL—27F T,

o 7T v afiliflTy L — AEZ(EHERE
TS5yl a7 L— A EEETAHZLT, MIAAL Y FOMACT RLATF—7 %27 V7 LT, 7
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15 FyFTYvy - YEUED R

ToT 4TI EoTHEEFEEEIBLET, AL vFIiE, 77 vy afilflil7 L—2AI2XkD MAC T R
VAT —=INDI ) TP R—=FLTWBLERNDHY 7,
o MACT RLAT v 57— MkhE
MAC7 RVAT v 7T — 7 L—L%&EETEHI LT, MMiAL v FIZHiRD MAC 7 KL R % FH%
HIETHELHEALET, AL v FICHHAOZERBIINED Y AR, BEEIELND
MAC 7 RURBUZHIRR &Y £3, F72, WEEZEIET 2 ETIZ 10 PREKFMIEHN5E1H 0 £
T
o K— LUk MEfE
BT 7T 4 7R —Fe—RMICX T S®D52 6T, VoI o R LI L AL v F D, %ER
— R ETH¥ELEMACT FLRAT Y U EMACT RLAF—TANL2UT L, 7995740712
FoTHEEZBEELES, FAA v TFICEHOMRBIINEL D FHAN, FI74~v IR —FetEDY
ZYR—NMIFE—DOEMNAAL v F EHEHGH L TOVDIRLERH D T,
7T v afilfill T L— AEZERAEIL, AL TR T T o vkl L — 2 R— LTV AEE
EFHELTWVWLIOICH LT, MACT RLAT v 75— MEREBIOR—F )ty ML, 77 v =)
M7 L — L E2ZETERNEBEZHEELTCOET,

15.1.7 25y 3kl 7 L—LEZEREE

(1)

@)

EIEENE

WEEIT-TWDEY v 7 DEEREN 2~ FICk-T, 72754 7R— FaZB8 LA, WiELEe
NTEIHEEAEDIE, AL Y FOMACT RLATFT—T N5 7 V74575 v afliflz L —i%
EETEET, 77 v v afiliflz L —2a0iXEE, 7oV I R— T LICHRETE, #E%D VLAN
FRRETEET,

MAC 7 RLVAT—=TN% 7 VT LIz RWEBN Ry NI —7 LIZHDEAITE, 77 vy v aflflilr L—
AEEZIETAHHEMAD VLAN B L, ZOVLANIZTZ T v afilffl 7 L— A2 ETH L ICRET S
ZLT, MACT RLVAT—T a7 ) T3 H38EEOHMERIRTE 9,

AEBZ 7T v aflifl 7L —20%, 77747 R— OEFRBERIS, HTILT 7T 4 7R =Mootz
R— PO EELET,

N7V I R—=FTT7 Ty vafiliililz L —LEEEGETHEAICE, EELED VLAN 28 ETHLERH Y £
T, 77 AR—F, MACHR—ME/Z7 e FaLR—s0EEI121E, %35 VLAN O EDA 2
f%7¢<, Untagged 7 L — LD 7 T v v affilffil7 L—A%XELET,

ZIEENE
ARIEEZX, 77 v vafll7 L —2%%ETDHEMACT RLAT—T V&7 VT LET,

7T uvatiiflZ L — b EZETHEODOa T 4 =g EINEH Y FR A, 72720, BED
VLANIZZ7 T v v afilifl 7 L— 2B ETHREER->TWBEAITIE, D VLAN TV 7 v aiili#l>
L—ANEE CTEAIREL o TCWVAMENH Y 97,

77 vy atfififlilz L— ORI &L 280 A IEOENEZROKIIRLET,
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B 15-4 7259y aflEHlIL—LDFERIZEZUYBZEMEDEL
OFEER (LERA v FA BERBATEITF—20OHN)

( )
LR A v FA LR A v FB
. EEEEEEE : - |NEEEER FEEEE |

thUF)R—k
(RBUINLR— )

T4 )R—+
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N\ - J
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f EERA Y FOMCT FLRATF—TILH \
JV)T7ENHETREEFEBELEN ERZRA v FB
EHRA 9 FA ma
BENOSEHRI
i€ > Tk
i . _ wHUH Y K=k
FIAZIR=E : (FHF 14 TH— )
\_ 1k e )
IS5y 2T L—LERET 88
( )
LERIRA Y FA EfIRA v FB
i} . _ LY K— k
oA U= : (7574 THR— 1)
75y atil#lz L—LD
EEE %I EEAEIE
(RB) arorn O aerot—r  Q mEELRof—+
< TTYL AT L—LDR ® | 1—HEHEOMCT FLREBH— b
I IR

REBEBDOT T A~V R—FTEEZEIT> TWDIRETIE, EAA v FIT2—FEERKDO MAC 7 KL
A%, BUUEOBERKE THFE L TWET,
BEER (77 v yafilflil7 L—20%ERL)
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7Ty vafiffilily L— A EEETIRENRVGE, T/7T7 47K — b ekh XY AR— MOV
2T, FNAAL v F BR2—VHAKD MAC 7 RLAZLFIOR— K THEELTWE720, A
A FBRFEELIEZMACT RLABRHZ DD, 2—VIRNLOBENZTNE, BEIXERLE
A,
FEERE (77 vy a7 L—20REH D)

7T afilflil 7 L— L EEETOIREDHEEIL, 77T 47 R— b e X VR—NIYYEZ
HERIREIZ, 77 v afilfflll 7 b—AZ Lo TEMAAL v T BRFEE LI MAC 7 RLAZHIERT 5
72, WBEEZHESCHCEETE £,

15.1.8 MAC 7 KL R 7w 75— fe
(1) =EHE

WEET>TWEY v 7 OEEREMN 2~ RICkoT, 72754 7R— NEEB LA, WE2HER
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TL—LEBFETEET, MACT FL AT v 7T — 7 L—2OEEIZHRD LB Y TT,

o VYILTFFXF¥AKRTL—ALTHD

o EEILMACT RLRIZ, ELAA v FICHFEESEDL MACT FLRAEZRET D

o HADOZEHIELLEL LN
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MAC 7 RL AT v 75— 7 L— LD L A0 B2 B{EDE N EZKRDOKITR LET,
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FWEAICHH LET, ZOMEEZANC L EEN, E#FcE s F IV R— BN 77 v 7 LT
TY, 7I9A~VR—MRY) I T o7 TH5FETET v TV I R—FTO@EEBEELEEA,
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® switchport backup interface

® switchport backup mac-address-table update exclude-vlan

® switchport backup mac-address-table update transmit
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switchport backup interface
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switchport backup reset-flush-time
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K
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show switchport-backup

TyTVs c UEF FOFEREFRLET,

show switchport-backup statistics

TyFVy c UE S FORRHERER R LET,

clear switchport-backup statistics

TV s UEZ L NOREEREEIRLET,

set switchport-backup active

TIT 4 TR bEERT LG, LT 7T 47 HR—FI
DR — hEHEELET,

restart uplink-redundant

TyFVor VA E N Tu T A EEERLET,
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1. (config)#t spanning-tree disable
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2. (config)# interface gigabitethernet 1/0/1
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A=MW1 DarT7 sl L— g F— RABITLET,
TIA<IUR—=MIRDHZR—PF 10N Dar T4 7L —2 g rF—RT, B ZVR—MITEHR—
M1/02 ZFRELET, £, BHUVRLOFELRZ 60 IR EL 7,
3. (config-if)# switchport backup flush-request transmit
(config-if)# exit
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CEEEIE]
o AEEREAZFET HHENL, N—THRERVET, TIAVIFR— N ELFTEI T IR—DA
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15-9 set switchport-backup active D E{THEE

> set switchport-backup active port 1/0/1
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1. (config)# interface gigabitethernet 1/0/1
(config-if)# switchport backup reset—-flush—port
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BERMICHEEICTTVIET L O 2Ry NU—ZERICT 25613, B E— b ZRMIRIR— MIRE
LT, W—7EEZREEL T EEN,

(3) L2 )L— THENHREDENERIZICDULNT
Fl—xy FU—=27PIZ L2 V=7 RARY R — FOEBEZRET D L, TOEBEBTL—THRANT L —2x%
BLIZE X7 V=2 2BERTIHAVRHY T, TGS, T0EEZELRE CL—TRENBEL
THHRIMTEEHA,

(4) inactive IKREIZ L f=7R— + Z BEIMIIC active IREEIC T D #EE (BEIEIRHERE) I
2L\ T

(@ FyRILTIL—TTHERE
F v FNTN—T O HEEIBRERENEME L TWODIRRET, ST v XL T A—THOR—F R 12OTH
active IRIE L 72 o 7238 A, MU F v R TN —TIIHEIRREL 220 4, TD®), ESF v R T N—T
Tinactive IREEDF £ &7 > TWAHR— MM, HEH =~ K activate TR— % active IREEIC L TL 12 &
U,
by RATFAVHIYDHOTIIVE— a0 TCHERR
ART 47 VT 7Y F—v gy ECHBEIRKEREZHGHT A58, ROBICEE LT EEND,
o FHLHEALET (Fv NU—JHROER) T5&, REEEOETHRIIN—TERMLT, E4F+
I N—FTHIERERENIIE L2V ERH Y F4,
o F— hRIvE—Ta rTERTIGEIIEHREELHEE L T EE, BELRWE, BRHEDOS
{72 BiT X » CT—HRRIC B BE N B 7 B ARBEIZ 72 0, (RRERASGE Y T v RV 7 — T B Bl 5
ZERBVET, TOREBTL—TE2RM LIS, YT ¥R TI—T T HENVE BRERESEIME L 72
WEBENRH Y 77,
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HENE IBFSEEDSENE L 72 WiGEE, W7 HIREZRE L5 L, #EH =2~ K activate TH— k% active Ik
BBIZLTLEEN,
(5) RAVIERETOBEHEIREEEIZ DT

AHy JHER T, BENMEIIFEAE (inactive IRFEIC U727 — b &2 BEIAYIC active IRFBIC T D HRE) ZRXE L

TWThH, N—TEEDOHRENC L > TH— I inactive REED & TIIv A X AL v FRUIVEDS L, HL
W~ AH ALy FD%YETHR— MX inactive IREED F £ T3, ZOEEIL, EH =~ K activate THR—

k% active JREEIZ L TL 72 &0y,

(6) A%yt & Ring Protocol £1=F R/ 5V ) —DHAIZDNT

2B v 7R, Ring Protocol E 721X A= 7> U —NEF 72354, Blocking HREEIZ/e 5K — M & L2 L
—THH ORI LRV TS0,
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16.2 a= > KA K

16.21 a7 K—&

DA—TBEmDary 7 4 7 —ygravy RF—EE2ROKIRLET,

£ 162 avI724JL—Yarvavrvk—&

avw v k% BA
loop-detection L2 L — 7R ARERE COR— MERIZRE L £,
loop-detection auto-restore-time inactive JRAEIZ L7 — b & HEWIC active IRAIEIZT 2D £ TORM 2D
BN CTHRELET,

loop-detection enable

L2 v — 7 RAERE 2 AN LE T,

loop-detection hold-time

inactive IRFEIZ T2 F TO L2 L —T R 7 L — A B ORI %
WA THELET,

loop-detection interval-time L2 V—7 W7 L— A DOEERREAERELET,

loop-detection threshold

AR— k% inactive JRAEIZT 2 £ TD L2 L —TKEI 7 L — LA Z 58 & &k
ELET,

LR A—7RAOEH a2~ F—E2ROFRIRLET,

% 16-3 ERHaT Y k—

B
5

avwy kg

Bl

show loop-detection

L2 V—7RmafE R e R R LET,

show loop-detection statistics

L2 V— 7RO ERE R~ LET,

show loop-detection logging

L2 V—TRmon JiEREFRLET,

clear loop-detection statistics

L2 V— 7RO ERE 2 VT LET,

clear loop-detection logging L2 V—Tfmon 7iERE 7 V7 LET,

restart loop-detection

L2 V—T W7 e 7T A EE L Ed,

dump protocols loop-detection L2 V—TBRADZ T ERE T 7 A N~HITLET,

16.2.2 L2 IL—THREDEFE

L2 L — T WAt ie & 5%

‘a—o

THFRZRIRLET, 22T, ROKITRTALEE C OREMZR L E

A—F /T BERIO21FaTry NU—Z7 EEHGLTWALED, Ty VIR —FERELET, &
— M 103 BEO1/0/4 1T FAEE LB L TWAD, MAKEHER—FERELET,
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16-6 L2 JL— THREDELEH

a7FY bT—4 ANR=Z2 Y1) —13 ETIL—TEEHILE

KEEA [ X (= FEEEEH B B

= | FEF i3l

sy (Sl L2JL— T HRA1HEE T )L— TRE L

(AB) X vovowe QD) waERER-—~ O 7yIULoR—t

(1) L2 IL—THREEEEDERE

[(BREDRA > k]
L2 V=T REgRED a7 ¢ FL—3 a3 T, EEARTHEEZ AT IREL, EBRIZ L2 v
— T EREEZRALICWR— FNERETHALENRH Y 7,

[A7T Y FIZ&BHE]

1. (config)# loop—detection enable
ALERE T L2 V— T HRAaSRE 2 AN LE T,

2. (config)# interface range gigabitethernet 1/0/1-2
(config—if-range)#f loop—detection uplink—port
(config-if-range)# exit
R—=F N BICRVR ET vV 7R —MIERELET, ZORECE>T, A— k101 BEID
1/02 TL2 V=T 7 L— b %55 LTcsrd, #MEnA— Mt L TEHE TR — MEJNZE - 72
WEEZ LET,

3. (config)# interface range gigabitethernet 1/0/3-4
(config—if-range)# loop—detection send-inact—port
(config—if-range)# exit
A— bk 1/0/3 BEON1/0/4 ZRFEEHER— MIRELET, ZOREICE>T, A—h /0B BV
1/0/4 TL2V—TRRI7 L—L2%ZEE L, Fio, AF— N TL—T7RERIFT, ARA— K% inactive
REgIZ LET,

(2) L2 L—THRM 7 L—LOXEERDETE
[BREDKRA > K]
L2 L—T N7 L — DR RFEL— 2B 7 L —LTIRELERA, T —LAERETERN
ST2R— PR VLAN TliE, W—7EEZRMTERARVET, L2 A—TRHRHN7 L— 20K KEEL
— FEBZLEAE, EERREERESEREULRRERL—MINED L IICTHLERD Y 3,

[a< Y FIZLBEE]
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1. (config)# loop—detection interval-time 60
L2 V=77 L— A OEEMIEE 60 ICRELET.
(3) inactive IREEIZT B EHDRE
[FREDKRA > +]
WEIL, 1\ —FFEEDOK T inactive IREEIC L £, ZO84A, FIHIME (1E) OFETEHT
xF9, LaL, BEEAYZR/L— 7T inactive JRIEIZ L7 < Z2WEAIZIE, inactive JREEIZT B F TD L2
N—TRHNT L — LZ R ERECEET,
[a< Y RIZ&kBEHRE]
1. (config)# loop—detection threshold 100

2. (config)# loop—detection hold-time 60
L2 V=TT L — LR EBICZE L THLOZERE 60 DT LI ELET,

(4) BEEEIBRROEE
[BREDRA > +]
inactive JRHEEIZ L7= AR — b & HEIAYIZ active JREEIC L7 WEAITHR

it
i
s
=

[T Y FIZKBEE]
1. (config)# loop—detection auto—restore—time 300
300 #0112, inactive IREEIC L7=AR— & HENNIZ active IREEICE T EE LE T
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17 R b—LarbkO—)L

| S,

A bh—bar hva—JUIT T T 4V ITRRT L— AP OREHIRT 28ETT, =
DETIE, A b—Lbzar ha—/LOfEH & BEFIEICOWTHBE LET,
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17.1 f@sh

1711 A =Ly FA—)LOEBE

LAY2%y NU—2ZTlIE, Xy NU—ZRICA—T N FETHE, 7r—FRF ¥ AN L—ARERR
A v FRICTHEARICHEMHKINT, Ty hT—7 BROBR I RE AN ENT S Z iz F
T, ZOLHIRBRIITo— RF¥¥ A PR M—ALMEN, VA V23X bT—27 TiEET20E7e 5
BROMETT, L FFr A M7 L—2AREHIRICTHEND LT XY A MR M—A, 2=F ¥ A7
L—ANERIFRICFR SN D 2=F v A M A M—ABEHIET2HENRH Y F9,

X T =7 BRLUOEER SN~ DOBEBEMZ DD, AL v TFTTTvT 4 THET7 L— A
WEDEZHIRT DIEFEN A b —b a3y b r—LTY,

AEEBTE, A=V Ry MU E 72— AT LICHFETHIZELV— b (X F—2KHEMHE) #RETE,
EOZEV—NERBATT7 T T A TR T V—LEFEELET, Ah—Lba ha—/LZHEETED

SR T L — A ERITRLUET,

=171 RAb—La>bO—LOXRETL—L

HMEITL—L

Bl

Tr— R¥F X

Tu—R¥ v 2 7 L—ARRRTT,

Ta— ¥y A 7L —AIZ1E, ARP Xy R UBEICKLER T L— A5
FNHOT, ZEL— MITBEFEMATLI 7L —L22ZE L TRHOH HHEE
BELTLLEEN,

~/Fxy A b

TIAF XY AT L —ARHETT,

VI FXY AR TL—AZE, IPLFXY A ML—T 477 b a/Lof)
ARy R EBEICKNER 7 L—A b EENDHDT, ZE L — M@
HT57 L —252ZBE L TRBOLLIEEFREL T LIV,

o=F% A b

MAC 7 R U AT —7 L2585 MAC 7 RL ZARBE I N TWARNEDIZT T v
TAUTEINDZ=F Y A NI L—ARHRETT,

ZELV— MU ER T2 7L — 22 ZE L TRBOLHEEHRELTLE
Y AN

i, AM—azmt - BE LA ORETE 28EEZRITRLET,

=& 17-2 A b—Lay FO—)LiEH - BEEOEE

e

A

au

SNMP BEIDEIF

A R—LZHRELEEERBIVA M—20REEZBEHLIZEE, T4
~N— D SNMP @A &% LET,

EHA Yy E—YOH)

APR—LEBILIEEEB IR =2 DEEEZRI Lz L &, HHA
vE—UEHAOLTEMLET, 7L, A— FOMERDORX v E—
FBTHOLET,

AR— FDOPHZE

A bh—bEBHE LI E, TOKR— % inactive IREEIC L F ¥, A F—=&4
NEE LD E, BOZOR— k% active IREEIZRTI21E, activate =~
VREHEH, EER— FHEROBBIERERETALENHY
j—O

i

=it
fEn

il BR

A h—bEBHELIZLE, BT 70 v 7 ZHIRLE3, FEMIT
1712 WwEHIR) 22 LTI,

17.1.2 iR=HIE

ABEREIL, A M—LMHRFICAKERABIT T 7 ¢ v 7 FIEE TR ERIRZTY, WA T, —EOR
Bz I A8 THIR ZfFER T & £ 77,
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Tr—RF¥ AN TIL—LA, SAFFFX¥ANTIL—LA, Z2=2FF A N7 —20 1 BEOZET L —28

WA h—LfRHEE (LREME) 2827258,
TR R A 0 ICHEETILXA b—
Flo, A M—LREERELLTOME, FE LR (O Efl (R ) DL fkee L7256,
W R ORIRZ MR U E T, FRHRMREIL,

T BRI RENE 2 RO R LES

N7 74y EmaEsllRE (TREME) IZHIR L E9,
LB O N T T 4 v T EEIETEET,

EEU[EY)
A h—LAEEBETA h—2ZEBEHR L £,

K 17-1 FR=HIBOEE
A h—LiEH A b—L[EE
1 P 2 b— LR -
< e
(bps) R R—LEEEEEE .
7 2 4 TRAZRG B AR R S
2 b L I|||I||II ||||" e 2 IR AZRR B
“hM| m
R b—LE RIS |
T HIR AR tt
FEHIRE < 1
—  BEM
Zh—LBEfE  mEHIRER
BB L TR
(LB DR P—LHET L—LhiEL— k
x® 17-3 REHIRDEREA
EHHE 2B
A b — LR A =AW LRSS T,
TMERIRZHE L TWAEE, WERREZEEBLET,
A h— A[EE A —LH[EE LRI L 72 RE T,
A h— LR A R —2AERE L THLEIE W5 E oM T,
A b— SR (EBRREE A N —AERET DEE T,
&) a7 4 7 b—a U THRELZBE (R b—2oRHEE) 28178

&, Ab—Lhaiti LB ZREELET,

A — LAl R E

A h— Ao a8 &K 5 BEE T,

ary7 47 b—va s CHRELZEME (R h—AREBEE) 22 h—2A
FEEARRERE TR s/ &x, A h—AREIE L LR LET,

A b— AREBIEOIREN 2SI, [A b—LREEE=A b —24
EIEMME] & LTEEL £,

T EHIBRAE (T BREEE)

A b—bziliclE, FI 70y 7 mEiliRT 5BIETY,
AT 4 b= a CTHE LCBME GRESIRM) (SHEZHIRL £
ED

TR 24T 9 I T,

R Al R A )
I

A b — LRI R AR ]

A h—LMEHE Lz LB 5 F CoETT,

A h—LEEBRELL TR a7 4 VL —3 g o THRELZER (2
b — A EEEEHERE) ULk L7 &, R h—LA23EiE L7z Lk L
ij—o

S B2 PR A R B AL )

P R OfEER 2 HIEr 3 5 7= O O W T,
A h—LEEBRELLTOMER a7 4 VL —3 g o THRE LEERM (R
EHIRAERREARERR) UL Bk L7z & &, WHERIRZ R L £,
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17.1.3 R— FEAERO BHEIR

A =L LY AZE LA — MY, BRELCREORE%EIC, BB CHELMRTE £,

F72, FYRNVITNA—TANOR— FBRHE LGS, BIERL, FY 3L A—TZRT 2T XTOR
— MIR L CHECRZELZMRL 9,

1714 A P—Lay FO—)LERABOTEEIE
(1) Rb—LOEHEEEDEL

(2)

3)

AEEEL, 1 EICZE L7 b—25R, av 7 47— ar TRELEZEL— M@l &
I2, A b= ARRAELELHELEY, X b—2RRELEDE, | BRICRE L7 L—hHnZ(F L
— RUTORENRa T 0 7 L— a3 CHRRE LTERRE] (R b —AREERRE) iz & xis, X h—
AM[EE LTz & HE LT,

A M= LFEERHIR— NERET DHAIE, FTOR— M TIET7 L —L22ZE LR 25720, AM—LD
FEELRETERS RV ET, A M—2REFRICR—FE2HELEZSAE, *y NUV—JEREER D
AREEE LI OFEETA F—LA0EIE L7z 2 & MR IC activate =~ > RZ&{#H L T active IREEIZ L T<
72V, F70E, N— MAEKOHBEIHZHET H 2 & THR— M2 HENT active IRFBIZ TE £ 9,

A b—LDHRHEIE & PREIEIZONT

A b= AHBEEZ D SWETHE L72SE, A b= OBHRIZEEU Lo~ v — Lz hilkd 5
LBV ET, TOREBEMEABATLT L—LEBEELET,

% . BEfE% 125pps THRE L7=HE
o BHfEIZHR L T200% D7 L— A% ZEWF : J K 1 R, 125ppsx200% ik
o BMEICKILC110% D7 L — A% 50 : i /K 6 BRI, 125ppsx110% ik

A b—LDOBREEFOHE Y U7

A N —LBRHRHZFATT 28EIL, HBELLEZEL— b2 | BRICZE L7 b— A8l L7551
ELE T, A b—2mHIFZEH =~ F clear storm-control THiitA 27 UV 795 L, IELSEEL W
ZEmboET,
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17.2 a=> KHA K

17.21a<T> K—%&

Ah—baria—Loary74 S b—ygravy F—EE2ROFITTRLUET,

R 174 avI724JL—Y3ravrvk—&

avY RE 265

storm-control A bh—barvie—LOBEERELET, £, A b—L2&KBH - BIE LSS0
EEBHETEET,

A h—Azar bu—LDERAavy RF—EE2KROFIIELET,

x® 175 BERavYYKF—E

avy R4 Bl
show storm-control A b—haybo—IEREZFRLET,
clear storm-control A h—bayv ha—EROFEFH I T 2207 VT LET,

1722 A b—La Y FA—LDRE
T U— LR T LI A b =L/, BIOWE - BELLE EOBEERELET,
[BREDRA 2 H]
RETEDAVE T 2—RAFA—Y Ry M X T2 —ATT,
A M—LRFAELTZLE, SNMP BHZEERBLCERNA vy E—V2 R LET,
[a7 Y FIZkB8E]
1. (config)# interface gigabitethernet 1/0/10

(config-if)# storm—control broadcast level pps 250
Ta—RXy XA T L—ADR b—LRHBMEA 250pps ICRRE L T

2. (config-if)# storm—control multicast level pps 500
TAFHRXYART L—ADA R— LRHBIEA 500pps (ICFRE L E T,

3. (config-if)# storm—control unicast level pps 1000
I=F v AN T L—ADA b — LR HBIEE 1000pps (ZFE L E T

4. (config-if)# storm—control action trap
Z b —LOBHBLOEEEZBRI LT L X2, 7T — D SNMP @M & X5 LET,

5. (config-if)# storm—control action log

A bM—LOBHEBIOEEZBMLIZE XIS, BEHAYE—V2HNDLET,

17.2.3 R=FIBE D EKRE

A b =L, T L— AT EICHEELEBEECRN T T 4 v 7 BHIBR L9,

EREDRA M
A b — LB E X b —AEERE, BLOWMERIRME, M TR M—2BRHEOEEICIERIFREZ
RELET, MERREZHELLEAE, A M —2RHEFEOEIEE LT, "— FOAEIIHRETCEEY
Ao
F72, A b—AREBMELNICE 7= & &, BB BRI R 2 759~ 2 it B R AR R AR R ) & 5%
ELET, MEFIIRAERERENIL, A b—AEREEREEFUNEZRE LT EEV,

[a~r RiIck % E]
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—

(config)# interface gigabitethernet 1/0/20

(config-if)# storm—control broadcast level pps 500 250

A—h 102012, 77— KXY A 7L —LDRA b—LHEIEEZ 500pps (2, A b—ARIERIEZ
250pps (ZE%E L ET,

2. (config-if)# storm—control multicast level pps 750 500
TNAFXx A NT L —ADA h—LRHBES 750pps 12, A h—A[EEREEA 500pps (Z3XE L E
—a’_‘O

3. (config-if)# storm—control unicast level pps 1000 750
=%y A RN T L—ADA M—LBHBEE 1000pps 12, A h— AEIEBIEE 750pps IZEE L E T,

4. (config-if)# storm—control action filter

A b—LZmpii Lc & &I, ERRPEEST D X O ICRELET,

5. (config-if)# storm—control filter—broadcast 125
Tu— R¥y A N7 L— O EHIREE 125pps ICHELET,

6. (config-if)# storm—control filter-multicast 250
7T Fy AR T L— DY RS RE A 250pps ICBRE L E T,

7. (config-if)# storm—control filter—unicast 500
=% ¥ A N7 L— ADPREFIFRIEZ 500pps IZERE LE T,

8. (config-if)# storm—control filter-recovery—time 15

T SRARPRE AR R 2 15 RIICBOE L &£

17.2.4 FR— FEAEBOBHEIEDRE
A h—LBRHICEVHZE LA — b, FRERGEIC LY BB CR— N OPHZEMRE LET,
[REDOKRA ]
A b= AHHE L EOBIEL LTR— N OMEZREL, ABIICHK— FOMEMRRET 5 ET
ORI ZRELE T,
[a~< RIZXB&E]

1. (config)# interface gigabitethernet 1/0/5

(config-if)# storm-control unicast level pps 500
2=F ¥ AR T L—LADA M— LB HEIEE 500pps ICRREL E T,

2. (config-if)# storm—control action inactivate

A M—DbZEBHELELE &I, A— b % inactive JREEIC L E T,

3. (config-if)# storm—control auto-restore—time 300

PAZE Lo — b &, BHEIAIC active RARIZ T DIFH & LT 300 aiiE L £

292



18 R"—rIS—1Y

Bitwm Yy bFI—UDEHE

R IT—U 2, EZETLITIL—ADaE—A2E L-YWHE— F~%ET5
KheTd, ZoETIE, N— 15—V VO BEFECONTHALE T,
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18.1 sk

1811 KR—FrXS—YVIDHE

R—=FrI 7=V 7, BELEYHAR—FTEZETI 7L —20abt —%, FELEWHEHFR— h~2%
BT AHIETT, 7L —2%ab—F5ZL%E23I5—YVY, at—SNEZ7L—2DZLE2I5—1Y
GIL—LEMNOPEST, COBEEZFHALT, 37—V 277 —L2T7F T4 RETZETDHI LI
XoT, FIT 4 v OERSLN BT AET,
ZETL—LABIOEET L =TI TV v T OEFRFTNOEEEZROKIRLET,

® 181 ZETIL—LDIS—Y 5

g EEO B/ b

[4] 5 | 6

BN

X 182 H#ETIL—LDIS—Y Y

KRR H/ Ty b

i [ ] [3] [4] s |

71

E-R—R—k T5—FK—+
(%18)

INHORTRTERY, FTT7 4 v EEHT OIMEA—- N EEZ S —KR—bLIPY, 37—V
L—LDEEHR LR DMBIR— N S F—R— F EEOET,

18.1.2 /R— F 25— VT DEEMLHR
(1) EXENE

(2)

KEEDOR—FIT=V 7%, FI T4 v 7GR T LR 2F=F—R— L LTRELET, %
7o, X7V T —bDFEEER—FEIT—A—FL LTHRELET, I7—F— ML 17—V
Y TEHAOR— MR T,

EFE=ZARA—tviay
F= =R = eI TR = FOHEALBEDLEEEZA—t YL aV EFOET, T=X—k v a3 T

1, T2 =R T7L—Ah, F=F—R—bF, IT7—FR— b E2EETEET, ToFX R T L —0IZ
ZRET7L—A, FETLV—L, EEEZET L0 3FEEND ENPEFRIRLET,

AIEETIL, BRUOOEFE=F—F v a U 2RETXET,

K= —E v a T, T=F—FR— eI T7—K— 1% [£x—] TRETEET, 2595,
BEOE=Z—R— N TEZE LT L —AD A —%—oDI F—HR— h~EETEXET, I5—F—
MIFFR = F X RNA U F T2 —AERETE, —DFEITEROE=F—FR— 1 bZE LT L —
LADaAV—%, R—bF ¥ RNA LU ET 2 —A~NEETEET,
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(4)

(5)

(6)

o, F=F—AR—bEIT—F— NI, FEPRBRENARLLIHEETHLITI—Y 7 TEET,
DE=F—k vy aryTE=F—R— b aBEIEET 2561208, HECHMBAERNNRRDE=F —R—

FCHFREIFICIREETCE T, 2770, 37—V 771 —A1%, I T7—4FR— bORBRHEEHLL T CEETS
7o, X7V T T —2OENRIT—AR— NOFEBLDLE, TV T TV —LEEFETHZ
ERHY FT,

E=-H—R—

F=F—R— M, RICRTR— PSSO A =Y Ry b U F T = —RAEfFETEET, T=F—KR—

MIIELTYH, B— hOA ¥ 7 2 — ADOZFEREIC KT BEIRITH D TH A,
RT—R—FELTRELEZAR—F
ENDE=F—t v arDE=F—R— MNIIFEEINT-R—

I5—R—k
STV T T LA EEELEVWAR— R I TR MIRELET, IT—AR—MIIT—V L IH
ADR—=FTYT, TT7—R—FTOEEREICOWVTKRITRLET,

VLAN BSREB L OV A ¥ 3 BEHMEEAZ A T £8 A, 2D, VLANMREZRIHEL 5 2=
> J —, Ring Protocol, IGMP snooping/MLD snooping 72 & DREEES°, L A ¥ 3 BIEHEEZAIIEE 75
SNMP, DHCP 7 EO#re b TE E£H A,

TR MK T L — AR ETOMEERETDHE, I T A —RMNIEFEIT-V T TL—AD
I, FBE LTAEBEORIE 7 L— 22X E LET,

ST MIBEER T ANEERETDE, STV T TL—AL TN IO GRERVET, 2
DI, 74NV THREELHFRETHIET, R—MELLTIT—V I THLE, 37—V 7 T7L—
DIV T L— AP T B ETEET,

QoS DHEGFHIFX, I T7—AR—FTHEMELET, 2Dk, IT7—V 77 —AREEINT,
Z—R— bb%%@én@w ERHYET, FEMIE, T4 BHEHE 2L TITEEN,
ToTVo g VEE DT v TV IR—FELTHERL, AZ LR — FDIREEDKR— MZ
FHLTIT—=R—rERELEEAICYH, 37—V 77 —AFRESNET,
Uy77795—v5y@#9y7ﬁvy%—°V;ofx&yﬂ4UV&@%%@ﬁ—FKﬂLT,
802.1Q Tag 1 5MREA A L7 7 —FR— 2R ELEHEICH, 37—V 7 7L —Al3REENE
7

ZEIL—LDIS—YY

Fo =BT L — L LTEZET VL2 FEREIRET V- 2EETDHE, ZET7L—LE2IT7—V
VITEET, TOLE, FE=H K- NTCRETHTRNTOTL—LN, 7V 7OxG LD E
—a—o

FOlD, B —FR— M MNIERELEZETANEZERFIA P—bar ba—ilkoTE=Z—FR— |
THRIEL ST 7 Lb—A%, FRRIZLETARI TV T OXRERVET, 72770, 7L —2%2%(E
L XIA— YRy PV H T2 —ATZTF—T L —ALE LTEELLETL—AL, 35—V LE
A,

EEIL—LDIZ—)Y

T A=W RBT L — L L TEZET L2 FE TR ET L —2E2BETDLE, BHEVL—2E2IT—
VIOTEET, 3TV TRB T L= AR IO Z L 0ERIRD LB TT,

T —R— P TEZETLIHE T L—2bIT7 -V 7 LET,

F= 4 — K= T Tag BEMA LTV BHA, =4 —HK— b TEFET 5 VLAN © VLAN ID % {}1
7- Tagged 7L — AL ELTIT—V 27 LET,
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e I5—UL I 7L —ADTPIDIZ, F=F—KR— D TPIDIZ/2Y F9,
o T=H—R—FTQoS DEEHEICL-THEELEZZL—AIL, 37—V T LEHA,
o EEMT A NHFTHEELZXRELTVDISHE, BEMNRTIL—L2OIT—V U 73RO EBVICRD E

=

o (—H Xy MMIUIFTz—RIRE LGS, TE=F—F—FTCITANZIZL->THEELLZTL—
LAHLI TV ITRRERY, IT—FR— bbb EEINET,

o F=H—R— BB TAVLANA VX 72— RZHRELTESES, T=X—FR—NTT7 4 LHIT
FoTHEELEZL—2EFIT—F— DO EREINEEA,

18.1.3 802.1Q Tag {+ 5 #&E

802.1Q Tag f"} 5-#%#EIX, 2T — VU 27 L —AIZ VLAN Tag Z {11 BHETY, ZoMEZRIAToZ L
T, 37—V 77 L—Al%, 77 VLANTag IZESWT LA Y 2 TN TE, BERTSATCH D7
TAVREDNT 7 ¢ v 7 BEREBF CIHETEET, 2L, 37—V 7 7L—LADMACT RL2R
i, TE=F—F—FCTZELEZ7L—LDOMACT RLAZZOEEHHAT A0, 37—V 77—
LT 5 3EE T, RBEOXRy NI E B2 D MACT RLAD 7 L—A%Z53 52 L1127
DET, TOD, PHCEHAT S VLAN (27— 77 L—AIZAH) 72 VLAN Tag) TIEMAC 7 KL
A LT &N,

IT7—AR—bFELTHELTH ZOBEEZEMAT 5861, 77 b2/l VLAN 3 XU MAC VLAN OFfE
DS EHATEET,

802.1Q Tag ff} 5HEEEN 7 L — AIA1F D VLAN Tag D7 4 —/L RIZOWTKRDFITR LET,

% 18-1 802.1Q Tag #5484k 7 L—LIZ{F 135 VLAN Tag D J 4 —JL K

J4—ILFK SiRBA HiR— AR
TPID IEEE802.1Q VLAN Tag 23t < Z & &7~ av 74 L —La UTRE
EtherType 1& L7cfEiz720 9, EETL
RS ETEET,
User Priority IEEE802.1D 7' A 4 VU T 4 ARRETIZT 744k (3) 72
FEYR—FLET,
CF MAC ~ v ZHND MAC 7 K L 23 fEHE AVEEE CIIEEYE (0) 2 a Y
(Canonical Format) A=< MIESTWNDENE O 7 A—HhrLET,
VLAN ID VLAN ID 2—YIMEHTE 25 VLANID
1% 2~4094 TJ, HET L
R ETEET,

1814 R—FrXS5—1 U ERARKRNITESEIR

(1) FEITIL—LEZIS—Y2IDRRETHEEDIEEE
TR "L EEEND T L —ADIEFE, FoA—FR— LR EENBE 7L —ADJEFEL B 5
ZENHYET,

(2) R—FrZI5—1) 2% 802.1Q Tag T 5 #REFEADTEEE

® VLANTag <728, BHE IV 4 X4 FPREWVWY A ZDT L —LE2WZ DLENRDH Y £, FHiC
Tagged 7 L—LBIOEE 7 L—2 % I7— D 735856, I7— U7 7L —AX VLAN Tag %3 2
BIACR D120, 83 P REWYA XD T L—LEWADMLENHY 7,

o IT7—AR—hrELTHETDHR—MIE, FTUr7FR—FE2ERLTIEIND,

o IV I TL—AE, IT—FR—PMIREINTZLA Y2 ALy FHEREOBEIREICERZR EE
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18 R—r35—Yy

SNET,

o E=F—R—FTIFT—Y U457y F®D VLANTag HD TPID &, I F—R— MIRELTW
% TPID [EA R DA, WO L I RBRESAZ—r DL &%, 2T —=FR— hTH 595 VLAN Tag % R
W72 1 B¥H @ VLAN Tag @ TPID {78, £=4 —&R— F® TPID fETI%74<, I F—74H— b TPID & &
R0 ET,

¢ IT—FR—bLEZE—R—FEERDAVNZAAL v FITRIE

® AX2630S-48T4XW F721% AX2630S-48P4XW T, T=H —KR—h& I T —HR— R, F—F 1~
24, 49~50 D End, R— k 25~48, 51~54 O ENMNTHTZ > TRE

(3) sFlow izt £ AT S BZEDIEFIE
Fl—AR— T, ROFAIFLALANTIZEN,
o sFlow FrFDEIE (egress) fREL, EFET L —L &L LT HE=F —F— hDHA,
® sFlow #ialDE(E (egress) FHE &, 802.1Q Tag fF5HEEEZEH L7 7 —FKR— F DG,

(4) RYVI—AR=—RZ5—YJLGBIATHEEDIEEE
o RV —R=RIT—V I/ THALTVWLIE=F—tya BB IFEATEETA,
¢ R —_R—XIF—Y I TIT—FR—brLLTHEHLTNDER—-FNE, I7—F—FrELLTRET
XFEHA,
o FAl—TVL—bRRV I —_"—=XIT—V T LZEMR—FIT—V T OMGRL o8, KR
THEALTNAE=F—tya VB FOREORENFTHREL TSI T —R—I~EIFIT—U2
7 UET,

[y

N\
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18 R—r35—Yy

18.2 a= v KA/ K

1821 av7«445L—Y3rvavr F—8&
RerIT—V o rDar 740 b—gravy R—EE2KROFIRLET,

£ 182 avI7445JL—Yarvavxrvk—&

av Y R4 ZBA

171

monitor session R—=FrI TV THBELET,

1822 R—bX5—1) VT DERE
R—=hrI 7=V rDarr7471L—yarTiE, E=4—KR—1 LI T7—FR—rOlBEbEEE=H
—kyrar s LTHRELET,
FAEDLEZ LI b4y a v BEEEEALEST, RELLE=F—Fy v a v ZHIRT 256
X, BRERFEOEYy v a UBEEERELTHIRLET, REFAHADEYy T a vy BEFEEBETHE, T=F—
Ty a Y OREARITETINT, URIOE=F —F v a COFRITEN D 9,
E=F—h— ML, @ETEATLIAR-FERBELET, IT7—F— ML, 771 v 7 OEGOM
Wiig LDz, 7TFHIA4A VR a8 R — bR ELET,
(1) 1E=8—HK— 51 35—K— FOBE
[(BREDRA > k]
F=F =R MIRETEDIAN L E T2 =R FA— YRy MU ET2—RATE, Vo777 )5 —
varyTHEALTWAEADL, HMOA =YXy MM ¥ 72 —RAERELET, £, IT7—F—
M vlan 72 EZFRE L TORWAR— MIERELET,
(A< Y FIZKBERE]
1. (config)# monitor session 2 source interface gigabitethernet 1/0/1 rx destination
interface gigabitethernet 1/0/5
TFTIAFEF =D VOS5 ICHRL, FHTEY b —F Xy b2 FT2—Z 101 TRETLH7 L —
LHEIT=VUTTHZELERELET,
2) EHE=4—FR—rbDIS5—1 oY
[(SREDRA > k]
BEOE=F—R— b 2V A MNEXTEETEET, REBFADY A MIF— F2ENTDHI L0,
HIfgTHZ b TEET,
(a7 Y RIZ&LBERE]
1. (config)# monitor session 1 source interface gigabitethernet 1/0/1-23, tengigabitethernet
1/0/25 both destination interface gigabitethernet 1/0/24
TFIAYFER— b 1024 IR L, ¥HEY " —H Ry AU F 72— 10/l 225 1/023 B
WOXTEY b=V Fy hA U H T2 —A 1025 TEZETDHIL—25IT7—V T TH L&
ELET,
S—HR—bF (R=bF¥RILAEFTI—R) ADZI5—1 Y
[(SREDRA > k]
LT AR MITF X RN ITN—T R ETEET,

[a7 2 FITKBERTE]

1

3)
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18 R—

S e

(config)# monitor session 1 source interface gigabitethernet 1/0/1-23 both destination

interface channel-group 10
TTIAFEF v XNV TN—T 10 IZHHE L, FHE Y bA =Py b F T =2—Z 10105
1/0/23 TEZETDHIVL—L%EIT7—V 752 LERELET,

18.2.3 802.1Q Tag T 5 #EED X T
X7 —AR— T 802.1Q Tag (I H5HEREAFEH LTI TV 7 7L —L% LAY 2HHkTHHR— FEEEL
*9,

1.

[BREDRA > +]

FoH =R MIRETCEDEA X T2 —AFA =V Ry MV H T =2—ATT, Vo7 7Y 7F—
varTHEHALTWDEED, B —Y Ry Ff X 72— RERELET,

728, Tagged 7 L—ALREET7 L —L%IT7—V 79T 55A1%, VLANTag N2 B E 7257, 83
A PMRENYAZXOTL—2%HHIZELLERVET, TOED, mu 2> RTMTU EE2 AT 544
ERHY ET,

[a7 2 FIZKBERTE]

(config)# monitor session 1 source interface gigabitethernet 1/0/1 both destination
interface gigabitethernet 1/0/2 encapsulation dotlq 10 ethertype 9100

XFHEY M —Y Ry b F T ==X 101 TEZFETL7V—LbxI7—Y 7L, 37—V 7
7 L —AIZ VLAN 10, TPID 0x9100 > VLAN Tag Z {17 CTAR— b 1/02 HRET L LERELE
R
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19 RYL—AR—Xz5—-y24y

19 RYS—R—ZZ5—1 24

RV —_R=ZRI T =V T, ZETHITL—2NBREEND7e—%2a—L7TC, &
ELTA Vv E T o —ANEEFETHHETT, ZOETHE, R r—_"—RIF7—-J 7
DI & BAEFEICHOWTHH LE T,
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19 RYS—AR—Xz25—-1)vJ

19.1 s

19.1.1 =&

RV _R—=Z2IF7 =V L, ZETLIT L= ED 7o —%2abt™— LT, fFELIEA X7 =
— ANIEETAEETY, YL —Lb%kabt—4AZLEIS—YVY, ar—ShE7L—2bDZ L% 3
S—UVTIL—LEPOES, ZOMEXZFALT, 7o—HEDITF—I o7 7L—0%2T7F54%
RETZETHILIZEST, N T 74 v 7 OEROMITNTE 9,
ZEZLV—NIXTEIT—U T OEEZROKIIRLET,

B 191 ZEIL—LDIS—YH

FEE

e | 1

S Lo aEER i

ELL . i | :

ﬁjijp—A%E P WEMEE| ERE i

| mrosL—Lz L ;

; BHLTIS—Y oo ]

! VORERETD P ! [;F___

: . JU—LEfE | \\
E=F—R—F I5—KR—+t
(L)  ERORE T L— L4 35-uvsIL—4 | | iqva7z-2

MTRTEBY, NI 49 7 5ERTHAN L E T 2— A EZR—R— LR, I5—Y 771 —
ADEERELRDBAVE T 2 — A% 2 T5—R— k LIFOE T,
AEEBORY) o—_"=2I 7=V 7L, 7r—KRHIZEZoTHINS 7L —2 2 RETEET,

19.12 R O—R—R I 5—1) U5 OENMELHR

(1) ER{EH
NT T 4 w7 DERSCIIT R EDT-DIZ, TTFIA TR EL2EmTH2R— 1 2 7 —HR—
T, 2 T—FR—NMZE, TV THHADOR— MR ET,
T =R — eI TR = NOMBEDEEZEZA—t Yy a3V ENOFET, AKEETIE, #HoE=
=Yoo g ERETEET, £z, T=HF—FR—bDZET7VL—AIF, TNEFNELDHIT—KR—F
~EEFETEET,
T —R—hEIT—F— NI, RIORTHEAEDETEHTEET,
o | E=HF—K—Fxf1IT7—FK—F
o M=K —KR—Ixt1IT7—FR—F
FoH =R = FBIOI TR — ML, FRENERLZFEEOR— FERETEET, ok, 17—V
YT L7 Lb—A, 2 T7—R— FORRRERNTEET L0, RREREBA2 7 L —A3EELE
7,

Q):E:@—JW—F
RV —R_R=XI TV T OFE=HF—KR— ML, MRETDH 7 —%FETHT7EBAV XA MEFEHL

-

ICRRE L F

(@'
2
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19 RYS—AR—Xz25—-1)vJ

3)

(4)

RELET, E=4—F— R ETIHEE, ZEMO7a—HHE— Kz, R —_"—XI7—
) VRO — R (layer-2-1-m1rr0r EJl S 1ayer2-2-mirr0r) WICERE L TL 72 &0,
R = R—ZAI T =V T OEERA L EZ T 2— AV A NEENMECIEELZT VBRIV A NEAL X T
=—A _Lﬂﬁ”é_k'a LT DA H T2 AT === LTHERALEYS, 77 8AY Z b
BAUA T 2—ATHEATHEEIHETD, 2747 b= aravy RORT A —F B ROEFITR
LET,

= 191 FOERRYR MERBICIEET /87 A—4

25UV HR INT A=A

=M in-mirror

BB, MEALH T 2—RA, Tu—HEMt, EEFEELSICOVTUL, 1 740X )] 2BBLTLE
W,

T 5—HR—t

RY = R=2IF7 =V T DI T—R— ML, FEEA I T7=2—RA VXA PTHRELET,

BERAVH T =AY AN, ROELLN—DDA 47 2—AERETEET,

o YHAR—rAf L HTx—2A

o R—hrF¥RNA L FTz—2R

17— — b TOEHERIZONTIRITRLET,

o VLANKEfEZEATEEHA, ZD70H, VLANBREZ AR L T AMEL AT EEA,

o IT—R—FMIHHT L—LE2RETOREERET DL, IT—R—MUIIT—V I T7L—LD

TN, BOE LIHBEDOHIE 7 L— 22X E LET,

o IT7—R—NMIREGEMTZANEERETDHE, IT—V LT TL—LbT7 A NEZONRERYET, =
DIz, T4V TREERE LGS, 37—V 077 —AMIIT7—F— FCREINET,

° Tyfuyy-UﬁVﬁV&@Tyi)V7ﬁwkkbfﬁ%L,x&yﬁ4ﬁw%®ﬁﬁ®ﬁwku
FHLTIT—AR—FrERELEEAICH, 37—V 77 —aFEESNET,

ZIEIL—LDIS—1) Y
¢ E=H—F—bTZETIHIIL—2bDHL, R —_"—RAI TV ITER/ELILT7EAV AT
Tu—% R L7 L= NI T =Y VT DOMBR LRV ET, T2EL, ROLHITEELZT L—AF
2TV T LERA,
o ZELILA—FXy ML FT7Tx2—ATTTFT—7 L —Ah& LTHEE
e [EEES02.1X % 7= 1% Web FRGE % f# FIRF I RFRFEIC X 5 BE3E
o ZUIFHMIPv4 7/ AU A MI XD EEEE
® DHCP snooping D¥iiK 7 /L 21T K 5 BEFE
o E=oHF—R—MNIBRELTEZETZ4NVE, FIFA M—Lbary b — I Lo TE=F—R— N THEE
LhpolzT7 b—AF, FHILETANI TV 7 Oxgb a0 7,

19.1.3 R O—R—XI 5= VI FERARKRNITEEIE

(1)

R—brSIS—YTLDOHEE
o R—FIF— VU I/ TEHLTVWAE=F—tyTarERE KV —_—23I5—VU L/ CIIBRE

TEEHA,
o [fl— 7L —LNRY—_R=RITFT—V T LZEMFR—FI TV TOXMNGE -T2 5E, KHE
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19 RYS—R—Xz=5—-1Y%y
T —R— kT2

THALTWAE=Z—t vl g v BEFORDORKRENVWFTREL TS

=N ]
VL7 L —A0D VLANID 28— L7
— U L7 L —AEEESNET,

yl/i—aﬁo
2) RIVI—AR—=XZ5— VI FERBEDOIE
VLAN A V' Z 7 2 — R ZEEM T AN ZERETDE, 37—V
LEICHLERERVET, T4 NZ CEELRELZSGE, X7
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19 RYS—AR—Xz25—-1)vJ

19.2 o= Y KA K

1921 av> v Rk—%&
R —_R—23IF7— ‘/70):1‘/7/( JTlr—gravwy }\*E/‘%/k@ﬁ _Tbi'é‘*

£ 192 avIJq449L—aravrk—

av Y R4 Bl
destination session R —_R—=RIF7—=V T DI T—Fh—baEHRELET,
destination-interface-list RV —R=ZAI T =V T ORERA L F T 2= AV A RERELE
7,
flow detection mode*! ZEMO7a—KRHE— RERELET,
ip access-group™? AVET2—RIHKLT, RI—R=RIFT—V I OHET L —Lb%
T2 IPVA Ny N7 ¢ VA % Li’%
ip access-list extended™? R —R=RAIT—=V T ORGET L —L% PV Ny 8T 4 VET
ﬁm¢577txij% ELET,
mac access-group™2 AVET2—RIHLT, RI—R—RAI TV TOMNRET L — L%
M35 MAC 7 4 VX AL ET,
mac access-list extended™?2 RV —_R=2AIF—=V T OHRT L —L% MAC 7 4 L ¥ THRHETD
TI7ERAY R NEE ﬁiﬂbiﬁ”
permit*2 KGNy NERHT A 7 e —RlEtEE, BT L—ADI T T
HeRDEERA L HZT=2—RA Y A e, T7®AY R NMIFBBELET,
X1
[av74 7L —yaravwy RL7 7 LA 27 7ue—WHtT—F/7u—8iff] 2L T
CEEW,
TE2

lay747L—varavy R 7y LA 28 77%v2Y RN 2B TIIEE,
RV —_R=2ITF7 =) I OEHa~ RF—EE2ROEFITRLET,

% 19-3 ERHav Y k—

avy kg ZBA
show access-filter™ R —R—=RAIT—=V T ORERA L F T =2—AV A NEEEICIEE LT
JERAY A NOREAR EMEHERER S LET,
clear access-filter™ RY—=_R=ZRI T =V TOREERA L H T 2—RAY A NEEEICIEELET
JEAY A NOKEHEREZO0Z VT LET,

EED
MEfAa~y RFavwr RL7 7 LA 31 740 %] ZBRLTIIEEN,

1922 R —AR—RXIS5—1) VT NETFE
RV —R=AI T =V T OMBTL— L, BROMRTL—L2DIT—) IR LRDEREKA X
Tx—AVANME, TI7RAVARNTHRELET, BEEOA - FT7=2—21F, FEEA - FT7=2—R
A b CRELET
nB, R v—_=2AI 7=V & FEMTLHGE, ZEMO7a—HRlHE—FE2RY —_—23I7
— Y TREDE— RIZEEL TS0,
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19 RYLS—R—ZIS5—yo4y

(1)

(2)

1E=ZA—FR—bxt1 T 5—R—FDERTE
1 E=4—F— p3b 1 37 —H— P TBESELHAOMAERITRLET, ZOBITHE, 7771 ¥%4
—H Ry " F T 2 — A 1010 1ZHHE L E T,
[BREDRA > k]
IR ML, RERA TR R NERELE T, T=4 K- MO, RERA v H
T == AU A MEBIFICIRELLT 7B A Y A MER) —R=23 7 =) v 7L LTRELET,

[av Y FIZKBERE]

1. (config)# destination-interface—list MIRROR-LIST-A mode mirror
(config—dest—mirror)# destination session 1 interface gigabitethernet 1/0/10
(config—dest—mirror)# exit
PfgdeA v 4 72 —AY A K~ (MIRROR-LIST-A) |2, A —%Fy h U F¥T7x—Z1/0/10 %I F—7K
—hELTRELET,

2. (config)# mac access—list extended MIRROR-A
(config-ext—macl)# permit any any vlan 100 action policy-mirror-list MIRROR-LIST-A
(config-ext-macl)# exit
MAC 77 AU A L (MIRROR-A) Z{ERK L C, VLAN 100 O/ » Mkt L CERRA V& 7 = —
A Y Ak (MIRROR-LIST-A) #&ELET,

3. (config)# interface gigabitethernet 1/0/1
(config-if)# mac access—group MIRROR-A in—mirror
(config-if)# exit
4*%*y%47§7:~21@1@§%%ﬁ,MACT&?XUXF(MmMRA)%ﬁUy%N%
AIT—Y 7L TCEMALETS,

BHRE_SF—FR—IrDI5—1)>2T
BHE=F—FR—INOI TV IV EERHEAEOHERIRLET, ZOFITE, TFI7A4 %A —V
Xy b BT 2—2 1010 IZHHRE LET,
[BREDRA > K]
BEEHALVH T2 — AV A NEHECRELLET 7RV A N2, K)o —_"—RIT7—J 7Ll
THEEOT=F—FR— MIEELET,

[av Y FIZkBEE]

1. (config)# destination-interface—list MIRROR-LIST-B mode mirror
(config—dest—mirror)# destination session 1 interface gigabitethernet 1/0/10
(config—dest—mirror)# exit
HEdeA v %72 —AY A K~ (MIRROR-LIST-B) {2, £ —% Ry bA L ETx—R /010 % T —7R
—hELTHRELET,

2. (config)# ip access—list extended MIRROR-B
(config—ext—nacl)# permit udp any any action policy-mirror—list MIRROR-LIST-B
(config—ext—nacl)# exit
IPv4 7 722U A2 (IPv4-MIRROR-B) #{Em L T, IPv4 /N7y MTxt L CiEEdeA v 27 =—R Y
A b (MIRROR-LIST-B) ##ELET,

3. (config)#t interface gigabitethernet 1/0/1
(config-if)# ip access—group MIRROR-B in—mirror
(config-if)# exit
(config)# interface gigabitethernet 1/0/2
(config-if)# ip access—group MIRROR-B in—mirror
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19 RYLS—R—ZIS5—yo4y

(config-if)# exit
(config)# interface gigabitethernet 1/0/3
(config-if)# ip access—group MIRROR-B in—mirror

(config-if)# exit
A =P Xy b A F T 2—Z1/0/1, 1072, BL1/0/3 DZEMNZ, IPvd 77 AU A~ (IPv4-

MIRROR-B) #KVJ I —_R—2IF7—=Y 7L LTCHEALET,
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20 sFlow &t (T O—#g&t) #ae

20 sFlow &t (7 O—#kst) #&

ZOETIE, AKEEETHST DTy PO T T 4y 7Rk T 5 BERETH S sFlow
WERF O & BAEEIC OV TR L £ 77,

anb
oo
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20 sFlow #tst (7 B—##5t) #aE

20.1 rzs

20.1.1 sFlow #ist DI E

sFlow MFHEIZ LV R— U RO T 7 4 v o (Tr—) FEOHET 1y NV —JBNO NT 7 1 v 75
PEZDWTT B2, %y hU—2DEEHEND FT 7 4 v 7 ZHHER (L—FRRAf vF) TE=FT
LHEHETY, sFlow SEHIEBEMIZAR S CWVWE 7 u—#Et 7 u h2v (RFC3176) T, LA ¥ 20bL
A ¥ 7T ETOMEERE VR — b LTWET, sFlow #atthl (LI, sFlow /X7 > b)) &% T o> THRR
T HHEE L sFlow 2 L7 ¥ (LI, L7 ¥) LMW, 2L Z|Z sFlow /37 v b & %649 5% E % sFlow
=Yz b LK, ==Yz b)) LFOET, sFlow stz ok b U — 27 BB 2R ORIZR L

ijﬂo
20-1 sFlow #fEtD &y b7 — 2 B

aLyv4a

1 i 5

7 A—ihEt
N7y FEIERETHRE)

REE

AS6 AS7

(FLI) AS : Autonomous system

20-2 VRTLIER

> aLy s —» IS4

FEBEBOT -2 N TEZX ENTBRIZT L7 ZICED BN, R RE2T I/ FiIckoTr o7
S ANMIZERTEET, LEMR-T, sFlow EHEREEZFIAT 21232 L 2 X2 7 F 4 FRRLETT,
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20 sFlow #tst (7 B—##5t) #aE

® 201 VRTLERER

BRER =3
T—Yxr b (K | HEHEREZEL Ta L7 ZIZEMN LET,
4EH)
aL g ax TV ML EMSENLHMEMERE LR - E - RLES, 61, WET—
S uTFTAPICESLET,
TFIAY AVLT ZINENENDT =2 & T T A ANMIRRLET,

FFIAP L Ao TNBEA LB D £

20.1.2 sFlow #ist T — = > FHERE
ARIEEDT—T = M, RO ZODEENDH Y £97,
o 7 u—ii (SFlow HH TlE7 o —V 7RO ET, LI, ZoOAMTEILLET,) 1ERERE

o (LU HTx—REE (sFlow Bt ClIA v o 2V L EERET, UK, ZOAHTERLLET,) F
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Tu—Y T NOEAT =R PR EE L ET,
4. (config)#f sflow extended—information-type switch
Zu—H U TNOPRT = F BRI (AL v F ] ZRELET (R v FHERLETVBETEET),
5. (config)# interface gigabitethernet 1/0/4
R—=F 104 DA =B Fy " ETx—Rar T 47 b—va = RICBITLET,
6. (config-if)# sflow forward ingress

R— b 1/0/4 DZAZ347 » FIZ%E LT sFlow #EEHEREZ A2 L1,

sFlow /85y FDI—C U M IP7 FLRAZETEIRT S
[FREDKRA > +]
—Hy 7 L7 2, sFlow 237y MCEENRDZZ—V 2 FIP T FLADEZE I L CR—DE
MWEIMEHE L TWET, TOBHN D, sflow source 2+ > KX interface loopback 2~ > K Cx=—
P2 FIPT RLRERELTOARNVES, a7 A CHEHEEBEN LB N TS LIICHERIND
BEIWRHY £+, EHMICEREZRIEAITIZ—2 FIP T RLAZEELTLES N, 22
Tl loopback (ZEID B THNFZIP T RV A2 —Y = FIP T RLXELTHIHAL, v ZizE
LDREERLET,
[a< Y RIZ&kBEHRE]
1. (config)# interface loopback 0
N—T Ry I BT 2—RarT 4 FL— g rE— NIIBITLET,

2. (config-if)# ip address 176.1.1.11
N—T Ny I 27— Z1Pv4 HE L T176.1.1.11 ZRELET,
3. (config)#t sflow destination 192.1.1.12

L ZZELTIPT FLA 1921112 #RELET,

4, (config)#f sflow sample 512
S22y NZEIZ N T T4 v BE=FLET,

o

(config)#t interface gigabitethernet 1/0/4
R—F 104 DA —PFy hA v BZT2—Aar T 47 Lb— a3 0F— RIBITLET,
6. (config-if)# sflow forward ingress
R— b 1/0/4 ODFAZ /347~ MIx LT sFlow #iEHEREZ A2z LET,
CEEEIE]
loopback ™ IP 7 K L 2 &4 5 5451%, sflowsource 2~ RCHETLHMEIIH Y FHA, b L,
sflow source 2~ R CIP 7 RLANBEIN TS EZDIP T RLUARBILE I ET,

A—A)LRy FJ—SIBETO URL [FHRINE

[BREDKRA > K]
AU [E TIT sFlow #65F T URL 158 (HTTP /%47 » b) ZUET H5E, 5860 FR— FEFE L T80 F
ERIHLTCTOWAERENT 7 /L MZoTWET, L, a—hAxy hU—7 TR — &5

DERRDGAENHVET, v—I Ry NT—ZBEETHITP N7 v hOR— FEEE LT 8080 F%
FIHLCWALEOREE R LET,

[a7 2 FITKBERTE]

322



20 sFlow #tst (7 B—##5t) #aE

1. (config)# sflow destination 192.1.1.12
a7 ZELTIPT FLA1921.1.12 &/ ELET,

2. (config)# sflow sample 512
S22y NZE NI 74w 7 BE=F LET,

3. (config)# sflow url-port—add 8080
JEEET —# AT URL B A AT 235612, HTTP 3T > b &I 5585848 — hE 5 8080 %38
MmTRELET,

4. (config)# interface gigabitethernet 1/0/4
R—=h 104 DA =B Fy " E Tz —Rar T 47 b—va = RIIBITLET,
5. (config-if)# sflow forward ingress
R— b 1/0/4 DZAZ/3% v Mkt LT sFlow #EaHEREEZ TN L £,
CEEsHE]
ARG A=Z EBELIH TS, HTTP /7w hOxG & LTHER— F &5 80 BIXAB T,

20.2.4 sFlow #5tD Y > T VO RIRDIAR A
AHERE T sFlow MEHEREZ A L7285 E, o) VB OTE G EE LTIRO DR H Y £,

(1) EHREREMSHET D

sFlow FEaHHERE % H 2 LTV D4R — @ pps % show interfaces 2~ > R THEGR L, 2537 v b &Extg

2L CWAEATE Mnput rate] %é}?ﬁ‘b’(<7‘:“éb‘ Hl, BEARTy FERHRIZ L’Cb\éiﬂ/\
[Outputrate] HEFFL T ZI VY, AEHEEZ 100 THI- /@R, BLERDF 7Y /7F'EEH§|7+3& Ay

T, ZOETY T TR E R ”'Ef(ﬁ show sflow =~ > N CTEEIEH N X 70\ 8 9 0% filgsl L T
<TEEW,

R— P 10/4 LAR—F 15T LTRERT Yy N L D0 RRZERLY 7 ) v ZHROH 2 RITR
LET,

20-10 show interfaces I <7 ¥ FOERITHER

> show interfaces gigabitethernet 1/0/4

Date 20XX/12/24 17:18:54 UTC

NIFO:

Port4: active up 100BASE-TX full (auto) 0012. €220. ec30
Time-since—last-status—change:1:47:47
Bandwidth:10000kbps Average out:OMbps Average in:5Mbps
Peak out:5Mbps at 15:44:36 Peak in:5Mbps at 15:44:18
Output rate: 0. Obps 0. Opps
Input rate: 4063. 5kbps 10. 3kpps
Flow control send :off
Flow control receive:off
TPID:8100

> show interfaces gigabitethernet 1/0/5

Date 20XX/12/24 17:19:34 UTC

NIFO:

Portb: active up 100BASE-TX full (auto) 0012. €220. ec31
Time-since—last-status—change:1:47:47
Bandwidth:10000kbps Average out:5Mbps Average in:5Mbps
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(2)

Peak out:5Mbps at 15:44:36 Peak in:5Mbps at 15:44:18
Output rate: 4893. 5kbps 16. 8kpps

Input rate: 4893. 5kbps 16. 8kpps

Flow control send :off

Flow control receive:off

TPID:8100

EE RN AN I
= sFlow #FHEREZ AN L TV AR — k@ PPS & #HiE/100
= (10.3kpps+16.8kpps) /100

271%
Yo7V MR E 271 TRET D & FEBIT 512 TEMELET, o 7Y U IRIROFEMTI= 7 4
JL—3aa<l K sflowsample &M L T 72 &0,

HMEmRL, SHAET D

show sflow detail ==~ > K% F4T L T/ 415 Sampling rate to collector (BEFEAFEA L 72V HESET 592
ZV U TME) OEEV T IR E LCERE L E 9, BRERIT clear sflow statistics =~ > K& EAT
L, Lo <#EF% R CF 72 Sampling rate to collector DGR E & D KEWHAIZR CFIETH 7V »
JHRERE LT TEEN,

X 20-11 show sflow detail 2% > FORITHEE

> show sflow detail

Date 20XX/12/21 20:04:01 UTC

sFlow service status: enable

Progress time from sFlow statistics cleared: 8:00:05

Collector IP address: 192.168.4.203 UDP:65535 Source IP address: 130.130.130.1

Send FlowSample UDP packets : 12077 Send failed packets: 0

Send CounterSample UDP packets: 621 Send failed packets: 0
Detail data :

Max packet size: 1400 bytes

Packet information type: header

Max header size: 128 bytes

Extended information type: switch, router, gateway, user, url

Url port number: 80, 8080

Sampling mode: random-number

Sampling rate to collector: 1 per 2163 packets

Target ports for CounterSample: 1/0/2-4
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21 |EEE802.3ah/UDLD

IEEE802.3ah/UDLD

IEEE802.3ah/UDLD #rglE, AV v 7 EELZMRHL, ZHUEI Xy hT—ZEED
F&A e BRI IE T D HERE T,

Z D TIL, IEEE802.3ah/UDLD KEfE DfiFan & i /E 7 iEIZ W T L £ 9,
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21 |EEE802.3ah/UDLD

21.1 &R

21.1.1 &
UDLD (Uni-Directional Link Detection) &1, F5m VU > 7 EELE KT 2HEETT,
FAEMY 7 BEENRET DL, —HFOEETITEFEIITELINZENTET, O —HFOEETIIZE
IZCTXANEENTEARVREICZRY, 7 e NI L CHEEVERRKAEL, Ry NU—2 FCXFESE AR
BEENFKAELET, L<HLNTHARlIE LT, A=Y Y —TOL—TFERS, V7T 7Y F—
Ta vy TO7L—ARENRETFONET, ThODEEE, MY v BEELRELZGEICEYT S
AR— k% inactivate 75 Z LT X > TRIRITBES Z &N TEET,
IEEE802.3ah (Ethernet in the First Mile) Cslow 7’1 h 2/LD—#E L THLE ST H4L72 OAM  (Operations,
Administration, and Maintenance) 7= k =L (LAF, IEEE802.3ah/OAM & R9) Tik, MY > 7 REED
EREIT O 7201, Sl 7 L — 2% AW TCEFIICK mZERE & HEE O OAM RIEEROZHREIT,
FHEELOT7 L — OR[N AR T D HARIB SN CWET, AEEE Tid IEEES02.3ah/0AM HrE %
WG Y o 7 IRIED R 21TV, 2 ORERN ENRWGEIZ 7MY v 7 EEE BRI 55T
UDLD FEREZ SEBL L TV k9, ALEED UDLD #aETIE, Fim ) o 7 EEORHOIEZNS, BHIEEN S
FEELE§I#E Y U — Az F—EE C2E LSSV —7 Ll LT, %=1F L7=4— b % inactivate L &
R
%72, IEEE802.3ah/OAM 7’11 h /LT, Active E— R & Passive T— KOOSR H Y, Active T— R{llH>
Bl 7 L — AOFEE NG I AL, Passive E— RAUITIE, $l#l7 L —A2ZETHETHE Y L—ADiE
BIHATWER A, AR CTIE LS AR OFR E C© IEEE802.3ah/OAM HEREN A NI/ - TV, AR — A
Passive ©— R CEIEL 7,
Ethernet 77— 7 /L Gl SN M T DIEE DR — MZa v 7 4 7 L—3 g 3~ K efmoam active udld %
BETDHZET, MU 7 BEEORBEIELZITVE T, efmoam active udld 2~ > R&EFHE L7 — b
THAEMY v BEEZRE LSS, %% T 58— b % inactivate 35 Z & TRI\EEMOFR—FTH Y v
XU R E i, B SR OLEE THY AR — F TOEM 2L ET,

21.1.2 Y7R— MMEHk

IEEE802.3ah/UDLD #&HE Tid, KDFEI/RT LB Y IEEES02.3ah/OAM #HEE YR — F L TWET,

% 21-1 |EEE802.3ah/UDLD TH#7/R— ~3 % IEEE802.3ah OAMPDU

i B ati— b
Information FHTFLEEIZ OAM IREETEH A #ET D, O
Event Notification FHFLERE |2 Link Event DG 2% (ET 5, X
Variable Request FIFIEEIC MIB B &R 5, X
Variable Response RSN MIB 52 =57 5, X
Loopback Control FHF24E D Loopback RAE A Hl#H 45, X
Organization Specific HEREHE IR, x

(LB O : HH— kX : FHpa— b

21.1.3 IEEE802.3ah/UDLD KD EEEE

(1) IEEE802.3ah/UDLD HREZ S E L2 ERIZ IEEE802.3ah/OAM #gE & H 71—
FLBGWEEZERLIZGE
— B 7e A A~ FClE, IEEE802.3ah/OAM BERE CHEMA T 2HI4 7 L — AXHFR L EFA, 2D, HE
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(2)

(3)

IEEE802.3ah/UDLD

B CIHHRORZHNTEXT, a7 4 L—3 g a<2 R efmoam active udld ZZ%E L7-R— N TH MY
voEEZHRHELTLEVWE T, IEEES02.3ah/UDLD HEREDEMIT TE £ A,

IEEE802.3ah/UDLD #EEFRE LI-EBMICA T4 7aN\—2 G EDhRE
BExEHELESS

REDY RN SNT25E1, BINFOY U7 REZHBIICOBI LW AT 4 7 ar =%
ZAEEMICRE LICEA, EEMTY 72 REOEFRICTIUNAE L ES, 2078, efmoam active udld =
<V RERE LA — N THPEENEEL TORVWRETHLI AR Y IEEZBRHELTCLEVET,

BIHTHERICYH, WGFOEECRIMEZ L 20ERH O, EANKEIZ/R 5, FHFOYU 7 RED G

-

SNEHBIT, bORTOY 7 REZ BRI T DEDOH D2 AT 4 7 a s "—=2 2L T
Sy,

fth¥t D UDLD #8E & DEEMEICD VT

UDLD H¥REIT Z N ZN A4 O B AR THERE 2 3235 L T\ 5728, AR%E[E O IEEES02.3ah/UDLD H¥HE & il
& O UDLD FEREDM E Rt IZ T& 8 A,
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21.2 a< 2 FA4 K

2121 v K—&
IEEE802.3ah/UDLD D= 7 4 FL—3 g ravwy R—EEZROFITR LET,

£ 212 avI724JL—Yarvavxyk—&

avy R4g BTl
efmoam active WP — K T IEEE802.3ah/OAM #HED active E— NIZ LE T,
efmoam disable IEEE802.3ah/OAM HERE A HEZNIZ L E ¥,
efmoam udld-detection-count RHMY 7 EEETDIOON T 2 EEEELET,

IEEE802.3ah/UDLD OiEfl o~ F—EZ2RDOFITRLE T,

*£ 213 ERavYKF—E

avrRE B
show efmoam IEEE802.33h/0OAM DX ENE s KON — DR EHRE R R L ET,
show efmoam statistics IEEE802.3ah/OAM IZBE ¥ 2 it E M A FKr L £ 77,
clear efmoam statistics IEEE802.3ah/OAM ([ZFAF B #iatiE @A 7 V 7 L £ T,
restart efmoam IEEE802.3ah/OAM ' 12 /' 7 L& FfLH#) L £ 7,
dump protocols efmoam IEEE802.3ah/OAM 7'12 777 L THIR L TV D FEMA <2 b F L— R s
L OHIET — T AERE T 7 A N~HHLET,

21.2.2 IEEE802.3ah/UDLD M&HE

(1) IEEE802.3ah/UDLD HEEEDERTE
[REDKRA > F]
IEEES02.3ah/UDLD #§fE & 3B 3 5 121%, o7 5EE 2R T IEEES02.3ah/OAM FFEZ AN L TH< 2
EMMLBETE, ALERE T LA O E T IEEES02.3ah/OAM KERENR G RN & 7 o> TV A IRHE (&R

— b Passive ®— K) T3, &2, FEEIChHFFMY v 7 EERTEREZEES G-V A — ML,
UDLD /85 A —& Z AN LT= Active B— RO EZ LET,

Z ZTCl, gigabitethernet 1/0/1 T IEEE802.3ah/UDLD #§REZEH =¥ £ 3,
(a7 RIckBEE]
1. (config)# interface gigabitethernet 1/0/1
A=K 101 DA =B Fy " FTx—Rar T 4 7 b—varE—RIIBITLET,
2. (config-if)# efmoam active udld

AR— k 1/0/1 T IEEE802.3ah/OAM KEBED Active B— REMEAITVY, HHmY v 7 EEMRHEEL Bl
LE9,

(2) RARDVIEFREHY Y FDRE
[REDRA > K]
FHY v B, AT DO A KT 7 R LTRA Y > 2 RIEORERH T & 720 IRk

2, RSN ER L CRAE LGSR LES, ZoBD R A o EEREL Y b
TY, BIGmY 7 REEIE, 1B EREGR L TV ETS,
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RAMY v oEERIET T NEEEST DL, ERICH A 7 BEEPBEEL TOLRETHET
OB TEEd, MY v 7EEREAI D b ab 35 LEEZRIIMET 55T,
MBRHOBZENANH Y £, WHE, ARETEETL2LEIH Y A,
FmY v 7 EERENPSRHE TOB LT ORHZKRITRLET, 2k, KK 10%DOBENE L
7
5+ (A w7 BEERHA T 8 [#]
(A< FIC&kBERRE]

1. (config)# efmoam udld-detection—count 60

FamY) > 7 EEBRIE T 2O DMFENLOE®RS A 27 7 FAEG R Z 60 MICRELET,
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CFM

CFM (Connectivity Fault Management) X, LA ¥ 2 L~V TOT U v P OBEGIEOK
FEEL— NERAEAT O, IRERA — % > MEORSFEEERE T,
ZOETIE, CFM Offfdi & BEFEIC OV THA L £,
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22.1 @z

22.1.1 &

A=Y F v MIEEN LAN 720 TR THLHEDLN D LI IR >TEF Lz, TR, £ —Px%
v MZ SONET X° ATM & [AZEOLRSFEBEBEEN RO SN TWET,

CFM Ti, KO =DOOMREZHE>T, LA ¥ 2 Xy bU—7 ORFEREZITVET,

1. Continuity Check

BEARA > FHT, HERAIELHFICE <2 (BIEE - #itt) 2WERLET

EEZMRE L5 L, Loopback T/L— h EDOEZETRETLZONEHELET L—F Ny IR

2. Loopback
B,
3. Linktrace

[EEZ M L7-& &, Linktrace TEHARA L FETOL— FEHERALET (LAY 2Ry NTU—IH
DL— FER),

CFM OB 2 R ORI R LET,

22-1 CFM &kl

>

BEREEHK
(—EXTONRAFRALY)

s

EEEA ) a FxEB
(ARL—8 RAL) (FRL—B KAL)

a—#
(AREZTRALY)

(L) @ : EERA 2+
;B DRESD

(1) CFM MD#%se
CFM /3 IEEE802.1ag THIE SN TWT, RORITFTHENH V $3, AEEIL, ZhbOMiEs FR—

FLTWET,
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3 22-1 CFM D#%ge

£ B
Continuity Check (CC) FHRA > N OB D F IR
Loopback N—T Ry 7 R ER
ping FX4 OFEfEA LA ¥ 2 TIATLE T,
Linktrace Jb— MER
traceroute fH2 DFREL L A ¥ 2 TIATL £ 7,

(2) CFM D#R

CFM 2R T D2 EREZRORIZRLET, CEFMIZ KA A >, MA, MEP X O MIP 7 SR S L7 R5F
THEEEANCTEELET,

*® 22-2 CFM %87 %E%

2% BA

RAA Y CFM 421y hU—7 LOEBHHAD I V—7

(Maintenance Domain) NI &,

MA RAA v &flor b L CTEERS 5 VLAN O 7 v —7' D

(Maintenance Association) Z&,

MEP EHIRARA > b Z Lk,

(Maintenance association End Point) KA A DBEREOR— KT, MABMICHELE
T E72, CFM OFERELZ FITT HR— FTT,

MIP EHPHARA S FDZ L,

(Maintenance domain Intermediate Point) RAA > ONEICALE T HEEAR A K TT,

MP BIARA L FDZ LT, MEP & MIP O#FR T,

(Maintenance Point)

22.1.2 CFM O{ERER

(1)

KA

CFM CII RAA LW BN TRy T —7 ZREBEIIICEH L, FAA N TCFMPDU 2 5%E7T5 2
CCRSFERAITOET, RALLICIEO~T DL (RAL L LUL) MHY, L-ULOENR KXV
IMEBN L~ &) £97,

EWRAAL LTI, BORAAL L L~ULD CEMPDU ZEEELET, BV RA AL U L~ULTIE, &
WRAAL 2 L~ULD CFMPDU Z LB L7 CHRE L E T, L7z » T, W KA A v L~Ld CFM PDU
DEWRAL U LAULD RAAL D Z L1372, RAL U THSE LIRSFEEN TE £,

RAAL D L-UVERGITIE CTHEHAT2 L5118, B CTHRESNTOVET, ROIZEY ¥ ToHNZ RAAL
VLAV ERORIRLET,

* 22-3 RAICEYETONIFASDLARL

RASLD LRI X5
7 NAR< (—H)
6
5
4 =R Ta NS H (FEERE)
3
2 FRL—& (FEH)
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22 CFM

RAAL LR X4

1
0

FAAL IBERICRETEET, FAS U ZBREMBECT2HEITERD FA L LU ERANS, &0
RAA LA ESMNCERE LE T, BEEAR B A A OB 2R DRIR LET,

22-2 BERBHITE KA A 2 DRI

KA LALI

<
<

gl
R A4 2 LARJLIOCFM PDUZIE & EH

A
Y

FAA 2 LARJLIOCFM PDUEIEHEH

KA 4> LAJLTOCFM PDURIE B

(2) MA
MA (X KA A > N%E VLAN 7V —7"CTHE|L TEET 258N ET, FAA ZERE—2D MA 23
LIZ‘%’C“TO
CFM X MA W CEMET 5728, MA 2R ET 25 2 & CHEHEHFGEHZ MM HIE X £,

MA X RA AL VEARBLOMAALMCTEHNESNET, D7, [FL MA NTEMT 555E T,
BRI R AL & MA DA EEDOETEBLERH D £9,

MA OEHFFHOF 2 R OKIR L ET,

Re
i

K 22-3 MA OEEEFEOHI

FAAL LA

—_———— — ——

MA “Group200”
VLAN 200~299
754 < JVLAN 200

|
|
|
|
|
KA A > “Domain_1” :
|
|
|
|
|
|

%7, CFMPDU #%%1{% % VLAN (774 ~VY VLAN) #%[E— MANTELETEB SHENDHY £
7,

PIHRAECIX, MA N T VLANID OENRWHIFA/NSWVLAN BT T4~ U VLANIZZ2 Y 4, a7
4 7 b—v a3~ Fmavlan-group 21X, f£ED VLAN ZBRIIC T T 1 = U VLAN IZERETE
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(3)

ijﬂo
774 <Y VLAN 25 — Xzl VLAN &R U VLAN ICRRET D 2 & T, EEORES AR T £
7

MEP

MEP X R A A v OFER EOEFEHEAKRA 2 M T, MAIZKH L THELET, MEPIZIZMEPID £\»5 MANT
2=—772 1D 2% E LT MEP 2 L7,

CFM DBERRIX MEP THEITSNET, CFM X MEP il (RA A L DOEERNHEERE TOM) TCFMPDU &
EZETHILET, YRy N7 OBFEIEATER L E T,

MEP [ZIZR D > DFEENH Y £7,

e Up MEP
U L—llCFRET D MEP TF, Up MEP H& X CFM PDU % %3%(5 L72\W\C, [F— MA D MIP £7-
FR— b2 L TEZELET,
Up MEP DR ERFI & IR DRI R L ET,

22-4  Up MEP D% EH

A PO GO GO A

KA LA
MA “Group_A" )

p
|
i
|
N

e Down MEP
EIFANC R ET 5 MEP T9, Down MEP H &7% CFM PDU % %ZE L £,
Down MEP O ERFI 2R ORI R LET,

22-5 Down MEP M&5E 4l

1 Vi 0 G gV O

! RAL D LARL2
! MA “Group_B” !

(ALH) YV :Down MEP O : MIP [ : AR— b (MEP, MIPLLSY)

Down MEP, Up MEP 75 D 6(E1, 3 X O Down MEP, Up MEP TOS (541 % R DOBIR L ET,

22-6 Down MEP, Up MEP M Mi:fE

A
[1 O V [1 O O

Bt A2 LA ‘ ‘ | F%{Db&NII ‘ |

MA “Group_A” MA “Group_B”
Down MEPAN 5 DX (S 15! Up MEPAN 5 (3% {5

BEMEPH S EHEET S BREMEPHO S EHEEE LT,

FEI—MARDMIP, R— kHh5XIET S
(FL1)
A :Up MEP ¥ :Down MEP QO :MIP [:7/R—k (MEP, MIPLLS}) : CFM PDUD iR
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22-7 Down MEP, Up MEP T®DO%1§

A
[1 O V [1 O O
Bt A2 LA ‘ ‘ | F%{Db&NII ‘ |
MA “Group_A” MA “Group_B”
Down MEPT D154 Up MEPT @ 31{E41
RUNEPTEERIET D ZUNEPTEEZELALT,
FE—MARIDMIP, R—+T2ET 3
(FL1)
A :Up MEP ¥ :Down MEP QO :MIP [:7/R—k (MEP, MIPLLS}) : CFM PDUD iR

Down MEP 35 X T8 Up MEP (Z1E LUVMZEIZERE L TL 2 &V, Bl 21X, Down MEP [Z[EIFRM (MA O
M) IZRETHHLERHY ET, UL —l (MA OHMID 1Tk LTERE L84, CFM PDU 28 MA OFMil
ICEEEND T2, CFM ORERENIE L BIEL £¥ A, 7% T Down MEP ##%E L7zl A2 R DXIR L%
kS

22-8 E8-T Down MEP %#E&%FE L 1=l

(T TR o
I MA “Group_B” I
............. _ I
! AT DSV N i
| I MA “Group_A” | I
! I I
| . -
h d&f Db A-Db Al
\ \ - - . _. - . _. / I
— e e e e s —  —  ——  —  — — . — — . — -

52> TMA “Group_ A" M #MEIZDown MEPZEERET 5 &,
MA “Group A" DHMEI (KA A4 2 LARJLTEYSL) (ZCFM PDUASREIESh 18,
CFMDHEBEASIE L < BIfE L 720N,

(FL51)
A :Up MEP ¥/ : Down MEP O : MIP : CFM PDUD

4) MIP

(@)

MIP X KA A OWNERIZERET 2EHAEA L FT, ALK LTHRELET (Fl— KA A HNOE
MA TH:58), BEEEOEE, MIPIZEWRAAL L LA RAAL VMR RAL LD RAAL &
HRHMEPTICERE LET, F£72, MIP X Loopback 3 & U Linktrace (ZE T 5 DT, FAA UNORSTE
FRLZZVMEFTICRE L ET,

KA ODELDERICEET 556
RAANERADMANCMIP Z3RETH L, ENAA U THE, O RAA CEZBEBLERL Y, ROF
AL O BB L VIREECE I TX £,

RAAL L1 & RAAL L~V 2 B ToEiEof 2 ROKIR L ET,
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(b)

B 22-9 KAALULARILTERALULRIL 2 DREBEEDH

FAL D LARLIDER
O kAqviant )
! MA “Group_A” |
[ |
N =
\‘_ ........... _Q/
i LR A A Y LA THEPE 5 1B &
! P RAL D LAL2TEHMIPE LTRET 5.
BAL D LALDEE ! !
————— . L S e -
! i RASTLAL2 '
| i MA “Group_B” L -
i /: _____________ :_\ |
; o FASLRLT 1 |
[ I i MA “Group_A” il |
| I y! -
. 2/ \J |
! VO Oo—V i
\ ’\ ............... /T’ % " 4
Loopback(< & % HEFE CCTREMEST CHRLMES,
RAA LRI ERZESHETIE
ERENFY, FAAULR)L2C
BRENH D ENERTES,
(L1

A :Up MEP ¥/ : Down MEP O : MIP

RAAL LUV 2 BEFTBE, RAAL L L~UL 1T D MA TMEPIZHEREL TWAR—FE2 RAAL 2 L~UL
2OMIP L LTRELET, ZHIZEST, FAAL L LUL2 TR RAAL LUV | OFPHZFEFR L7220
5, EAETERLRAVRETERTE £,

FEERAERL, FAA L L-L2 ORED, FAAL LUV OEZORENEZTI0 5o bz,
HERBEEZFFE T ET,

RFEEBLEWVERIZERET 555

RAA TN MIP 2R ETIUE, K OHMINRESFEEN T L1270 9,

RAA VNI MIP BRGE SN TORWEROBIZROKIIR LET, ZOFITHE, F v b7 —7ICREHEHR
AL Se, HKiE A, HKEE O MEP I THEETERV I LIIMBTE D, S THENRELLD
INRETE T E £ A

X 22-10 KAA 2RIZMIP BRE SN TWLEWERDH

KA LR '|
MA “Group_A”

| 3EEA #EB #EC HEED wEe |

(FL30)
V :Down MEP [ :sR— bk (MEP, MIPLL4Y)

336



22 CFM

RAA NIZ MIP Z5%E LT OB 2 RO R LET, ZOBITIE, FAAL PRI MIP 2R ET 52
& C, Loopback X° Linktrace DB NKEEE N HIK - TL 5729, m%ﬁﬁi@?ﬁ%%ﬁ:f%éi I F
7

22-11 KAA URIZMIP 2B F L= H

i/ KA LARIL [
3 MA “Group_A” I
| )
| EEA BB HEC HED HBE |
L 1
v —0 O CHlkEe v
N 1 N VY S w
Loopback|Z & 2R CCTIRENMR->TIHWNES,
EEDLEBEDMET
(AL FIENH B ELHEETE S,

V :Down MEP O : MIP [J:HR—k (MEP, MIPLASY)

22.1.3 FAA D DEXE
CFM Z AT DB, T RAAL L ERFFLE T, RAA O L B E 2 RE L, wICEcD R
AA DG E LET,
RAAL L DOFEFITIEZ, FAA LU, MA, MEP BLUMIP DR EDMLIEE T,

(1) FAA DB EBEBEEDKET
RAAL L DOERLRD MA DR— 2 MEPIZEREL, [KWKAAL L EEHRDAR— %2 MIP IZRELE
T, WA T RO & FEIZ, FAA > OfRE X OBE#EEORGTFIEZ R L ET,

22-12 &R

RALULALY (BEEB) )

| EACLRLT @EeEy )
| | I
I
M

XEB EEC ZEED

10 00 0 b orb 00 o b dr

EBEBOIMAID S ! EBEQIMEID S
ZEDDSMUFE TER EEBECOMNMIETEE

| ZEH

-
[
=

EBE EEF EEG

D

li

A
\

EEBOSMUN S HBECONMAETEE

y
¥

EBAOWEI S EBHOMEI E TEIE

(e O R—

FHE A, BEEB, FEEREK, VP LVIHMTRAS CEZRFL, KOS LR FAA L
ERELET, £/, KOHEAEZBELTWET,

o FEE A, FEEB, FEHFENRI, 2 —VICRMETIEMPIFMTE D Z L2 RIAET 27201, 22—
PIERAA D RN — b 25 o T Befoett 4 B

337



22 CFM

o —F, FHEHXORMTLEIMBEATE 0L ) 0EFERT L2010, FEHE» LRSS AR
DB % B

RAA CORRFHE, WITRT R IR LA BIEICERE L £,

o FASLILARNILT, 2DFHE

. FAALUL~UL 1 TMA “Group A” ZRELET,

ZOBITHE, —DODRAAL L E—D2DMA TEHLTWETR, KAAHN% VLAN 7 /L— 7 HfTIC
’\T'Cﬂé*fﬂﬂ CEHLEWEANE, BHTOIHEMTMA ZRELET,

2. FAALVOERICY-54EEB, DT, MADKR— MIMEP #%ELET,
FEFT VIR T 2R - NGO EE 2 EH T 570, UpMEP #3%E L E T,

3. FAALLUL2 HEERIC, MAZREL, HEEE, GIZUpMEP 2R ELET,

22-13 FAAL LRI, 2DHRE

| A LARLT (a—4) |
I |

KAL D LARILL (BEELK)

I
|
BAS LA (FEEED | | FASYLAL2 (FXED) |
1

.

HEA BB #®EC EED ¥BE ®EF &G FiEH

] O0—) O— O— O0—4 O— 00— O— O
FA4 LA FAA 2 LAL2

| | | | |
I MA “Group_A” I I MA “Group_B” I I
— - |
4\ | | | | 1$ 4\ | | | I ¢ |
(R
A:Up MEP [ #—
o FALULAR)L4DEERTE

1. FAALLL~UL4 TMA “Group C* ZHELET,

2. RAA UL~V 4 OEERICYZ5EEB, G T, MA®DKR— MMIMEP %% ELET,
FERI—FIZRMIET 2R — M2 SO Ett 2 B4 57290, UpMEP 2% EL £,

3. l\“;u"/v«“/w ERAL L] L2 2EAELTNERD, ZNENOTHETHHEED, E
IMIP #RELET,
1'&0‘ RAA LD MEP %@\ KA A CTMIPIZEEET D &, Loopback X Linktrace % - T H 4y CH B
T5 RAAL U COMED, KWLV TEET S FAAL L TORENZEY 3T onbm A
FEREE LT <20 9,

3

%ﬂab

[

338



22 CFM

22-14 FAALULRILADETE

| FAA 2 LARLT (2—H) |
I |

FAALLAJLE (BEESK)

FASLALT (BEEN | | FASULALL (BEEB)
I
EiEA #£i&EB &EiEC &F&ED &EiEE EiEF &G &iEH
1O 1 O 1 O 1 O 1 [ 1 O 1 O 1 [
I I | | I I I KA LAL4 | I I | | | I
[ L I Il WA “Growp.C” || I (T [
| | o I . I I I [
| L A—1— — T O 0O—T1 1 —r—A |
: L Rt A 2L Lo R4 22 Lo !
MA “Group_A” MA “Group_B”
| | I |
| | 4\3 I I L/|3 4‘ I I 4 I [

(R0
A:UpMEP O:MP [O:HR—F
o RAALULRILT DERE
1. FAA 2L~ 7 TMA “Group D” R ELE9,

2. FAA VLUV TOERIZYZH A, HT, MADKR— MIMEP % ELET,
2P HEEE D LR SN DRI OBEGIEEZ BT 57, Down MEP Z8%E L7,

3. FRAALUVLLTIERAASL LUV A BAE LTS, FHEETHIEEB, GITMIP Z5RE L
£
RAAL LT & 20, FAAL LA DR E LTRELTWDIED, RAAL LT T
ISR ET D EITH D Ed A,

2215 KAALULRILT DEFE

| FA42LALT (2—4) |

FAADLRILE (BEESWK)

FALLALT (BEEN) | | FASULARLD (EEEB)
| I
iEA $iEB iEC i&D ¥iBE EiEF &6 HiEH
bl RAA 2 LARILT .
: | MA “Group_D” ' '

RAL LA
MA “Group_C”

N

| FAA LRI KAAL 2 LA)L2

| |
MA “Group_A” MA “Group_B”
¢ b Lol ¢ 4’ b Lol
(R

A :Up MEP ¥/ :Down MEP O :MIP [J:/KR—+t

(2) ELRD KA DML
8 2 OFEMIFRFF T, Loopback, Linktrace % i@ H L7V MEFTIC MIP 23 E L £ 7,
MIP 3% E R ORI L O MIP 32 EH DR OB 2 R OB R LET,

339



22 CFM

(3)

22-16  MIP ERERID &AL

| RAL S LRI (BEEA) ‘I
! i
| A £EB ¥EC £ED FEE
| .
B O 00— o0 o—p 0
= — = — = — b = v
/X —t — —t —t A
| Lo I Lo Lo |
(A1)
A:Up MEP [O: R—
B 22-17 MIP &E & DRI
) -
| KALDLRILT (BEEA) \I
' i
| A £EB ¥EC £ED FEE
| .
B o000 oD o—po0
= — = = — e — = — b = v
AN —O —— ——t O—t A
| Lo I Lo I |
(A1)

A:U MEP O:MIP O:H—

R A A > OPIAIT Loopback, Linktrace D5E5EIC L7=WWVAR— %2 MIP IZERE L ET, ZOFTiL, #iE B,
DIZMIP #ZELTCWET, ZOBREICL > THEB, DD MIPIZK L, Loopback, Linktrace % 3T T
¥9, F7, Linktrace D/b— MEWE L USEEZET L OITRY £5,

MIP %% € L TV 72 W34 [E C 1T Loopback, Linktrace D554 & L CHRE TEX £ A, £72, Linktrace |Z)GE
L2 o /b— MERIZER C OFRITEENE A,
KA A > DB

RAAL AFBEEANCRETE £, BEMEONMRMENL~L, MU EW L~V L7220 KD ITRE
TOMEND Y £,

R A A v ORERB] &R D AT B 2 ROFITRLET,
R 22-4 FAALVDOBEEBEEROTE

HBACIKEE =353 B DR

RAA DR (RAA SRR (FAA TR o
| |
ey B I

RAL OB (RAA SRR (FAA TR o
: |
{1+ -
N A

RAL v DFA b o TR T T - Ql

FAA LA |
i

340



22 CFM

ERCIKRE = 3n ] BRORE
FALCOBEEAA L | i I S—— > "
DIIA i ._._.'_".’(_'r./l"\.'k‘o’. ______ !

Pt TTRERAR Y b
| CEAA LA
o L

22.1.4 Continuity Check

Continuity Check (CC) (% MEP DMt & & BSR4~ 2 B RE T, MAW@@MH%HIM(@MMW
Check Message, CFM PDU O—#f) %#i%%{E LAV, MA N® MEP 2% L$7, MEP O ENEIT
Loopback, Linktrace THEMH L E 7,

CC ZEEI TV HIEE T CCM 2315 L o720, B4 EEE DO MA NOR— F 3 E{E TEZRVRE
W2l o7e ) LTEBEI, MENBELLLERRLET, _@Ffm EERE 7 7 7 %3 Tl CCM % %15

L, MA N® MEP [Zi@%1 L £,

CC THHtT 2EEELZROFRITRLET, BT AEEICFEE L~ ANH Y 4, AEEOVIINET
1%, BEL L2 EEBRELET,

& 22-5 CC THHTHEE

BEELAIL BERNE MHEAIKRE
5 RAA v, MA D% CCM %545 LTz, B 5
4 MEP ID £ 7213 {E R R > T\ 5 CCM %15 LT=,
3 CCM =5 L7 < e o7z,
2 AR OR — RSEE TE RVIREEIZ R o 72,
1 fEE R @A O CCM %15 LT, Bt L7z
Remote Defect Indication

PR RIS O I ERIERE AR RS e b &, BEENRREE L R LET,
® 22-6 [EEREERH L EEREERFRE

EELAL (% |15 2244 [ E 18 B tR BF A
5 RFAA Y, MADRRZRD CCM 2%E LR ol Z{E LTV /= CCM Dk
5 Filf@E < 3.5

4 MEP ID 7213 EMIRA R > TV D CCM 2%(5 L7l 72> | &I LT\ =z CCM Dk
7o {E1HI X 3.5

3 CCM ZH U215 Lz, ZELTZEEND

2 MR OR— FSEIETE DRREIZ/ 72 CCM B2 L ZELIZHEEDLD
7o

1 ERMH D CCM 23215 LT, ZELZEEID

WOMDIEE B IZEH LT CC oEERZ7R LET,

% MEP X< /LT % v 2 FTMA NIZ CCM Z EHIMICEFE LET, & MEP O CCM % EFIICZET 5 2
& ORI A R L £,

341



22 CFM

22-18 CC TOEFHERIEDER

N
[ MA “Group_A” I
| 1
| EEA !
i !
i !
i !
i !
- LN
i !
i !
i !
i BB HEC !
i !
‘\ ..................................... /
(RLHI)
V : Down MEP . COM:2£4E

EE A O CCM NEREOBIEE I3 %y FU—27 FOEEICL->T, #EBICEIAR 2D L, #EBIX
WEALORY NU—7 FofEEE L THRELET,

X 22-19 CC TEE##&H

[ A
i !
i !
i !
i !
i !
i !
i !
i !
| [EEmm !
i !
i !
i !
‘\ ..................................... /
(R

V : Down MEP . COM:%4E

EEAME L-EE BIX, MAKNDOAEMEPIZX LT, BEABRHL-Z2BMLET,

342



22 CFM

22-20 [EE%E £ MEP &N

N
.{ MA “Group_A” I
|
| EEA :
: |
i Shet |
] .| |
1 |
|
! |
! ﬁ%#ﬁ.‘ﬂf |
|
i BB HEC :
i !
~ /
(FLAI)
V : Down MEP : COMiE1E  [EERHEBEAOCCMESE

FEERHEM O CCM %5218 L7124 MEP X, MAW®D & 2 CTREENBE LI L 2R L £7, SEE
C Loopback, Linktrace #EITT 52 &IZL->T, MARDED/)L— N THEEREELIZONEHERTEE
j—o

22.1.5 Loopback
Loopback (X LA ¥ 2 L~ULCEIET 5, ping FIY DOEERETY, [Fl— MA PN® MEP-MEP [ % 7= /% MEP-
MIP [l o2 fEsd L E 5
CC 7% MEP-MEP B O #2f5ett DR Td D DIZHF L, Loopback Tix MEP-MIP [l OHE S TE 5728, MA
WOt & IR CE £ 7,
MEP 2255655~ —7 " 7 A v — (CFMPDU O—H) Z##FEL, SN DIGENR-TL DI &
iR D 2 & CHEME R ERR L E T,
Loopback (Z1% MIP £ 7213 MEP NEHZIGET 5720, FlxiE, HEENICERO MIP 2% E L1254, MIP
Tl A R T T,
MIP 35 & OY MEP (2% % Loopback O FAT4il %2 Kk DOKIZR LET,

22-21 MIP [Zxf L T Loopback #3£4T

MA “Group_A” |

V O 4
i I
N _____._._ /
(A1)
V :Down MEP QO : MIP =Ty AyE—CDEN

343



22 CFM

22-22 MEP IZxt L T Loopback #3E4T

MA “Group_A” [

V ® V
| i
L _________ J
(A1)
V :Down MEP QO : MIP =Ty A yE—CDEN

Loopback |+ CC D ENKF AT 5720, HAC CC 2MESE TR LERH Y T3, /=, sk
MIP Z#HET DAL, FRNCMIP ODR— RO MAC 7 RLZAZFRTHESLERH Y 7,

22.1.6 Linktrace
Linktrace |Z L A ¥ 2 L~)LCTEIfET 2 traceroute 164 DHEHETJ, [Fl— MA N MEP-MEP [ ¥ 7213 MEP-
MIP &Rl 2R DOFHRMEINEL, v— MEREL I LET,
Vo7 hb—2Z2AyE— (CFMPDU O—ff) ZiEEL, Ro TENEE L — MEME LTIELE
75
GRS V7 P —RA Ay —VERERE LA ZRORIIRLET,

22-23 BEICV I PL—RAYvE—DEEE

MA “Group_A”

EET SE4E
V O 1 O vV
HBA | HEB HEC | %E&D
] Ve |
HEBEBOINE R ]
\
(R0
V :Down MEP QO : MIP [J: 78—k (MEP, MIPLL4}) U LR AVE—DDFEN

Vo7 =2 A ve—VR5ENETMIP 20 L CHEE SN E T, MIP kT 28302, HEED EDR
— FCZIEL, FOR—FTEELZONZIGE LET, BETLEEIILV— MEHRE LTUSERA v
EREFLET,

SEHEIC Y 7 FL—RA A b=V %% L2 ROMICR LET,

344



22 CFM

(@)

X 22-24 BEHEICY D FL—RAvtE—TFERE

[ MA “Group_A" \
! EEDE TE '

I |
#ET ! I 5a%
V O 1 O 4
FEA | #£EB H#EC | %&D
] Ve |

EBEDDBE LR <
\

(ORI
V :Down MEP O : MIP [J:R—k (MEP, MIPLLSY) YU FL—RAYE—DDRN

JGEZR LI MIP (35 ETY 7 =R A v =Yg LET, EECOL SIS, MEP £72i
MIP B3GR E SN TWARWEBIIGE LR L EFEAL (SELZRTITIE— 2L LD MIP 3§38 E STV D SE
BHYET),

SA5E00 MEP £7213MIP £ TV > 7 hL—R A v —UNEET S L, 56550 MEP %7213 MIP (33 L 72
ZEl, FOR—FTZELZONERETIIEE LET,

HEEILTIE, BELEEEEZL— MERE LTHAL, ST TOL— FERERLET,

Linktrace (T HAIIEE L ET, B, EBENICRE SN MIP A—2THHEETH, EHH05H
BRICE DI, ZER— N EBEER— NOBFREISELET,

Linktrace |3 CC DB NELZMAT 5720, HZ CCZEESETELENH Y £9, £7-, 55k
MIP 35T BIEA1E, FHHNZ MIP ODFR— FD MAC 7 FL AZFHRTBSERH Y £7,

Linktrace [Z &k AEFE DY 72+

Linktrace D EITHERIC L - T, BEENEAE LLEESKR— M 82K 0iAdET,

o FALTNEBRHLI-IGE

Linktrace TH A L7 7 M &M L7l 2R OKITR L ET,

K 22-25 Linkirace TR A L7 b Z&#H L=l

i
RIER 5%k
Vv o O Y%
@A &S E®C Ei8D
54 LT EfH | X
&L
(L)
V :Down MEP QO : MIP [J:7R—k (MEP, MIPLL%}) YU RL—RAvE—DDFN

ZOBITIE, ZEE A D Linktrace TH A A7 U MERH LSS, *y NU—7 EOZEMOR— FEE
TERVRENRBZONET, V7 ML—RA A v —UNEE B MOEE CIZIEEIRTWETR, 3%
B CHREBEETERWVIREIZZR > TWT, JREEZIRERWD, XA LT T MR E9,

o IEARTZIRE LT-IGE
Linktrace B ANAI 2 H L7262 RO R LE T,

345



22 CFM

22-26 Linktrace TRBIEARRI #H L =1l

Bk
X R

#IET 5%
Vi L] B 4
HEEA HEEB HEEC &EED
E%*ﬂéﬁ&'
(LD
V :Down MEP O :MIP [J: H—r (MEP, MIPLLSY) LU H RL—R A v E— DR

4518 A 8 Linktrace COHZERT 2 L2 E, Y bV —7 EOEEMOFR— FHEE TERVIREER
EzoNET, ZhE, BEECHEED BEk) V7 FL—RARX v —UEERETE RN T2 E,
PEE A ICEEHFR— FBBEETERVWEDINEZIET -0 T,

(b) Linktrace DIGZEIZDLNT
Vo7 hL—Z A=A F XY A N7 L—ATT,
CFM BEHEL TWAEETY 7 L — 2 A v — VR EEET ABI2IE, MIPCCM 7 —4& _X— 2 & MAC
T RUVARAT—=TNEHBR LT, FOR—FTIRETINRELFT,
CFM NEIEL TWARWEBETIZY V7 FL—A XA v —V2 7T 9T 47 LET, ZDD, CEM M
FEL CWRWEEENR Ry NT—7 BIZHDEE, 50— FUANOEEND HIRENIRYD £7°,

22.1.7 X @EEELHR

(1) 7avyIREOR—TOEE
CEM OAHREIC ST, 71y 7 IRIEOF— F TOBEEZRDRITR LET,

£ 227 UpMEP AT Oy VREDEE

HRE e

cc + CCM 26ZA53 %, *¥ET % CCM DR — MIRFEIZI Blocked 23 E 5

Loopback < JEM =~ K 2ping (ZETTE 220

Linktrace - o~ R [2traceroute 13 FEfTTE A2
VT M= A=V T D, WETDY I PL—ZA X vE—TD
Egress Port DK HEIZ 1T Blocked % 3% E 3 %

% 22-8 Down MEP A JOv 7 IREEDIBE

Hhe 21
cc + CCM Z x5 L2
Loopback cJEH <2 R 12ping IXFEITTE R0
CBHIDN—T Ny I A= PITRE LR
Linktrace - EH == | 12traceroute (F54T T 2200

c YT RL—R R obE— VIR LN

346



22 CFM

£ 229 MPAIJOy I REDEE

HRe BiF

cc + CCM Z i L 7e

Loopback CERAIN B ZE LA DONL—T Ry 7 A =PI L
U LI SZELIZASEOAL—T Ry I Ay —DIEET S
=T Ny I A ye—TERFER LN

Linktrace RN SEZELIEY V7 FL—R R v —VITRE L

LN ELIEY Y FL—A A =Vl nET 5, WETHI 7 b
L— R A v&— 0 Egress Port ORFEIZ 1T Blocked % 8% ET 5

U RL—R A =V EFE LA

£ 22-10 MEP, MIP LISt R— kAT Oy ZREDES

HERE BE
cc - CCM Z it L7\
Loopback =T Ry J Ay —ThFE LR
Linktrace DI PL—RARA = UERFR LN

(2) VLAN b U RILEETOREIZDNT

VLAN F o U ZH8T CFM 29 534, VLAN Fo U v Z7#8N & VLAN h o U v 7@ R
AL EST, TRENTEHLET, 2B, AL UVOREMEATICE > Tk, CFM ORBEDHE FIZ—5B
HIRBAH Y £3, FAA L OFEFPTBIOHEEEDHEAHIRIZONWTROFRIRLET,

=& 22-11  FAA D OFREERROREEEDF AR

A A > OREMEAR HERE
cC Loopback Linktrace
VLAN koY v 7R & s AT fdi AT * VLAN b2 3 U > ZHEN T fE Al
VLAN kU v 7 #@4t * VLAN k>3 U > 785 Cix VLAN
ko RV E B2 CTIEE AR AT
VLAN k>3 U 78NS | R fdi AT i AT
VLAN k>3 U 780720 | R fdi AT i AT

(@ VLAN ho!2J#RE VLAN Fo ) U5 #85 T CFM 2ERT 5154
VLAN b U 7 HNE VLAN b3 U > Z 84 C CFM 23 56812 RO KNR LE T,

22-27 VLAN koY V58 E VLAN kR 5485 T CFM £ AT 541

VLAN k>R > 548

50-#0-00-60-pd-0d

-

b

RFAALLAR)LE
|

I

FAAL LRI
f
|

!

I

]

|

I

I
O
U

|

_()______

(A1)
A:Up MEP O:MP VANV RYLHTRER—F [ H—k

VLAN h % U U ZTHND RAA LU 1%, VLAN ko RV o 7N EEOBFTICE R A v &
TETEET, VLAN ho R Y 74D KA AL L L~UL 61%, VLAN bRV v 7@ E 7210

347



22 CFM

(b)

()

BIRA LV FERETEET, VLAN PR U U THENIZIZ R AL U L-UL 6 OFBIRA > MIRETEE
A, VLAN bR U U ZTHRNOBEHIZ R AL LV T TLET,

*7, VLAN bR U 789D KA A L~UL 6 TiX VLAN b o RV %# 2 Tl Linktrace 2 C¢& %
A,

VLAN F> &) VU 5#ATI+TTCFM 28B3 5158

VLAN k> % U v ZHENTZT C CFM 24 25 2 kR ORIR L £,

22-28 VLAN kY U J#8ATEITT CFM Z2ERY 541

VLAN b 21 » 548
1 00— O—4 O—1 O— ]

-t

I
FAALD LA

|

[

[ | | 1
[ | | I
| | | I
| | ] ] ~ ]
[ | | | N

|

I

I
I
%

A

I

|

|
(FLBI

A :Up MEP O : NMIP O:IWkYryoT&ER—F  [O: R—+

VLAN F % U U THND RAA L~ 1%, VLAN ko RV o 7N EEOMFTICE R A v &
BETEXIET, %Y FAA L TlL CFM OBHEREMEA TX £77,

VLAN ko) o5 #8512 1+T CFM 2 AT 51548
VLAN k>3 U > 7 #8520 T CEM 24 2512 RO R LET,

K 22-29 VLAN k2R > 5#51Z14TCFM #EH3 514

VLAN ko1 > 548

1 00— O—4 O—41 O— 1 L

-

R4S LALG
[}

__C).__
__[>___

(FL)
A :Up MEP O : MIP O:VIWNboryoFEgER—F O R—+

VLAN h % U U THBHD R AL LU 61F, VLAN ko RV o ZHaNOLERE 2T ICE R A o &2k
ETEXFET, VLAN Fo XU U ZHENIZIZ RAAL L L~UL 6 DEFBERA  MIRETEXEHA, ZY KA
A 2 TlX CFM O&EEENEH TE £,

22.1.8CFM TERHT AT —42X—X

CFM U 57— 2 R— R & ROFIR L ET,

= 22-12 CFM TERT 3T —42~"—2X

T—ER—X S ISP
MEP CCM 7 — & X— | & MEP BRFFL TN LT —HX— 2%, show cfm remote-mep
2 [Fl— MA N D MEP D5,

CC CTH R DB Z 3 D BRI A,
REFTD2NHIFIRD LB Y TT,
+ MEP ID

348



22 CFM

(1)

(2)

(3)

(@)

FT—RAR—2X AE ANEERa< R

* MEP ID (2%} 3 5 MAC 7 R LA
« 3%:4 MEP TR L 7= FEER#HR

MIP CCM 5 — & < — EECTHRFLTNWET —ZR—2, 2L
A [f— KA A D MEP OF5H,

Vol hL—ARXA v b=V ZRETHEE, CDR—
N CHRE T B ERET HBER,
RFEFTA2NEIXRO EBY T,

« MEP ® MAC 7 KL %

7% MEP @ CCM %315 L7= VLAN & 7R — |

Vo2 hb—RF—% | Linktrace DFEITHREREZRFF L TNDT — X X— X, show cfm I2traceroute-db

A BRFFTDNEITKRD L B0 T,

- Linktrace % 34T L 72 MEP & %15t

- TTL

B EIR UIZEROFR

VT ML —RRA =V RZELER— O
Eiit

T FPL—RAR =V HEEEE LR — FOE
it

MEP CCM T—4 R—X

MEP CCM 7 —# X— %, F—MARNIZEDL I MEP BHIDERFLTWET, £/, 8475
MEP CTHAE L7-EEFR LR L TCOET,

Loopback, Linktrace TIZ%E5E% MEPID THE TEX £74%, MEPCCM 7 — & X— A |ZHHFH I T2
MEPID i35 ETE £ A, MEPID 37 — X XN—ANIZEELZI N TV D0 E 9 TEH =< 2 R show cfm
remote-mep CHEFR CT&E £7,

RKF—H_X—2Dx 2 kU iE CC FEATHHIZ MEP 78 CCM 2325 L1- & X IT{ERk LE 3,

MIP CCM T—4 R—X
MIPCCM F—Z RX—2Z%, Uo7 L —Z A b=V % AT ABICEDOR— 2 biEET UL I Vg
RETHEIEH L E T,

HREEE, MIP CCM T — # X— R |Z%65E MEP @ MAC 7 R L ANBES N TWARWEATE, MACT L&
TN ESRLCEETHR— FERELET,

MAC 7 RL AT =T MZH WG EIXY V7 FL—RA A vt —UFHRE L2 T, Bk TERholzED
B EERYETIZIR L E T,

AKF—FZ_X—=2Dx > kY IE CC FEATHIT MIP 78 CCM %5k L7- & 2 IT/ERR L E 3,

)29 FL—RT—ER—X

Vo7 hb—RAF —H~_—Z X, Linktrace D E{THE R 28 L T\ ET,

1= =< > K show cfm 2traceroute-db C, 8Z5125E1T L 7= Linktrace DfE R4 SR TE £,
RBETESIL—MHITONT

LEERRT 1024 HLESOINE LR LET,

1 /V— b 72 0 (i3EE S OINE B REFT 200 TV — N REFCEX 20030 £37, 14— hY472 0 256 3
BEYDOIE R LIEE/IT 40—, 1 b— Y720 16 EESDOISEZFRF L T DAL 64 L— 1
R TEET,
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SN 1024 B E B AT A, dvb— FOFERAEES R, HLVIL— FOERERFELET,
Vol FL—AF—=H_R—= T8 EN TV D655 LT Linktrace 21T L7284, Vo7 hL—XF
— A NR—Z DRSS E TO— MEREHIER L72® L1287 L\ Linktrace DISE 2 REFL £97,

Vo FL—AF—H_R—=2A 2 ROKNR LET,

22-30 YUY RL—RTFT—EAAR—X

??EZE“%E?: g 1000 1 Tori e | 1L 62 |—e e L 48 | t62EHOMEE
%i?—%;ﬁg 128 1 Irmies Tl 62 —eeerd TTL 32 | 322Es0EH
%gg%;ﬁﬂo__Tn63__an cee—{TIL 60 | 4EBEHOIER

} é;ﬁ_ P230) { %gng:tg 4000 | L rrigs { TTL 62 —e oo TTL 32 | 328£BH OB

A T102455 8 5
ETCOREERNF

ART—=ZN—ADx > | Y3 Linktrace 2T MEP 2MGE 252 (5 L7z & S ITHERL L £ 77,

22.1.9 CFM ERFFDEEEIE

(1)

(2)
(@)

3)

(4)

CFM ZE{FS €T LVEEIZTDOINT

CFM AT 288, NAA UNOLMEETCFIM 2EES 20 E3H Y THAD, CFM ZEfESE720)
418 TIL CFM PDU %% 10 S5 MLERH YD £97,

AMEEEPRE, CFM ZEMEI B/ WEEEIE, RORIDRT 7 L —L%2 BT HIIICHREL T EEN,

x 22-13 BBESEHTL—L

7 L—LFER 585 MAC 7 KL R

~/FF ¥ AL 0180.c200.0030~0180.c200.003f

AMEE L, CFM SEEL TW R WA T ToO CFM PDU %% L £9°,

e DEFIZDINT

LAY 2R L DTF

1521 VAV 2 fMREL DIFE] 2L T &V,
CFM PDU M/A—X F2{EIZDL\T

CC CHINEMRTLVE—NMEP N 96 LLESHD L, UE— K MEP 260D CFMPDU =% A X 7%
EIR—B L7-5AI1Z, REETCFMPDU 23— X MZETHZENRHY F3, £O%HE, A¥EETCFM
PDU ZEFET LI NH Y, MEZBRRNTI2B8EMDRHD £7,

RBLGDERT DAL, AAEE TO CEMPDU DREIE S A IV VY RER LAV E D I LT 228

Uy,

Rl— KAV TR—TZ4<") VLAN £57E L TL S MA TD MEP F&EIZDLY
<

Fl—FAA L TRE—77A4~Y VLAN ZREL TV MA (J[Al—MA b&T) T, F—F—hIkLT2
fHLLEDO MEP 3% E C& £ A, RELZHAIE, %% 95 MEP T CFM A IEFICEEL 8 A,
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(5)

(6)

(7)

(8)

CFM

Linktrace TDJL— MMERDINEIZDUNT

Linktrace CIZV > 7 P L —A X v b=V DERiEER— ML, MIPCCM 5 —# _X—ZAF7Z[IMAC T FL &
FT—INEBBLTIRELEY, T07H, Vo7 v 7 (Voo AT %OBET v 7Et) A=
7YY IR EIC L HRIEAERIL, CC T CCM X% IET 5 XTI R — FORETE 2072w, 1E
LuWb— MEROINENTE EH A,

Up MEP 8L U MIP TCFMABEL W E A S5

WDA Ry WRAERKIZ, —EHLY 77 v 7 LT Up MEP 38X UYMIP DR — k Tid CFM O HERE
DEMELERA, —EV I T v 78¢5 L TEELE T,

o LEEH CEREMEDLEL)

o =~ I restart cfm D FELT

70y REDHR— kT MIP A% Loopback, Linktrace [ZI5& LA WMEEIZDLY
T

Ty ZREOR— MIMIP #RE L, #%3KR— b CRIRTIEM%Z L7234, MIP X Loopback,
Linktrace |ZJS&F L7V Z &3 H D £,
o A= 7r7YVY— (PVST+, v 7)) TIL—7H— NikpE%EH

o A=Y Y— (MSTP) OEMMIZ, 727 A VLAN £7-1%% AT 47 VLAN %751~V VLAN
L LTERE

e LLDP %jEf
TR#ERTH CC DEEIZDOULVT

LAY 2 DLEMK (XR/3=27" Y —, Ring Protocol 72 &) ZMAT Ry NT—2 ETCCZEH LT
L8%A, BEREOUVEXNIAE L L XIC, BEBEO MEP 233/5 L7z CCM % 5%{5 L T ErrorCCM %
BT 22030 £, KEETBEERENLZET S LEELET,
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22.2 a7V KFAAR

222132 k—

CFMOay 7 4 7 b—ygravwy R—EE2ROFEITTRLET,

£2214 avIq45L—

Layvavyvk—¥

avy R4

B

domain name

%Y RAA THERT 24 ERELET,

ethernet cfm cc alarm-priority

CC THAT DMEE L~V ERELET,

ethernet cfm cc alarm-reset-time CC ThEEAXHBRME AT ETCORMERELET,
ethernet cfm cc alarm-start-time CC THEEZRBML TH S SNMP @ %2 EET 5 £ TORR 2%
FLET,

ethernet cfm cc enable

RAA > TCCaMMT D MAZRELET,

ethernet cfm cc interval

CCM AR ZBE L £,

ethernet cfm domain

RAAS R ELET,

ethernet cfm enable (global)

CFM B L £ 7,

ethernet cfm enable (interface)

no ethernet cfm enable 5% EKFIZ CFM % {81k L £,

ethernet cfm mep

CFM T4 2% MEP 3% E L %7,

ethernet cfm mip

CFM T2 MIP %€ L £,

ma name

U N AL THEHT 2 MADATRERELET,

ma vlan-group

FMRAAL L THEMAT S MAICHTET S VLAN 232 L £,

CFM OERH a2~ F—

BARDRITRLET,

#* 2215 ERavY k-
avrRE Bl
12ping CFM @ Loopback #§RE% 4T L £7, fHE MP M OB A s L £ 7,
[2traceroute CFM @ Linktrace B§REZ EAT L £ 7, HHE MP O — M &R LET,
show cfm CFM @D R A A UNEREFRRLET,

show cfm remote-mep

CFM @V &— k MEP OfF#iz R <L ET,

show cfm fault

CFM DFEFH Mz £~ L £,

show cfm I2traceroute-db

I2traceroute =< R CTHUE L7z — MEREFERLET,

show cfm statistics

CFM OffiittEd =R R LET,

clear cfm remote-mep

CFM®VE— ks MEP E#%E 27 V7 LET,

clear cfm fault

CFM DfEFE Mz 7 V7 LE T,

clear cfm I2traceroute-db

12traceroute =~ > RCTHE L7zLb— MERZ 27 V7 LET,

clear cfm statistics

CFM OffitE®RzE= 27 V7 LE 9,

restart cfm

CFM 7' u 7/ 7 A& FHiEEh L £7,

dump protocols cfm

CFM O X 715 %E 7 7 A V~HH LET,

BRI AL ZRET D

2222CFM DERTE (EFEAALY)
FIEZFHALET, 22T, ROXIRTAREE

A DBRGEF 2R LET,
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22-31 CFM DERES| (EH AL Y)
HREBEC REBEA AREEB AREED

] C—1{1/01 1/0/2[ ] —{1 ]

RAALRL2

MA “ma2_vlan200”
VLAN 30, 40, 200
] ]

! KA LA
| MA “mal_vlan100”
I VLAN 10, 20, 100

e %

A : Up MEP YV :Down MEP O :MIP []:HR—+

_[>___

(1) BEEAAMVBEIUVRAL L TED MADERE
[BREDRA > k]
BEDORAL BB E, KORKAL LD KA UPBEELET, MA ORREIZ R A A >
Lob e MARBBIE S, RAL AT, BROMAARESERE BRI EILERHY 5, &
ENRI D560, AKE L XRIEREIIR — MA ¥ ShEEA,
MA O7'Z A~V VLAN (TIE, A% D MEP /»5H CFMPDU # %53 % VLAN #3%E L £77,
primary-vlan /X7 A — X BT I N TWRWEEE, vlan-group /X7 A — % TR IE SN 72 VLAN OHI»
5, b/ E72 VLANID % F52 VLAN 377 A~V VLAN (T72 0 £,
[a7 Y FIZ&BERE]
1. (config)# ethernet cfm domain level 1 direction-up
(config—ether—cfm)# domain name str operator 1
RAA L L~UL 1 & MEP OFIRELR UpMEP ICT A2 LARELET, 2747 b—varA—
Ty b CFM E— FIZBATL, FAAL UAMERELET,
2. (config-ether—cfm)# ma 1 name str mal_vlanl00
(config—ether—cfm)# ma 1 vlan—group 10,20, 100 primary-vlan 100

(config-ether—cfm)# exit
MA1 T MA 4%, MAIZFTET % VLAN, 54~V VLAN &R E L £,

3. (config)# ethernet cfm domain level 2
(config—ether—cfm)# domain name str operator 2
(config—ether—cfm)# ma 2 name str ma2_vlan200
(config—ether—cfm)# ma 2 vlan—group 30,40, 200 primary-vlan 200
(config—ether—cfm)# exit
RAA 2 LryL 2 & MEP OFIMKIEZ Down MEP (2925 Z & 2R EL £ 7,
MA2 CMA 4, MAIZPFTET % VLAN, 7714~V VLAN 2% E L £ 7,

(2) MEP & U MIP DERE
[BREDRA > M
MEP 3 X O MIP D% ESIT, IWAESRHBUNICINED I OICHREL T ZEW,
FRE L7z MEP 5 L O MIP OEMZ BT 2 121%, ZEEO CFM 2 AT 2RENLEITRY 7,
(a7 FIZkBE%E]
1. (config)# interface gigabitethernet 1/0/1
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(config-if)# ethernet cfm mep level 1 ma 1 mep—-id 101

(config-if)# ethernet cfm mip level 2

(config-if)# exit

(config)# interface gigabitethernet 1/0/2

(config—if)# ethernet cfm mip level 1

(config-if)# exit

R—F10/11Z, RAALL~UL 1, MALIZETIRT S MEP 2R ELEY, £z, FASL~UL2 D
MIP ZFRELET, R—F VORIZRAAL L LUL 1 D MIP Z%ELET,

2. (config)# ethernet cfm enable
AU D CFM OEFA 2B L E T,

3) H— kD CFM D{ELE
[BREDRA > k]
—HFHIIZ A — F D CFM A% 1L LW B ICRIE L £ 77
(A7 FICKBEEE]
1. (config)# interface gigabitethernet 1/0/1
(config-if)# no ethernet cfm enable

(config-if)# exit
A—F 1/0/1 ® CFM w151k L £,

(4) CC DEF/RE
[BEEDRA > k]
ethernet ¢fm cc enable =2~ > RO EEH DS, CCHBEMELET,
[O<7 Y FICKBEFE]
1. (config)# ethernet cfm cc level 1 ma 1 interval 10s

(config)#t ethernet cfm cc level 1 ma 1 enable
RAA 2 L~UL 1, MAL G, CCM OEERFIREZ 10 ICRE L7=d LI CC DEfEEZRIG L £,

2223 CFM MERTE (B— KA A2, EH MA)

Fl— RAA L THEEDO MA ZRETHFIEEZHAALET, 22T, RORITRTARERE A OREH &R
LET,
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[ 22-32 CFM MFREH (B— FA A, BHMA)

MA “ma2_v|an200”

VLAN 10, 20, 100 VLAN 30, 40, 200

|
|
|
|
|
|
|
|
: MA “mal_vlan100”
|
|
|
|
|
t

(man
/A : Up MEP O :mp

(1) BE— KA TOEHMA DHRTE
[REDKRA > +]
[[A— RAA L THEDO MA R ET 561, MA#BIIZESRBLIOMAZLHRIEER L2WE HITKRTE
LET, FAAVBIOMA OIEAMRFREDRA > ME, 12222 CFM OFRE (BEE KA A V)]
LTSN,

[a7 Y RIZ&KBEHRE]
1. (config)# ethernet cfm domain level 6 direction-up
(config—ether—cfm)# domain name str customer 6
RAA 2 LoULt MEP OFIHIRAEZ UpMEP IZT 5 Z EaRELET, a7 47 L—a A —
F*v NCFME—RIZBITL, FAAL VABEHRELET,

2. (config-ether—cfm)# ma 1 name str mal_vlanl00
(config—ether—cfm)# ma 1 vlan—group 10,20, 100 primary-vlan 100
(config—ether—cfm)# ma 2 name str ma2_ vlan200
(config—ether—cfm)# ma 2 vlan—group 30,40, 200 primary-vlan 200
(config—ether—cfm)# exit
MA #BIFE 5B & MA 4R, MAIZFTIET 5 VLAN, 774~ U VLAN 2% E L E7,

(2) MEP & U MIP DEFE
[BREDKRA > K]
MEP IZMA Z L ICRETDHIMLENH Y £, MIP ITEHED MA TH@ T, R— MEAIC—OFREL £

J» MEP B X UMIP QAR RFREDRA > M, 12222 CFM OFE BERNAAY) ] 25K L
TLEEN,

[av7 Y FIZ&KBEE]

1. (config)# interface gigabitethernet 1/0/1

(config-if)# ethernet cfm mep level 6 ma 1 mep—-id 101
(config-if)# ethernet cfm mep level 6 ma 2 mep—id 201
(config-if)# exit
(config)#t interface range gigabitethernet 1/0/2-4
(config—if-range)# ethernet cfm mip level 6
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(config—if-range)#t exit
A—=RF10/11Z, RAAL L6, MALIZHTET 2 MEP 23X ELET, 72, MA2IZFTET 5

MEP Z#&ELET, RN— b 1/02~1/0/4 12 RA AL L~ 6D MIP ZFRELET,

2. (config)# ethernet cfm enable
AEEE D CFM OERA &2 Bth L £ 7,
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LLDP

CZOFETIE, ALEEICEERET D EEOHRZIET DHERE TH 5 LLDP Ofifd & #fES
HEIZHOWTHHALET,
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23 LLDP

23.1 &z

23.1.1 &

(1)

LLDP (Link Layer Discovery Protocol) (X T 2@ IEWMAINEST 27 2 ha v TF, EMA - REFFFICEE
fEE O R MHICHECTE L2 2N E LIHRE T,

LLDP @& I

LLDP #REA 95 = & CTHPEEE L 35 L TV AR R— MIR LT, BEBICETAHBRBLUEY
A= MIBETHHEREEELET, ZYF— N TZE LEBEEEOEREEHT 5 2 & THIEE & i
HEMOERRELZINRECE LI ET,

LLDP O fAH 2k DRI RLET, ZOfITIE, R—ELNOKRICHRE S - AREREB OBk
Z, IBICREBLEAEBADOHBETEA LR ET,

23-1 LLDP o Al

AEEC
_______________ ’
S
3p
LDPDU : | AEEB
System 1D <
Port ID ~_| - FEEE B 2B
VLAN ID#z &
: ™ REBMMNGRZ S
184 -
- N H))
System ID
1 VLAN ID
! Port 1D &

23.1.2 Y R— MM
(1) EHETE S LLDP 1%

RIEE TR R T o0k 2R — h LET,
e IEEE Std 802.1AB-2009
ALEETIX, 5856 MAC 7 R LAY “01:80:C2:00:00:0E” 721} LLDPDU & L T3 C& £7°,
e IEEE 802.1AB Draft 6
57 4V b ClZ IEEE Std 802.1AB-2009 CHi{f L C, IEEE 802.1AB Draft 6 ® LLDPDU 7=} % 32{8 L /=R —

K 7>% 1% IEEE 802.1AB Draft 6 ® LLDPDU % 1515 L £, 723, IEEE Std 802.1AB-2005 & b C& %
I, HUERID2{E LLDPDU & 24/ LLDPDU OEUREZ R DOEIT R LET,

* 23-1 READZ{E LLDPDU & #4{E LLDPDU D%

{Z LLDPDU D#R1& %18 LLDPDU D#3#&
IEEE Std 802.1AB-2009 IEEE 802.1AB Draft 6
IEEE Std 802.1AB-2005
ZlE7 L =g L IEEE Std 802.1AB-2009*
ZAEHY IEEE 802.1AB Draft 6
ZEH Y =g L IEEE Std 802.1AB-2009*
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(S LLDPDU D3R

IEEE Std 802.1AB-2009
IEEE Std 802.1AB-2005

IEEE 802.1AB Draft 6

7%{E LLDPDU D3R

2fEH Y

IEEE Std 802.1AB-2009*

System Capabilities TLV 721} 1 IEEE Std 802.1AB-2005 OBIA& TEE L E T,

(2) HHR—FTLV

ARIEETO TLV OV R — MR EROFIZR L ET,

= 232 TLV OHYHR— KR

TLV name

IEEE 802.1AB Draft 6

IEEE Std 802.1AB-2009
IEEE Std 802.1AB-2005

e

i
i

B

21

Bl

Chassis ID

O

O

O

O

LB D MAC 7 R L A &k

Port ID

O

O

O

R—=RrDMAC T KL A%
EELET,

Time To Live

AEEENEETDHHERD
R 7 4 7L
— gV CAERETEE
‘j—O

Port Description

interface 27" /L — =~ MIB ™
ifDescr & [A] U &2 1255 L
= I

System Name

system 7 /L—=>" MIB @
sysName & [d] UfiE % 2615
LET,

System Description

system 7 /L—=>" MIB @
sysDescr &[] Ufii 2 255 L
9

System Capabilities

MM TE HHERE L A 2072
BRREDTF A 155 L &
ED

Management Address

BHLT FLAZEELE
D

Organizationally-defined TLV

extensions
+ VLAN 1%
+ VLAN Address 5 #

BEIN TS VLAN ID
2 VLAN (2B ST S0
7ZIP7T RLAERELE
7

IEEE802.1 Port
Organizationally
Specific TLVs

VLAN ID

BEINTNER— |
VLAN @ VLAN ID %
EELET,

Port And
Protocol
VLAN ID

BESNTND T E b=
JL VLAN @ VLAN ID {5
FEELET,

VLAN
Name

AXZ

J/ESNTWVAR— |
VLAN @ VLAN ID, ¥k
" VLAN D4 Hij & 2505 L
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TLV name IEEE 802.1AB Draft6 | IEEE Std 802.1AB-2009 B
IEEE Std 802.1AB-2005
&= 215 B 215
i—gﬁo

O O:HAR—F A —8H¥FR—1 X:IHKR—FH
IEEE Std 802.1AB-2009 ®#i4% T LLDPDU %345 L ¥, 7272L, System Capabilities | IEEE Std
802.1AB-2005 OHIME CTEF LET,

VLAN Name Length D&% 0 Ti4/E L, VLAN OZARNIERELERA,
LLDP THAR— M 2 EWROFEM AL FITRLET,

(@) ChassisID (ZXEDHEAF)
PR AT A IEWM T, Z DOIFMICIT subtype 23 EFKE I 4, subtype IZ L > TEFEARD LD £,
subtype & EENAERDERITRLET,

#F 23-3 Chassis ID ® subtype —& (IEEE Std 802.1AB-2009)

subtype R EENE
1 Chassis component Entity MIB & entPhysicalAlias & [7] Ufi&
2 Interface alias interface MIB @ ifAlias & [7] UA#
3 Port component Entity MIB @ portEntPhysicalAlias & [7] Ufi, 37213 Entity
MIB @ backplaneEntPhysicalAlias & [F] UA#
4 MAC address LLDP MIB ® macAddress & [7] Ui
5 Network address LLDP MIB @ networkAddress & [i] UAE
6 Interface name interface MIB @ ifName & [7] Uf&
7 Locally assigned LLDP MIB @ local & [7 U

F 23-4 Chassis ID ® subtype —& (IEEE 802.1AB Draft 6)

subtype =51 EERNE
1 Chassis component Entity MIB @ entPhysicalAlias &[] CAE
2 Chassis interface interface MIB @ ifAlias & [7] UAi
3 Port Entity MIB ¢ portEntPhysicalAlias & [7] U1
4 Backplane component Entity MIB ¢ backplaneEntPhysicalAlias & [7] UAE
5 MAC address LLDP MIB ® macAddress & [F] Uf&
6 Network address LLDP MIB ® networkAddress & [A] UfE
7 Locally assigned LLDP MIB @ local & [A] UfiE

Chassis ID IZ DWW TOEZERFITRDO LB T,

o E(E : EET D subtype DFERIEL MAC address 7213 T, #FT 5 MAC 7 KL R |34EE MAC 7 R LA
EHEALET, £72, AF v VHEEFIZIA Y v 7 OEEMAC 7 FLAZERA L ET,

o =I5 LFCIC/AR L7242 subtype IZ DWW TEFTEET,
o ZET—HHAK 125547 T v b
(b) PortID (7FR— MEERIF)
RN— AT DIEHRTT, ZOFRITIT subtype 23 TEFE S AL, subtype IZ K> TEENENRRD 7,
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(€)

(d)

()

(f)

subtype L IEENAZIRDORITTILET,

#= 23-5 Port ID @ subtype —& (IEEE Std 802.1AB-2009)

subtype G| EEARR
1 Interface alias Interface MIB @ ifAlias & [F] UfiE
2 Port component Entity MIB @ portEntPhysicalAlias & [F] UfiEl, & 721 Entity
MIB @ backplaneEntPhysicalAlias & [7] U
3 MAC address LLDP MIB @ macAddr & [A] UAi
4 Network address LLDP MIB ® networkAddress & [F] UAE
5 Interface name interface MIB @ ifName & [7] Ul
6 Agent circuit ID RFC3046 @ Circuit ID
7 Locally assigned LLDP MIB @ local & [A] UA#

#= 23-6 Port ID O subtype —& (IEEE 802.1AB Draft 6)

subtype =5l EENE
1 Port Interface MIB @ ifAlias & [A] UfE
2 Port component Entity MIB ¢ portEntPhysicalAlias & [7] UA
3 Backplane component Entity MIB @ backplaneEntPhysicalAlias & [7] Ufi
4 MAC address LLDP MIB @ macAddr & [7] UA#
5 Network address LLDP MIB @ networkAddr & [7] UfE
6 Locally assigned LLDP MIB @ local & [A] UA#

Port ID {2 DWW T DOEZELRMIFRO LY TT,

e %[5 : E(FT D subtype OFERIL MAC address 7217 CTF, {5795 MAC 7 K L A {E#%Y Port ® MAC
T RUREHERLET,

15+ BFRITR L7124 subtype IZDOWTZETE 97,

o XET—HERE 2554 7T v b

Time-to-Live (&R RFFEFHE)

B A3 2 1WA AR LR M TR DI 2R L E T,

RERIZ = 70 7= a UCEETE LT, WHNIREBTHMAT L 2 2B LET,

W
il

i

Port description (7R— ~F&E35I)

R—FORERZRTERTT, ZOFRIZIE subtype 1ITH Y FHA,
EENEB I OZEREIRDO LB TT,

o E[FN%A : [nterface MIB O ifDescr & [f] UAF
ZET—ARRE 255477 v b

System name (& &)

WEELREZRTERTYT, ZOEMIZIT subtype 1ZH 0 £E A,
EENRBLOZERFTIRO LB TT,

o HENE : IsystemMIB @ sysName & [A] U1 |

o ZET—HRAR 255477 v b

System description (ZEEFE )

EE O 2R T IER T, 2 OHHRIZIE subtype 1ZH 0 /A,
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(9)

(h)

BRENAB LOZERFETKRO LEBY T,
o EEANEA : IsystemMIB O sysDescr & [7 U]
AHB >y JREEI T~ A A A v F O sysDescr EHEHEH L E T
o ZET—HRKRKE 2547 T v b
System Capabilities (ZEE DH##E)
FIFI T & DHERE & AR e BERE 278 2158 T, T OMEHIIHIREIC X > T subtype DFEA R Y 7,
IEEE Std 802.1AB-2009
subtype 23 X4, subtype 213 chassis ID subtype Z L %9,
IEEE Std 802.1AB-2005
subtype 1ZdH D EH A,
System Capabilities (Z DV TDEFAFIL L OZEFREFKRO LB TT,
o X(F
IEEE Std 802.1AB-2005 DA% Ti6{E L £ 9, System Capabilities TLV DEENEERDOEITR L ET,

% 23-7 System Capabilities TLV DZEHNE

T—3% B EERE
system capabilities PERER 1 CIEENVE T D H6E MAC Bridge (1) &
enabled capabilities HEREREANF D 9 b, AT > TV HH¥6E MAC Bridge (1) H%h

o =3
IEEE Std 802.1AB-2009, 3 J TN IEEE Std 802.1AB-2005 D% T5%18 T& £, IEEE Std 802.1AB-2009
DK TIX, TX3TD subtype IZOWVWTZIETEET,

Management Address (BEE7 FL X)

EEDOIP T RLARLMAC 7 R RAEHAT HERTT, Z DIERITIL subtype 23 EFE S 4L, subtype 12 &
S TREGBNERRRY 7,
Management Address (2 DWW TDEENEB LOERFITRO LB TT,
o xfF
Management Address TLV DIEENE LR DRI LET,

% 23-8 Management Address TLV DEERNE

T—34% & BA R EMB

management address subtype BEHT R L AR 1:1P (IPv4 7 KL R) FE2iX
2:1P6 (IPv6 7 KL &)

management address BFEHT RLR arv7 47 b—vara<rKlildp
management-address TRRE L 77 FL A%
EHLET

interface numbering subtype AVET7z—AFFYT | 1: Unknown

2AT
OID string length OID & & 0

o %fE
F T D subtype IZ DWW TEAFTE EJ, LLDPDU LIZH D Management Address TLV 737 < &1,
RBOFERIZT 2 RELET,

o ZIET—HRKE
167 42 7 > b
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(i)

0

LLDP

Organizationally-defined TLV extensions
AHEE B ICROERZ A —FLTWET,

VLAN ID

MR — FAMEA TS VLAN Tag @ VLANID 27k LE9, Tag BHEFH L TV D541E, BREO
VLANID Z/R LEd, ZOERIT NI 7 R— FETERRERTY,

VLAN Address

ZOERIE, BUR—FTIPT FLARRESNTWAE VLAND S B, HH/NEWVLANID & 20
IP7 FLAZEZ—2RLET,

IEEE802.1 Organizationally Specific TLVs
ALEE TIIROEREY R —FLTWET,

Port VLAN ID

YR — DR — k VLAN OFE#H T,

T IR AR NOEA, %S TAHR— VLAN ® VLANID #%FLET, 727 v AKR— IS D5
A, FAT 47 VLAN BNE7R & E13AK AT 4 7 VLAN ® VLANID 235 LE7, ZETFT—ZKAE
X, 677> FTT,

Port And Protocol VLAN ID

FMUR— D7 o ka3 VLAN OER T,

7o haR— hOBE, %% T 57 bl VLAN O VLANID 2355 LEd, 2595 VLANID
ORI, RFOKRETT, 71 ha)L VLAN OFEN W& X)L, 71 b3/ VLAN OF# %5415
LERA, ZET—F&KEIX, 74277 > FTT,

VLAN Name

YR — DR — | VLAN OIEFHRTY,

TV AR— FOPE, T HAR— K VLAN D VLANID %5 LET, FT 7R — FDBEE,
VLAN Tag ® VLANID 245 LE9, $£72, XA T 47 VLAN BER/R L XX, £ 7 47 VLAN O
VLANID HEERIZEE LE T, 77 BAR— I BIRMT 7R — FADEE, EHEA— O
VLANID #5{5 LEd, £, *147 47 VLAN RER2 L &1, A7 47 VLAN ® VLANID %
FERICEE LET,

%1595 VLAN ID OFE#IE, REOIRETT, £z, TagBHEHERAL TWBEEEE, Atko
VLANID #3i%f5 L, VLAN R VU U 7R EZ A L TWAYATE, VLAN b U > 7 BRECfHT
72 VLAN Tag @ VLANID #%(E LE¥, ZET —#RKEIL, 39477 > FTY,

23.1.3 LLDP FHRKFDIEEIE

(1) FHRezRE L-EEMICAHEZYR—FLAEVAEREZERLZBE
WIS L7, B & oBEGekIE % ERECHRR LIS WIRIBIC A2 D 257,

(2)

AA v F BB LT LTZHEE, AA v FIXLLDP OBAMIERE T L1, Z07-0, EEEREL
TWVWRWEER T, BEERE L RANREZE CTE20T, EEEHR SN TV AEEMONEHR LXK
BT 720 £,

N— & R U L7284, LLDP OFMATE#IIN—# THEISNS72® LLDP fEREA R E L4t
BEMTIIZETEEEA,

BEEEDRRHEICDOINT

BRI E O R KINA R B A T2 6, 26 LIAERIIEEL £, ZEFALOBEREER RS Z A L
77 b CHIBRE N SRR 2 R T D 7201, BEIRIRIRIL —ERFIAR L S U E T BRI, RORINA SR DR
LA BT 70 o 7o BRI E T R O PREFRFE & [Fl— T,
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(3) RBYUBAEFIZDNT

AHB ISR, v AX AL v F OV EZNEAETLE, BEEBOKREZZ VT LET, T0%, B
BHEE NS LLDPDU 2525325 2 & THFEE LET,

364



23 LLDP

23.2 a2 KFAAR

23217 K—&
LIDP a7 4 L —varavy RF—EE2ROFRITRELET,

£ 239 avI44JL—Yarvavrvk—&

av k4 BA
lldp enable AR— hTLLDP O#EM & BIE L E 7,
lldp hold-count AAERE N EET D LLDP 7 L— ATk U T s E M+ 2 B 25 & L
E7,
ldp interval-time KIEBMREET S LLDP 7 L— L DXEEREEEELET,
lldp management-address %57 % Management Address TLV OEFHT KL A ERELET,
lldp run JEE KT LLDP BB Z AN L E T
LLDP DEfa~r R—EERORITRLET,
*x 23-10 EAaVTUF—F
av Y R4 A
show lidp LLDP DR iE i s L OB E N e R L £,
show lldp statistics LLDP O#iaHEHR AR R L ET,
clear lldp LLDP OBk HE 7 V7 LET,
clear Ildp statistics LLDP O#iatEHE 27 V7 LET,
restart lldp LLDP v /' 7 A& HiEE L7,
dump protocols lldp LLDP 71 77 ATEHE L TWAEEMA <2 b b L— 28I L O T —7
WAERE 7 7 A~ LET,

23.2.2 LLDP D& F

(1) LLDP #RenHZE

[BREDRA > k]
LLDP fERED = 7 o 7 L—3 g FERE THREZ AICT DB0E &, REICEN T 58— hT
BIINCT DRENMLIETT,
Z 2T, gigabitethernet 1/0/1 (233 T LLDP #§RE & H S &£,

[A7 > FIZ&kBE&RE]

1. (config)# 11dp run
HLE RN T LLDP BREZ AT L £ T,

2. (config)# interface gigabitethernet 1/0/1
R—=F 101 DAL=V Ry v FZTx—AaL T 4 b— g F— RIBITLET,

3. (config-if)# 1ldp enable
A~— b 1/0/1 T LLDP BREDOEMEZBISE L £ 7,
(2) LLDP 7 L—LM%EREMR, REFREDOERE
[(REDRA > K]
LLDP 7 L — ADEGEHRAELE T2 &, EEOFROLENKM I N DR ZTETEET, HE
MREEL TH L EENREI KM EN, EHEHRREZ RS T2 LERORMNE 2D £,
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A< FIZ&EBHE]
1. (config)# 11dp interval-time 60
LLDP 7 L — A DO EERIEE 60 FIZERE L E T,

2. (config)# 11dp hold-count 3
ARIEE LG U7 1 a PR E 2 MR R 2 [ & interval-time FFE ORI THRE L E T, ZOHE

60 Fb X3 T 180 Bz v 4,

5

1 —

(3) EETHEET FLADETE
[FREDRA > +]
BT FLRAZRETDHE, RELEIP 7 FLAREESERIOBMENET, RETEXLHIPT R
AF, AVE T2 —RAIREINTNDIP T RLAIZIRD £/ A,
[a< Y RIZ&kBEHRE]
1. (config)# 11dp management—address ip 192.168. 1.20
%157 % Management Address TLV OF BT F L 2% 192.168.1.20 IZF%E L 7,
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TERA  ZERLFRIE

{+8%A.1 Diff-serv

*& A-1 Diff-serv DERIRIEH K UEIE

REBES(ETEAR) kg
RFC2474(1998 4 12 H) Definition of the Differentiated Services Field(DS Field) in the IPv4 and IPv6
Headers
RFC2475(1998 4 12 H) An Architecture for Differentiated Services
RFC2597(1999 4 6 H) Assured Forwarding PHB Group
RFC3246(2002 4= 3 H) An Expedited Forwarding PHB (Per-Hop Behavior)
RFC3260(2002 4= 4 H) New Terminology and Clarifications for Diffserv

{T#%A.2 IEEE802.1X

%= A-2 |EEE802.1X MR E L UEE

BREBESFETER) k4
IEEE802.1X(2001 4F 6 A) Port-Based Network Access Control
RFC2865(2000 4= 6 H) Remote Authentication Dial In User Service (RADIUS)
RFC2866(2000 4 6 ) RADIUS Accounting
RFC2868(2000 4= 6 H) RADIUS Attributes for Tunnel Protocol Support
RFC2869(2000 4 6 H) RADIUS Extensions
RFC3579(2003 4= 9 H) RADIUS Support For Extensible Authentication Protocol (EAP)
RFC3580(2003 4~ 9 H) IEEE 802.1X Remote Authentication Dial In User Service (RADIUS) Usage
Guidelines
RFC3748(2004 46 H) Extensible Authentication Protocol (EAP)

fT#%A.3  Web F25E

& A-3 Web BEIDEMBRIRE L VOBIE

BRRES(FETEAR) Pk E
RFC2865(2000 4F 6 H) Remote Authentication Dial In User Service (RADIUS)
RFC2866(2000 £ 6 ) RADIUS Accounting

fT#A.4 MAC Z25E

=& A-4 MAC BIEIDENRE S L UEE

HBESFETER) Ri&d
RFC2865(2000 4= 6 H) Remote Authentication Dial In User Service (RADIUS)
RFC2866(2000 £ 6 ) RADIUS Accounting

{1#kA.5 DHCP snooping
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%= A-5 DHCP snooping M#HRIEH &K VENIE

RBBES(RTER) p kg

RFC2131(1997 4£ 3 H) Dynamic Host Configuration Protocol

{1§%A.6 sFlow
=& A-6 sFlow DEHREH L VEE

REES (R1TEAR) p kg

RFC3176(2001 4£ 9 H) InMon Corporation's sFlow: A Method for Monitoring Traffic in Switched and
Routed Networks

{T#%A.7 IEEE802.3ah/UDLD

% A-7 IEEE802.3ah/UDLD MEHIRE H & VEIE

RBBS(RTER) P E

IEEE802.3ah(2004 4= 9 H) Part 3: Carrier Sense Multiple Access with Collision Detection (CSMA/CD)
Access Method and Physical Layer Specifications

Amendment: Media Access Control Parameters, Physical Layers, and
Management Parameters for Subscriber Access Networks

{18%kA.8 CFM
=& A-8 CFM QEHREE LK UVEE

RBES(RTER) Miga

IEEE802.1ag-2007(2007 4 12 | Virtual Bridged Local Area Networks Amendment 5: Connectivity Fault
H) Management

{18%A.9 LLDP
= A9 LLDP MEHNBERE L UVEE

RBES(RTER) Miga

IEEE802.1AB/D6.0(2003 4 10 | Draft Standard for Local and Metropolitan Networks: Station and Media Access
H) Control - Connectivity Discovery

IEEE Std 802.1AB-2009(2009 IEEE Standard for Local and Metropolitan Area Networks: Station and Media
9 H) Access Control Connectivity Discovery
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